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Dear Ms. St,nvicki; 

RECEWED 

TOP SECRET 

RE: Complaint filed by BCCLA pursuant to section 41 of the CSIS Act 
Final Report: Review of vetting for national security concerns 
Your file: 1500-481 , ___________ ........,. ____________ _ 

Further to our letter dated July 14, 2017 and our meeting of yesterday with Ms, Bowers, we 
wish to inform the Committee: of the folJowing changes to the proposed redactions to the 
final report in H1e above-mentioned file. 

As discussed, we have added the following redactions in order to provide better consistency 
with other redactions thrOl.lghout the final report: 

Please do not hesitate fo contact me at 613-842-1356 should you require additional 
information or clurificaticm. l remain available to assist the Committee in its consultation 
as per section 55 of the CSJS Act if you have any specific questions or cone.ems, 

Sincerely, 

/~M"J 
a ,_'II"....,. ........... 
Stephanie Dion 
Counsel 

cc: Canadian Security Intelligence S.crvfoe, ER&L 

• 51000-677 
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July 14, 2017 

BY HAND 

Ms. Shayna Stawicki 
Registrar 
Security Intelligence Review Committee 
Jae son Duilding 
122 Bank treet 4th Floor 
Ot1awa, Ontario 
KIP 5N6 

Dear Ms. Stawicki: 

RE; Complaint filed by BCCLA pursuant to section 41 of the CSIS Act 
Final Report: Vetting for national security concerns 
Your file: 1500-481 · 

Further to your letter dated May 30, 2017, please find enclosed a copy of the final report 
with the Service's proposed redactions using the CSIS National Security Privilege Claims. 

For national security purposes, the Service requests the following redactions: 

The Service seeks to protect information which identifies or tends to identify its interest in 
individuals, groups or issues, including the existence or absence of past or present files or 
investigations, the intensity of investigations, and the degree or lack of success of 
investigations. 

Disclosure of such information would identify or assist in identifying the Service's current 
or previous interest in individuals or groups. This, in tum, could jeopardize the efficacy of 
the Service's operations and investigations by prompting the subjects of investigation, or 
individuals intending to undertake actions detrimental to national security, to take counter
measures to thwart the investigation and/or introduce false or misleading infonnation into 
the investigative process. For example, Service operations might be countered by 
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individuals taking specific measures to disassociate from identified individuals or groups, 
thereby nullifying the usefulness of human or technical sources. 

The disclosure of subjects of investigation, a past or present Service investigation, its 
success or lack of success and any related Service assessment would also provide those 
engaged or wishing to engage in activities constituting a threat to the security of Canada 
with information that could enable them to access the depth, deployment and sophistication 
of the resources, as well as the degree of expertise, of the Service. It would enable them to 
find gaps in the Service's knowledge and use them to their advantage. 

A security agency cannot operate effectively if individuals are able to ascertain the state of 
the security agency's operational knowledge at a particular point in time, the specific 
operational assessment made by the security agency as well as the fact the security agency 
is in a positon to draw certain conclusions on a subject. The disclosure of this type of 
infonnation would indicate a level of interest, or lack thereof, in an individual or group and 
the fact that a security agency has enough information to draw a conclusion. 

Please note that, unlike the Service's specific investigation 
more general investigation relating to domestic extremism is in the public domain. This 
information has only been redacted in instances where the information becomes classified 
in a particular context. The same is true in relation to the Service's role in the rotection of 
critical infrastructure. For example, 

The Federal Court of Canada, in the context of section 87 applications, has relied on the 
framework set out in Henrie vs Canada (Security lnteJligence Review Committee) [I 989] 2 
F.C. 229 (upheld on appeal to FCA) when considering injury to national security. In 
Henrie, the Court recognized the injury to national security relating to the duration, scope, 
intensity and degree or lack of success of an investigation. 
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The Service seeks to protect disclosure of information that would identify or tend to 
identify its employees. This infonnation would include their name, position title, unit name 
and personal identifiers. Knowledge of this information would be valuable to those whose 
interests are inimical to Canada. Also, identifying Service personnel could endanger their 
personal safety. 

Employ es have been harassed and had their lives threatened and 
CSIS has been identified as a target by a group of home-grown extremists. If a Service 
employee is identified, it is possible to trace the name and obtain addresses and other 
personal infonnation about the employee. Armed with such information, it becomes 
possible for individuals to monitor the physical movements and activities of these 
employees, potentially jeopardizing their physical security and operational activities. 
Further, disclosure of an employee's identity could end their continued usefulness to the 
Service and prejudice ongoing collection of information and intelligence. 

For these reasons. the Service seeks to protect from d1sclosure the information as listed 
above. 

Footnotes: 

The footnotes throughout the final re ort wbicb referenc CSIS exhibits and documentation 
have been redacted when 

Please do not hesitate to contact me should you require additional infonnation or 
clarification. I remain available to assist SIRC in its obligation to consult as per section 55 
of the CSIS Act if you have any specific questions or concerns. 

Sincerely, 

Stephanie Dion 
Counsel 
613-842-1356 

cc: Canadian Security Intelligence Service, ER&L 

• 51000-677 
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IN THE MATTER of a complalnt filed pursuant to section 41 of the Canadian Security 
Intelligence Servic(J Act, R.S.C., 1985, c. C-23. 
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CANADIAN SECURITY INTELLIGENCE SERVICE 
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Dates of Hearing: -Case management Conference (via teleconference), 
Friday, July 24, 2015 in Ottawa 
-Case Management Conference (via teleconference), 
May 20, 2015 in Ottawa 
-In camera hearing, Augusl 12- 13, 2015 In Vancouver 
~In camera/ex parte hearing January 28, 2016 in Ottawa 
-In camera/ ex parte hearing March 22, 2016 in Ottawa 

Place of Hearing: -Case Management Conferences in Ottawa, Ontario 
-In camera hearing In Vancouver 

Before: 

Counsel: 

Witneasea: 

-In camera/ ex parts hearing in Ottawa 

The Honourable Yves Fortier, P.C., C.C., O.Q., a.c. 
Member, Security Intelligence Review Committee ("Committee") 

P. Champ and B. Roy, for the Complainant, BCCLA 
S. Dion, for the Respondent, the Canadian Security Intelligence 

Service ("Service") 
C. Bowers, for the Committee 

In camera hearing on August 12, 2016 in Vancouver 
J, Paterson for BCCLA 
In camera hearing on August 13, 2015 In Vancouver 
C. Trojand, for BCCLA 
T. Dance-Bennink, for BCCL.A 
J. Biggar, for BCCLA 
C. Vernon, for BCCLA 
N. Skuce, for BCCLA 
Robert, for CSIS 
Professor Reg Whitaker, by wsy of affidavit 

In camera, eK parle hearing on January 28, 2018 In Ottawa 
CSIS Witness 1,_ 
CSIS Witness 2,_ 
CSIS Wltness 3,_ 
In camera, ex parte hearing on March 22, 2016 in Ottawa 
CSIS Witness 4, -

Also In Attendance: S. Stawicki, Hearing Registrar 
Noel C. Keeley, C.S.R, Court Stenographer 
CSIS ER&L Staff (1) 
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A. INTRODUCTION 

1. This report is made pursuant to subsection 52(1) of the Canadian Security 
Intelligence Service Act, R.S.C., 1985, c. C-23 ("CS/S Act''), after the completion of 
an investigation in relation to a complaint made pursuant to section 41 of the CS/S 
Act by the British Columbia Civil Liberties Association ("BCCLA" or "Complainant"). 

2. This report is made to the Minister of Public Safety and to the Director of the 
Canadian Security Intelligence Service ("CSIS" or "Service"). It contains the 
findings and recommendations of the Security Intelligence Review Committee 
("Committee" or '1SIRC") based on all the documentation, oral evidence and 
representations available to it during its investigation. This report, subject to the 
limita1ions of the CS/S Act, will be forwarded to the Complainant.1 

B. THE COMPLAINT AND THE COMMITTEE'S JURISDICTION 

3. Section 41 of the CS/S Act entitles a person to complain to the Committee with 
respect to "any act or thing" done by the Service. The Committee shall investigate 
the complaint if the Committee is satisfied that: 

- the Complainant has first made a complaint to the Director with respect 
to that "act or thing"; 

- the Complainant has not received a response within such period of 
time as the Committee considers reasonable, or the Complainant is 
dissatisfied with the response given; and, 

- the complaint is not trlvial, frivolous, vexatious or made in bad faith. 

4. In a letter dated February 6, 2014, the Complainant wrote to the Committee to 
make a complaint pursuant to section 41 of the CS/S Act "regarding improper and 
unlawful actions of CSIS in gathering information about Csnadian citizens and 
groups engaging In peaceful and lawful expressive activities, and sharing it with 
other government bodies and private sector actors." 2 

5. The Complainant alleges that media reports indicate that the National Energy 
Board ("NEB'1 has engaged in systematic information and intelligence gathering 
about organizations seeking to participate in the NEB's Northern Gateway Project 
hearing. The Complainant also contends that "records obtained under the Access 
to Information Act confirm that this Information and Intelligence gathering was 
undertaken with the co-operation and involvement of CSIS and other law 

1 $ee aub6.<18{2), 52(1 J and paragraph 55(b) of the CS/S Act, Rule 13 of the Rules of Procedure of The 
Security lntelllgenae Review Commitlaa In refBtlon to Its Function under Paragraph 38(c) of the 
Canadfen Security Intelligence Se1vloe Act ("Rules of Procedure") 

~ Complainant's letter lo the Committee dated Febr,uary 6, 2014, ro: Surveillance of Canadian Cillzens 
and Information sharing wilh the National Energy Board. 
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enforcement agencies, and that CSIS participates in sharing intelligence 
infonnation with the Board's security personnel, the Royal Canadian Mounted 
Police ("ROMP"), and private petroleum industry security firms.- 3 

8. In that same letter, the Complainant sets out the following questions that formed 
the basis of the complaint to the Committee: 

-Why is CSIS (and other branches of Canadian law enforcement and security 
apparatus) monitoring public interest. environmental and advocacy groups, in 
particular Leadnow, ForestEthics Advocacy Association, Council of Canadians, 
the Dogwood Initiative, EcoSociety, the Sierra Club of British Columbia, and Idle 
No More, despite an absence of any basis for believing that these groups have 
engaged in criminal wrongdoing? . 
-For how long has CSIS been involved In survei_llance of these, and other, 
groups? 
-Under what law, regulation or other authority is CSIS acting when it monitors 
these groups? 
-Why is CSIS hearing information about public interest, environmental and 
advocacy groups with members of the petroleum industry? 
-What information has been conveyed by CSIS to members of the petroleum 
industry? 

7. The Complainantalso copied its complaint letter of February 6, 2014 to Michel 
Coulombe, Interim Director of the Canadian Security Intelligence Service ("CSIS"), 
pursuant to section 41 of the CSIS Act. 

8. In a letter dated March 14, 2014, the Assistant Director, Policy and Strategic 
Partnerships, Tom Venner, replied to the Complainant that he could find no 
evidence that the Service acted Inappropriately. He commented that the 
information and observations are largely speculative and based on third-party 
information. He added however, that the Service conducts itself according to the 
law, policy, and Ministerial Direction. He stated: •1 understand your conc:ems that 
Canadians engaged In peaceful advocacy and protest would be targeted 
Illegitimately by a Governm~t agency. In fact, the employees of CSIS are 
devoted to protecting Canada's national security and ensuring that the very rights 
of privacy and free speech which you refer to are indeed protected from individuals 
and groups who would reject peaceful democratic processes to attain their goals.~" 

9. By letter d~ted March 20, 2014, the Complainant wrote to the Committee, 
explaining its position that CSIS has failed to provide any substantive response to · 

3 Complainant's letter to the Committee dated February 6, 2014, re: Surveillance of Canadian Citizens 
and Information sharing with the National Energy Board. 

4 Letter or reply from CSlS to the Complainant, dated March 14, 2014. 

~5~ 
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BCCLA's complaint, and requesting the Committee to commence its investigation 
regarding the Service's actions. 5 

10. By letter dated March 28, 2014, the Committee wrote to both the Complainant and 
the Service, providing them with the opportunity to make representations regarding 
the Committee's jurisdiction to investigate the complaint of BCCLA. 0 

11. The Complainant responded by letter dated April 4, 2014 with its representations 
regarding the Committee's Jurisdiction to investigate the complaint under section 
41, highlighting that the jurisdiction includes the invesllgation and determination of 
all legal issues raised by the complaint, including the Service's compliance with the 
CSIS Act and the Charter. 7 

12. On April 7, 2014, counsel for CSIS responded that its client did not wish to make 
representations on the Committee's jurisdiction at that time. 8 

13. On May 27, 2014, the Committee determined that it had the jurisdiction to 
Investigate the complaint, and this was conveyed to the Complainant and the 
Service by letter dated June 2. 2014. 9 

C. BACKGROUND 

14. In accordance with the Rules of Procedure of the Security lntelf;gence Review 
Committee in relation to its function under paragraph .38(c) of the CSIS Act, I was 
appointed by the Chair of the Committee to conduct an investigation Into this 
complaint. The parties were advised of the Committee's determination by letters 
dated September 8, 2014. 10 

15. On September 22, 2014. CSIS wrote to the Committee, with a copy to the 
Complainant, requesting a management conference call for the purpose of 
Identifying the issues that will be investigated as part of the complaint. CSIS 
asked that the BCCLA's complaint be better defined and articulated into a 
complaint of a discrete act or thing done by the Service that the Committee is 
capable of investigating. CSIS proposed to focus its document collection to 
documents dated after December 31, 2011, which was the latest period reviewed 
by the Committee in its review on the topic of lawful advocacy, protest or dissent. 
The letter from CSIS stated, ·•eased on the Complainant's letter and the scope of 

5 Complainant's letter to the Committee dated March 20, 2014 requesting it commence its Investigation. 
e Letter rrom the Committee to CSIS, dated March 28, 2014 regarding representations on Jurisdiction and 

Letter from the Committee to the Complainant, dated March 28, 2014 regarding the same. 
7 Letter from the Complainant to the Committee, dat~ April 4, 2014, regarding Jurisdiction. 
8 Letler from CSIS to the Committee dated April 7, 2014, regarding Jurisdiction. 
9 Letter from the Committee to the Complainant and the Service, dated May 27, 2014. 
10 Letter from the Committee to the Complainant and CSIS dated September 6, 2014, regarding the 

assignment of Committee member. 

. 6. 
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section 41 of the CS/S Act, the Service proposes that the following issues be 
investigated as part of this complaint: 

1) Did the Service investigate groups or individuals for their engagement In lawful 
advocacy, protest or dissent activities in relation to the Northern Gateway 
Pipeline Project? 

2) If yes, was the investigation lawful? 
3) Did the Service provide information re lating to individuals or groups involved in 

lawful advocacy, protest or dissent in relation to the Northern Gateway Pipeline 
Project with the National Energy Board or non-government members of the 
petroleum industry? 

4) If yes, was it lawful to provide this information? "11 

16. On September 25, 2014 the Complainant wrote to the Committee, with a copy to 
CSIS, regarding my assignment as presiding member over 1he complaint. The 
letter stated that "while BCCLA recognizes Mr. Fortier's exemplary reputation, and 
does not question his personal or professional integrity, the organization must 
nevertheless object to his appointment as the presiding SIRC member in the 
present complaint, given that BCCLA maintains that the involvement of any SIRC 
members with significant ties to the petroleum industry in this complaint gives rise 
to a reasonable apprehension of bias". In BCCLA's February 6, 2014 complaint 
letter, it referred to the "highly publicized ties between several SIRC members and 
the petroleum industry, including Mr. Fortier's former position on the board of 
Trans-Canada Pipelines, the company behind the controversial Keystone XL 
pipeline project. •12 

17. On October 8, 2014, the Committee wrote to counsel for the Complainant 
regarding the matters raised in their letter mentioned above. As the presiding 
member investigating the complaint, I responded to the Complainant stating: 

·on the issue of the potential conflict of interest a/legations, the proper course of action 
to deal with such mattsrs is for a party to formally rais9 thll matter with the presiding 
member through a motion asking that the member recuse himself from the file and that a 
ruling on the matter be made thereafter considering the relevant Jurisprudence on the 
·issue.~ 

I noted that the conflict of interest issue was raised in the Complainant's letter 
dated September 25, 2014, but I asked them to confirm whether they intended to 
bring a formal motion with supporting documentation and argument, or whether I 
should proceed on the basis of their letter alone. 13 

18. On October 28, 2014, the Complainant wrote to the Committee, advising: "Having 
reviewed the matter, we must advise that, at this time, we do not ha~ sufficient 

11 Letter from the Respondent, CSIS, to the Committee, dated September 22, 2014. 
12 Letter from the Complainant to the Committee, dated September 25, 2014. 
13 Letter from the Committee to the Complainant, dated October 8, 2014. 
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information regarding Mr. Fortier's ties to the companies involved in the complaint. 
We initially raised our concern in the original complaint dated February 6, 2014, 
citing a news story 1hat Mr. Fortier had previously sat on the board of directors of 
TransCanada, a company implicated in this complaint." The Complainant Indicated 
that they did not know further details, and posed several questions regarding my 
involvement wlth that board of directors. 14 

19. On November 25, 2014, the Committee wrote the following to the Complainant: 

"It is a matter of public record that Mr. Fortier was a non-executive 1119mber of the 
TransCanada Board of Directors from April 1992 to July 1998. Since he mslgned from 
the Board in JUiy 1998, Mr. Fortier has never occupied any position with TransCanada. 
Mr. Fortier has never occupied any position with Enbridge. ~s 

20. On December 9, 2014, the Complainant wrote to the Committee indicating that 
BCCLA is prepared to proceed with its complaint before me as the presiding 
member.,e 

21. On March 25, 2015, the Complainant wrote to the Committee, calling attention to 
additional records which had been disclosed to the Canadian Press, under the 
Access to Information Act. The Complainant contends that this provides further 
evidence of CSIS' ongoing involvement In gathering and sharing Information and 
intelligence about protests concerning the petroleum industry, including the 
Northern Gateway Project.17 

22. On April 7, 2015, CSIS wrote to the Committee, with a copy to the Complainant, in 
response to the Committee's Inquiry on its availability for a pre-hearing 
con~nce. The Service asked that its request dated September 22, 2014 for a 
management conference be held for the purpose of identifying the issues that will ~ 
be investigated, and the timeframe for document collection, and that the issues to 
be investigated be limited to the four points it outlined in its letter. The Service also 
indicated that it has "been made aware through media reports of further allegations 
made by the Complainant and asked to be informed of the allegations as a matter 
of procedural fairness and in order to proceed with the document collection and 
respond to the allegations that are being made."18 

23. On April 9, 2015, the Complainant wrote to the Committee in response to the April 
7, 2015 letter from the Service. The Complainant suggested that the issues raised 
by counsel for CSIS are the kind of matters that can and would be discussed in a 
pre-hearing conference call. The Complainant generally agreed with the broad 
issues defined by CSIS with a few revisions to the four questions. The 

14 Letter from the Complainant to the Committee dated October 28, 20141. 
15 Letter from the Committee 10 the Complainant dated November 26, 2014. 
19 Letter from the Complainant to the Committee, dated December 9, 2014. 
1t Letter from the Complainant to the Committee, dated March 26, 2015. 
19 Letter from CSIS to the Committee dated April 7, 2015. 
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Complainant stated that thelr "concern is that CSIS is choosing to frame the Issues 
in a way that would allow CSIS to screen or filter out documents or information that 
are encompassed by the complaint. It is the BCCI.A's position that the first step 
should be to identify any CSIS investigations of individual or groups that are 
opposed to the Northern Gateway Project." The Complainant also suggested that 
the cut off for document collections should be December 31, 2009, not 2011 . 19 

24. On April 15, 2015, CSIS acknowledged receipt of and responded to the 
Complainant's letter of April 9, 2015. The Service agreed with the document 
collection date as of December 31, 2009. There was also general agreement with 
the issues as re-formulated by the Complainant with one other minor change. 20 

25. On May 15, 2015, the Committee wrote to both parties in preparation of a pre
hearing conference to be conducted on May 20, 2015, and I invited the parties to 
consider and address the following questions: 21 

1) Given the wording of section 12 of the CS/S Act which provides that the 
Service "shall collect, by Investigation or otherwise" and the allegations In the 
letter of complaint to the effect 1hat the Service is "gathering information~ and 
"monitoring and surveillance", what meaning shall be attributed to the words 
"Investigate" and ''Investigation" In the April 15th 2015 letter (from CSIS)? 

2) Whether the "groups or individuals" referred lo .in questions 1 and 3 of the April 
15th letter are those set out on pages 2 and 6 of lhe letter of complaint? 

3) Whether 1he expression "non-government members of the petroleum industry" 
is llmlted to the private-sector industry? 

4) While the Issues to be examined in the April 15th letter only refer to the · 
Northam Gateway Project, the March 2511' 2015 letter (from the Complainant) 
refers to "protests concerning the petroleum industry, Including the Northern 
Gateway Project'' and the attachment to the letter refers to hydraulic fracturing 
protests In New Brunswick. What is the Intended purpose of the references to 
the protests in New Brunswick? 

26. A pre-hearing conference call was held in Ottawa on May 20, 2015. The parties 
agreed to the issues to be examined and that the document collection shall only 
Include information after December 31, 2009. 22 The parties also agreed that an 
oral in camera hearing be conducted In Vancouver, which is where the 
Complainant is based. The Committee sent to both par1ies a copy of the transcript 
of the pre-hearing conference call, which had been reviewed for national security 
concerns pursuant to section 37 of the CSfS Act. 23 

19 letter from the Complalnant lo the Committee dated April 9, 2015. 
20 Letter from CSIS to the Committee dated April 15, 2016. 
21 Letter from the Committee to the Complainant and to csrs, dated May 15, 2015. 
22 Transcript of lhe pre-hearing conference call, ttawa, May 20, 2015. 
23 Letter from the Commit ee to the Complainant and CSIS, dated June 26, 2016. 
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27. In response to my first question set out for the pre-hearing conference call, the 
parties confirmed the inclusion of the word "ir,vestigation• in the context of "collect1 

by investigation or othefWise." With respect to my second question, the parties 
confirmed that the term ~groups or individuals~ refer to the lndi11iduals or members 
of the groups that are specifically named in BCCLA.'s February 2014 complaint 

28. They answered my third question that the expression "non.government members 
of the petroleum industry" is limited to the private-sector industry, but agreed that 
the information sharing Is broad enough to include any kind of Information that is 
shared with either the private sector or the NEB about groups or Individuals, or 
members of those groups, participating In the NEB prQceedings or speaking out 
about the Northern Gateway Pipeline, and not simply the intelligence or security 
briefings. It was also agreed that Section 13 security assessments which empower 
the Service to conduct security assessments, would be excluded from the 
information sharing. 

29. Regarding my last question, the parties agreed that references to the New 
Brunswick protests were background information only, and that the complaint is 
focused on the Northern Gateway Project protests, Including those in the 
proceedings before the NEB. 24 

30. A case management conference call was held in Ottawa on July 24, 2015 in 
preparation for the in camera hearing.25 On August 7, 2015, the Committee 
provided a copy of the transcript of that case management teleconference call, the 
transcript having been reviewed for national security concerns pursuant to section 
37 of the CSIS Act. 28 The parties reiterated their agreement from the pre-hearing 
conference call on the four questions or issues forming this complaint,27 as set out 
later in my report under lhe section entitled "Analysis". 

2• Transcripl from the pre-hearing conrerenoe call, Ottawa, May 20, 2016, pages 9 -22. 
25 Transcript of the case management conference call , Ottawa, Juty 24, 2015. 
28 Letter from the Committee to the Complainant and to CSIS, dated August 7, 2015. 
27 Transcript from the case management conference call, Ottawa, July 24, 2015, pages 8-9. 
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D. THE COMMITTEe·s INVESTIGATION 

31. I conducted the Committee's investigation of the complaint and presided over an in 
camera hearing (private but in the presence of the Complainant) in Vancouver, 
British Columbia on August 12 and 13, 2015. 28 On September 30, 2015, the 
Committee provided a copy of the transcripts from the in camera hearing to the 
Complainant, which had been reviewed for national security concerns pursuant to 
section 37 of the CSIS Act and certain redactions had been made. 29 

32. At the outset of the In camera hearing on August 12, 2015, I heard opening 
statements from both parties. I also heard submissions in terms of a preliminary, 
procedural matter regarding the privacy of proceedings under section 48 (1) of the 
CSIS Act. As will be seen, I have addressed this matter in greater detail at the end 
of the analysis section of this report. 

Testimonies from the Complainant during the in camera hearing: 

33. I heard testimony from Mr. Josh Paterson, the first witness for the Complainant. 
Mr. Paterson is the Executive Director of the BCCLA and a lawyer employed with 
the BCCLA in Vancouver. He testified that the BCCLA is a non-partisan, non-profit 
charitable organization established In 1962, Incorporated in 1963, whose mandate 
Is to promote, defend and extend human rights and freedoms within Canada.30 He 
testified that the BCCLA was one of the parties involved in the McDonald Inquiry 
and has participated in other commissions of Inquiry, and that national security 
issues have been a key preoccupation for BCCLA during its existence.31 

34. Mr. Paterson testified as to the impact of a news article from the Vancouver 
Observer. entitled "Harper government's extensive spying on anti-oil sands groups 
revealed in FOls- Independent federal agency, National Energy Board, directly 
coordinated effort between CSIS, the RCMP and private oil companies". 32 Mr. 
Paterson testified that he had been in contact with the journalist after the story had 
been filed and the journalist had provided him with the documents that had formed 
the basis of his story. 33 Both parties agreed that there was no dispute that the 
Access to infonnation documents provided by the Complainant are In fact access 
to Information documents from the NEB and CSIS. 34 

211 Transcript of in camera hearing, August 12 - 13, 2015 at Vancouver British Columbia, volumes 1 & 2. 
("hereafter cited as Transcript, In camera hearing, Vol. 1 or 2). 

211 Letter from the Committee to the Complainant, dated September 30, 2015. 
:io Complainant's Book of Documents from the in camera hearing, August 12, 2015, Vancouver, British 

Columbia, Volume I, Tab 14. 
31 Transcrip~ In camera hearing, Vol. 1, p. 73. 
32 Complainant's Book of Documents, Volume I, Tab 9. 
33 Transcript, in camera hearing, Vol. 1, p. 74. 
34 Transcrip~ In camera hearing, Vd. 2, p. 108, 
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35. Mr. Paterson explained that he had contacted representatives of ForestEthics, 
Sierra Club, LeadNow and the Dogwood Initiative about this complaint, and that 
the staff members of those organizations were also concerned about the news 
story "that they personally and their organizations, and people associated with 
their organizations, may have been spied on."35 

36. When asked by counsel for the Complainant whether he had any prior involvement 
with the NEB. Mr. Paterson explained that he was invited by the NEB to·sit on the 
steering committee of their stakeholder advisory group through his previous job as 
a lawyer with West Coast Environmental Law, a non-profit organization in 
Vancouver. Mr. Paterson explained that he left his voluntary position with the 
NEB's Committee when he assumed his role with BCCLA. He also explained that 
he had testified in his own right, as a private individual, at the public hearing in 
relation to the Enbridge Northern Gateway Pipeline.36 He testified that BCCLA 
takes no position concerning the Northern Gateway Pipeline Pr0Ject1 and the 
extent of its involvement in the NEB proceedings was a letter to th~ NEB stating 
that, according to the open courts principle, (they) questioned why those hearing 
ought to be closed off to the public. ''37 

37. The witness testified that BCCLA's interest is as ~a watchdog In relation to 
people's right to protest and to be engaged in public processes, both here in B.C. 
and across the country ... our interest in this, then, is solely in relation to the fact 
that we were concerned, and remain concerned, about the possibility that security 
services of the Govemment of Canada were gathering.information or participating 
somehow in the collection of information on the activities of people engaged in 
lawful, democratic and peaceful political activities."38 

38. Mr. Paterson explained the inferences that he drew about communications 
between the NEB and CSIS from emails that were released from the NEB to the 
journalist, and then to Mr. Paterson. Specifically, an email from Mr. Rick Garber, 
Group Leader of Security at NEB dated January 31, 2013, regarding Prince Rupert 
security assessment. 39 Mr. Paterson testified that the BCCLA drew an inference 
from that email that the NEB had asked for, and received, infonnation from both 
CSIS and the RCMP, and that he understood reference to "the security team, 
together with our police and intelligence partners, will continue to monitor all 
sources of information and intelligence" referred to the NEB working with CSIS. 40 

39. Mr. Paterson also testified that BCClA drew an inference that the NEB had 
received Information from CSIS as part of their threat assessment41, based on a 

3~ Transcript, in camera hearing, Vol. 1, p. 76. 
36 Transcript. In camera hearing, Vol. 1, pp. 79• 80. 
~1 Transcrip~ in camera hearing, Vol. 1, p. 82. 
38 Transcrlp~ in cameTB hearing, Vol. 1, pp. 83 - 84. 
3w Complainant's Book of Documents, Vo. I, Tab 4, p. 37. 
•o Transcript, In camera hearing, VOi. 1, pp. 86-87. 
•1 Transcript, in camera hearing, Vol. 1, p.8B. 
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released document entitled "Enbridge Northern Gateway Project Security Plan, 
Prince Rupert". 42 In that same document, the witness explained his interpretation 
of the section under the heading "Security Information- Background", which refers 
to planned protests, and lists Idle No More, People's Summit and LeadNow and 
Dogwood lnitiative.43 The inference drawn from Mr. Paterson was that CSIS, at 
both National Headquarters and Regional offices, had proyided the reference 
information to the NEB. When counsel for the Complainant questioned the 
witness es to whether he had direct knowledge about who provided this 
information about Dogwood Initiative, LeadNow and Idle No More to the NEB, he 
confirmed that he had no direct knowledge about who provided it.44 

40. The witness provided BCCLA's position regarding a released document following a 
request for Information by the Government Operations Centre entitled 
"Government of Canada Risk Forecast 2014 Protests & Demonstrations Season° 
dated May 1, 2014.45 He commented: ·we have publicly expressed concerns 
about the Government Operations Centre's work in this regard. While, of course, It 
is completely appropriate for Government to take note of protests - indeed, part of 
the purpose of most protests is to catch the attention of Government - t seems to 
us, from what we understand of the GOC that its purpose is not to provide policy 
input to, say, Fisheries and Oceans Canada or other Ministries about whet people 
are concerned about; rather, it is more gathering this kind of information in order to. 
make these kinds of assessments of threat and provide that Information to 
Government agencies .... . Our concerns around what the GOC has been doing is 
that it at least tends to a suggestion that the government, or at least portions of the 
Government, are viewing protests in a spirit other than democratic engagement; 
that it is viewing protest, rather, as something to be concerned about, monitored 
and reported upon.• 46 

41. Mr. Paterson's testimony was that, to the best of his knowledge, the organizations 
in question, such as Idle No More, LeadNow and Dogwood Initiative, have never 
been Involved in violent activities."7 For example, reference was made to the 
publicly-stated commitment from the Council of Canadians against vfolent 
activities :48 

42. When cross-examined by counsel for CSIS, Mr. Paterson understood the NEB to 
fall under the Government of Canada and to be part of the Crown.40 When cross
examined by CSIS counsel regarding the email from Rick Garber of the NEB 

• 2 Complainant's Book of Documents, Vol. 1, Tab 4, p. 88. 
• 3 Complalnanrs Book of Documents, Vol. I, Tab 4, p, 80. 
44 Transcript, in camera heanng, Vol. 1, p. 92. 
45 Complainant's Book of Documents, Vol. I, Tab 5, pp.1 ·8. 
48 Transcript, in camera hea11ng, Vol. 1, pp. 98-99. 
47 Transcript, in camera hearing , Vol. 1, p.90. 
,te Transcript, in camera hearing. Vol. 1, p 104 and reference to the Complainant's Book of Documents, 

Vol. II, Tab 50, p. 1. 
40 Transcript, in camera hearing, Vol. 1, p. 108. 

- 13. 

Page 933 of 1048 

16 of 60 AGC0002 



TOP SECRET 

Security team, the witness read aloud the statement "Based on the intelligence 
received, we have no indication of threats to the panel at this time".oO Mr. 
Paterson confirmed his understanding from this sentence that CSIS actually did 
provide information to the NEB.61 

43. Counsel for CSIS asked the witness to refer to the NEB document entitled 
"Enbridge Northern Gateway Project Security Plan" and the section which reads: 
"NEB Security and the RCMP have been in regular communications since an initial 
meeting on October 24, and have discussed the hearing, associated ve,:iues and 
threat Intelligence". When asked whether there was any indication In this 
document to suggest that any of this Information about the planned protests 
referred to was information that was actually provided by the Service, Mr. Paterson 
agreed that there was nothing tha1 hadn't been redacted that states that the 
Information had been provided by CSIS. 52 

44. The following day of the in camera hearing on August 13, 2015 in Vancouver, I 
heard testimony from five other witnesses for the Complainant, as well as from one 
witness for the Service. 

45. Ms. Celine Trojand testified regarding her position since 2009 as Director of 
organizing for the Dogwood Initiative, which is based in Victoria. She explained 
that Dogwood Initiative is a non-partisan pro-democracy group, with 315, 000 
supparters in their database, 2, 200 active volunteers and 28 staff.53 She testified 
as to some of the activities that Dogwood encourages and promotes, and provides 
training and promotion for Its supporters surrounding political organizing, and 
involvement in community evenls.54 The witness explained Dogwood Initiative's 
Policy on civil disobedlence55 and confirmed that it would not include vandalism to 
property or violence o· any kind.56 . 

46. With respect to Dogwood Initiative's involvement regarding the Northern Gateway 
Pipeline, Ms. Trojand explained that "after the National Energy Board 
recommended approval and it was clear that the federal government was poised to 
approve the project. our group and other groups were considering the options 
around our work ... , Dogwood very strongly felt that our work should be about 
legitimate political organizing and pressure. So we launched the "Let B.C. Vote" 
campaign, which is utilizing our provincial legislation in B.C. to trigger and launch a 

l!O Complainant's Book of Documents, Vol. I, Tab 4, p. 37 
51 Transcript, m camera hearing, Vol. 1, p. 109. . 

Compla!nanrs Book of Documents, Vol. I, Tab 4, p. 77 and Transcript, Vol. 1, p.113 
ta Transcript of ,n camera hearing, August 13, 2015, Vancouver, British Columbia, Vol. 2, pp. 9- 10, and 

pp. 1 16. 
64 Transcript, In camera hearing, Vol. 2, p. 18 
~5 Complainant's Supplementary Book of Documents Tab 5, and Complainant's Book of Documents, Vol. 

1, Tab 24. 
68 Transcript in camera hearing, Vol. 2, p. 23. 
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citizen's initiative that could lead to British Columbians having a province-wide 
democratic vote on whether or not these projects should go through."67 

47. Ms. Trojand also testified about the workshops around the NEB hearing, which 
Dogwood Initiative had assisted in orgsniz.ing, and the door to door campaign 
around "Knock the Vote". !le Upon cross-examination by CSIS counsel, the witness 
agreed that there was no explicit mention of CSIS monitoring open source 
information in the NBEB document entitled "Enbridge Northern Gateway Project 
Integrated Security, Logistics and Communications Plan, Kelowna".51! Rather, the 
document reads "The Kelowna RCMP as well as NEB Communications and 
Security continue to monitor open source information." 80 

48. I next heard from Ms. Dance-Bennink, who testified as to her role as a retired 
volunteer with Dogwood Initiative, and regional organizer for the South Island, 
responsible for two federal ridings, Victoria ~nd Esquimall Saanlch Sooke. The 
witness works with approximately 100 volunteers.61 The witness gave evidence as 
to hOVJ she became involved with Dogwood Initiative and its campaigns around 011 
pipelines and oil tankers, and her biogs regarding her pilgrimage to the tar sands 
in Alberta. 62 

49. Counsel for the Complainant asked the witness what, if any, impact the newspaper 
stories that were published suggesting that the RCMP and CSIS might be 
monitoring Dogwood activities related to the NEB hearing, had on the other 
volunteers that she works with. Ms. Dance-Bennick testified that Dogwood 
Initiative volunteers were finding it sometimes more difficult to encourage people to 
sign the petitions due to concerns that "their name ,may ~nd up on a government 
security list." She also testified that Uthe same concern has sometimes been raised 
by donors, and sometimes in terms of potential volunteers being concerned about 
how Dogwood is viewed, and whether, if they become a volunteer means that they 
are viewed as a radical extremist. My answer, always is: We are the exact 
opposite of that. We are committed to peaceful, non-violent, following the 
democratic process, particularly electoral processes.''113 

50. When cross-examined by counsel for CSIS with respect to the concerns raised by 
some of the volunteers that "they may end up on "Canada's security list", Ms. 
Dance Bennick agreed that she was aware that the Service is precluded from 
investigating unless there is a "threat to the security of Canada", but that there is a 
strong suspicion, based on the Access to information material that came out, that 
in fact they (the Service) have been engaged in gathering Intelligence on very 

57 Transcript, Vol. 2, pp. 27-2B. 
58 Transcript, Vol. 2, p . 36 and Complainant's Supplementary Book of Documents, Tab 4. 
59 Transcript, Vol. 2, p. 53. 
00 Complainant's Book of Documents, Tab 4, p. 62. 
91 Tr,anscr1pt, Vol. 2, p. 62. · 
si Transcript, Vol. 2, p. 64, and Complainant's Book of Documents, Vd. II, Tab 27. 
"3 Transcript, Vol. 2, pp. 78•79. 
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lawful, peaceful, democratic processes. "64 When asked by counsel for CSIS who 
was the sender of an email dated April 19, 2013 entitled "Security Concerns -
National Energy Board"85, the witness agreed that CSIS was mentioned in the 
email, but that the email itself came from the RCMP. 66 Counsel for CSIS referred 
the witness 10 emails Which referred to the NEB consulting with CSIS67, and asked 
the witness where It refers to •sharing of information ... where does It say that CSIS 
has provided information?" The witness answered that she had assumed that 
information had been shared.68 

51 . The next witness for the Complainant was Mr. Jamie Biggar who testified 
regarding his employment as the Campaigns Director of LeadNow in Vancouver, 
and described it as a non-profit corporation registered in Canada, with a 
membership of 450,000 Canadians who subscribed to its email communications. 
He stated that "it has three major priorities, includfng working for a strong 
democracy, working for a fair economy and working for a clean environment. 
LeadNow organizes campaigns that help people speak to government, and 
particularly the federal government - around particular policy issues and changes 
that we would like to see, reflective of the community's values ... • 69 

52. The witness gave detailed evidence of LeadNow's views on the news stories and 
articles. He stressed their particular concern with the open letter from the 
Honourable Joe Oliver, Minister of Natural Resouroes on "Canada's commitment 
to diversify our energy markets and the need to further streamline the regulatory 
process in order to advance Canada's national economic interest" dated January 
9, 2012. That open letter provides, fhter afia: 

HUnfortunately, there are environmental and other radical groups that would seek to 
bfook this opportunily lo dwersify our Ira de. Their goal is to stop a11y major project no 
matter what ·lh6 cost to Canadian famliies In Josi jobs and economic: growth. No forestry. 
No mining. No oil. No gas. No more hydrerelectrlc dams. These groups threaten to 
hijilck our regulatory system to achieve their radical ideological agenda. They seek to 
eKploit any loophole tlley can fi11d, stacking pub/le hearing with bodies to ensure that 
delays kill good projects .. . 1170 

53. Mr. Biggar commented that: "there was a perception amongst our staff team and 
amongst volunteers and folks in our community who we were speaking with that 
we were part of a community of people that was being 1argeted. There was a 
feeling of being targeted and kind of put on an "enemy list." 71 In relation to the 
news story on the Vancouver Observer website, Mr. Biggar added that "in tenns of 

84 Transcript, in camera hearing, Vol. 2, pp.85-86. 
116 Complainant's Book of Documents, Vol. I, Tab 4, p. 14. 
ee Transcript, in camera hearing, Vol. 2, pp. 88-89. 
er Complainant's Book of Documents, Vol. 1, Tab 4, p. 37 
118 Transcript, in camera hearing, Vol. 2, p. 92. 
0• Transcript, In cam9ra hearlng, Vol.2, pp. 115-117. 
7° Complainant's Supplementary Book of Documents, Tab 7. 
71 Transcript, In camera hearing, Vol . 2, p.133. 

- 16 • 

19 of 60 

Page 936 of 1048 

AGC0002 



TOP SECRET 

the revelation about this spying, part of the concern that it raised for us is the fact 
that we really have no way of knowing the breadth or depth or scope of the 
surveillance of our organization and so we have come to simply assume that any 
device that could be monitored or any way in which data could be recorded In 
relationship to our organization should be treated as thought it would be public to a 
spy agency or to government, or potentially to the oil industry.~ 72 He also states 
that the stories have scared LeadNow's membership and made them concerned 
that if they participate in normal peaceful democratic channels, particularly through 
us, they may end up on a list and that their infonnatlon may be used improperly or 
in some way used against lhem.73 

54. Ms. Caitlyn Vernon next testified before me, on behalf of the Complainant. She 
testified regarding her work in Victoria at the Sierra Club of British Columbia as the 
Campaigns Director. She explained that Sierra Club BC Is a registered charity, 
founded in 1969, whose mandate is to protect, conserve and educate the public 
about 8. C. 's wildemesa, ecosystems, in light of the urgency of climate change. 
Sierra Club B.C. has approximately 15,000 people on Its email list, 10 full time 
employees, and a 1 million dollar budget. She also explained that Sierra Club BC 
Is a separate entity from both Sierra Club Canada and Sierra Club U.S.7" In terms 
of the methods or techniques Sierra Club uses to promote its goals and objectives, 
she explained that its primary goal is to raise public awareness. It also produces 
science-based reports and maps.75 

55. I then heard from Ms. Nikki Skuce, from Smithers, British Columbia, who testified 
regarding her work with ForestEthics, a non-profit organization where she had 
worked for almost six years as Senior Energy Campaigner. 78 She explained that 
the goal of ForestEthics has been to improve conservation, and the way that it 
operates ls by looking at the markets, such as who was buying the forest and . 
wood products. The organization also addressed climate and energy issues, but 
still kept its name as ForestEthics. 77 

56. Ms. Skuce testified as to the activities that ForestEthics engages in and the nature 
of its wor1< in Canada. She explained that much of its work surrounding a 
campaign involves education and outreach. She provided e,i:amples such as 
"tabling at events; having postcards and information booths. In the case of 
Enbridge Northern Gateway, it was having, also, speakers' tours across the 
northwest talking about the issue. Often, we would come up with a few different 
strategies of how we think we can win a campaign. In the case of Enbridge, one of 
the first ones that we spent a lot of time on was trying to get a federally~leglslated 

72 Transcript, in camera hearing, Vol. 2, p. 136. 
73 Transcript, in camera hearing, Vol. 2, p. 138. 
7"' Transcript, In camera hearing, Vol. 2, pp. 144-148. 
75 Transcript, In camera hearing, Vol. 2, p. 152. 
76 Transcript, In camera hearing, Vol. 2, pp. 186-187. 
77 Transcript, in cam6ra hearlll{l, Vol. 2, pp. 190·195. 
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tanker ban." She also explained that ForestEthics was involved with one of its 
partners in the United States regarding the tar sands campaign,78 

57. The witness also provided details regarding ForestEthics involvement in the NEB 
hearing as a formal legal party in the proceedings, represented by the law firm 
EcoJustlce. She provided an overview of her own testimony before the NEB 
hearing concerning an Enbridge oil spill . 79 She also explained that, in addition to 
participating as an intervenor in the hearing, ForestEthics thought it important to 
have a public process and they "encouraged people to sign up for the community 
hearing where they could speak for ten minutes to the panel in various 
communities around British Columbia, as well as to encourage people to submit 
written comments."80 Ms. Skuce also provided details regarding her blog entries 
that she, and/or others with ForestEthics prepared regarding the Enbridge Pipeline 
Project. 81 

58. When asked by counsel for BCCLA what was ForestEthlcs view regarding 
statements made In the open letter from the then Minister of Natural Resources 
Canada, the witness testified that they felt targeted and commented that "it was 
shocking to get this from a Canadian government official and our head of Ministry 
of Natural Resources. It came out the day before the joint review panel hearing 
began ... it created a lot of anxiety and created quite a chill that passed through 
everyone."82 She explained that as an organization and individually, there were 
concerns that they were being labelled and spied on. 

59. Ms. Skuce also testified regarding her concerns, and those of her colleagues, 
regarding the news article from the Vancouver Observer on November 19, 2015, 
and the fact that the RCMP had known about a community meeting between the 
first nations and community members that had not even been advertised, which 
showed how much they felt that they were being watched and monitored. 83 She 
concluded her testimony Indicating that ForestEthics has not been Involved in any 
vandalism or violence, or other kinds of direct actions of that nature. 8'I 

60. The Complainant's final witness, Professor Reg Whitaker, was unable to be 
present at the in camera hearing. With the agreement of both parties, I accepted 
the testimony of Professor Whitaker by way of a written affidavit, which I received 
after the in camera hearing.86 I note that the affidavit of Professor Whitaker, while 
of general interest to me by way of background, does not deal in any way with the 
specific allegations of the Complainant. 

78 Transcript, In camera hearing, Vol. 2. p. 197-196. 
79 Transcript, in camera hearing, Vol. 2, p. 200. 
90 Transcript, in cBrnera hearing, Vol. 2, p. 204. 
91 Transcript, in camera hearing, Vol. 2, p.213. 
,u Transcript, in camera hearing, Vol. 2, pp. 215-218. 
ea Transcript, in camera hearing, Vol. 2, pp.223-224. 
u Trenscript, in camertJ hearing, Vol. 2, pp.229. 
86 Affidavit of Professor Reg Whitaker, received by SIRC on September 18, 2015. 
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61. Professor Whitaker is a distinguished Research Professor Emeritus in the 
Department of Political Science at York University and an adjunct professor of 
Political Science at the University of Victoria. He completed his PhD in Polltlcal 
Economy at the University of Toronto in 1976 and has been a university professor 
since that time. 

62. One of his primary areas of study has been the security and intelligence activities 
of the RCMP and CSIS and he has published numerous scholarly articles and 
books over the years. Professor Whitaker provided an overview of the 
RCMP/CSISS selection of targets for intelligence investigations in Canada, and 
suggested that for much of Canada's history, there had been no clear demarcation 
between legitimate and illegitimate targets for Investigation. He argued that 
"beyond protecting the country from espionage, sabotage, terrorism, polltical 
violence and covert foreign lntelference - threats generally recognized as 
reasonable targets for intelligence investigations - RCMP and CSIS have also 
targeted groups and individuals said to be "subversive•, a vague and elusive term 
that can take many fom,s in the minds of those hunting it...operating under a 
statutory mandate that imposes restraints on its reach and methods, CSIS has 
shed some, but not all, of the Ideological baggage of the RCMP." 86 

Testimony from the Service during the In camera hearing: 

63. The last witness I heard from during the in camera hearing was from CSIS' witness 
Robert, who provided his background with the SeNice and his role with the 
Vancouver local office. The witness testified that he joined the Service in 1986 
and began his career as an intelligence officer, and worked as an analyst in 
Ottawa, and an investigator in regional offices. Since January 2015, he has been 
the Regional Director General for British Columbia and the Yukon for CSIS. He 
explained that his responsibilities include the overall management of the B.C. 
regional office, including human resources, finances, administration and the 
conduct of investigations pursuant to the CSIS Act. 87 

64. Robert provided an overview of CSIS' mandate to collect information under section 
12 of the CS/S Act in terms of its obligation to investigate threats to the security of 
Canada. He explained that "section 2 a) comprises "espionage or sabotage"; 2 (b) 
uforelgn influenced activities"; 2 (c) would be terrorism or any activity that Is done 
with "serious violence ... for the purpose of achieving a political, religious or 
ideological objective"; .and 2 (d) would broadly be defined as "subversion activities 
or threats."88 When asked what "subversion" meant, the witness referred to the 
legislation, citing: "activities directed toward undermining by covert unlawful acts, 
or directed toward or intended ultimately to lead to the destruction or overthrow by 

86 Affidavit of Professor Reg Whitaker, reoelVed by SIRC on September 18, 2015, p.2. 
87 Transcript, in camera hearing, Vol. 2, p, 238. 
88 Transcript, in camera hearing, Vol. 2, pp. 240-241. 
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violence of the constitutionally established system of government in Canada. The 
witness indicated that, to his knowledge, the Service had not conducted a 
subversion investigation for the last 20 - 25 years. 89 

65. When asked by counsel for CSIS whether "threats to the security of Canada" could 
include lawful advocacy, protest or dissent, Robert responded that It could, but that 
because of the statutory prohibition, the Service did not investigate lawful 
advocacy, protest or dissent unless it was done in conjunction with 2 (a), (b), (c), 
or'(d) of the CSfS Act. 

66. Robert then explained how the Service's priorities are established every year, 
commencing with an articulation from the Minister of Public Safety as to what are 
the security priorities of the federal government. He stated: "this letter is sent from 
the Minister to the Director of the Service and these priorities are then further 
articulated into intelligence requirements by a branch in our headquarters in 
Ottawa, the Intelligence Assessment Branch. These intelligence requirements are 
then sent out to the regional offices, which are the collectors of intelligence and 
information is then collected and sent back to headquarters, with analysis then 
done at headquarters, followed by dissemination to our domestic and foreign 
partners.~ 90 He also explained that in addition to Ministerial directives, the Service 
has other tools to guide it regarding the conduct of Its operations and activities. 

67. He referred to CSIS' Operating Principles, "which include the respect for the rule of 
law; the principle of using lesser investigative techniques before making use of 
more intrusive techniques; dozens of policies which guide virtually every aspect of 
Service life, especially when it comes to investigative activities; procedures. Every 
few months, as an adjustment on current policies, will be Directional Statements 
that come out from Headquarters to the regional offices to bare left or right of a 
certain activity; plus ongoing training and just the management's approach to 
guide and contextualize the conduct of investigations. "91 

68. Robert also testified as to how CSIS' policies, procedures, directional statements 
provide guidelines on how to deal with a situation that may have a "lawful, 
advocacy, protest or dissent" component. He added that this is also dealt with 
through training, "In that it is a statutory prohibition to get involved in that type of 
activity. It is very much front and foremost in how we conduct our investigations. 
There is great sensitivity around that. "92 

6Q. He explained the distribution of resources within the Service in terms of the 
different type of investigations, with the emphasis being on counter-terrorism and 
the focus on foreign fighters. The remaining third or quarter of the Service's efforts 

89 Transcript, In csmere hearing, Vol. 2, pp. 241 
80 Transcript, in camera hearing, Vol. 2, p. 242. 
91 Transcript, in camera hearing, Vol. 2, pp. 244 
02 Transcript, in camera hearing, Vol. 2. p. 245. 
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are focused on counter~intelligence activities, relating to the intentions or activities 
of foreign government activities within Canada. 93 . 

70. Robert pro\lided an o\leNiew of how the SeNice obtains categories of information 
in the context of the SeNice's requirement to use lesser invasive in\lestlgatlon 
techniques before using more invasive ones. He explained that the SeNlce would 
first seek open information from domestic partners, voluntary interviews and other 
techniques or surveillance. He added that "what sets the Service apart from other 
law enforcement agencies is our focus on the developmenVrecruitment of human 
sources. But lt would be a composite generic-type picture, to get a& rich as 
possible an assessment on a current threat. Once these techniques are used, and 
if it is deemed necessary and appropriate, consideration would then be given, in 
exceptional circumstances, to apply through the Federal Court for a warrant." 94 

71 . Counsel for CSIS asked Robert for his opinion regarding the concerns raised by 
witnesses for the Complainant that there is a feeling that email& may be being 
intercepted or read by the Se Nice, or that their communications may somehow be 
llstened to by the Service. Robert responded 'With an explanation of the "arduous 
process that is involved in applying for section 21 powers, requiring weeks and 
months of preparation, Department of Justice consultation. independent counsel 
from Justice looking at Service affidavits; management chain right up to our 
Director, who would have to approve the application; and then seeking the 
approval of the Minister of Public Safety; and then needing to convince a Federal 
Court judge that the powers sought are justified." 9!5 

72. With respect to surveillance by the SeNice, Robert e,cplained that before such a 
technique could be deployed, there would have to be a targeting authority 
approved by the Regional Director General. Once a targeting appro\lal is in place, 
a separate approval would be required from the Regional Director General, to 
move ahead with the surveillance. He also e>1plained that it is an invasive and 
costly technique. Robert was of the view that the concerns raised by members of 
the public that participation in lawful advocacy, dissent ot protest may have an 
impact on job opportunities, on security clearance applications, on mobility rights, 
or on any fundamental rights that individuals ha\le here in Canada are without 
foundation.96 

73. Aside from section 12 of the CSIS Act, regarding the Service's mandate to report 
and advise the Government of Canada, Robert also made reference to the various 
sections that enable the Service to share information beyond the Government of 
Canada, including sections 19 and section 17. He acknowledged that In order to 
meet its mandate, the Service is often times required to share information with 

93 Transcript, In camera hearing, Vol. 2, p. 243. 
114 Transcript, In camera hearing, Vol. 2, p.p. 245-246. 
95 Transcript, In camera hearing, Vol. 2, pp. 246-247. 
116 Transcript, In camera hearing, Vol. 2, p. 248. 
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other entities. 97 The Service also has an interest in sharing information with 
members of the public or private-sector entities. He mentioned that ¥we have 
shared with various domestic entities, again when it fulfills our section 12 statutory 
need. Above and beyond that, one of the federal government's security priorities 
is to protect critical infrastructure, and as part or that broad--based mandate, the 
Service has a niche role if there is a threat-related infotmation that impacts critical 
infrastructure". 98 

74. The witness spoke of the Service's public outreach initiatives, including speaking 
to various communities, security representatives of banking institutions, ~ritical 
infrastructure and various associations. He also explained the bj.annual meetings 
with Natural Resources Canada (NRCan), which "given its convenient venue, 
were hosted at CSIS Headquarters and attended by a variety of federal, provincial, 
municipal, private sector associations, critical infrastructure, to discuss threat
related activities of mutual interest."" 

75. Upon cross-examinatlon by counsel for BCCLA, Robert agreed that the wording in 
section 2 b) of the CS/S Act of "foreign influenced activities", Is not restricted to 
foreign states, and that the Service could conceivably look at foreign 
corporations.100 

76. When asked whether the "interests of Canada~ outlined in Ministerial Directives 
could include environmental objectives, Robert responded that he did not recall 
ever having seen such a reference in any Ministerial Directive. 101 

77. Counsel for the Complainant questioned Robert as to whether he was familiar with 
the new definition of "threats to the security of Canada" found in the new Security 
of Canada Information Sharing Act, which counsel suggested was •broader than 
what we see in section 2 here of the CSIS Act and it includes threats to the 
economic Interests of Canada." The witness answered that he was not sufficiently 
familiar with that definition to provide a useful comment on that.102 

78. When asked by counsel for the Complainant for his interpretation of the open letter 
from the Honourable Joe Oliver dated January 9, 2012, with respect to the words, 
"radical group", Robert answered that It would "depend on the group being referred 
to, for instance a foreign threat. a C.T. threat.".103 In terms of the sentence that 
"they use funding from foreign special interest groups to undermine Canada's 
national economic interest", counsel for BCCLA queried whether that could not fall 
under the definition of "foreign influenced activities detrimental to Canada's 

97 Transcript, In camera hearing, Vol 2. p. 251 . 
911 Transcript, In camera hearing, Vol. 2, p. 252. 
98 Transcript, in camera hearing, Vol. 2. p. 254. 
100 Transcript, in camera heating, Vol. 2, p. 256. 
101 Transcript, fn camera hearing, Vol. 2. p. 257. 
1112 Transcript, in camera hearing, Vol. 2. p, 259, 
103 Transcript, in camera hearing, Vol. 2. p. 266 
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lnterestsr Robert responded that it could, concefvebly, but that it "would be a 
stretch• and reiterated the fact that most of the Service's resources are focused on 
counter~terrorism. He stated: •Justin tenns of priority, this falls way beyond the 
pate, below the pale. In terms of actually triggering our mandate, a real stretch for 
the Service to have any interest. 104 

79. Robert was also questioned about how the Service interprets section 12 In terms 
of the collection of infonnation, and specifically how it does this, if not by 
investigation. For instance, in some circumstances, the Service may be "receiving" 
and not "investigating. Robert responded that "it's one thing to accept. It's totally 
another issue to actually report and put into a system .... nothing should be 
reported that is not germane to the mandate. 1IMI 

80. Robert also answered questions regarding the Service's warrants under section 21 
and Indicated that Information that is publicly available doe$ not require a warrant, 
but that the Interception of an email would require a warrant. 108 The witness also 
agreed that he was connecting the •report and advise~ duty and function under 
section 12 with the authorization to disclose Information under subsection 19 (2). 
He agreed with counsel for BCCLA's statement that: "for example the National 
Energy Board would be authorlzed by subsection 19 (2) if you were looking into a 
threat assessment You could report and advise the National Energy Board: He 
also agreed that "with the report and advise functlo~ or duty under section 12, you 
don't even have to get into this a), b) c) or d) under subsection 19 (2); Just 
reporting and advising on what you collected in section 12 Is sufficient to trigger 
the authorization."107 

81 , With respect to the questions regarding section 17 of the Act regarding 
cooperation agreements under subsection 2 (a), he explained that "whether It's 
formalized or not In terms of an instrument, each agreement has to be approved 
by the Minister", and "sometimes It is not formalized Into a written instrument."1oa 
Robert was also questioned on the agreements that the Service has with other 
govemment departments, for example the one with the RCMP. He also stated that 
he was not aware of whether CSIS had an agreement with the NEB.1119 

82. Counsel for BCCLA questioned Robert regarding the agreement with the RCMP In 
the context of the RCMP doing an investigation and sharing the results with CSIS, 
and whether that would be considered collectlon 1 Robert referred to the Service's 
procedures and policies and explained that: "it would be one thing, again to 
accept; but we would need a managerially approved targeting authority in which to 
put information. If there Is no place to park it, if a regional director hasn't signed off 

1°" Transcript, In camera hearing, Vol. 2, p. 268. 
1115 Transcript, in camera hearing, Vol. 2, pp. 273-274. 
108 Tranecrfp~ In camera hearing, Vol. 2, pp. 283-284. 
107 Transcript, in camsra hearing, Vol. 2, pp.276-277. 
101 Transcript, in camsra hearing, Vol. 2. p. 279. 
108 Transcript, in camera hearing, Vol. 2, pp. 280-ZB1. 
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on any particular investigation, that Information would not be retained. There are 
exceptions to that.. . .if there is a certain relevance to national security, writ large, it 
may be reported without going under any specific targeting authority. But it will sit 
there before we are authorized to further pursue an investigative level or ·direction 
on an individual, it would just sit there. "1 10 

83. When a$ked about whether he had knowledge of the groups named in the 
complaint, Robert commented that the Service's position for the last thirty years or 
so, in litigation and SIRC hearing, has been not to confinn or deny the existence of 
an investigation." 111 However, Robert commented that he is a proponent of 
"dialoguing with representatives of various groups and community groups". 112 

84. Robert responded that the only thing he knew about the consultation between the 
NEB with CSIS was what he had read in the NEB documents. He stated: "I have 
only read the redacted exchanges on that point, so I am not sure what the context 
was, what triggered the request for the consultation. But surely if the Service had 
information that there was a foreign Influenced activity, done covertly, that would 
have some impact on the National Energy Board, or "serious threat against the 
proceedings, against the members, or against those attending, we would reach out 
to the RCMP. or alternatively to the National Energy Board, saying: we have 
Intelligence to Indicate that there is a threat against your premises," 113 

85. When asked by counsel for the Complainant about his interpretation of the term 
"risk~, Robert categorized it in the "context of a risk of serious violence under 2 c). 
So presumably- I am speculating here - if the Service had information about an 
indivldual or others who might be participating in an otherwise democratic lawful 
protest, there might be a potential or a risk for violence, as has been known to 
happen in Canada and in many other countries. We have no Interest in the group 
or the protest, or the objective. It's one or two, three individuals who might use 
that as a venue, as a pretext, for violence, for serious violence ... .. But if there is 
some linkage between 1hat protest and our mandate -if their purpose in going to 
that group, that protest, is to wreak havoc, then, yes, it hits our mandate." He also 
added that he thinks the vast majority of protests In Canada are peaceable.114 

86. When asked if he appreciated the concerns of the people who are involved in 
protests and demonstrations that they might be watched by either the RCMP or 
CSIS, notwithstanding the fact that they are engaging In completely peaceful 
activities, Robert responded that he Is "keenly empathetic to that. As I mentioned 
before, in trying to dissuade, dispel stereotypes or misguided views, erroneous 

. views, we engage in Outreaeh. We talk to a whole variety of groups and 
individuals. At the end of the day, I can only control what I can control. The best I 

110 Trenecript, in csmere hearing, Vol. 2, pp. 286-287. 
ui Transcript, in camera hearing, Vol. 2, p. 291, 
112 Transcript, in camera hearing, Vol. 2, p. 293 
113 Transcript, in camera hearing, Vol. 2, p. 302. 
114 Transcript, in camera hearing, Vol. 2, pp. 309-310. 
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can do is just to testify to the fact that how we investigate is tightly controlled and 
that we are statutorily precluded from looking at LAPD." 115 

87. When asked by counsel for the Complainant regarding the agenda for the 
classified NRCan briefing meeting that it "sounds like CSIS might possibly be 
sharing information about environmental groups with these oil companies that are 
sponsoring and attending it," Robert testified that he did not see the conneotion.116 

Testimony from the Service during the ex parte heating: 

88. At the request of the Service, I also presided over ex parte hearing {private and in 
the absence of the Complainant) that were held in Ottawa, Ontario on January 
28,117 and March 22, 2016. 118 

89. During these ex parte hearing, I heard testimony from four CSIS Witnesses. A 
summary of this evidence was prepared pursuant to sections 37 and 48 of the 
CSIS Act and provided to the Complainant. The summary had been vetted for 
national security concerns to ensure compliance with sections 37 and 55 of the 
CSIS Acf.. 119 

90. In support of their testimony in the ex parte hearing, the CSIS witnesses relied on 
Book of Documents (ex arle hearin 

116 Transcript, in camera hearing, Vol. 2, p. 313. 
118 Transcript, in camera hearing, Vol. 2, p. 323. 

II of the BRS Re ortin 

117 Transcript of ex parteJ in cBJ11ere hearing, January 28, 2016 at Ottawa, Ontario. 
118 Transcript of ox psrlel in camera hearing March 22, 2016. 
119 Summary of evidence presented at lhe In camera! ex parte hearing on January 2 B, and March 22, 

2016, provided to the Complainant by the Co~ 
120 CSIS Book of Documents, (ax perte heanng).~ 
121 CSIS Book of Documents, (ex parte hearing-
122 CSIS Book of Documents (ex parte hearing 
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and is stored a-123 Lastly, CSIS Book of 
ocumen s ex parte hearing), information regarding the 

domestic threat environment In ana a, an a 1tlonal notes from the Intelligence 
Assessments Branch. 124 

91. CS1S Witness 1, , provided testimony concerning her work 
experience with the Service from 2001 , and her role as Chief of the unit 
responsible for the Service's domestic extremism investigation between November 
2013 and January 2015. She testified regarding the Service's collection priorities 
and the Ministerial Directions provided to the Director of CSIS from the Minister of 
Public Safety. 125 

92. -explained that once the Service gets the Ministerial Directives setting out 
the priorities, they are applied to their operations through Intelligence requirem ents 
that are set out by the Intelligence Assessments Branch. This sets the basis for 
what the Service collects based on those intelligence requirements ("IRD"). She 
explained that information is only collected if it falls into one of the IRDs. The 
priorities of the government of Canada are tiered into three main categories, with 
tier 1 being fully resourced, and tier 3 allowing for the collection of information only 
if resources permitted, She further explained that there is a fourth category, known 
as a "watch brief' which means that the Service is monitoring the situation and if 
there is an actionable piece of intelligence, then it will deploy resources. 126 In 
terms of the term "actionable piece of Int Iii ence" - rovidad an exam le 
of intelli ence re uiremen · r I tion to 

93. She oversees the three Heads of the desks below her, and some of her 
responsibilities include approving messages to be put into the Service's systems 
and databases, as well as managing human sources in general terms. She also 
explained that Headquarters Branch is responsible for sending out "Directional 
Statements• to the regions so that they are abl.e to prioritize and put their 
resources towards what is important and what is deemed a higher priority for the 
Service. 128 

94. -explained the nature of targeting authorities and how they are obtained 
by CSIS to investigate any threat to the security of Canada. She also identified 
particular targeting flies which her unit was investigating during the time period 

123 CSIS Book of Documents {ex parte hearing)-
124 CSIS Book of Documents (ex parte hearing) 
us Summary of evidence presented at the In camera/ ex parte hearing on January 28, and March 22, 

2016, pp. 2-3 
116 Transcript of in camera/ ex parte hearing held on Thursday, January 2B, 2016 at Ottawa, p. 26. 
127 Transcript of in camera/ 8)( parte hearing held on Thuruday, January 28, 2016 at Ottawa, p. 28. 
12a Transcript of in camera/el{ perte hearing held on Thursday, January 28, 2016 at Ottawa, at pp. 22-29. 
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related to this complaint. She described CSIS' practices in relation to investigating 
threats to the security of Canada by groups involved in domestic extremism. 

95. She testified in respect of the certificates pursuant to which domestic threats were 
being inv&stigated as well as having reviewed the list of targets under the domestic 
threat certificates that have been the subject of an investigation within her unit 
since She provided information on the individuals, groups, 

d fu fl . .• •~ :, - .. 1: - •· 

96. She explained that, with a certificate, the Service must make the case that this 
issue is actually a threat to the security of Canada, and once that ls established, 
there Is a validity date that has to be renewed approximately every 2 years. When 
the Service targets an Individual that erson falls under one of the certificates. 
She ex lalned that 

he also explaf ned that each individual 
wou d have his or her own targeting authorlty.130 The targeting authorities against 
individuals, and the renewals of those authorities, were also rovided ln the ex 

ratvl ,r!Arit'!A 131 v<> 1Y>n1,0 • 

97.-testified that 
the Intent of the Servic 

98. 

128 Transcript of In camera/ ex parte hearing held on Thursday, January 28, 2016 at Ottawa, at pp. 47-55. 
130 Transcript of in camera/ ex parte hearing h-nuary 2B, 2016 at Ottawa, at pp. 36-39. 
131 CSIS Book of Documents, ex part& t1earlng 
132 Transcript of in camera/ ex pa,te hearing he on ursdaf; enuary 28, 2016 at Ottawa, at p. 35. 
133 CSIS Book of Documents, ex parte hearing, 
1:M Transcript of in camera/ax parte hearing heldonTliursday. January 28, 2016 at Ottaw~, p.44 
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to extremism, it is specifically interested in issues that go from peaceful 
demonstrations to acts of serious violence. 135 

99. She testified that when conducting investigations, CSIS officers are governed by 
the CS/S Act and CSIS policies stipulate that they do not look at legitimate protest 
and dissent, unless it is associated with serious acts of violence. She provided 
testimony a·bout the tasking provided to the regions related to politically-motivated 
violence and/or sabotage.136 The eJ< arte evidence showed that the Directional 
Statement from Head uarters 

However, Headquarters reminded the 
• . . . ; th t th f I l t t t d' t b t th 

100.-explained the tar etin 
Service. She testified that 

to the Northern Gateway Pipeline project. 

101. CSIS Witness 2j testified regarding his work experience with the 
Service as an analyst with the Intelligence Assessments Branch (IAB) and his 
specialization in domestic extremism. He outlined the main responsibilities of the 
IAB, which is to provide timely and relevant intelligence which meets the 
Government of Canada' s stated requirements and priorities. He provided an 
overview of the Intelligence Assessment Branch's responsibilities, which includes 
actively engaging with the Government of Canada to identify its intelligence needs 
and deliver briefings, assessments and reports, providing background information 
on operational and managerial programs and preparing Threat and Risk 
Assessments, and providing outreach and education to the federal government. 

135 llranscrlpt of in camera/ ex parta hearing held, on Thursday, January 28, 2016 at Ottawa, p. 56. 
13& S umrnary of evidence presented at the in camera I ex parte hearing on January 28, and March 22, 

2016, pp. 2-3. 
137 CSIS Book of Documents, ex parte hearing 
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was mainly focused on I sues related to the Winter Olympics and the G-8/G-20 
meetings and any potential threats frorn domestic extremist for either event.136 

103. The wltneBB aleo provided an overview of the Service's work conducted in the area 
of domain awareness. Domain awareness is done in part 10 ascertain potential 
triggers and flashpoints, and in part to ensure that the Service is aware of what is 
happening should a threat arise. Reference is made to SIRC's study entitled ucs1s 
Activities Related to Domestic Investigations and Emerging Threats". 

104.-testlfled regarding the biannual olassifled briefings held by the NRCan 
and the fee1 that this forum Is used by 1he Service to share clas ifled infonnatlon 
with energy sector stakeholders, such as the NEB. He provided the Committee 
with concrete examples of serious acts of ideologically-motivated Violence Which 
were discussed at some of the NRCan briefings that related to energy and utllltlea 
sector stakeholders. He spoke of specific Intelligence asseasments that were 
given to the NEB by the IAB of the Service Involving domeatlc extremism issues. 

105. The witnes described how the Service engages in outreach with energy 
stakeholders and also Identified means, other than the classlfled briefings, through 
which the Service communicates severe emerging domeatic threats to certain 
Industries. He described the policies and requirements for any meeting between 
the Service and any outside organization, emphasizing the importance of fostering 
collaboration between CSIS and any organization to prevent terrorism, whether lt 
be within the government of Canada, with law enforcement partners or private 
Industries. On the issue of the delivery of briefings to the private sector, he referred 
me to a review conducted by the Committee in 2011 entltted Review of CSIS' 
Private Sector Refattonahlps. He testified that the Service does not attend nor 
interfere with any events that involve legal and legitimate protest and/or dissent as 
it falls outside of Its mandate.139 

106. CSIS Witness 3 
background. He n 
degree ! 

107. He explained that his primary responsiblllty was to provide Intelligence 
assessments related to threats to Canada's energy and mineral activities. He 

131 Summary of evidence presented at the in camElra / e,c parte hearing on January 26, and March 22, 
2016, pp. 2-3, pp. 3-4. 

19 Summary of evidence presented at the in Cflmeral ex perte healing on January 28, and March 22, 
2016, pp. 4-5. '"° Tranecrlpt of In camera/ex parle hearing held on Thursday, January 28, 2016 at Ottawa, at p, 287 
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highllghted that the interests of his portfolio were restricted to threats to energy 
and primarily to critical energy infrastructure mostly from domestic extremism, 
terrorism, or possibly from foreign states. He testified that a secondary 
responsibility of his branch was to provide assessments relating to economic 
threats or threats to Canada's economic interests related to energy in the field of 
proprietary information. 141 He commented that the threats to Canada's economic 
interests could arise from a variety of sources. "In the primary case, in the first 
case ·af infrastructure, primarily from domestic extremism, terrorism, or possibly 
foreign States. In the case of Canada's economic interests, largely from foreign 
States and espionage, and threats of that nature." 142 

108.- ~estified that he had been a coordinator for the NRCan biannual 
classified briefings since 2010 and described the origin and purpose of these 
briefings as well as the Service's role. 143 He explained that the lead agency for 
these classified briefings Is NRCan, and that CSIS cooperates with NRCan and 
with the RCMP in this regard: "(t)he subject matter of what is discussed is in the 
hands of NRCan, as is the list of invitees, who attends on the basis of their need to 
know and on having the requisite security clearance."144 

109. He provided details of his own role in terms of the arrangements for such 
meetings, including ensuring that the briefing room they have, which is a secure 
facility, is available to NRCan as a convenience, so that they can bring in members 
of the private sector, largely individuals responsible 1or security at their respective 
companies, and other participants, occasionally from the Government. During the 
actual briefings, the Service will occasionally provide speakers. While he does not 
speak at these briefings, the witness explained that he prepares speaking notes 
for his Director General. For example, he had written notes regarding domestic 
extremism threats, based on open source material regarding events that had 
actually happened and had been reported in the newspapers. 145 

110. He testified that whlle he Is responsible for writing a memo to management 
regarding the briefings, there is no formal Memorandum of Understanding. The 
witness testified that he has not seen any information collected at these briefings 
by the SeNlce, and that, should members of the private sector wish to provide 
information to the Service, he explains to them that the proper channel is to notify 
the regional office. In terms of participants at the NRCan me · · 

r Id som am le from the rivate sector includln th 

1• 1summary of evidence presented at the in camera/ ex parte hearing on January 28, and March 22, 
2016, pp. 5~ 

142 Transcript ol In camera/ ex parle hearing held on Thursday, January 28, 2016 at Ottawa, at p. 289. 
143 Summary or evidence presented at the in camera/ el( parte hearing on January 28, and March 22, 

2016, pp. 5-6 
10 Transcript of in camera/ex parle hearing held on Thursday; January 28, 2016 at Ottawa, at p. 291 . 
1-45 Transcript ol in camera/ex parte hearing held on Thursday, January 28, 2016 at Ottawa, at p. 291 and 

pp. 293-296. 
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111 . The witness also gave examples of some briefings or liaisons with government or 
private sectors in which CSIS participates other than the NRCan briefings. He 
explained that the Service contributes to the Government of Canada's strategy, 
through Public Safety on the "National strategy and action plan on the protection 
of critical infrastructure". The term "Infrastructure~ is not just the energy 
infrastructure, but Includes the infrastructure of the financial, transportation, water, 
agriculture and health sectors.''147 

112. also testified of his participation in other briefings or liaison with the 
government or private sector. He provided the example of "other than the 
classified briefings, there is an unclassified briefing for what is called the 
International Pipeline Security Forum, which alternates be 
United States but ex lained that "as threats to that sector 

113.-also spoke about the context and content of the April 19, 2013 email 
from Mr. Tim O'Neil referred to in the complaint's exhibit book, which mentions 
secur!t concerns regarding the Northern Gatewav Prolect. He explained that 

the email from Tim O'Ne il, by 
way OT I ror auon only, as there was no act requrr a on we par1 or u1e 

Service. The email discusses the possible threats to National Energy Board 
hearlna and concludes that there is nothing specific that he is aware of. -

-t1:tstlfied that I 

114. CSIS Witness 4,~ testified. following the Committee's request to hear 
testimony from a~ In the British Columbia region during the years 
relevant to this complaint. He provided testimony regarding his work experience 
with the Seivice from 1995 onwards, Including his various positions in the British 
Columbia Region from 1998 to the present He also described his roles and 
responsibilities as the supervisor for the unit responsible for the Service's 
domestic extremism investigation in Vancouver from 2010-2013. 150 

115.-lestifled that he was responsible for overseeing the investigations that 
""teii"'u'nci'his remit. This included providing input as to an intelllgence officer's 
plan to debrief a source; appro\/ing the Interview and its objectives; approving 

1•ij Transcript of in camera/ex parle hearing held on Thursday, January 28, 2016 at Ottawa, at p. 291. 
H 7 Transcript of In camera/ex parte hearing held on Thursday, January 28, 2016 at Ottawa, p. 298. 
148 Transcript of rn camera/ex parte hearing held on Thu~sday, January 28, 2016 at Ottawa, p, 304. 
1•0 Transcript of in camera/ ex parte hearing held on Thursday, January 28, 2016 at Ottawa, p. 309. 
160 Summary of evidence presented al the in camera/ ex parle hearing on January 28, and March 22, 

2016,p.6 
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operational reports, and Initiating the dialogue with his Chief to put into place 
warrant powers against a target. if it were necessary. 151 

116. He discussed the mandatory process and requirements for an intelligence officer 
to make a request to conduct a community interview related to the Service's 
domestic extremism investigations. He explained t at he was the head of the 

I re ardin 

117. -testified that the Service is "not in the business of investigating 
env,ronmentallsts because they are advocatin for an environmental cause, 

erlod. ~153 For exam le he ex lained that 

118. The witness said that he had not heard of most of the groups prior to this 
complaint. The witness testiHed that lt was not surprising that there were protests 
related to the Northern Gateway Pipeline Project but underscored that Service 
employees are mandated and llmlted by the CSIS Act which does not permit 
CSIS to Investigate groups or indivlduals for their activities related to lawful 
advocacy, protest or dissent, unless It is tied directly to a threat. 166 

1~1 Transcript of in camera/ ax parte hearing held on Tuesday, March 22, 2016 at Ottawa. at p. 13 
182 Transcript of in camera/ ex pa,te hearing held on Tuesday, March 22, 2016 at Ottawa, at pp. 15-18. 
1113 Transcript of in cemorol ex parle hearing held on Tuesday, March 22, 2016 at Ottawa, at p. 19. 
164 Transcript of in camera/ ex parle heeiring held on Tuesday, March 22, 2016 at Ottawa, at p. 23. 
1115 Summary of evidence presented at the In camera/ ex parts hearing on January 28, and March 22, 

2016, p, 6. 
1ss Transcript of in camera/ ex parte hearing held on Tuesday, March 22, 2016 at Ottawa, at p. 25. 
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121 . He further testified that the Information flow between CSIS and private or other 
public stakeholders was generally a one-way process in which CSIS received the 
information . He did not recall having seen the article written by the Honourable 
Joe Oliver prior to the hearing.159 

Fina/ submissions: 

122. Wilh the completion of the ex parle hearing, the parties were subsequently invited 
to provide their final submissions In writing to the Conrnlttee. 

123. The Committee received the Complainant's final submissions on September 19, 
2016, in which BCCLA submits: 

"that the evidence demonstrates that CS/S was colfectlng information about these 
groups, 8t feast pssslvely, and perhaps Bclively, and In fha ebsence of av/dance that 
those groups constifutad a threat to the security of Canada, this collection was not 
authorized by section 12 of the CSIS Ac;:f. The Complainant also argu9s that CSIS' 
collection activities, combined with intemperate language by a federal Cabinet minister 
criticizing environmental groups opposed to the pipeline policy as pushing a "radical 
ideological agenda- crBated a real chilling effBct for groups and individuals that wished 
to organize and collectively express their opinions on the proposed pipeline. The 
sharing of this information in confidential briefings with private sector actors in the 
petroleum industry served to heighten the perception that CSIS was exercising Its 
powers In support of the political or economic status quo. "160 

124. The Committee received the Service's final reply submissions on October 17, 
2016, in which it submits that the evidence has shown that CSIS' actions were 
lawful and in accordance with its mandate pursuant to the CS/S Act, stating that: 

157 Transcript of in camt1ra/ ex parte hearing held on Tuesday, Marcil 22, 2016 at Ottawa, at p. 48. 
154 Transcript of In camera/ ex parl9 hearing held on Tuesday, March 22, 2016 -at Ottawa, at p. 30 
1~9 Summary of evidence presented at the In camera/ ex parte hearing on January 28, and March 22, 

2016, p, 6. 
160 Complainant's Final Submissions, dated September 19, 2016, p. 72. 
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•any collection and dissemination of Information by CSIS was dons lawfully In contormlty 
with its mandate. Furthermore, the Complainsn has failed to sstBhlish that CSIS has 
done the acts or things alleged in its complaint. Requests for Information or advlC9 from 
the NEB to CSJS do not demonstrate that CSIS col/ect9d information about the groups 
seeking to participate In the NEB heartng. The Complainant has also f8iled to establish 
a causal connection between the acts or things dona or allegedly done by the Service 
ar,d the "ch illing effect.• on freedom of expression and association." 161 

125. The Committee received the Complainant's rebuttal submissions on November 3, 
2016.162 Followlng receipt of the Complainant's rebuttal submissions, the 
Committee inquired on November 24, 2016, whether.the Service had any national 
security concerns with the Complainanf s request that BCCLA may pUblicly 
disclose the transcripts from the in camera hearing. 

126. On December 1, 2016, the Committee received the Service's written submissions 
In regards to the Complainant's request. 

127. On December 23, 2016, the Committee provided the Complainant with a copy of 
the Service's submissions and the Complainant was given an opportunity to reply, 

128. On January 16, 2017, the Committee received the Complainanfs comments, in 
response to the Service's letter of December 1, 2016. The Complainant reiterated 
its request that "the Committee conflnn, prior to O,e Issuance of its final report and 
at its earliest convenience on an Interim basis, that Witnesses who appeared 
before the Committee on August 12-13, 2015 may speak publicly about the 
evidence and testimony they provided during the in camera portion of the hearing 
and that BCCLA may publicly disclose those transcripts and Its submissions in 
this matter, without limitation due to security concerns under section 48 of the 

. Act."183 

129. I have decided that it would be in the best interests of justice for me to address 
this matter In the context of my final report. 

130. In preparing this final report, In addition to reading the submlsslohS of the parties, 
I have considered the evidence gtv&n by witnesses, the documenta1ion submitted 
by the partle$ and the Committee's counsel for the In camera and the ex parts 
hearing, as well as other relevant material made available to me in the course of 
my investigation of this complaint. 

1• 1 Respondent's Final Submiasions, dated October 17, 2016, p. 2. 
162 Complainant's Rebuttal SUbmissions, paragraph 17, dated November 3, 2016. 
183 Letter from the Complainant to the Committee, dated January 16, 2017. 
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i,. ANALYSIS 

131. This complaint Is filed by the Complainant under section 41 of the CSIS Act, 
concerning the conduct of CSIS. 

132. The Complainant's complaint Is set out in its letter of February 6, 2014, and was 
summarized by counsel for the Complainant at the in camera hearing as follows: 
"Firstly, that the BCCLA believes that the Service was gathering lnfonnation - or, 
in accordance with the language of section 12 of the Statute, Mcollecting• 
Information about Canadian citizens and groups engaging In peaceful and lawful 
expressive activities": and then the second part of the complaint is that it then 
shared this information with government bodies-and private sector factors."164 

133. The Complainant is relying, first, upon information that initially came out In the 
preas In November of 2013 that suggested that the RCMP and CSIS were 
collecting Intelligence or information on groups and individual& opposed to the 
Northern Gateway Pipeline and then secondly, that they were sharing that 
Information with the National Energy Board and members of the petroleum 
industry. 165 

134. Some of the groups named in those documents Include LeadNow, ForestEthlcs, 
the Council of Canadians, the Dogwood Initiative, ECOSociety, the Sierra Club of 
British Columbia and Idle No More. The Complainant provided testimonial 
evidence from most of those groups and provided me with background about their 
organizations and about their activities In relation to the Northern Gateway 
Pipeline Project. The Complainant haa stressed that none of these groups are 
criminal organizations, nor do they have any history of advocating, encouraging or 
participating In violent or other crimlnul activity. 166-The evidence before me has 
confirmed this, and it la not in issue. 

135. As agreed by the parties during the preliminary conference calla in this matter,187 

the complaint requires me to answer the following four questions In relation to the 
groups listed in the Complaint letter of February 2014, namely Leadnow, 
ForestEthics Advocacy Association, the Council of Canadians, the Dogwood 
Initiative, EcoSoclety, the Sierra Club of British Columbia and Idle No More. 188 

Question 1: 
Did the Service collect Information about groups or individuals for their activities in 
relatk>n to the Northern Gateway Pipeline Project? 

1~ Complainant's Complaint Letter, dated February 6, 2014 and Transcript of in camera hearing, Vol. 1, 
p.20. 

1" Complainant's Complaint Letter, dated February 8, 2014 and Transcript of In camera heanng, Vol. 1, 
pp.21-22. 

1ee Tranl<lript of In camera hearing, Vol. 1, p. 22. 
117 Respondent's Letter of April 15, 2015, and Transcript of Pre-hearing conference of May 20, 2015. 
1611 £>chlbi1 SIRC-1, Tab 1, Complaint letter of February 2014, p. 6. 
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Question 2: 

If so, was it lawful? 

Question 3: 

Did the Service provide information relating to individuals or groups opposed to the 
Northern Gateway Pipeline Project to the National Energy Board or non
governmental members of the petroleum industry? 

Question 4: 

If so, was it lawful? 

136. I have addressed each of these questions separately below in my report. 

Question 1: 

dissent. 

138.- the collection of information 
ancillary manner, in the context of o 

onducted in an 

139. Through the evidence presented to me in the ex parte hearing, I am aware of the 
collection of information in accordance with section 12 and the provision of 
information as it pertains to certain individuals for whom the appropriate targeting 
authorities were in place. 

141. The ex arte evidence has convinced me that 
as done as anc ary m ormat,on in respect of 

la ul targeting authorities against targets in place at the time, unrelated to groups 
or individuals engaged in legitimate protest and dissent.169 

169 CSIS Book of Documents, ex parte hearing, 
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142. For example, I note that In the BRS reporting regarding the Service 

143. 

indicates in its analysis sections that "the information had been collected and 
reported to assist the Service in assessing the threat environment and the 
potential for threat-related violence stemming from 

rotests/dernonstratlons.•170 However, the Service 
no 

I have considered these instances carefully. 

144. The Respondent's evidence with respect to the collection of information
-is twofold: 1) the Service presented evidence on the subjects of 
~atlon under a ta etin author! and 2 the Service provided all the 

145. 

146. 

147. 

operational reporting after December 31, 2009. 

was also mentioned in a report related to the 
of investigation. 

110 CSIS Book of documents, ex parle hearing, 
m CSIS Book of Documents, e~r1g. S 

the BRS messages wherei~is men one . 
and als- which Includes 
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153. ~rvice will review the information collected in its ho!dlngs
-----in accordance with the recent decision of the Honourab,:
Simon N~I of 1he Federal Court.172 , to ensure that the only Information retained is 
that which meets the "strictly necessary" retention threshold. 

172 In the Matt&r of an Application for warrants pursuant to sactlons 12 and 21 oflhe CSfS Act, 2016 FC 
1105. 
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154. The Complainant's final submisslons173 refer to a SIRC Review conducted in 1969 
entitled "Report on CSIS Actfvlrlas regarding the Csnadisn Peace Movemenf' that 
found that the Service "has not proven that It can appropriately distinguish 
between legitimate di-ssent or lawful advocacy and activities that may on 
reasonable grounds be suspected of constitute threats to the security of 
Canada."17• The complainant submits "that the attitude of CSIS witnesses towards 
Minister Oliver's letter reflects a surprising lack of awareness or sensitivity to 
legitimate concerns the public may have that there is a connection between 
comments by a federal Cabinet Minister and internal government documents that 
show CSIS is consultlng or briefing on groups opposed to the Northern Gateway 
project_ 11s 

155. However, I note that slnoe that 1989 review, the Committee has kept a watchful 
eye on the topic of lawful advocacy, protest or dissent, and has considered this 
topic in various reviews 178• For example, rn lta Annual Report In 2002~2003, 
entitled "Domestic Threats in Conjunction with Lawful Advocacy, Protest and 
Dissent", the Committee found that the Service was -taking con&iderable care in 
implementing policy measures designed to prevent intrusion into legitimate and 
politloal activtty:1n In Its 2012~2013 Annual Report, the Committee conducted a 
review of "CSIS's Actlvifi9s Related to Domestic Investigations and Emerging 
Issues" 178 and found that any activities surrounding the Vancouver Olympics and 
the G8/G20 Summits that only related to legitimate protest and dissent were not 
investigated. 

156, The totality of the evidence which I have reviewed and analyzed demonstrates that 
there was no direct Unk between CSIS and the -chilling effectH which the 
·complainant's witnesses mentioned in their testimonies. I agree with the 
Respondent's submission that the Complainant falled to differentiate the actions of 
the NEB and of the RCMP and thoae of CSIS,170 

157. However, I can understand Why the Complainant, not having access to all of the 
Service's evidence, might have felt that the groups it represents were being spied 
on, in view of certain media reports and certain government documents. I also 
appreciate the concerns of the wltne888S appearing before me on behalf of the 
Complainant who referred to thes~ articles. 

158. I well appreciate that the letter of 9 January 2012 from the Honourable Joe Oliver, 
then Minister of Natural Resources, where he wrote that u(u)nfortunately, thef9 

17' Complainant's Final Submlsaiona, September 19, 2016, p. 59 
114 Sll~C Report 89/90 -03, at p, 228. 
171 Complainant's Final Submissions, September 19, 2016, p, 62 
,n Reference to SIRC Annual Report& of 1899-2000, 2001-2002, 2006-2007, 2008-2009, and 2012· 

2013. 
m SIRC Annual Report 2002-2003, p. 1 S. 
178 SIRC Annual Report2O12-2013, p. 24. 
,n Respondent's Flnal Submissions, October 17, 2016, p. 20. 
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are environmental and other radical groups that would seek to block this 
opporlunlty to diversify our trade. Their goal Is to stop any major project no matter 
whst the cost to Canadian families In lost Jobs and economic growth'' 180 Is 
regrettable, It can only have increased the concerns of the members of these 
groups that the entitles to which they belonged were being spied on by CSlS and 
the RCMP. It certainly explains their evidence before me which was clearly 
fuelled by the Minister and certain journalists. 

159. However, the evidence I heard from CSIS' witnesses in both the in camera and ex 
parte hearing has convinced me that neither CSIS nor the Ministry of Public 
Safety responsible for CSIS, had anything to do with the drafting of the 
Honourable Joe Oliver's letter or Indeed any media report submitted in evidence 
before me. The Service's policies and directions were not influenced In any way 
by these media articles. 

Question 2: 

160. 

161. The Complainant contends that records obtained by Access to Information 
requests show that CSIS prepares reports and shares information regarding 
protest activities. BCCLA also maintains that "the Service's action In relation to 
citizens and groups engaging in peaceful and lawful expressive activities have 
gone beyond merely collecting intelligence Information under section 12 of. the 
Act, and instead sharing this information with the NEB and private companies 
regarded as stakeholders in the energy sector." 1111 

162. The Complainant stated that "Parliament has placed very clear limits (on) the 
scope of the Service's intelligence-gathering activities, expressly providing that 
CSIS's mandate "does not include lawful advocacy, protest or dissent." 182 

163. I certainly agree with the Complainant's assessment of Parliament's Intention not 
to allow the Service's mandate to include lawful, advocacy, protest or dissent 
("LAPD"). However, I cannot find, on the basis of the evidence before me, that 
CSIS, in this case, expanded its mandate to include lawful advocacy, protest or 
dissent. 

180 Complainant's Supplementary Book of Documents, Tab 7. 
111 Complainant's Final Submissions, September 19, 2016, pp. 65-66. 
182 Complainant's Book of Documents, Vol. I, Tab 3, and Letter from the Complainant to the Commmee 

dated March 25, 2015 wilh attached documents (emphasis in original document). 
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164. I note that the Service's mandate under section 12 of the CSIS Act is to collect 
and retain Information regarding threats to the security of Canada and Is llmlted 
"to the eld:ent that it is atrictty neceuary". I recall , in this context, the recent 
decision of Mr. Justice Simon Noel, wherein he wrote:183 

"Section 12. (1) must be read logically: if collect.ion of lnformstlon is performed on 
a strictly necessary basis, it goes without saying that retaining the strictly filtered 
information is permitted because the point of entry of the info""atlon Is the strict 
oollect/on process. Therefor& the retention function may only logically retain what 
hes been collected In a "'strictly necesSBJY• ma/lrier. The same rst/Onsl applies In 
mgsrd to the snslysls function: If information Is vs/Idly collected, only that strictly 
COiiected fnfOrmstlon '8 analysed. In those scensrlos, there 818 no fssues of 
limits to retention or snalysls of.the Information becauSB It hss been lsgftfmstely 
collected pursuant to section 12 (1) and section 2. " 

165. Section 12 of the CS/S Act clearly states that the Service "shall report to and 
advise the Government of Canada.~ 

12 (1) The Ssrvice shall COl/eot, by invesl/gstJon or otherwise, to the eKtent thst it 
is strfctly necessBl)I, and ans/yss and rntBin information and Intelligence 
respecJ;ng activitiss thst may on reasonable grounds b& suspflCted of 
constituting threats to the security of canada and, In relation thereto. sh9/I rnpoct 
to snd advise the Govemm90t of Canada. tmv emohaslsJ 

(2) For greater oerta/nty, the Service may perform its duties and functions under 
subSflCllon (1) within or outside Canada 184 

166. Section 2 of the CS/S Act defines what those "threats to the security of Canada" 
entall, but clearly states that this: 

~does not Include lawful Bdvocscy, protest or dissent, unless carried on In 
conjunction with any of the activities referred to in paragraphs (a) to (d) . "'85 

167. Thus, It is also clear that, if those LAPD activities are carried out In conjunction 
with any of the activities referred to in the enumerated threats In section 2, they 
may fall under the Service's mandate under section 12. 

168. The Complainant argues that the activities of these enVironmental groups 
opposed to the Northern Gateway Pipeline Project could not possibly fall under 
the definition of "threats to the security of Canada" as set out in section 2 of the 
Act. 

113 In the Matter of an Appl/Cation for wananta purBuant to Hdions 12 and 21 of the CS/S Act, 2018 FC 
1106 at paragraph 186. 

114 CS/S Act, MCtlon 12. 
l&J CSIS Act, section 2 
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169. Insofar as the named groups' activities remain peaceful and lawful, I agree. In 
fact, the definition of "threats to the security of Canada" under section 2 very 
clearly states that this does not include "lawful advocacy, protest or dissent, 
unless carried on in conjunction with any of the activities referred to In paragraphs 
(a) to (d).~188 

170. By way of example, I note that when questioned what an illegitimate protest would 
be from the Service's perspective, CSIS witness Robert commented during the in 
camera hearing that •au protests are part of the democratic fabric of Canada, and 
part of our job ln Investigating threats to our security is to allow protest to lake 
place."187 Robert's testimony during the in camera hearing was clear that the 
Service was kept actively engaged dealing with terrorism and other threats to the 
security of Canada, and It did not have the mandate to Investigate peaceful 
advocacy, protest or dissent. I find the Respondent's evidence credible. 

171. The Complainant contends that documents such as a Memorandum to the 
Director of CSIS, from the Assistant Director, Policy and Strategic Partnership of 
CSIS, regarding a meeting of the Deputy Ministers' Committee on Resource, and 
Energy, dated June 9, 2014, ~confirms 1h~t the SeJVice was indeed collecting 
information about opponents to the Northern Gateway pipe line project188 • 

172. However, I note that In that same memorandum, the Assistant Director, Policy 
and Strategic Partnership of CSIS clearly states that •ct)he Service recognizes 
that many of these issues involve legitimate protest and dissent and as such, 
have no mandate nexus."1119 

173. In the context of that same memorandum and attached document from the 
Government Operations Centre, entitled "Government of Canada Risk Forecast 
2014 Protests and Demonstrations Season", I also note and emphasize that the 
Government Operations Centre is not part of CSIS, but rather part of the 
Department of Public Safety. 

174, The evidence of the Respondent's witnesses, as well as the documentary 
evidence presented by the SeJVice during both the In camera hearing and the ex 

176. Accordingly, I find that the Service's collection of Information 
was lawful and within Its mandate, and that the Service did not investigate 
activities involving lawful advocacy, prote~t or dissent. 

119 CSIS Act, section 2. 
m Transcript, Vol. 2, p. 312. 
1911 Complainant's Final Submissions. September 19, 2016, p. 24. 
189 Complainant'& Book of Documents, Vol. I, Tab 3 at p. 2 of 3, and Tab 5, p. 2 of 3. 
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Question 3: 

176. I find 1hat there was no sharing of Information by the Service about these groups 
or individuals opposed to the Northern Gateway Pipeline Project with the NEB, or 
other non-governmental members of the petroleum industry. Rather, the 
evidence presented to me during the ex parle hearing has convinced me that 
CSIS did not disseminate information about the na~d groups or Individuals, 
either with the NEB or with private members of the petroleum industry. 

177. The Complainant contends that government documents prove that there was 
sharing of information and collecting of information. "These documents are not 
only emails between the NEB and the RCMP and CSIS, aa well ae internal NEB 
emails, but also Security Assessment Reports by the NEB itself where there is 
reference to CSJS and obtaining Intelligence from CSIS at the national level and 
at the regional hea~quarters level. 11190 

178. For example, the Complainant points to an NEB document entitled "Enbridge 
Northern Gateway Project Integrated Security1 Logistics and communications 
Plan, Kelowna, dated January 24, 2013, under the heading "Threat Assessment", 
where certain sections have been redacted on the basis of the applicable 
exclusion under the A TIP Act in the right hand column. Howe"9r, one can see 
ll!lferences to the NEB consulting CSIS, both national headquarters and regional 
officea, as well as RCMP. 

179. Some of the groups named in this complaint are Identified in the NEB document, 
under the heading of •open source information reporting"1 euch as Idle No Mo~ 
regarding a planned protest; LeadNow and Dogwood Initiative regarding a 
workshop and skills training, and EcoSociety regarding a plan to charter a bus to 
attend the Nelson hearing. 191 Also, an NEB document entftled "Enbridge Northern 
Gateway Project Security Plan, Prince Rupert", dated January 23, 2013, memlons 
that the NEB consulted CSIS, both national headquarters and regional offlces.192 

Emails refer to consultation between the NEB Security team and CSIS at national 
and regional levele.193 

180. I note that most of these documents were released as a result of the ATIP request 
and that they were NEB documents. While I have seen emails and document& 
which refer to consultation between NEB and CSIS, there ls no eVidence before 
me which demonstrates that CSIS provided information to the NEB about any one 
of these groups. 

uo Tninacrlpt ot in camera hearing, Vol. 1, p. 24. 
191 Complalnanh Book ofDoc:uments, Vol. I, Tab 1, pp. 61-62. 
112 Complalnanfs Book of Documents, Vol. I, Tab 1, p. 66. 
193 COmplalnanrs Book of Documents, Vol I. Tab 4, p. 37. 
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181. Authority for the Service to disclose information it has obtained in the performance 

of its duties is found in section 19 of the CS/S Act. If CSIS discloses infonnation, 
It must do so In conformity with its mandate under section 12 (see above) and the 
provisions of section 19 which reads as follMs: 

19 (1) Information obtained In the performance ofthe duties and functions of the 
Service under this Act shall not be disclosed by the Service except In accorclance 
with this section. 

(2)) The Service may disclose information refemld to in subsection (1) for the 
purposes of the perf onnance of its duties and fvnctions under this Act or the 
administration or enforcement of this Act or as reqUl!TJd by any other law and 
may also disclose such information, 

(a) where the Information may be used in the inves1/galion or prosecution of an 
alleged aonlravention or any few of Canada or a province, to a peace officer 
having jurisdiction to investigate the alleged contravention and to the Attomey 
General of Canada snd the Attorney General of the province in which 
proceedings in respect ofthe alleged contravention may be taken: 
(b) where the information relates to the conduct of the fntemsrionsl affairs of 
Canada, to the Minister of Foreign Affairs or a person designated by the Minister 
of Foreign Affairs for the purpose; 
c) where the information is relevant to the defence of Canada, to the Minister of 
NationB/ Defence or a person designated by the Minister of National Defence for 
the purpose; or 
(d) where, in the opinion of the Minister, disclosure of the information to any 
minister of the Crown or person In tho federal pub/le administration Is essential In 
the public interest and that Interest clearly outweighs any invasion of prfvacy that 
cou/d result from the disclosure, to that minister or p9rson. 

(3) The o;rector shall, as soon as pf'&cticable sner s dJsclosUF8 referred to in 
paragraph {2)(d) Is made, submit a report ta the Review Committee with respect 
to the disclosure. 194 

182. The ex parte eVldence has revealed that the Service fulfills its mandate of 
·reporting and advising• with the production c:I various documents to domestic and 
foreign partners, including intelligence assessments, reports to foreign agencies 
and risk assea8fflents to domestic partners. With respect to its mandate to 
prQVide such reports and advice to the "Government of Canada", this can include 
any department or agency of the federal government, Including the RCMP and the 
NEB. The Service has the obligation to provide those-reports and advice to the 
Government of Canada in accordance with the enabling legislation. 

183. The evidence presented lo me ex parle has persuaded me that CSIS does indeed 
provide advice to the NEB pursuant to section 12 and subsection 19 (2) of the 

194 CSIS Act, sectlon 19. 

. 44 • 

Page 964 of 1048 

47 of 60 AGC0002 



• • • CSIS Act. Howev 
mention of anyon .. 

'd 

TOP SECRET 

d t 

184. The Complainant also refers to an email from the RCMP which states that it will 
"continue to monitor all aspects of the anti-petroleum industry movement" and 
concludes that this information "will be shared with (their}. intelligence partners", 
who the Complainant submits must include CSIS. 

185. In this connection, I note that CSIS interacts with other law enforcement agencies 
whose mandate includes the investigation of criminal offences and the collection 
of evidence In aid of prosecutions in courts. CSIS' website mentions that "while 
CSIS is at the forefront of Canada's national security system. several Canadi~n 
government departments and agencies also provide services that. taken together, 
help to ensure the safety and protection of Canadians."195 This, of course, 
includes the RCMP, 

186. The Complainant also submits that the NRCan biannual classified briefings 
demonstrate that the Service shared information with non-government members 
of the petroleum industry. BCCLA submits that none of the provisions in the Act 
"permit sharing of information with private sector parties in the energy industry, as 
the Service acknowledges doing through NRCan classified briefings end other 
outreach events with energy stakeholders." 198 

187. In the words of the Complainant, "some of the documents indicate that Natural 
Resources Canada holds security briefings, with not only the RCMP and CSIS but 
also with members of the petroleum industry. Some of the documentation 
indicates that these meetings are held at CSIS Headquarters in Ottawa, and 
further, that some of the petroleum industry actors, including in particular 
Enbridge, which is the proponent of the Northern Gateway Pipeline, were not only 
participating but in fact were sponsoring certain aspects of the events. They were 
paying for meals and hospitality opportunities for both CSIS and the RCMP and 
these petroleum industry actors. Given the timing of these brteflngs and the 
reference to "sharing Information about environmental groups" and given the 
participation of these various actors, it is our view that a reasonable Inference to 
draw, and the inference that was drawn by 8 .C. Civil Liberties Association and the 
targeted groups mentioned, is that Information about them had been shared."197 

188. There Is clear evidence that the Service participated in meetings or round tables 
with NRCan, and the private sector, Including the petroleum industry, at CSIS 
headquarters. However, the ex parle evidence presented to me is also clear. 
These briefings 
concerned with 

I I f I• ' 01: ~ ll• • •. l• " . · t 

ies CSIS Book of Documents, in camera hearing, Tab 3, pp.37-38. 
190 Complainant's Final Submissions, September 19, 2016, p. 67. 
187 Transcript, in camera hearing, Vol. 1. p. 25. 
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189. Under the heading of ushering intelligence", l note that the CSIS website provides 
that "et the national level, CSIS provides hundreds of briefings each year to 
various communities including law enforcement and other security intelligence 
agencies; academia; canadlan government departments and agencies; 
provincial, territorial and municipal governments; and the public: These briefings 
include threat assessments, which, the website provides, are "evaluations about 
the scope and immediacy of a variety of threats posed by individuals and groups 
in Canada and abroad. Threat and Risk Assessments are conducted by 
government departments and agencies. CSIS provides assistance for their 
preparation when requested."198 

190. I also heard testimony ex parte that information has been collected when certain 
CSIS targets that are planning to threaten specific private sector companies, 
CSIS will then meet with these companies and share with them information about 
these threats. I am satisfied that such liaison with the private sector is important in 
order to protect Canadians. 1811 

191. Having reviewed carefully the totality of the evidence submitted to me during the 
in camera and ex parte hearings, I find that, at no time, did the Service share 
Information with members of the petroleum industry concerning the "targeted 
groups• referred to by the Complainant. 

192. Having so concluded, however, I must say that I well understand some of the 
Complainant's concern. The perception of the Service discussing the eecurity of 
energy resource, development with members of the petroleum industry can give 
rise to legitimate concern on the part of entities such as the Complainant and the 
"targeted groups". 

193. In this connection, I recall that on May 23, 2013, Natural Resources Canada 
hosted a "Classified Briefing for Energy and Utilities Sector Stakeholders• in 
oollaboration with CSIS and the RCMP. This briefing was held at the CSIS 
headquarters. National security and criminal risks to critical energy Infrastructure 
were on the agenda whose theme was the "Security of energy resources 
developmenr. A networking reception at the ChAteau Laurier was sponsored by 
BrucePower and Brookfield, and breakfast, lunch and coffee were sponsored by 
Enbridge the next day. aoo 

194. Ae I said earlier, the issue is one of public perception for the Service. This needs 
to be addressed. Public discuHion about issues of national security should be 
encouraged in a democracy. Because of its remit, CSIS obvioualy has a 
significant role to play in these discussions. qTargeted groups~ such as those 

1118 Respondent's Book of Documents, In ~amera heanng, Tab 7, pp.45--16. 
1" Transcript of ex parttf hearing vol. 3 A, p. 70. 
200 Complainant's Book of Documents, Vol. I, Tab 1, VancouVfJr Observer article. 
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rnvolved In the present complaint may alao have a role to play in the discussions 
regarding national security. I recommend that the Service prioritize such inclusive 
public discussions with the groups involved In the present complaint, where 
poasible, having regard to the classified nature of certain topics. 

Quest;on4: 

195. Since I have found that the SeNice has not shared any information concerning 
the "targeted groupsH represented by BCCLA with the NEB or other non
governmental members of the petroleum Industry, the question of lawfulness has 
become moot. 

196. The evidence presented to me in the ex parl9 hearings has convinced me that 
any collection and dissemination of lnfom,at!on by CSIS was done lawfully 
aoeordance with Its mandate. I am ersuaded that there was no tar etln of 

nChllllng Eftact'' 

197. The Complainant argues in its final submission that Its allegations against CSIS 
led to what it describes as a "chilling effect". 

198. The Complainant submits that CSIS collected infonnatlon about the named 
groups and individuals outside the authority of the Act, and this collection created 
a ,chilllng effect• tha1 inhibited them from exercising fundamental freedoms 
protected by the Canadian Charter of Rights and Freedoms. 201 

199. I must now address this submission of the Complainant as it pertains to an 
alleged breach of the Charter. 

200. The Complainant's submission on this important Issue is well and clearly set out 
as follows: 

•s;nce CSIS carries out its activities in sec,at, and CSIS has not commented 
publtcly about Its Interest In groups opposed to the plpellne, th81'9 Is a reasonable 
fear that CSIS' 9Xtraordinary PoWh could be used to target groups or 
Individuals that were charactarized as having a •radical ideological agenda" by a 
federal Cab/lJ9t minister. This has 1&8ulted In a very real oh/lJlng efrflGt on the 
groups, making them m018 cautious about their activities and comrmmts and how 
their staff and members communicated with each other. It has even deterred 
some from b&e0mlng Involved or suppolting the groups. "'02 

"BCCLA submits that the aboV6 evidence cJ99rfy establishes that thert, was In 
fact a chilling effect on groups and individuals that we~ engaged Jn lawful 

201 Complainant's Final Submissions, September 19, 2016, p. 49. 
202 Complainant's Final Submissions, September 19, 2016, p. 82. 
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advocacy and protest act,v,t,es, and who dissented from the preferred policies of 
the govemment of the day. This chi/Jing effect was caused by the media reports 
about CSJS consultations and briefings on groups opposed to lhe Northern 
Gateway project, In combination with then-Minister Oliver's H/.:.Considered 
rhetorical attacks on groups opposed to government policy. These lswful 
advocacy and protest aotivlties &ngsge the right to froedom of exprasslon, 
among the most fundamental of rights possessed by Csnadlans. The Canadian 
Charter of Rights and Freedoms guarantees protection for freedom of eKpression 
under section 2 of the Charter along with historically powerful modes of collectNe 
eKpmsslon, namely peaceful ass9mb/y and associotion. .003 

201. In its final submissions, the Respondent submitted that: 

•any collection and dissemination of information by CSfS was done /awfully In 
conformity with Its mandate. Furthermore, the Complainant has failed to 
establish thet CSIS has done the acts or things al/egBd fn its complaint. 
Requests for information or ac/Vice from the NEB to CSIS do nat demonstrate 
that CS/S co/Jected Information about the groups seeking to participate in the 
NEB's hearings. The Complainant has also failed to establish a causal 
connection between the acts or things done or allegedly done by the Service and 
the ~chilling effecr on freedom of expression and association," 2°" 

202. In its final rebuttal submissions, the Complainant argued as follows: 

"(l)ndeed, the evidence presented by the Service Jn this hearing has supported 
these suspicions, confirming that CSIS is indeed engaged In routine sharing of 
cJassif/sd fntelfigence Information with energy sector stakeholders, including the 
Nat/anal Energy Board, and has provided specific inteffigencs ass&ssments to 
the NEB. In these circumstances It s/mply cannot be said that concems about a 
chJI/Jng effect are rooted merely In a •pat6ntly incom,ct understanding" of the law. 
Rather, the evidenoe is clear that concerns about a chi/ling effect are both 
reasonable in the circumstances and directly linked to the Service's conduct in 
this matter." 206 

203. The Complainant also submlis that the concerns of the targeted groups arise 
from reasonable inferences. The Complainant writes: 

1'Moreover, there Is also a crucial distinction betwr:,en a chilling effect arising from 
misapprehension of the Jaw and a chilling effect arising from reasonable 
fnfersnces drawn from avallsble information. BCCLA again emphasizes that in 
the prestmt casfl, members of the affected groups were kBenly aware of Minister 
Olivers public description of them as •radical groups' involved In •hijacking" the 
regulatory system to ~undermine Canada's national economic Interest''. When 
the A TIA documents-which clearly show al least some CSIS involvement In 
intelllgenc., gathering and sharing about groups opposed lo the Northern 

2m Complainant'• Final Submisalone, September 19, 2016, p. 64. 
204 Respondent's Submissions, October 17, 2016, p. 2 
205 Complainant's Flnel Rebuttal Submissions, November 3, 2018, pp. 6-7. 
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Gateway project - were publicized, tf'lo resultlng concerns wero not due to a 
•patently Incorrect understanding"' of s statutory provision, but rstner the onfy 
ressonsbfe inference that could be df8wn from the limited information available 
tothem.H~ 

204. These concerns may be real, as I have said earlier at paragraph 157. However, 
I have seen in the context of the totality of the evidence which was provided to 
me during the ex parte hearings that these concerns were not justified. The 
conduct of the Servic:e In 1he present case has been In conformity with Its 
enabling legislation. 

205. As I found earlier In my analysis of Question 1, the Complainant has failed to 
establish a "causal effect" or •direct link• between CSIS' conduct and the 
uchill ing effect" which It invokes. Having found no ~chilling effect'', its allegations 
cannot fom, the basis of a Charterviolation.207 

206. In my view, this finding also disposes of the Complainant's allegation that 
section 2 of the Charter, which guarantees the protection for freedom of 
expression, was breached by CSIS' conduct in Its investigation of the activities 
of the Northern Gateway Pipeline proje1ct. 

207. After having carefully reviewed the evidence submitted to me in the ex parte 
hearings, and as I have said eartier in paragraph 158, I am satisfied that It 
doee not support the Complainant's submission regarding a •direct link" 
between CSIS' conduct and the "chilling effect". Therefore, upon review of the 
evidence before me In this case, I am convinced that there was no Charter 
breach. 

206 Complalnanfs Flnal Rebuttal Submlaaion1, November 3, 2016, p. 6. 
lV1 R. v. KhsWSia 2012 sec 69, paragraphs 79-80. 
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Additional procedural questions: 

208. The following two procedural questions arose in the context of this investigation 
regarding evidence and testimony provided by the Complainant. 

Can witnesses for the Complainant who appeared befOre the Committee on 
August 12-13, 2015 speak publicly about the evidence and testimony they 
provided during the In camera portion of the hean'ng? 

AND 

Can BCCLA publicly disclose those transcripts and its submissions in thfs matter 
without limitation due to security concerns under secoon 48 of the Act? 

209. By way of background, I will review the history of these procedural questions. 

210. At the beginning of the in camera hearing on August 12, 2015 in Vancouver, as is 
standard practice for all Sf RC hearing, I reminded the parties of subsection 
48 (1) of the CS/S Act, which provides as followa: · 

48 (1) Every investigation of a complaint under this Part by the Review 
Committee shall be conducted In private. 

48 (1) Les enqu~tes sur le plaints present6es en vertu de Is prt§sente partie sont 
tenues en secret. 208 

211. Again, as is standard practice, I also Informed the parties that, for reasons of 
security and confidentiality, no electronic devices, Including cellular phones, 1-
Pads, or recorders were allovYed In the hearing room.2~ 

212. I then heard submissions from the parties in respect of a preliminary/procedural 
matter regarding the privacy of proceedings under subsection 48 (1) of the CSIS 
Act. 

213. I first heard submissions from counsel for CSIS, regarding her concern that the 
Complainant had made available on its website a pledge form for individuals to 
obtain recaps of the in camera proceedings. She stated, •As you mentioned in 
your opening remarks, these hearing are to be conducted In private. As such, it 
seems to ua that offering such recaps to people outside the hearing room would 
not be in conformity with subsection 48 ( 1) of the CSIS Act, which states that 
these investigations are to be uconducted in private".210 

214. Counsel for CSIS added: 

21111 CS/S Act, subsection 48 (1). 
aoa Tr.anscript, in camera hearing, Vol. 1, p. 3. 
210 Transcript, In camera hearing, Vol. 1, p, 6. 
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"To us, this entaHs that what occurs during these h9sring remains •secret": s8cret 
or private. Again, I am not sure whet the Intentions of the Complainant af8. But 
just specutatlng, would what is suggested go as fa, as providing the tran cripts of 
the hesring to members ot the public? There Is some concern because, sgaln, 
there Is a "ne line for the Service, as to classltiectlunclssslfied Information. I 
understand these are in camera prooeedlngs and generally thef8 is no classified 
infonnation that gets divulged. However, sometimes the 1;ne between classified 
and unclassified is a difflcuft one, requiring us.to thf8ad (sic) lightly. if11 

215. I also heard in reply, submi88ions from counsel for BCCLA, who said that: 

"the BCCLA's Intention Is to broadcast details about the hearina that are 
penn{ssibla. So that Is en Issue that. we can canvass with the Member. At this 
point, what the client Intends to do Is to just advise the pub/le about who wHI be 
testifying on particular days, and so forth, sJong with the anticipated testimony of 
those witnesses. So It would bg prior to theft a.rmt1ariag as a witness. I recognize 
that under section 48, tho Act refers to th/a proceeding as a ~private· hearing. It 
ts my understanding that that is genflf'Slly referring to an in camera hearing at 
which others can't be preS(Jnt in the room as the evldenc8 Is being called.• 212 

216. After having heard these submissions, I ruled that the Committee can decide 
upon procedural matters before It, and as such, I determined that the disclosure 
of wttness names was alrlght, but lhat there should be no release of summaries 
of evidence to the media. I wu mindful of subsection 48 (1 ), which is the guiding 
principle that "every Investigation Is to be conducted In private•, and in the 
French-language version, the soope of the privacy is extended somewhat Msont 
tenues en secret." I also reminded the parties that subsection 48 (2) providn 
that no one is entitled aa of right to be present at the in camera hearing. 
However, I gave the Complainanfs first witness, Mr. Paterson, permission to stay 
in the hearing room with BCCLA counsel. 213 

217. To summarize, the guiding principle set out by the Legislator Is the#prlvate" 
nature of the SIRC hearing. ~Las enquetes .... soot tenues en secret." The 
Integrity of the proceedings must be respected, and, to that end, the evidence of 
all witnesses, not only the evidence of the Service's witnesses, cannot be 
divulged. 

218. The Complainant provided an undertaking not to divulge the testimony and 
evidence of any witness appearing before me during the in camera 
haaring.214The Complainant then asked whether this undertaking also 

111 Transcrlpt, In camera hearing, Vol. 1, p. 6. 
212 Transcript, in camera hearing, Vol. 1, p. 7 (my emphaahs). 
213 Transcript, In camera heartng, Vol. 1, pp. 10-11, 
2' 4 Transcript of In camen, hearing, Vol. 1, p. 12. 
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encompassed statements by witnesses divulging the outline of their forthcoming 
testimony. 215 

219. In response, I reiterated that the overriding principle is the "private" nature of the 
hearing, and that the Investigation of any complaint by SIRC should be held in 
private, "en secret". I added that "I have no trouble, no difficulty, with any of your 
witnesses in effect saying: What I intend to tell the representative of SIRC who is 
hearing this complaint Is such and such. My order goes to the actual evidence, 
the actual testimony of the witnesses, which should not, in any form, either by 
way of a summary or by way of "this Is what I have said" kind of statement be 
divulged. •21e 

220. Counsel for the Complainant then said that he wanted to reserve the right to 
come back to this question at the conclusion of the in camera hearing. I note that 
counsel for the Complainant only raised this matter with me again In his final 
submissions in September 2018. I also invited submissions from the Respondent 
on this question. 

221. In its final submissions, the Complainant submitted that: 

"the statutory requirement that SIRC hearing be held in private should not 
prohibit witnessss or the complainant from publioly disclosing that information. "'17 

The Complainant requested a formal ruling reg8/'r:Jing the scope of the prlvate 
nature of SIRC's proceedings In the inve8tigation of complaints. Specifically, the 
Complainant asked the •Committee to review and clarify its order regarding the 
scope and application of section 48 of the CSIS Act as it relates to the evidence 
of witnesses called on behalf of the BCCLA during th8 in camera portion of the 
hearing into this complaint.• 211 

222. Addressing this request of the Complainant, CSIS' counsel submitted that "in the 
present case, the hearing portion of the investigation has concluded and CSIS 
has been provided the opportunity to protect any national security information 
whic~ may have been inadvertently disclosed at the hearing. For those reasons, 
the Respondent does not object to the Complainant's request set out at 
paragraph 207 of the Complainant's final submlsslon.tt219 

223. In ftl final Rebuttal Submissions, however, the Canplainant in effect, amended 
Its original request and asked that my order also indude the release of 
transcripts. It is evident that this amended request goes much further than the 
Complainant's original request which CSIS' counsel had agreed to. 

m Transcript, in camar:a hearing, Vol. 1, p. 12. 
2' 8 Transcript, In camera hearing, Vol. 1, pp. 14-15, and p. 125 
117 Complainant's Final Submissions, September 19, 2016, paragraph 145, p. 49. 
218 Complainant's Final Submissions, September 19, 2016, paragraph 207, p, 71 . 
21D Respondent's Submissions, October 17, 2016, paragraph 71, p. 26 
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224. I note that, in its final Rebuttal Submissions, the Complainant avers: 

"Given that the Servlc9 has now advised that It has no objection to BCCLA's 
submissions regarding the scope and application of section 48 of ihe CSIS Act, 
the Complainant mquests the Committee to confi,m that witnesses who 
appeared before the Committee on August 12-13, 2015 may speak pub/io/y 
about the evidence and testimony they provided during the in camera porlion of 
the hearing, and that BCCLA may publlofv dfsctos, those transcripts and its 
submissions ta this matter. without rur1her concem in relation to section 48 of the 
Act (myemphasls)."220 

225. The Respondent, In Its final rebuttal submissions, submitted: 

"the Complainant has now raised ~,wo new Issues that were not found in the 
Complainant's submissions of September 19, 2016, the Complainant Is seeking to -
mel<e the transorlpts publ/cally ava/lable; -get a direction on an Interim basis. With 
raspact to making the transcripts pub/lcel/y avaflable, we understandthat paragraph 17 
suggests that only the portions of the trensorlpls (those transcripts) of the testimonies of 
BCCLA witne ses would be made public by the CofTll)/alnant. We request that the 
Committee's order specify that only tho Complainant's submissions and evidenoo may 
be made publlcally available.• 221 

226. The Complainant asked me to issue a ruling prior to the Issuance of my final 
report.222 However, I decided that it would be more appropriate to provide my 
rulings in my final report on all questions submitted to me In the course of my 
investigation. 

227. In my capacity as an independent decision-maker, I consider It paramount that 
the integrity of the SIRC proceedings, infonned by the mandatory edict of the 
Legislator in sec1Ion 48 of the CSIS Act be respected. 

228. In order to respect the private nature of a SIRC in camera hearing, the . 
Committee, to date, has never released to the publl1; at large the transcripts of 
such hearing or even a summary of the evidence of witnes&es. The Complainant, 
of course, ls present during the in camera hearing, and the Committee has 
provided Mr. Champ with the transcripts In order to allow him to prepare his 
submissions, but not to disseminate them to the public. 

229. Such wide and unfettered diasemlnation would be, In my opinion, a flagrant 
breach of section 48 of the CSIS Act for a number of reasons. 

230. The Committee Is master of its own proceedings. This is emphasized in 
subsection 39 (1) of the CSIS Act, which reads aa follows: 

220 Complainant's Final Rebuttal Submissions., November 3, 2016, par. 17, p. 7 (my emphasi8). 
221 Respondent'll letter to the Committee, December 1, 2016, p. 2. 
222 Complainant's Final Rebuttal SubmlulOns, November 3, 2018, p. 7 and in Its letter to the Committee, 

dated January 16, 2011. 
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39 (1) Subject lo this Act, the Review Committee msy detennine the procedure to 
be followed In the performance of any of its duties orfunctlons. w 

231. The Committee also has Its own Rult1s of Prooedurr24 which guide. it in the 
conduct of its work. While the Committee's revised rules apply to complaints, 
reports and references received on or after May 1, 2014, they nevertheless assist 
me in ruling on this important issue In respect of the present complaint which was 
flied on February 6, 2014. Accordingly, I refer in particular to the following rules: 

lnterpret,atlon of Rules 

Rule 1.04 (1) These rv/9S shall be liberally construed to advance the purposes 
set ou in rule 1.02. 
(2) These rules an, na exhaustJve and the Committee retains the authority to 
decide any issue of procodure not provldfld for by th986 rules. 

Deemed Undortaklng 

Rule 14.01(1) This rule applies to Information or evidence obtained by the psrtles 
In the course of an Investigation before the Committee. 
(2) This rule does not apply to Information or evidence obtained otherwise than 
under subrulfJ (1). 
(3) All psrtles and their lawyers ere deemed to undertake not to use Information 
or evidence to which this rule applies for any purposes other than those of the 
Investigation ;n•which the evidenct1 was obtained. 
(4) Subrole (3) does not prohibit a use to wh/Ch the person who disclosed the 
information or evidence consents. 
(5) Subrvle (3) does not prohibit a prosecution of a person for sn offence vnder 
section 131 of the Criminal Code .(perjury). 
14. 02 If satisfied th9I the public interest outweighs any prejudice lhat would ,esult 
to a party who disclosed information or evidence, s member may dimct that 
subrule 14.01 (3) does not apply to information or evidence, and may Impose 
such terms and give such direcllons as are Just. 

232. In addiUon, the Committee is an Independent quasi-Judicial tribunal, and, as such, 
it has powers that are similar to those of a superior court of record. I note in this 
connection , section 50 of the CSfS Act, which provides: 

50. The Review Committee hss, In relation to the investigati0/1 of any complaint 
under this Part, power 
(a) to summon and enforce the sppe~rance of persons before the Committee 
and to compel them to give oral or wrttten evidence on oath and to produce sue/J 
documents and things as the Committee deems requisite lo the full Investigation 
and consideration of the complaint in thfJ st1me manner snd to 1h11 same extent 
as a superior court of record; 

221 CS/S Act, a. 39. 
22' Rules d Procedure d the Security lnte/liQSnce Review Committee. 
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(b) to sdmnlster oaths; and 
(c) to rsceive and accept such evidence and other Information, whether on oath 
or by afrldsvlt or otherwise, as the Commlttn sees flt, whether or not that 
evidence or lnfo""atlon Is or would be admissible In a courl of law. ~• 

233. I recall again that subsection 48 {1) of the CSIS Act impo888 on me the obllgatlon 
to conduct my investigation In priVate. As an Independent quaai-judlclal tribunal, 
the Committee has the po~r to decide that the proceedings must remain 
private. 

48 (1 J Every JnvBStfgotfon of a complaint under this Part by thB Review 
Committee shall b6 conducted 1"n private. 221 

234. Subsection 48 (2) of the CS/S Act is also relevant to my determination of the 
scope and application of subsection 48 (1 ). It reads as follows: 

48 (2) Jn the course of en invsstigation of a complaint und9r this Part by the 
Revief/1 CommittH, ths tomp/sinsnt, deputy head concemed and the Director 
shall be given an opporlunity to make representations to the Review CommittH, 
to present evidence and to be heard personaHy or by counsel, but no on, is. 
entlllsd as of right to be present during, to have access to or to comment on 
represtmtatlons made to the Revk,w Committee by any other person. (tm. 
emphasis) 227 

235. Rules 16.09 and 18.03 (8) of SIRC's current Rules of Procedure are alao 
pertinent. They provide as folloWt: 

16.09 No pflrson shall take or attempt to take a photograph, motion p/ct111'B, audio 
recording or other record capable of producing vlsual or oral representations by 
electronic means or otherwise, 
(a) at a hearing, 
(b) of sny pe,son entering or feav;ng the room In which a hearing Is to be or has 
bHn convened, or 
(c) of any person In the buHdfng In Whleh a hearing is to be or has bHn convened 
where there Is reasonable ground for bel/8 vlng that the person is there for the 
purpose of attending or leaving the hearing. 22s 

18.03 (8) A witness and his counsel are entitled to be present at th& hearing only 
when that wftn9ss Is giving evidence. m 

236. The Federal Court found In Canada (AG) v. Al Te/bani that wSIRC is a specific 
statutory body with special attributes relating to national security. SIRC's 

215 CSIS Act, a. 60. 
115 CS/S Act, subsection 48 (1 ). 
22' CS/S Act, aubsection 48 (2). 
2211 RUies of Procsdu1'9 of the StJcurtty Intelligence Review CommfttH, Rule 16.09. 
~ Rules of Procedure of tha Security Intelligence Review Committee, Rule 18. 03 (8}. 
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proceedings establish a balance between national security and the rights of 
individuals. SIRC has powers that are similar to those of a superior court of 
record .. : 230 · 

237. The proceedings of .the Committee were well summarized in that decision. The 
Federal Court wrote: 

"SIRC invest;gstlons tJf6 conducted In private. However. the complainant, deputy 
head concerned and the Director ars given an opportunity to make 
repmsentaUons to the Committee, to present evidence snd to be heard 
personally or by counsal. Nonethefess, no one Is sntitled as of right to be 
present during, to have sooess to or to comment on reprosentstions made to the 
Commlft68 by sny other person. In spite of this, the Committee's Rules of 
Procedure allow for statements summarizing informal/on from private hearing to 
be provided, to the extent that no information r9/ated to national security Is 
disclosed. -231 

"As for SIR C's proceedings Bnd BS WBS previously noted, the Supreme Courl had 
already given its approval. Justice Sopinka, while emphasizing that it was not for 
him to n.Jle on the Issue, conclud&d that SIRC's proce9rJings respected the 
principles of fundamentaf Justice. •232 

238. In short, the confidentiality of SIRC's proceedings is the cornerstone of its 
investigations. Access to the Committee by a Complainant must be done in 
private, in reapect of the principles of fundamental justice. SIRC does not 
disclose the flllng of a complaint and the anonymity of the Complainant Is 
respected throughout the prooeas. All documents created or obtained by the 
Committee in the course of an investigation are exempt from disclosure. 

239. It is my opinion that I must give effect to the intention of the Legislator 
encapsulated in subsection 48 (1) of the CS/S Act. Accordingly, the Complainant 
may not disclose publicly the evidenc:e and testimony whidl they proffered during 
the in camera hearing and BCCLA may not disclose publicly any part of the 
transcripts or the submissions of its counsel, and I so find. 

230 Canada (AG) v. AJ Tf1ibani, 2012 FC 474, at paragraph 62. 
231 Ibid.at paragraph 42. 
232 Ibid.at paragraph 63. 
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FINDINGS ANO RECOMMENDATIONS 

240, For all these reasons, I find that the Complainant's allegations are not supported 
by the evidence, and the complafnt is accordingly dismissed. 

241. While I found that the SeNice did collect some ancillary information -
I find that arw information reporte~ 
wful tar eting authorities In place at the time, 

I also find that 
the Service did not investigate 
recognized as being associated with lawful advocacy, protest or dissent. 

242. I find that the Service did not share infom,ation regarding these groups or 
individuals with the NEB or other non-governmental members of the petroleum 
Industry. · 

243. I recommend that the Service prioritize inclusive public discussions with the 
groups involved in the present complaint, where possible, having regard to the 
classified nature of cer1ain topics, 

FOR ALL THESE REASONS, ON BEHALF Of THE SECURITY INTELLIGENCE 
REVIEW COMMITTEE, THE COMPLAINT IS DISMISSED. 

Ottawa, Ontario 
This 1'» day, of ~2017. 
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A. INTRODUCTION 

1. This report is made pursuant to subsection 52( ·t) of the Canadian Security 
fntel!igence Service Act, R.S .C. , 1985, c. C-23 ("CS/S Act') , after the completion cf 
an investigation in relation to a compla int made pursuant to section 41 of the CSIS 
Act by the British Columbia Civil Liberties Association ("BCCLA" or "Complainant"). 

2. This report is made to the Minister of Public Safety and to the Director of the 
Canadian Security Intelligence Service ("CSIS" or "Service") . It contains the 
findings and recommendations of the Security Intelligence Review Committee 
(''Comr'nittee" or "SIRC") based on all the documentation, oral evidence and 
representations available to it during its investigation. This report , subject to the 
limitations of the CS/S Act, will be foiwarded to the Complainant 1 

B. THE COMPLAINT AND THE COMMITTEE'S JURJSDlCTION 

3. Section 41 of the CSIS Act entftles a person to complain to the Committee with 
respect to "any act or thing" done by the Service. The Committee shall investigate 
the complaint if the Committee is satisfied that: 

- the Complainant has first made a complaint to the Director with respect 
to that "act or thing"; 

- the Complainant has not received a response within such period of 
time as the Committee considers reasonable , or the Complainant is 
dissatisfied with the response given; and , 

- the complaint is not trivial, frivolous, vexatious ·or made in bad faith. 

4. In a letter dated February (1, 2014, the Complainant wrote to the Committee to 
make a complaint pursuant to section 41 of the CS/S Act ''regarding improper and 
unlawful actions of CSIS in gathering information about Canadian citizens and 
groups engaging in peaceful and lawful expressive activities, and sharing it with 
other government bodies and private sector actors." · 2 

5, The Complainant alleges that media reports indicate that the National Energy 
Board ("NEB") t,as engaged in systematic information and intelligence gathering 
about organizations seeking to participate in the NEB's Northern Gateway Project 
hearing. The Complainant also contends that "records obtained under the Access 
to Information Act confirm that this information and intelligence gathering was 
undertaken with the co-operation and involvement of CSlS and other law 

1 See subs.48(2), 52(1) and paragraph 55(b) of the CS/S Act, Rule 13 of the Rules of Proceduro of Th<:> 
Security Intelligence Roview Committee in relation to its Function under Paragraph 38(c) of tho 
Cenedian Soourity lnto!ligence Service Act {"Rules of Procedure") 

2 Complainant's letter to the Committee dated February 6, 2014, re : Surveillance of Canadian Citizens 
and Information sharing with the National Energy Board . 
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enforcement agencies, and that CSIS participates in sharing intelhgence . 
information with the Board's security personnel, the Royal Canadian Mounted 
Police ("RCMP"), and private petrofeum industry security firms." .3 

6 In that same letter, the Complainant sets out the following questions that formed 
the basis of the complaint to the Committee: 

-Why is CSIS (and other branches of Canadian law enforcement and security 
apparatus) monitoring public interest, environmental and advocacy groups. in 
particular Leadnow, ForestEthics Advocacy Association, Council of Canadians, 
the Dogwood Initiative, EcoSociety, the Sierra Club of British Columbia, and Idle 
No More, despite an absence of any basis for beHeving that these groups have 
engaged in criminal wrongdoing? 
-For how long has CSIS been involved in survefllance of these, and other. 
groups? 
-Under what law, regulation or other authority is CSIS acting when it monitors 
these groups? 
~Why is CSIS hearing information about public interest environmental and 
advocacy groups with members of the petroleum industry? 
-What information has been conveyed by CSIS to members of the petroleum 
industry? 

7. The Complainant also copied its complaint lett.er of February 6, 20i4 to Michel 
Coulombe, lnterlm Director of the Canadian Security lnte!tigence Service ("CSlS"), 
pursuant to section 41 of the CS/S Act. 

8, In a letter dated Marcf1 14, 2014, the Assistant Director, Policy and Strategic 
Partnerships, Tom Venner, replied to the Complainant that he could find no 
evidence that the Service acted inappropriately. He commented that the 
information and observations are largely speculative and based on third-party 
information. He added however, that the Service conducts itself according to the 
law, policy, and Ministerial Direction. He stated : ''I understand your concerns that 
Canadians engaged in peaceful advocacy and protest would be targeted 
illegitimately by a Government agency, ln fact, the employees of CSIS are 
devoted ta protecting Canada's national security and ensuring that the very rights 
of privacy and free speech which you refer to are indeed protected from individuals 
and groups who would reject peaceful democratic processes to attain their goals,"4 

9. By letter dated March 20, 2014 , the Complainant wrote to the Committee, 
explaining its position that CSIS has failed to provide any substantive response to 

3 Complainant's letter to the Committee dated February 6, 2014, re: Surveillance of Canadian Citizens 
a.nd Information sharing with the National Energy Board. 

4 Letter of reply from CStS to the Complainant, dated March 14, 2014. 
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BCCLA's complaint, and requesting the Committee to commence its investigation 
regarding the Service's actlons. 5 

10. By letter dated March 28, 2014, the Committee wrote to both the Complainant and 
the Service, providing them with the opportunity to rnake representations regarding 
the Committee's jurisdiction to invest1gate the complaint of BCCLA. 6 

11. The Complainant responded by letter dated April 4, 20·14 with its representations 
regarding the Committee's jurisdiction to investigate the complaint under section 
41, highlightfng that the jurisdiction inc!Lides the investigation and determination of 
all legal issues raised by the complaint, including the Service's compliance with the 
CS!S Act and the Charter~ 7 

12. On April 7, 2014, counsel for CSIS responded that its client did not wish to make 
representations on the Committee's jurisdiction at that time. 13 

13. On May 27, 2014, the Committee determined that it had the jurisdiction to 
investigate the complaint, and this was conveyed to the Complainant and the 
Service by letter dated June 2, 2014. 9 

C. BACKGROUND 

14. In accordance with the Rules of Procedure of .the Security Intelligence Review 
Committee in relation to its function under paragraph 38(c) of the CSIS Act, I was 
appointed by the Chair of the Committee to conduct an investigation into this 
complaint. The parties were advised of the Committee's determination by letters 
dated September 8, 2014. 10 

15. On September 22, 2014, CSIS wrote to tt,e Committee, with a copy to the 
Complainant, requesting a management conference call for the purpose of 
identifying the issues that will be investigated as part of the complaint. CSIS 
asked that the BCCLA's complaint be better defined and articulated into a 
cornptaint of a discrete act or thing done by the Service that the Committee is 
capable of investigating. CSIS proposed to focus its document collection to 
documents dated after December 31 , 2011 , which was the latest period reviewed 
by the Committee in its review on the topic of lawful advocacy, protest or dissent. 
The letter from CSIS stated, "Based on the Complainant's letter and the scope of 

5 Complainant's letter to the Cornmittee dated March 20, 2014 requesting it commence its investigation. 
" Letter from the Committee to CSIS, dated March 28, 2014 regarding rnprese.ntations on jl1risdiction and 

Letter from the Committee to the Complainant, dated March 28, 2014 regarding the same. 
7 Letter from the Complainant to U1e Committee, dated April 4, 2014, regarding Jurisdiciion. 
8 Letter from CSIS to the Cornrnittee dated Apr·il 7, 2014, regarding jurisdiction 
>t Letter from the CornmitteB to the Complainant and the Service, dated May 27, 2014. 
10 Letter from the Committee to the Complainant ?nd CSIS dated September 8, 2014, regarding the 

assignment of Committee member. 
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section 41 of the CS/S Act, the Service proposes that the following issues be 
investigated as part of this complaint: 

1) Did the Service investigate groups or individuals for their engagement in lawful 
advocacy, protest or dissent activities in relation to the Norttiern Gateway 
Pipeline Project? 

2) lf yes, was the investigation lawful? 
3) Did the Service provide information relating to individuals or groups involved in 

lawful advocacy, protest or dissent in relation to the Northern Gateway Pipeline 
Project with the National Energy Board or non-government members of the 
petroleum industry? 

4) If yes, was it lawful to provide this information? "11 

16. On September 25, 2014 the Complainant wrote to the Committee, with a copy to 
CSIS, regarding my assignment as presiding member over the complaint The 
letter stated that "while BCCLA recognizes Mr. Fortler's exemplary reputation, and 
does not question his personal or professional integrity, the organization must 
nevertheless object to his appointment as the presiding SIRC member in the 
present complaint, given that BCCLA maintains that the involvement of any SIRC 
members with significant tie-s to the petroleum industry in this complaint gives rise 
to a reasonable apprehension of bias", In BCCLA's February 6, 2014 complaint 
letter, it referred to the "highly publicized ties between several SIRC members and 
the petroleum indusby, including Mr. Fortier's former position on t11e board of 
Trans-Canada Pipelines, the company behind the controversial Keystone XL 
pipeline project. "12 

17. On October 8, 2014, the Committee wrote to counsel for the Complainant 
regarding the matters raised in thelr letter mentioned above, As the presiding 
member investigating the complaint, I responded to the Complainant stating: 

"On the Issue of the potential conflict of interest allegations, the proper coarse of action 
to deal with such matters is for a party to formally raise the matter with the presiding 
member through a motion asking that the member rewse himself from the file and that a 
ruling on the matter be made thereafter considering tf)e releV1:mt jurisprudence on the 
issue.,, 

I noted that the conflict of interest issue was raised in the Complainant's letter 
dated September 25, 2014, but I asked them to confirm whether they intended to 
bring a formal motion with supporting documentation and argument, or whether I 
should proceed on the basis of their letter alone. ·13 

18, On October 28, 2014, the Complainant wrote to the Committee, advising: "Having 
reviewed the inatter, we must advise that, at this time, we do not have sufficient 

11 Letter from the Respondent, CSIS, to the Committee, dated September 22, 20·14. 
'
2 Letter from tl1e Complainant to the Committee, dated September 25, 2014. 

i :i Letter from the Committee to the Complainant, dated October 8. 2014 
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information regarding Mr. Fortier's ties to the companies involved in the complaint. 
We initially raised our concern in the original complaint dated February 6, 2014, 
citing a news story that Mr. Fortier had previously sat on the board of directors of 
TransCanada, a company implicated in this complaint." The Complainant indicated 
that they did not know further details, and posed several questions regarding my 
involvement with that board of directors. ·14 

'19. On November 25, 2014, the Committee wrote the following to the Complainant: 

"It is a matter of public record tflat Mr. Fortier was a non-executive member of the 
TransCanada Board of Directors f.1-om April 1992 to July 1998. Since he resigned from 
the Boarci in ,lufy 1998, Mr. Fortier has never occupied any position with TransCanada 
Mr. Fortier has never occupied any position with Enbridge, •~r, 

20. On December 9, 2014, the Complainant wrote to the Committee indicating that 
BCCLA is prepared to proceed with its complaint before me as the presiding 
member. 16 

21. On March 25, 2015, the Complainant wrote to the Committee, calling attention to 
additional records which had been disclosed to the Canadian Press; under the 
Access to Information Act. The Complainant contend$ that this provides further 
evidence of CSIS' ongoing involvement in gathering and sharing information and 
inteHigence about protests concerning the petroleum industry, including the 
Northern Gateway Project 17 

22. On April 7, 2015, CSIS wrote to the Committee, with a copy to the Complainant. in 
response to the Committee's inquiry on its availability for a pre-hearing 
conference. The Service asked that ,ts request dated September 2'2, 2014 for a 
management conference be held for the purpose of identifying the issues that will , 
be investigated, and the timeframe for document collection, and that the issues to 
be investigated be limited to the four points it outlined in its letter. The Service also 
indicated that it has "been made aware through media reports of further allegations 
made by the Complainant and asked to be informed of the allegations as a matter 
of procedural fairness and in order to proceed with the document collection and 
respond to the allegations that are being made." 113 

23. On April 9, 2015, the Complainant wrote to the Committee in response to the April 
7, 2015 letter from the Service, The Complainant suggested that the issues raised 
by counsel for CSIS are the kind of matters that can and wollld be discussed ln a 
pre-hearlng conference call. The CompJainant generally agreed with the broad 
issues defined by CS!S with a few revisions to the four questions. The 

........... , ............. , ...... , .. ................ -.. ·---
\,\ letter from the Complainant lo the Committee elated October 28, 2014. 
16 Letter from the Committee to the Corno1a;nant, dated November 25, 2014. 
1s Letter from the Complain.;int to the Committee, dated December 9, 2014. 
17 Letter from the Complainant to the Committee, dated March .25, 2015, 
18 Lettetfrorn CSIS to the Committee dated April 7, 2015. 
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Complainant stated that their "concern is that CSIS is choosing to frame the issues 
in a way that would allow CSIS to screen or filter out documents or information that 
are encompassed by the complaint. It is the BCCLA's position that the first step 
should be to identif;, any CSIS investigations of individual or groups that are 
opposed to the Northern Gateway Project." The Compla!nant also suggested that 
the cut off for document collections should be December 31, 2009, not 2011. 19 

24. On April 15, 2015, CSIS acknowledged receipt of and responded to the 
Complainant's letter of April 9, 2015. The Service agreed with the document 
collectton date as of December 31, 2009. There was also general agreement with 
the issues as re-formulated by the Complainant with one other minor change. 20 

25. On May 15, 2015, the Committee wrote to both parties in preparation of a pre
hearing conference to be conducted on May 20, 2015, and I invited the parties to 
consider ;and address the following questions: 21 

1) Given the wording of section 12 of the csrs Act which provides that the 
Service "shall collect, by investigation or otherwise" and the allegations in the 
letter of complaint to the effect that the Service is "gathering information" and 
"monitodng and surveillance", what meaning shall be attributed to the words 
"investigate" and ''investigation" in the April 15th 2015 letter (from CSlS)? 

2) Whether the "groups or individuals" referred to in questions 1 and 3 of the April 
15th letter are those set out on pages 2 and 6 of the letter of complaint? 

3) Whether the expression "non-government members of tile petroleum industry'' 
is limited to the private-sector industry? 

4) While the issues to be examined in the April 15th letter only refer to the 
Northern Gateway Project, the March 25th 2015 letter (from the Complainant} 
refers to "protests concerning the petroleum industry, including the Northern 
Gateway Project" and the attachment to the letter refers to hydraulic fracturing· 
protests in New Brunswick . VVhat is the intended purpose of the references to 
the protests in New Brunswick? 

26. A pre-hearing conference call was held in Ottawa on May 20, 2015. The parties 
agreed to the issues to be examined and that the document collection shall only 
include information after December 31, 2009. 22 The parties also agreed that an 
oral in camera hearing be conducted in Vancouver, which is where the 
Complainant is based. The Committee sent to both parties a copy of the transcript 
of the pre-hearing conference call, which had been reviewed for national security 
concerns pursuant to section 37 of the CS/S Act.23 

19 Letter from the Complainant to the Committee dated April 9. 2015. 
211 Letter from CSIS to the Cc-mmittee dated April 15, 2015. 
21 Letter from the Committee to the Complainant and to CSIS, dated May 15, 2015. 
22 Transcript of the pre-hearing conference call, Ottawa, May 20, 2015. 
23 Letter from the Committee to the Complainant and CSIS, dated June 25, 2015 
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27. In response to my first question set out for the pre-hearing conference call, the 
parties confirmed the inclusion of the word "investigation;, in the context of "collect, 
by investigation or otherwise." With respect to my second question, the parties 
confirmed that the term "groups or individuals'' refer to the individuals or members 
of the groups that are specifically named in BCCLA's Febrnary 2014 complaint. 

28. They answered my thin:! question that the expression ;'non-government members 
of the petroleum industry" is limited to the private~sector industry, but agreed that 
the information sharing rs broad enough to include any kind of information that is 
shared with either the private sector or the NEB about groups or individuals, or 
members of those groups, participating in the NEB proceedings or speaking out 
about the Northern Gateway Pipeline, and not simply the intelligence or security 
briefings. It was also agreed that Section 13 security assessments which empower 
the Service to conduct security assessments, would be excluded from the 
information shartng. 

29. Regarding my last question, the parties agreed that references to the Nev,,, 
Brunswick protests were background information only. and that the complaint is 
focused on the Northern Gateway Project protests, including those in the 
proceedings before the NEB. 24 

30. A case management conference call was held in Ottawa on July 24, 2015 in 
preparation for the in camera hearlng. 25 On August 7, 2015, the Committee 
provided a copy of the transcript of that case management teleconference can, the 
transcript having been reviewed for national security concerns pursuant to section 
37 of the CS/S Act. 26 The parties reitE~rated their agreement from the pre-hearing 
conference call on the four qllestions or issues forming this comp!aint,27 as set out 
later in my report under the section entitled "Analysis". 

24 Transcript from the pre-hearing conference cali, Ottawa, May 20, 2015, pages 9 - 22. 
2? Transcript of the case management conforence call, Ottawa, July 24, :20'16. 
26 Letter from the Committee to the Compfainan1 and to CSIS, dated August 7, 2015 
27 Transcript frorn the case management conference cafl. Ottawa, Jtily 24, 2015, pages 8-9. 
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D. THE COMMITTEE'S lNVESTIGATION 

31. I conducted the Committee's investigation of the complaint and presided over an in 
camera hearing (private but in the presence of the Cornplainant) in Vancouver, 
British Columbia on August 12 and 13, 2015. 28 On September 30, 2015, the 
Committee provided a copy of the transcripts from the in camera tiearrng to the 
Complainant, which had been r~viewed for national security concerns pursuant to 
section 37 of the CS/S Act and certain redactions had been made. 29 

32. At the outset of the in camera hearing on August 12, 2015, I heard opening 
statements from both parties. I also heard submissions in terms of a preliminary, 
procedural matter regarding the privacy of proceedings under section 48 ('1) of the 
CS/$ Act. As will be seen, I have addressed this matter in greater detail at the end 
of the analysis section of this report. 

Testimonies from the Complainant during the in camera hearing: 

33. I heard testimony from Mr. Josh P~terson, the first witness for the Complainant. 
Mr. Paterson is the Executive Director of the BCCLA and a lawyer employed with 
the BCCLA in Vancouver, He testified that the BCCLA is a non-partisan, non-profit 
chafitable organization establist1ed ln 1-962, incorporated in 1963, whose mandate 
ls to promote, defend and extend human rights and freedoms within Canada. 30 He 
testified that the BCCLA was one of the parties involved in the McDonald Inquiry 
and has participated in other commissions of lnquiry, and that nation~! security 
issues have been a key preoccupation for BCCLA during its existence. 31 

34. Mr. Paterson testified as to the impact of a news article from the Vancouver 
Obse,ver, entitled "Harper government's extensive spying on anti-oil sands groups 
revealed in FOls - Independent federal agency, National Energy Board, directly 
coordinated effort between CSIS, the RCMP and private oil cornpanies". 32 Mr. 
Paterson testified that he had been in contact with the journalist after the story had 
been filed and the journalist had provided him with the documents that had formed 
the basis of his story. 33 Both parties agreed that there wa$ no dispute that the 
Access to information documents provided by the Complainant are in fact access 
to information documents from the NEB and CS!S, 34 

28 Transcript of in Cfm1era hearing, August 12 -· 13. 2015 at Vancouver British Co!LJmbia, volumes 1 & 2. 
("hereafter cited as Transcript, in cmnera headng, Vol. 1 or 2). 

29 Letter from the Committee to tr1e Complainant, dt1ted September 30. 2015. 
~° Complainant's Book of Documel'lts fro1·n the in carnera hearing, August 12, 2015, Vancouver, British 

Columbia, Volume I, Tab 14. 
3 \ Transci-ipt, in cemera hearing, Vol. ·l, p. 73 
"2 Complalnant's Book of Documents, Vo!u~e I, Tab 9. 
n Transcript. in camera hearing, Vo!. i, p. 74 
34 Transcript. in camera hearing, Vol. 2, p. 108. 
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35. Mr. Paterson explained that he had contacted representatives of ForestEthics, 
Sierra Club, LeadNow and the Dogwood Initiative about this complaint, and tt1at 
the staff members of those organizations were also concerned about the news 
story "that they personally and their organitations, and people associated wi-it1 
their organizations, may have been spied on."35 

36. When asked by counsel for the Complainant whether he had any prior involvement 
with the NEB, Mr. Paterson explained that he was invited by the NEB to sit on the 
steering committee of their stakeholder advisory group through his previous job as 
a lawyer with West Coast Environmental Law, a non-profit organization in 
Vancouver. Mr. Paterson explained that he left his voluntary position with tile 
NEB's Committee when he assumed his role with BCCLA He also explained that 
he had testified in his own right. as a private individual, at the public hearing in 
relation to the Enbridge Northern Gateway Pipeline. 36 He testified that BCCLA 
takes no position concerning the Northern Gateway Pipeline Project and the 
extent of its involvement in the NEB proceedings was a letter to the NEB stating 
that, according to the open courts principle, (they) questioned why those hearing 
ought to be closed off to the publlc."37 

37. The witness testified that BCCLA's interest is as "a watchdog in relation to 
people's right to protest and to be engaged in public processes, both here in B.C. 
and across the country,,.our interest in this, then, is solely in relation to the fact 
that we were concerned, and remain concerned, about the possibility that security 
services of the Gove.rnment of Canada were gathering information or participating 
somehow in the collection of inforrnaHon on the activities of people engaged in 
lawful, democratic and peaceful political activities."38 

38. Mr. Paterson explained the inferences that he drew about communications 
between the NEB and CSIS from emails that were released from the NEB to the 
journalist, and then to Mr. Paterson, Specifically, an emai! from Mr. Rick Garber, 
Group Leader of Security at NEB dated January 31, 2013, regarding Prince Rupert 
security assessment. 39 Mr. Paterson testified that the BCCLA drew an inference 
from that email that the NEB had asked for, and received, information from both 
CSIS and the RCMP. and that he understood reference to "the security team, 
together with our police and intelligence partners, will continue to mohitor all 
sources of information and intelligence" referred to the NE8 working with CSIS. 40 

39, Mr, Paterson also testified that BCCLA drew an inference that the NEB had 
received information from CSIS as part of their threat assessment41 . based on a 

~5 Transcript, in Gamera hearing, Vol 1, p. 76. 
:1o Transcript, in camera hearing, Vol 1, pp. 79- 80 
37 Transcript, in camera hearing, Vol. 1, p. 82. 
~8 Transcript, in cBmera hearing, Vol. 1, pp. 83 - 84 . 
39 Complailiarit's Book of Document$, Vo. l, Tab 4, p. 37. 
~0 Transcript, in camera hearing, Vol. 1, pp. 86-87 
41 Trariscript, in camera hearing, Vo!. ·1, p.88 
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released document entitled "Enbridge Nortt"lern Gateway Project Security Plan, 
Prince Rupert" . 42 In that same document, the witness explained his interpretation 
of the section under the heading "Security Information- Background", which refers 
to planned protests , and lists Idle No More, People's Summit and LeadNow and 
Dogwood lnitiative.43 The inference drawn frorn Mr. Paterson was that CSIS, at 
both National Headquarters and Reg ional offices, hc1d provided the reference 
information to the NEB. When counsel for the Complainant questioned the 
witness as to whether he had direct knowledge about who provided this 
information about Dogwood Initiative, LeadNow and Idle No More to the NEB, he 
confirmed that he had no direct knowledge about who provided .it. 44 

40 . The witness provided BCCLA's position regarding a released docL1ment following a 
request for information by the Government Operations Centre entitled 
"Government of Canada Risk Forecast 2014 Protests & Demonstrations Season" 
dated May 1, 2014.45 He commented: "We have publicly expressed concerns 
about tile Government Operations Centre's work in this regard . While, of course, it 
is completely appropriate for Government to take note of protests - indeed, part of 
the purpose of most protests ls to catch the atte11tion of Government - it seems to 
us, from what we understand of the GOC, that its purpose is not to provide policy 
input to, say, Fisheries and Oceans Canada or other Ministries about what people 
are concerned about; rather, it ls more gathering this kind of information in order to 
make these kinds of assessments of threat and provide that information to 
Government agencies,, ... Our concerns around what the GOC has been doing is 
that it at least tends to a suggestion that the government, or at least portions of the 
Government, are viewing protests in a spirit other than democratic engagement; 
that it is viewing protest, rather, as something to be concerned about, monitored 
and reported upon ." 46 

41 . Mr. Paterson's testirnony was that, to the best of his knowledge, the organizations 
in question, such as Idle No More, LeadNow and Dogwood Initiative, have never 
been involved in violent activities.~7 For example, reference was made to the 
publlcly-stated commitment from the Council of Canadians against violent 
activities. 48 

42. VVhen cross-examined by counsel for CSIS, Mr. Paterson understood the NEB to 
fall under the Government of Canada and to be part of the Crown.49 When cross
examined by CSIS counsel regarding the email from Rick Garber of the NEB 

--- -~~ .... ·- -
42 Complainant's Book of Documents, Vol. 1, Tab 4. p 68. 
43 Complainant's Book of Documents , VoL !. f ab 4, p 80 
44 Transcript, in camem hearing, VaL 1, p. 92 
45 Complainant's Book of Documents, Vol I, Tab 5, pp.1-8. 
~11 Transcript, in camera hearing, Vol ·1. pp_ 98-99 
~7 Transcript, in camera hearing. Vol. 'l , p.90 
~0 T ranscript, in camera hearing, Vol 1, p, 104 and reference to the Complainant's Book of Documents, 

Vol. II , Tab 50. p. ·1. 
49 Transcript, in camera hearing, Vo!. 1, p. 108 
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Security team, the witness read a!oud the statement "Based on the inteHigence 
received, we have no indication of threats to the panel at this time".50 Mr. 
Paterson confirmed his understanding from this sentence that CSIS actually did 
provide information to the NEB.51 

43. Counsel for CSlS asked the witness to refer to the NEB document entitled 
"Enbridge Northern Gateway Project Security Plan" and the section wh ich reads: 
"NEB Security and the RCMP have been in regular communications since an lnitlal 
meeting on October 24, and have discussed the hearing, associated venues and 
threat intelligence". When asked whether there was any indication in this 
document to suggest that any of this info1'111ation about tl1e planned protests 
referred to was information that was actually provided by the Service, Mr. Paterson 
agreed that there was nothing that hadn't been redacted that states that the 
information had been provided by CSIS, 52 

44 . The following day of the in camera hearing on August 13, 2015 in Vancouver, I 
heard testimony from five other witnesses for the Complainant, as welt as from one 
witness for the Service. 

45 . Ms, CeHne Trojand testified regarding her position since 2009 as Director of 
organizing for the Dogwood Initiative, which is based in Victoria . She explained 
that Dogwood Initiative is a non~partisan pro•democracy group, with 315, 000 
supporters in their database, 2 , 200 active volunteers and 28 staff,53 She testified 
as to some of the activities that Dogwood encourages and promotes, and provides 
training and promotion for its supporters surrounding political organizing, and 
involvement in community events.54 ihe witness explained Dogwood Initiative's 
Policy on civil disabedience56 and confirmed that it would not include vandalism to 
property or violence of any kind.5B 

46. With respect to Dogwood Initiative's involvement regarding the Northern Gateway 
Pipeline, Ms. Trojand explained that "after the National Energy Board 
recommended approval and it was clear that the federal government was poised to 
approve the project, our group and other groups were considering the options 
around our work ... . Dogwood very strongly felt that our work should be about 
legitimate political organizing and pressure . So we launched the "Let B.C. Vote" 
campaign, which is utilizing our provincial legislatior1 in B.C. to trigger and launch a 

_,,_, __ .. ., .. ., _______ _ 
5° Compiainant's Book of Documents, Vol . I, Tab 4, p. 37 
t,1 Transcript, in camera hearing, Vol. 1, p. 109. 

C()mplalnant's Book of Documents, Vol l. Tab 4, p 77 and T ranscript, Vol. 1, p. 113 
5·~ Transcript of ill camera hearing, August ·J3, 2015. Vancouver, British Columbia, VoL 2, pp. 9- 10. and 

pp. 15-16. 
5~ Transcript. in camera hearing, Vo l. 2 , p. 18 
" 5 Complainant's Supplementary Book of Documents Tab 5, and Complainant' s Book of Documents, Vat. 

1, Tab 24 . 
56 Transcript, In camera hearing, Vol 2, p. 23. 
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citizen's initiative that could lead to British Colurnbians having a province-wide 
democratic vote on whether or not these projects should go through."57 

47. Ms. Trojand also testified about the workshops around the NEB hearing, which 
Dogwood Initiative had assisted in organizing, and the door to door campaign 
around "Knock the Vote". 58 Upon cross-examination by CSIS counsel, the witness 
agreed that there was no explicit mention of CSIS monitoring open source 
information in the NBE8 document entitled "Enbridge Northern Gateway Project 
Integrated Security, Logistics and Communications Plan, Kelowna".59 Rather, the 
document reads "The Kelowna RCMP as well as NEB Communications and 
Security continue to monitor open source information." 60 

48. I next heard from Ms. Dance--Bennink, who testified as to her role as a retired 
volunteer with Dogwood Initiative, and regional organizer for the South Island, 
responsible for two federal ridings, Victoria and Esquimalt Saanich Sooke. The 
witness works with approximately 100 voluntoors.61 The witness gave evidence as 
to how she became involved with Dogwood Initiative and its campaigns around oil 
pipelines and oil tankers, and her biogs regarding her pitgrimage to the tar sands 
in A!berta. 62 

49. Counsel fer the Complainant asked the witness what, if any, impact the newspaper 
stories that were published suggesting that the RCMP and CSIS might be 
monitoring Dogwood activities related to the NEB hearing, had on the other 
volunteers that stie works with. Ms. Dance-Bennick testified that Dogwood 
Initiative volunteers were finding it sometimes more difficult to encourage people to 
sign the petitions dLse to concerns that "their name may end up on a government 
security list." She also testified that "the same concern has sometimes been raised 
by donors, and sometimes in terms of potential volunteers being concerned about 
how Dogwood is viewed, and whether, if they become a volunteer means that they 
are viewed as a radical extremist. My answer, always is: We are the exact · 
opposite o.f that. We are committed to peaceful, non-violent, following the 
democratic process, particularly electoral processes."63 

50. When cross-examined by counsel for CS!S with respect to the concerns raised by 
some of the volunteers that "they may end up on "Canada's security list", Ms. 
Dance Bennick agreed that she was aware that the Service is precluded from 
investigating unless there is a "threat to the security of Canada", but that there is a 
strong suspicion. based on the Access to information material that came out, that 
in fact they (the Service) have been engaged in gathering intelligence on very 

·'-7 Transcrlpt, Vo!. 2, pp. 27-28. 
-,ij Transcript, Vol. 2, p. 36 and Complainant's Supplementary· Book of Documents. Tab 4. 
, 2 Transcript, Vol. 2, p. 53. 
~c Complainant's Book of Documents, Tab 4, p. 62. 
"'1 Transcript, Vol. 2, p. 62. 
o, Transcript, Vol 2, p. 64, and Complainant's Book of Oocwnents, Vol. II, Tab 27. 
03 Transcript , Voi. 2, pp. 73-79. 
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lawful, peaceful, democratic processes."64 When asked by counsel for CSIS who 
was the sender of an email dated April 19, 2013 entitled "Security Concerns -
National Energy Board"65, the witness agreed that CSIS was mentioned in the 
email, but that the email itself came from the RCMP. 66 Counsel for CSIS referred 
the witness to emails which referred to the NEB consulting with CSIS67 • and asked 
the witness where it refers to "sharing of information ... wt1eg;i does it gmy that CSIS 
has provided information?" The witness answered that she had assumed that 
information had been shared, 68 

51 . The next witness for the Complainant was Mr. Jamie Biggar who testified 
regarding his employment as the Campaigns Director of LeadNow in Vancouver, 
and described it as a non-profit corporation registered in Canada, with a 
membership of 450,000 Canadians who subscribed to its email communications. 
He stated that "it has three major priorities, induding working for a strong 
democracy, working for a fair economy and working for a clean environment. 
LeadNow organizes campaigns that help people speak to government. and 
particularly the federal government - around particular policy issues and changes 
that we would like to see, reflective of the community's values ... " 69 

52. The witness gave detailed evidence of Le.adNow's views on the news stories and 
articles. He stressed their particular concern with the open letter from the 
Honourable Joe Oliver, Minister of Natural Resources on "Canada's commitment 
to diversify our energy markets and the need to further streamHne the regulatory 
process in order to advance Canada's national economic interest" dated ,January 
9, 2012. That open letter provides, inter afia: 

"Unfortunately, there are environmental and other radical groups that would seek to 
block this opportunity to diversify our trade. Their go,;11 is to stop any major project no 
matter what the cost to Canadian families in lost jobs and economic growth. No forestry. 
No mining No oil. No gas. No more hydro-electric dams. These groups threaten to 
hijack our regulatory system to achieve their radical ideological agenda. They seek to 
exploit any loophole they can find, stacking public hearing witfi bodies to ensure that 
delays kill good projects ... '' 70 

53. Mr. Biggar commented that: "there was a perception amongst our staff team and 
amongst volunteers and folks in our community who we were speaking with that 
we were part of a community of people that was being targeted . There was a 
feeling of being targeted and kind of put on an "enemy list." 71 In relation to the 
news story on the Vancouver Observer website, Mr. Biggar added that "in terms of 

M Transcript, in c~mera hear\ng. Vol. 2, pp.85-66. 
65 Complainant's Book of Documents, Vol. I. Tab 4, p ·14_ 
is Transcript, in camera hearing, Vol. 2, pp_ 88-89. 
07 Complainant's Book of Documents. Vol. L Tab 4, p. 37 
Ge Transcript, in camera hearing, Vol. 2, p. 92. 
69 Transcript, in camera hearing, Vol.2. pp. 115-117. 
'° Complainant's Supplementary Book of Documents, Tab 7. 
71 Transcript, in camera hearing, Vol. 2. p.133. 
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the revelahon about this spying, part of 1he concern that it raised for us is the fact 
that we really have no way of knowing the breadth or depth or scope of the 
surveillance of our organization and so we have come to simply assume that any 
device that could be monitored or any way in which data could be recorded in 
relationship to our organization should be treated as thought it would be public to a 
spy agency or to government, or potentially to the oil industry." 72 He also states 
that the stories have scared LeadNow's rnembership and madeflhem concerned 
that if they participate in normal peaceful democratic channels, particularly through 
us, they may end up on a fist and that their information may be used improperly or 
in some way used against them.73 

54. Ms. Caitlyn Vernon next testified before me, on behalf of the Complainant. She 
testified regarding her work in Victoria at the Sierra Club of British Columbia as the 
Campaigns Director. She explained that Sierra Club BC is a registered charity, 
founded in 1969, whose mandate is to protect, conserve and educate the public 
about B.C.'s wilderness, ecosystems, in light of the urgency of climate change. 
Sierra Club 8.C. has approximately 15,000 people on its email list. 10 full Hme 
employees, and a 1 million dollar budget. She also explained that Sierra Club BC 
is a separate entity from both Sierra Club Canada and Sierra Club U. S.74 In terms 
of the methods or techniques Sierra Club uses to promote its goals and objectives, 
she explained that its primary goal is to raise pubHc awareness. tt also produces 
science-based reports and maps.75 

55. I then heard from Ms. Nikki Skuce, from Smithers, British Columbia , who testified 
regarding her work with ForestEthics, a non-profit organization where she had 
worked for almost six years as Senior Energy Campaigner. 76 She explained that 
the goal of ForestEthics has been to improve conservation, and the way that it 
operates is by looking at the markets, such as who was buying the forest and 
wood products. The organiz.ation also addressed climate and energy issues, blit 
still kept its name as ForestEthics. 77 

56. Ms. Skuce testified as to the activities that ForestE.thics engages in and the nature 
of its work in Canada. She explained that much of its work surrounding a 
campaign involves education and outreach . She provided examples such as 
"tabling at events; having postcards and information booths. In the case of 
Enbridge Northern Gateway, it was having, also, speakers' tours across the 
northwest talking about the issue. Often, we would come up with a few different 
strategies of how we think we can win a campaign. In the case of Enbridge, one of 
the first ones that we spent a lot of tirne on was trying to get a federally-legislated 

7~ Transcript, in camera hearing, Vol 2, p. 136. 
73 Transcript, in camera hearing, Vol. 2. p. 138. 
74 Transcript, in camera hearmg, Vo!. 2. pp. 144-148. 
75 Transctipt, in camera healing, Vol. 2. p. 152. 
76 Transcript, in camera hearing, Vol 2, pp. 186-187. 
n Transcript. in camera hearing, Vol 2. pp. 190-195 
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tanker ban." She also exptained that ForestEthics was involved with one of its 
partners in the United States regarding the tar sands campaign.78 

57. The witness also provided details regarding FarestEthics involvement in the NEB 
hearing as a formal legal party in the proceedings, represented by the law firm 
EcoJustice. She provided an overview of her own testimony before the NEB 
hearing concerning an Enbridge oil spill. 79 She also explained that, in addition to 
participating as an intervenor in the hearing, ForestEthics thought it important to 
have a public process and they "encouraged people to sign up for the community 
hearing where they could speak for ten minutes to the panel in various 
communities around British C.olumbia, as well as to encourage people to submit 
written comments."811 Ms. Skuce also provided details regarding her blog entries 
that she, and/or others with ForestEthfcs prepared regarding the Enbridge Pipeline 
Project 81 · 

58. When asked by cotmsel for BCCLA what was ForestEthics view regarding 
statements made in the open letter from the then Minister of Natural Resources 
Canada f the witness testified that they fe1t targeted and commented that "it was 
shocking to get this from a Canadian government official and our head of Ministry 
of Natural Resources. It came out the day before the jo[nt review panel hearing 
began ... it created a lot of anxiety and created quite a chill that passed through 
everyone."82 She explained that as an organization and individually, there were 
concerns that they were being labelled and spied on. 

59. Ms. Skuce also testified regarding her concerns, and those of her colleagues, 
regarding the news article from the Vancouver Observer on Novem:ber 19, 2015, 
and the fact that the RCMP had known about a community meeting between the 
first nations and community members that had not even been advertised, which 
showed how much they felt that they were being watched and monitored. 83 She 
concluded her testirnony indicating that ForestEthics has not been involved in any 
vandalism or violence, or other kinds of direct actions of that nature. 84 

60. The Complainant's final witness, Professor Reg Whitaker, was wiable to be 
present at the in camera hearing. With the agreement of both parties, I accepted 
the testimony of Professor Whitaker by way of a written affidavit, which I received 
~fter the in camera hearing.85 I note that the affidavit of Professor Whitaker, while 
of general interest to me by way of background, doe1-; not deal in any way with the 
specific allegaUons of the Complainant 

7a Transcript, in camera hearing, Vol 2. p ·197-198. 
78 Transcript in camera hearing, Vol 2. p. 200. 
80 Transcript. in camera hearing, Vol 2. p 204. 
81 Transcript. in camera hearing, Vol 2. p 213. 
82 Transcript. in camera hearing, Vol. 2. pp, 215-2'18 
e3 Transcript, in camera hearing, Vo!. 2. pp.223-224. 
"4 Transcript, in camera hearing, Vol 2, pp.229. 
85 Affidavit of Professor Reg Whitaker, received by SIRC on September 18, 20 ·t5 .. 
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61. Professor Whitaker is a distinguished Research Professor Emeritus in the 
Department of Political Science at York University and an adjunct professor of 
Political Science at the University of Victoria. He completed his PhD in Political 
Economy at the University of Toronto in 1976 and has been a university professor 
since that time. 

62 . One of his primary areas of study has been the security and intelligence activities 
of the RCMP and CSIS and he has pubiished numerous scholarly articles and 
books over the years . Professor Whitaker provided an overview of the 
RCMP/CSISS selection of targets for intelligence investigations in Canada, and 
suggested that for much of Canada's history, there had been no clear demarcation 
between legitimate and illegitimate targets for investigation. He argued that 
"beyond protecting the country from espionage, sabotage, terrorism, political 
violence and covert foreign interference - threats generally recognized as 
reasonable targets for intelligence investigations - RCMP and CSIS have a!so 
targeted groups and individuals said to be "subversive·', a vague and elusive term 
that can take many forms in the minds of those hunting iL. operating under a 
statutory mandate that imposes restraints on its reach and methods, CSlS has 
shed some, but not all. of the ideological baggage of the RCMP~" 86 

Testimony from the Service during the in camera hearing: 

63 " The last witness I heard from during the in camera hearing was from CSIS' witness 
Robert, who provided his background with the Service and his role with the 
Vancouver local office. The witness testified that he joined the Service in 1986 
and began his career as an intelligence officer, and worked as an analyst in 
Ottawa, and an investigator in regional offices. Since January 2015, he has been 
the Regional Director General for British Columbia and the Yukon for CSIS. He 
explained that his responsibilities inclUde the overall management of the B.C. -" 
regional office, including human resources, finances, administration and the 
conduct of investlgations pursuant to the C.S/S Act. B? 

64. Robert provided an overview of CSIS' mandate to collect information under section 
12 of the CSIS Act in terms of its obligation to investigate threats to the security of 
Canada. He explained that "section 2 a) comprises "espionage or sabotage"; 2 (b) 
"foreign influenced actlv!ties"; 2 (c) would be terrorism or any activity that is done 
with ''serious violence ... for the purpose of act,ieving a political, religious or 
ideological objective": and 2 (d) would broadly be defined as "subversion activities 
or threats."88 When asked what "subversion" meant, the witness referred to the 
legislation, citing; "activities directed toward undermining by covert unlawful acts, 
or directed toward or intended ultimately to lead to the destruction or overthrow by 

is Affidavit of Professor Reg Whitaker, received by SIRC on September 18, 2015, p.2 
~7 Transcript, in camera hearing, Vol. 2, p, 238. 
~A Transcript, in camera hearing, Vol. 2, pp. 240-241. 
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violence of the constitutionally established system of government in Canada, The 
witness indicated that, to his knowledge, the Service had not conducted a 
subversion investigation for the last 20 - 25 years. 89 

65. When asked by counsel for CSlS whether "threats to the security of Canada" could 
include lawful advocacy, protest or dissent, Robert responded that it could, but that 
because of the statutory prohibition, the Service did not investigate lawful 
advocacy, protest or dissent unless it was done in conjunctlon with 2 (a), (b), (c), 
or (d) of the CS/S Act. 

66. Robert then explained how the SeNice's priorities are established every year, 
commencing with an articulation from the Minister of Public Safety as to what are 
the security priorities of the federal government He stated: "this letter is sent from 
the Minis1er to the Director of the Service and these priorities are then fwther 
articulated into intelligence requirements by a branch in our headquarters In 
Ottawa, the Intelligence Assessment Branch. These intelligence requirements are 
then sent out to the regional offic.es, which are the collectors of intelligence and 
information is then collected and sent back to headquarters, with analysis then 
done at headquarters, followed by dissemination to our domestic and foreign 
partners." 90 He also explained that in addition to Ministerial directives , the Service 
has other tools to guide it regarding the conduct of its operations and activities. 

67. He referred to CSIS' Operating Principles, "which include the respect for the rule of 
law; the principle of using lesser investigative techniques before making use of 
more intrusive techniques; dozens of policies which guide virtually every aspect of 
Service life, especially when it comes to investigative act1vities; procedures. Every 
few months, as an adjustment on current policies, will be DirectionaJ Statements 
that come out from Headquarters to the regional office~ to bare left or right of a 
certain activity; plus ongoing training and just the management's approach to 
guide and contextualize the conduct of investigatibns."91 

68. Robert also testified as to how CSlS' policies, procedures, directional statements 
provide guidelines on how to deal with ~ situation that may have a "lawful, 
advocacy, protest or dissent" component. He added that this is also dealt with 
through training, ''in that it is a statutory prohibition to get involved in that type of 
activity. It is very much front and foremost in how we conduct our investigations. 
There is great sensitivity around that."92 

69. He explained the distribution of resources within the Service in terms of the 
different type of investigations, with the emphasis being on counter-terrorism and 
the focus on foreign fighters. The remaining third or quarter of the Service's efforts 

•~· ... ·-·····~-··--····-·-----
e'9 Transcript. in camora hearing, Vol. 2, pp. 241 
90 Trar1script. in camera h8aring, VoL 2, p. 242. 
91 Trirnscript, in camera hearing, VoL 2, pp. 244 
92 TrMscript, in camera hearing, Vo!. 2, p 245, 
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are focused on counter~intelligence activities, relating ~o the intentions or activities 
of foreign government activities within Canada. It:} 

70. Robert provided an overview of how the Service obtains categories of information 
in the context of the Service's requirement to use lesser invaslve investlgation 
techniques before using more invasive ones. He explained that the Service would 
first seek open information from domestic pariners, voluntary interviews and other 
techniques or surveillance, He added that "what sets the Service apart from other 
Jaw enforcement agencies is our focus on the development/recruitment of human 
sources. But it would be a composite generic-type picture, to get as rich as 
possible an assessment on a current threat Once these techniques are used, and 
if it is deemed necessa1y and approprrate, consideration would then be given, in 
exceptional circumstances, to apply through the Federal Court for a warrant." 94 

71. Counsel for CSIS asked Robert for his opinion regarding the concerns raised by 
witnesses for the Complainant that there is a feeling that emails may be being 
intercepted or read by the Service, or that their communications rnay somehow be 
listened to by the Service. Robert responded with an explanation of the "arduous 
process that is involved in applying for section 2 ·1 powers, requir\ng weeks and 
months of preparation, Department of Justice consultation, independent counsel 
from Justice looking at Service affidavits; management chain right up to our 
Director, who would have to approve the application; and then seeking the 
approval of the Minister of Public Safety; and then needing to convince a Federal 
Court judge that the powers sought are justified." 95 

72. With respect to surveillance by the Service, Robert explained that before such a 
technique could be deployed, there would have to be a targeting authority 
approved by the Regiona1 Director GeneraL Once a targeting approval is in place, 
a separate approval would be required from the Regional Director General, to 
move ahead with the surveillance. He also explained that it is an invasive and 
costly technique. Robert was of the view that the concerns raised by members of 
the public that participation in lawful advocacy, dissent or protest may have an 
impact on job opportunities, on security clearance applications, on mobility rights, 
or on any fundamental rlghts that individuals have here in Canada are without 
foundation. 96 

73. Asrde from section 12 of the CSIS Act, regarding the Service's mandate to report 
and advise the Government of Canada, Robert also made reference to the various 
sections that enable the Service to share information beyond the Governrnent of 
Canada, including sections 19 and section 17. He acknowledged that in order to 
meet its mandate, the Service is often times required to share information with 

93 Transcript, in camera hearing, Vol. 2, p. 243. 
;i

4 Transcript, in camera hearing, Vol. 2, p.p. 245--246 
% Transcript, in camera hearing, Vol. 2, pp. 246-247. 
% Transcript, in camora hearing, \/of. 2, p, 248. 
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other entities_ 97 The Service also has an interest in sharing inforrnation with 
members of the public or private --sector entities. He mentioned that "we have 
shared with various domestic entities, again when it fulfills our section 12 statutory 
need. Above and beyond that -one of the federal government's security priorities 
is to protect critical infrastructure, and as part of that broad~based mandate, the 
Service has a niche role if there is a threat-related information that impacts critical 
infrastructure". 9a 

74. The witne$s spoke of the Service 's public OlJtreach initiatives, including speaking 
to various communities, security representatives of banking institutions, critical 
infrastructure and various associations. He also explained the bi-annual meetings 
with Natural Resources Canada (NRCah), which "given its convenient venue, 
were hosted at CSIS Headquarters and attended by a variety of federal, provincial, 
municipal, private sector associations, critical infrastructure, to discuss threat
related activities of mutual interest. "99 

75. Upon cross-examination by counsel for BCCLA, Robert agreed that the wording in 
section 2 b) cf the CSIS Act of "foreign influenced activities'', is not restricted to 
foreign states, and that the Service could conceivably look at foreign 
corporations. too 

76. When asked whether the "interests of Canada" outlined in Ministet ial Directives 
could include environmental objectives, Robert responded that he did not recall 
ever having seen such a reference in any Ministerial Directive. 10·1 

77. Counsel for the Complainant questioned Robert as to whether he was familiar with 
the new definltlon of "threats to the s~curity of Canada" found in the new Security 
of Canada Information Sharing Act, which counsel suggested was "broader than 
what we see in section 2 here of the CS/S Act and it includes threats to the 
economic interests of Canada." The witness answered that he was not sufficiently 
familiar with that definition to provide a useful comment on that. 102 

78. When asked by counsel for the Complainant for his interpretation of the open letter 
from the Honourable ,Joe Oliver dated ,January 9, 2012, with respect to the words, 
"radical group", Robert answered that it would "depend on the group being referred 
to, for instance a foreign threat, a C.T. threat ".103 In terms of the sentence that 
"they use funding from foreign special interest groups to undermine Canada's 
national economic interest", counsel for BCCLA queried whether that couid not fall 
under the definition of "foreign influenced activities detrimental to Canada's 

97 T1·anscript, in camera hearing, Vol. 2, p. 251 . 
98 Transcript, in camera hearing, Vol. 2, p. 252. 
119 Transcript, in camera hearing, Vol. 2 p. 254 
100 Tfanscript, in camora hearing, Vol. 2; p, 256. 
101 Transcript, in camera hearing, Vol. 2. p. 257. 
rn2 Transcript, in camera hearing, Vol. 2, p. 259. 
10) Transcript, in camera hearing, Vol. 2. p. 266 
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interests?" Robert responded that it could, conceivably, but that it "would be a 
stretch" and reiterated the fact that most of the Service's resources are focused on 
counterMterrorlsm. He stated : "Just in terms of priority, this falls way beyond the · 
pale, below the pale. In terms of actually triggering our mandate, a real stretch for 
the Service to have any interest. 104 

79. Robert was also questioned about how the Service interprets section 12 in terms 
of the collection of information , and speclficaHy how it does this, if not by 
investigation . For instance, in some circumstances, the Service may be "receiving" 
and not ';investigating . Robert responded that "it's one thing to accept. It's totally 
another issue to actually report and put into a system .. .. nothing should be 
reported that is not germane to the mandate . 105 

80. Robert also answered questions regarding the Ser.vice's warrants under section 21 
and indicated that information that is publicly available does not require a warrant, 
but that the interce ption of an email would require a warrant. 10B The witness also 
agreed that he was connecting the "report and advise'' duty and function under 
section 12 with the authorization to disclose information under subsection 19 (2). 
He agreed with counsel for BCCL..A,'s statement that: "for example the Nahonal 
Energy Board would be authorized by subsection 19 (2) if you were looking into a 
threat assessrnent. You could report and advise the National Energy Board." He 
also agreed tt1at "with the report and advise function~ or duty under sect1on 12, you 
don't even have to get into thls a), b) c) or d) under subsection 19 {2); just 
reporting and advising on what you collected in section 12 is sufficient to trigger 
the authorization . "107 

81 . With respect to the questions regarding section 17 of the Act regarding 
cooperation agreements under subsection 2 (a) , he explained that "whether it's 
formalized or not in terms of an instrument, each agreement has to be approved 
by the Minister". and "sometimes it is not formalized into a written instrument. '108 

Robert was also questioned on the agreements that the Service has w1th other 
government departments, for example the one with the RCMP. He also stated that 
he was not aware of whether CS!S had an agreement with the NEB, 109 

82. Counsel for BCCLA questioned Robert regarding the agreement with the RCMP in 
the context of the RCMP doing an investigation and sharing the results with CS!S, 
and whether that would be considered collection, Robert referred to the Service's 
procedures and policies and explained that "it would be one thing, again to 
accept; but we would need a managerially approved targeting authority in which to 
put information, If there is no place to park it, if a regional director hasn't signed off 

- ·-----·~·-·-~----·,------
1!>4 Transcript, In camera hearing, Vol 2, p, 268.. 
1c5 Transcript in camera hear;ng, Vo! 2, pp. 273•274. 
106 Transcript, in camera hearing, Vol. 2, pp. 283·284. 
107 Transcript, in camera hearing, Vol 2, pp.276-277. 
108 Transcript, in camera hearing, Vo l. 2 .. p 279, 
ic9 Transcript, in camera hearing, VoL 2 pp. 280-28·1. 

- 23 · 

23 of 57 

Page 852 of 10W 

AGC0003 



on any particular investigation, that information would not be retained . There are 
exceptions to that. . . .if there is a certain relevance to national security, writ large, it 
may be reported without going under any specific targeting authority. But it will sit 
there before we are authorized to further pursue an investigative level or direction 
on an individual, it would just sit there."110 

83 . When asked about whether he had knowledge of the groups named in the 
complaint, Robert commented that the Service's position for the last thirty years or 
so, in litigation and SIRC hearing, has been not to confirm or deny the existence of 
an investigation" 111 However, Robert commented that he is a proponent of 
"dialoguing with representatives of various groups and community groups".112 

84 . Robert responded that the only thing he knew about the consultation between the 
NEB with CSIS was what he had read in the NEB documents. He stated: "I have 
only read the redacted exchanges on that point, so I am not sure what the context 
was , what triggered the request for the consultation But surely if the Service had 
information that there was a foreign influenced activity, done covertly , that would 
have some impact on the National Energy Board, or "serious threat against the 
proceedings, against the members , or against those attending, we would reach out 
to the RCMP, or alternatively to the National Energy Board, saying: we have 
intelligence to indicate that there is a threat against your premises. '' 113 

85. When asked by counsel for the Complainant about his interpretation of the term 
"risk", Rob~rt categorized it in the "context of a risk of serious violence under 2 c) . 
So presumably - I am speculating here - if the Service had information about an 
lndivldua! or others who might be participating in an otherwise democratic lawful 
protest , there might be a potential or a t"isk for violence, as has been known to 
happen in Canada and in many other countries. We have no interest in the group 
or the protest, or the objective .· It's one or two, three.individuals who might use 
that as a venue, as a pretext ; for violenca, for serious violence ..... But if there ls 
some linkage between that protest and our mandate -if their purpose in going to 
that group, that protest, is to wreak havoc, then, yes, it hits our mandate.'' He also 
added that he thinks the vast majority of protests in Canada are peaceable.'114 

86. When asked if he appreciated the concerns of the people who are involved in 
protests and demonstrations that they might be watched by either the RCMP or 
CSIS, notwit!istand ing the fact that they are engaging in completely peaceful 
activities, Robert responded that he is "keenly empathetic to that. As I mentioned 
before, in trying to dissuade, dispel stereotypes or misguided views, erroneous 
views, we engage in Outreach . We talk to a whole variety of groups and 
individuals. At the end of the day, I can only control what I can control. The best ! 

·
010 Transcript in camera l1earing, Vo!. 2, pp. 2.86-287. 
u Transcript, in camera hearing, VoL 2. p. 291. 
m Transcript. in camera hearing. VoL 2, p. 293 
~n Transcript, in camera hearing, VoL 2, p. 302. 
114 Transcript. in ctmwra hearing, VoL 2. pp. 309-3 ·J 0. 
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can do is just to testify to the fact that how we investigate is tightly controlled and 
that we are statutorily precluded from looking at LAPD," 110 

87. When asked by counsel for the Complainant regarding the agenda for the 
class.ified NRCan briefing meeting that it ''sounds like CSIS might possibly be 
sharing information about environmental groups with these oil companies that are 
sponsoring and attending it," Robert testified that he did not see the connection. 116 

Testimony from the Service during the ex parte hearing: 

88. At the request of the Service, I also presided over ex patte hearing {private and in 
the absence of the Complainant) that were held in Ottawa, Ontario on Jammry 
28, 117 and March 22, 2016.118 

89. During these ex parte hearing, l heard testimony from four CSIS Witnesses. A 
summary of this evidence was prepared pursuant to sections 37 and 48 of the 
CSIS Act and provided to the Complainant The summary had been vetted for 
national security concerns to ensure compliance with sections 37 and 55 of the 
CSIS Act.119 

90, In support of their testimony in the ex parte hearing, the CSIS witnesses relied on 
several books of documents. CSIS Book of Documents (ex parte hearing). 
Volumes 1 A.. 1 B, and 1 C, contain all of the BRS Reporting 

for the period of December 31, 2009 through to July 20, 2015, 
The Service indicated that it had provided these documents for the Committee's 
ease of reference in the conduct of its investigation, but that it did not rely on them 
for the purpose of the hearing. 12° CSIS Book of documents (ex parle hearing), 
Volume 2 contains Mlnisterial Direction ot1 intelligence priorities, directional 
statements targeting information 

operationa reporting 
as well as CSIS policy inforrnation.1 · CSIS Book of Documents 

(ex parle hearfng), Volume 3 contains documentation in relation to exchanges with 
the National Energy .Board and the private sector; information from the Intelligence 
Assessments Branch, including a sampling of products, briefings and information 
relating to the NRCan classified briefings mentioned in the complaint letter. ~22 

CSIS Book of Documents ex arte hearin · ), Volume 4 contains
information, 

m Transcript, in camera hearing, Vol. 2, p. 313, 
118 Transcript, in camera heati.ng, Vol. 2, p. 323. 
1 n Transcript of ex pa.rte/ in camera hearing, January 28, 2016 at Ottawa. Ontario. 
118 Transcript of ex parl~I in camera hearing March 22, 2016. 
115 Surnmary of evidence presented at the in camera/ ex parte hearing on January 28. antl March 22, 

2016, provided to the Complainant by the Committee, July 21. 2016. 
m CSIS Book of Documents, (ex parte hearing), volumes 1 A, 1 B. and 1 C. 
m CSlS Book of Documents, (ex pe1te hearing), volume 2. 
m CSIS Book of Documents (ex parte hearing), volume 3 
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~nd is stored at the GSIS premises. 123 Lastry , CSIS Book of 
Documents {ex parte heartng), Volume 5 contains informat1on regarding the 
domestic threat environment in Canada, and additional notes from the Intelligence 
Assessments Branch. 124 

91. CSIS Witness 1, provided testimony concerning her work 
experience with the Service from 2001 , and her role as Chief of tl1e unit 
responsible for the Service's dornestic extremism investigation between November 
2013 and January 2015. She testified regarding the Service's collection priorities 
and the Ministerial Directions provided to the Director of CSIS from the Minister of 
Public $afety. 125 

92. - explained that once the Service gets ttie Ministerial Directives seWng out 
the priorities, they are applied to their operations through intelligenc~ requirements 
that are set out by the Intelligence Assessments Branch. This sets the basis for 
what the Service co llects based on those intelligence requirements ("IRD"). She 
explained that information is only collected if it falls into one of the !RD$. The 
priorities of the government of Canada are tiered into three main categories, with 
tier 1 being fully resourced, and tier 3 allowing for the collection of information only 
if resources permitted. She further explained that there is a fourth category, known 
as a "watch brief" which means that the Service is monitoring the situation and if 
there is an actionable piece of intell igence, then it will deploy resources. 1M In 
terms of the term "actionable piece bf inte lligence', provided an example 
of intelligence requirements in relation to 
~ in the context of possi e vio e-nce in connection wit t e 
~ 5 _,27 

93, She oversees the three Heads of the des.ks below her, and some of her 
responsibilities include approving rnessages to be put into the Service's systems 
and databases, as weH as managing human sources in general terms. She also 
explained that Headquarters Branch is responsible for sending out "Directional 
Statements" to the regions so that they are able to prioritize and put their 
resources towa~ds what is important and what is deemed a higher priority for the 
Service. 12a 

94. - explained the nature of targeting authorities and how they are obtained 
by CSIS to Investigate any threat to the security of Canada . She also identified 
particular targeting files which her unit was investigating during the time period 

- ------.................... . 
"23 CSIS Book of Documents (ex parte hearlr.g), volume 4. 
ri,1 CSIS Book of Documents ((;)X parte hear1ng), voL 5. 
125 Summary of evidence presented at the in camera/ 011" parte hearing on January 28, and March 22, 

2016, pp . 2-3 
~
1~Transc:ript of in camera/ex parte hearing held on Thursday, January 28, 2016 at Ottawa, p. 26. 

127 Transcript of in camE;iral ex parte hearing held ori Thurs<lay, January :2$, 2016 :at Ottawa, p. 28, 
126 Transcript of In camer;;il ex parte hearing held on Thursday, January 28, 201 6 at Ottawa, at pp. 22-29, 
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related to this complaint. She described CSIS' practices In relation to investigating 
threats to the security of Canada by groups involved in domestic extremism. 

95. She testified in respect of the certificates pursuant to which domestic threats were 
being investigated as well as having reviewed the Hst of targets under the domestic 
threat certificates that have been the subject of an investigation within her unit 
since December 31, 2009. She provided information on the individuals, groups, 
organizations or events that were and are taraete<l under these certificates and 
in articular the 

96. She explained that, with a certificate, the Service must make the case that this 
issue ls actually a threat to the security of Canada. and once that is established, 
there is a validity date that has to be renewed approximately every 2 years. When 
the Service targets an individual, that person falls under one of the certificates. 
She ex lained that 

She also explained that each individual 
wou ld have his or her own targeting authority.130 The targeting authorities against 
individuals, arid the renewals of those authorities, were also roVided in the ex 

arte evidence.131 For exam le a certificate is renewed 

97. testified that have proven that 
the intent of the SeNic ' tremism" file is 

98. ln the context of the Northern Gateway Pipeline Development project, 
testified that 

m Transcript of in camera/ e',( pa1te hearing held on Thw·sday, January 28, 2016 at Ottawa, at pp. 47-55. 
1'3-J Transcript of in camera/ ex parte hearing held on Thursday, January 2&, 2016 at Ottawa, at pp. 38~39. 
131 CSIS Book of Documents, ex parte hearing, Vol. 2. at Tab 4. 
m Transcript of in camera/ ex parte hearing held on Thursday, January 28, 2016 at Ottawa, at p. 35. 
m CSlS Book of Documents., e>r parte hearing, Vol.2, Tab 2, at p. 112. 
134 Transcript of in camera/ ex parte hearing held on Th1Jrsday, January 28, 2016 at Ottawa, p.44 
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to extremism, it is specifically interested in tssues that go from peaceful 
demonstrations to acts of serious violence. 135 

99. She testified that when conducting investigations, CSIS officers are governed by 
the CSJS Act and CSIS policies stipulate that they do not look at legitimate protest 
and dis.sent, unless it is associated with serious acts of violence. She provided 
testimony about lhe tasking provided to the regions related to politically-motivated 
violence and/or sabotage. 136 The ex arte evidence showed that the Directional 
Statement from Headquarters 

However, Headquarters reminded the 
regions that the focus is not on legitimate protest or dissent but rather on serious 

100.-explained the tar 
Service. She testified that 

levels and warrants for certain tar · ets within the 

to the Northern Gateway Pipeline project. 

101. CSIS Witness 2, testified regarding his work experience with the 
Service as an analyst with the Intelligence Assessments Branch (IAB) and his 
specia lization in domestic extremism. He outlined the maih responsibilities o·f ttie 
IAB, which is to provide timely and relevant intelligence which meets the 
Government of Canada' s stated requirements and priorities. He provided an 
overview of the Intelligence Assessment. Branch's responsibilities, wl1ich includes 
actively engaging with the Government of Canada to identify its intelligence needs 
and deliver briefings, assessments and repoits, providing background infonnation 
on operational and managerial programs and preparing Threat and Risk 
Assessments, and providing outreach and education to the federal government 

102. testified that he had prepared several intelligence products and 
briefings on the issue of domestic extren1ism, and more specifically

He provided a sample of briefings that he has delivered to various 
stakeholders (private and public sector) on the issues of domestic 
extremism. He testified that, during the timeframe related to the complaint, CSIS 

135 Transcript of in cemeral ex pcute hearing held on Thursday, January 28. 2016 at Ottawa, p 56 
136 Surnmary of evidence presented at the in cemern I ex parte hearing on January 28, and March 22. 

2016, pp. 2-3. ' 
1~7 CSIS Book of Documents, ex parte hearing, Vol.2, Tab 2 at pp. 68- 74, 
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was mainly focused on issues related to the Winter Olympics. and the GN8/GN20 
meetings and any potential threats from domesfo extremist for either event138 

103. The witness also provided an overview of the Service's work conducted in the area 
of domain awareness. Domain awareness is done in part to ascertain potential 
triggers and flashpoints. and in part to ensure that the Service is aware of what is 
happening should a threat arise. Reference is made to SIRC's study entitled "CSIS 
Activities Related to Domestic Investigations and Emerging Threats'' . 

104. te.sti 1ed regard ing the biannual classified briefings held by the NRCan 
and the fact that th is forum is used by the Service to share classified ir1formation 
with energy sector stakeholders, such as the NEB. He provided the Committee 
with concrete examples of serious acts of ideo!ogically~motivated violence which 
were discussed at some of the NRCan briefings that related to energy and utilities 
sector stakeholders. He spoke of specific intelligence assessments that were 
given to the NEB by the IAB of the Service involving domestic extremism issues. 

105 The witness described how the Service engages in outreach with energy 
stakeholders and also identified means, other than the classified briefings, through 
which the Service communicates severe emerging domestic threats to certain 
industries. He described the policies and fequirements for any meeting between 
the Service and any outside organization, emphasizing the Importance of fostering 
collaboration between CSIS and any organization to prevent terror',sm. whether it 
be within the government of Canada, with law enforcement partners or private 
industries. On the issue of the delivery of briefings to the private sector, he referred 
me to a review conducted by the Committee in 2011 entitled Review of CSIS' 
Private Sector Relationships, He testified that the Service does not attend nor 
interfere with any events that involve legal and legitimate protest and/or dissent as 
it falls outside of its mandate, 13$ 

following which, he joined the federal public service. He also testified regarding his 
work experience with the Service as an analyst within the IAB and his 
specialization in the energy sector.140 

107. He explained that his primary responsibility was to provide intelligence 
assessments related to threats to Canada's energy and mineral activities. He 

138 Summary of evidence presented at the in camera lex pa rte hearing on January 28, and March 22 , 
2016, pp. 2-3, pp. 3-4. 

' 39 Summary of evidence presented at the in camera/ ex parte hearing on January 28, and March 22, 
2016, pp, 4-5. 

i
4o Transcript of in camera/ ex parl.e hB.uing held on Thi1rsday, January 28, 2016 at Ottawa, at p. 287 
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highlighted that the interests of his portfolio were restricted to threats to energy 
and primarily to critical energy infrastructure mostly from dornestic extremism, 
terrorism, or possibly from foreign states. He testified that a secondary 
responsibiHty of his branch was to provide assessments relating to economic 
threats or threats to Canada's economic interests related to energy in the field of 
proprietary information. 141 He commented that the threats to Canada's economic 
interests could arise from a variety of sources. ''In the primary case;·in the first 
case of infrastructure, primarily from domestic extremism, terrorism. or possibly 
foreign States. ln the case of Canada's economic interests, largely from foreign 
States and espionage, and threats of that nature." 142 

108. -testified that he had been a coordinator for the NRCan biannual 
class ified briefings since 2010 and described the origin and purpose of these 
briefings as well as the Service's role. 143 He explained that the lead agency for 
these classified briefings 1s NRCan, and that CSIS cooperates wlth NRCan and 
with the RCMP in tl1is regard: "(t)he subject matter of what is discussed is in the 
hands of NRCan, as is the hst of invitees, who attends on the basis of their need to 
know and on having the requisite security clearance,"144 

109. He provided details of his own role ln terms of the arrangements for such 
meetings, including ensuring that the briefing room they have, which is a secure 
facility, 1s available to NRCan as a convenience, so that they can bring in members 
of the private sector, largely indivrduals responsible for security at their respective 
companies, and other participants, occasionally from the Government During the 
actual briefings, the Service will occasionally provide $peakers. While he does not 
speak at these briefings, the witness explained that he prepares speaking notes 
for his Director General. For example, he ha<l written notes regarding domestic 
extremism threats. based on open source material regarding events that had 
actually happened and had been reported in the newspapers.145 · 

110. He testified that whHe he ls responsible for writing a memo to management 
regarding the briefings, there is no formal Memorandum of Understanding. The 
witness testified that he has not seen any information collected at these briefings 
by the Service, and that, should members of the private sector wish to provide 
information to the Service, he explains to them that the proper channel is to notify 
the regional office. In terms of participants at the NRCan meetin s. the witness 

rovided s.ome exam !es from the rlvate sector includin · the 

141Surnmary of evidence presented at the in camera! ex parte hearing on January 28, and Marcl1 22, 
2016, pp , 5-6 

142 Transcript of in camera/ ex parte tearing he!d on Thursday, January 28. 2016 at Ottawa, at p. 289. 
143 Sumrnary of e\1idence pre~nted al the in camera/ ex parte hearing on January 28, and March 22, 

2016, pp, 5-6 
144 Transcript of in camera/ ex parle hearing held on Thursday, January 2fl, 2016 at Ottawa, at p, 291. 
w; Transcript of in camernle:,'< parte hearing held on Thursday, January 28, 2016 at Ottawa, at p 291 and 

pp. 293·296. 
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111. The witness also gave examples of some briefings or liaisons: with government or 
private sectors in which CSIS participates other than the NRCan briefings, Hie 
explained that the Seivice contribu1es to the Government ot Canada's strategy, 
through Public Safety on the "National strategy and action plan on the protection 
of critical rnfrastructure", The term "infrastructure'' is not just the energy 
infrastructure, but includes the infrastructure of the financial, transportation, water, 
agriculture and health sectors.'.'147 

112. - also testified of his participation in other briefings or liaison with the 
government or private sector. He provided the example of "other than the 
classified briefings, there is an unclassified briefing for what is called the 
International Pipeline Security Forum, which alternates between Canada and the 
United States. but explained that "as threats to that sector 

113. -also spoke about the context and content of the Aprll 19, 2013 email 
from Mr. Tim O'Neil referred to in the complaint's exhibit book, which mentions 
security concerns regarding the Northern Gateway Pro'ect. He ex lained that 

the email from Tim O'Neil, by 
way of information only, as there was no action required on the part of the 
Service. The email discusses the possible threats to National Energy Board 
hearing and concludes that there is nothin s ecific that he is aware of. 

testified that 

114. CSIS Witness 4, testified, following the Committee's request to hear 
testimony from an inveshgator in the British Columbia region during the years 
relevant to this complaint. He provided testimony regarding his work experience 
with the Service from 1995 onwards, including his various pos:itions in the British 
Columbla Region from 1998 to the present. He also described his roles and 
responsibilities a$ the supervisor tor the unit responsible for the Service's 
domestic extremism investigation in Vancouver from 2010-2013. 150 

115.-testified that he was responsible for overseeing the investigations that 
fell under his remit. This included providing input as to an intelligence officer's 
plan to debrief a source; approving the interview and its objectives; approving 

----·--·-·---·· 
i 46 Transcript of in camera/ ex parte hearing held on Thursday, January 28. 2016 at Ottawa, at p. 291. 
i 47 Transl:ript of in cwnaral ex psrle t1earing held on Thursday. January 26 . 2016 at Ottawa. p, 298. 
14a Trailscript of in camera/ ex parte hearing held on Thursday, January 28, 2016 at Ottawa, p. 304. 
14» Transcript of in camera/ ex parte hearing held on Thursday, January 28 2016 at Ottawa, p 309. 
isn Summary of evidence presented at the Jn camera/ ex. parte hearing on January 28, and March 22. 

2016, p. 6 
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operational reports, and initiating the dialogue with his Chief to put into place 
warrant powers against a target if it were ne<::essary. 15

·i 

116. He discussed the mandatory process and requirements for an intelligence officer 
to make a request to conduct a community interview related to the Service's 
domestic extremism investigations. He explained that he was the head of the 

He also provided details regarding 

by Headquarters as a 
sensitive investigation because it might have some kind of impact on the civil 
liberties of individuc:11s. He explained that they were extremely careful when the 
actual! made the decision to • o out and conduct an interview. He testified that 

117.-test!fied that the Service is "not in the buslness of investigating 
environmentalists because they are advocating for ~n environmental cause, 

eriod."153 For exam le, he ex lained that 

118. The witness said that he had not heard of most of the groups prior to this 
complaint. The witness testified that it was not surprising that there were protests 
related to the Northern Gateway Pipeline Project but underscored that Service 
employees are mandated and limited by the CSlS Act which does not permit 
CSIS to investigate groups or individuals for their activities related to lawful 
advocacy, protest or dissent, unless it is tied directly to a threat. 155 

151 Transcript of in camera! ex parte hearing held on Tuesday, Marcb 22. 2016 at Ottawa. at p. 13 
152 Transcript of in camera/ ex patte hearing held ori Tuesday, Marcl1 22, 2016 at Ottawa, at :pp. 15-1 8 
is;i Transcript of in camera/ ex parte hearing held on Tuesday, March 22, 2016 at Ottawa, at :p. 19. 
~r,4 Transcrip t of in camera/ ex parte hearing held on Tuesday, March 22., 20i6 at Ottawa, at p 23. 
is~ Summary of evidence presented at the in camera/ ex parte hearing on January 28, and March :22, 

2016, p, 6. 
"56 Transcript of in camera/ ex parte hearing held on Tuesday, March 22. 2016 at Ottawa, at p_ 25. 
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120 

121. He further testified that the information flow between CSIS and private or other 
public stakeholders was generally a one-way process in which CSIS receivecl the 
information. He did not recall having seen the article written by the Honourable 
Joe Oliver prior to the hearing, 159 

F;r,a/ submissions: 

122. With the completion of the ex parte hearihg, the parties were subsequently invited 
to provide their final submissions in writing to the Committee. 

123. The Committee received the Complainant's finaf submissions on September 19, 
2016, in which BCCLA submits: 

"that the evidence demonstrates that CSIS was collecting information about these 
groups, at least passively, and perf1t:1ps actively, and in tho absence of evidence that 
these groups constituted a threat to the security of Canada, this collection was not 
aLJtf1orized by section 12 of the CS/S Act. The Complainant also argues that CSIS' 
colfection activities, combined with intemperate language by a federal Cabinet minister 
criticizing environmental groups opposed lo lhe pipeline policy as pushing a "radical 
ideological agenda'' created a real cf'IWing effect for groups and individuals lhal wished 
to organize and collectively express thelr opinions on the proposed pipeline. The 
sharing of this information in confidential briefings with private sector actors in the 
petroleum industry served to heighten the perception that CSIS was exercising f(s 

powers in support of tile political or economic status quo." 160 

124. The Committee received the Service's final reply submissions on October 17, 
2016, in which it submits that the evidence has sl1own that CSlS' actions were 
lawful and in accordance with its mandate pursuant to the GSIS Act, stating that 

' 57 Transcript of in camera/ ex parte tiearing held on Tuesday, March 22, 2016 at Ottawa, at p. 46. 
~ ~~ Transcript of in camera/ex parte hearing held on Tuesday, March 22, 2016 at Ottawa, at p. 30 
~5\i Summary of evidence presented at the in camera! ex parte hearing on January 28, and March 22, 

2016, p. 6, 
16() Complamant's Final Submissions, dated September 19, 2016, p. n , 
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"any collection and dissemimition of information by CSlS was done lawfully in conformity 
with its mandate. Furthermore, the Compiainant has fal1ed to establish that CS/$ has 
done the acts or things alleged in its complaint. Requests for information or advice from 
the NEB to CSJS do not demonstrate that CSJS collected information aboot the groups 
seeking to participate in the NEB hearing. The Complainant has also fai/e.d to establish 
a causal connection between the acts or things done or aJfegedly done by the Service 
and /hf:J ''chilling effect" OIJ f reedom of expression and assoc,aUon, " 161 

125. The Committee recelved the Complainant's rebuttal submissions on November 3, 
2016.162 Following receipt of the Complainant's rebuttal submissions, the 
Committee inquired on November 24, 2016, whether the Service had any national 
security concerns with the Complainant's request that BCCLA may publicly 
disclose the transcripts from the in camera hearing. 

126. On December 1, 2016, the Committee received the Servlce's written submissions 
in regards ta the Complainant's request. 

127. On December 23, 2016, the Committee provided the Complainant with a copy of 
the Service's submissions and the Complainant was given an opportunity to reply. 

128. On January 16, 2017, the Committee received the Complainant's comments, in 
response to the Service's letter of December 1, 2016. The Complainant reiterated 
its request that "the Committee confirm, prior to t11e issuance of its final report and 
at its earliest convenience oh an interim basis, that witnesses who appeared 
before the Committee on August 12-13, 2015 may speak publicly about the 
evidence and testimony they provided during the in camera portion of the hearing 
and that BCCLA may publicly disclose those transcripts and its submissions in 
this matter, without limitation due to security concerns under section 48 of the 
Act,"163 

129. I have decided that it would be in the best interests of justice for me to address 
this matter in the context of my final report. 

130. In preparing this final report, in addition to reading the submissions of the parties, 
I have considered the evidence given by witnesses, the documentation submitted 
by the patties and the Committee's counsel for the in camera and the ex parte 
hearing, as well as other relevant material made available to me in the course of 
my investigation of this comptaint 

161 Respondent's Fina l Submissions, dated October 17, 2016, p. 2. 
16Z Complainant's Rebuttal Submissions, paragraph 17, dated Nov.ember 3, 2016. 
163 Letter from the Complainant to the Committee, dated ,January 16, 2017. 
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E. ANALYSIS 

131. This complaint is filed by the Complainant under section 41 of the CSIS Act, 
concerning the conduct of CSIS. 

132. The Complainant's complaint is set out in its letter of February 6, 2014, and was 
summarized bv counsel for the Complainant at the in camera hearing as follow·s: 
"Firstly, that the BCCLA believes that the Service was gathering information - or; 
in accordance with the language of section 12 of the Statute, "colled[ng" 
information about Canadian citizens and groups engaging in peaceful and lawful 
expressive activities"; and then the second pa,i of the complaint is that it then 
shared 1his information with government bodies and private sector factors. '' 164 

133. The Complainant is refying, first, upon information that initially came out in the 
press in November of 2013 that s1Jggested that the RCMP and CSIS were 
collecting intelligence or information on groups and individuals opposed to the 
Northern Gateway Pipeline and then secondly, that they were sharing that 
information with the National Energy Board and members of the petroleum 
industry. 165 

134, Some of the groups named in those documents include LeadNow, ForestEthics, 
the Council of Canadians, the Dogwood Initiative, EcoSociety, the Sierra Club of 
British Columbia and Idle No More. The Cornplalnant provided testimonial 
evidence from most of those groups and provided me with background about their 
organizations and about their activities in relation to the Northern G~teway 
Pipeline Project. The Complainant has stressed that none of ti1ese groups are 
criminal organizations, nor do they have any history of advocating, encouraging or 
participating in violent or other criminal activity. 166 The evidence before me has 
confirmed this, and it is not in issue. 

135. As agreed by the parties during the preliminary conference calls in this matter,167 

the complaint requires me to answer the following four questions in relation to the 
groups listed in the Complaint letter of February 2014, namely Leadnow, 
ForestEthics Advocacy Association; the Council of Canadians, the Dogwood 
Initiative, EcoSociety, the Sierra Club of British Columbia and Idle No More.168 

Question 1: 
Did the Servtce collect information about groups or individuals for their activities in 
relation to the Northern Gateway Pipeline Project? 

------·--·-·-·---~-
~(l,l Complainant's Complaint Letter, dated February 6, 20·14 and Transcript of 1n camera hearing, Vol. 1. 

p.2O. 
165 Complainant's Complaint Letter, dated February 6, 20 ·t4 and Transcrrpt of in camera hearing, Vol. ·1. 

pp.21 -22. 
166 Transcript of in camera hearing, Vol. 1, p. 22. 
167 R05pondent's Letter of April 15, 2015, and Transcript. of Pre-hearing conference of May 20, 2015. 
;fill Exhibit SIRC-1, Tab 1, Complaint letter of February 20141 p. 6, 
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Question 2: 

If so, was it lawful? 

Question 3: 

Oid the Service provide information relating to individuals or groups opposed to the 
Northern Gateway Pipeline Project to the National Energy Board or non~ 
governmental merr1bers of the petroleum Industry? 

Question 4: 

If so, was it lawful? 

136. I have addressed each of these questions separately below in my report. 

Question 1 ,' 

137.Through the ex . arte evidence and hearing, I heard that the Service has some 
information 

which thereby constitutes collection. However, I have seen no evidence that 
the Service was collecting information or investigating 

as a result oflllllpeaceful advocacy or 
dissent. 

138,_ the collection of information conducted ln an 
ancillary manner, in the context of other lavvful lnvestigatl.ons. 

139. Through the evidence pres·ented to me in the ex parte hearing, I am aware of the 
collection of information in accordance with section 12 and the provision of 
information as it pertains to certain individuals for whom the appropriate targeting 
authorities were in place. 

141 . The ex parte evidenqe ha$ convinced me that 
was done as ancillary inforrnabon in respect of 

lawful targeting authorities. against targets in place at the time, unrelated to groups 
or individuals engaged in legitimate protest and dissent:169 

,.,~ CSIS Book of Documents, ex parte hearing, See Vol. 1 A 
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142. For example, I note that in the BRS reporting regarding the Service 
indicates in its analysis sections that "the information had been collected and 
reported to assist the Service in assessing the threat envi ronment and the 
potential for threat-related violence stemming from 

rotests/demonstrations."170 However the Service cle ·I 

threat to the security of Canada. rn 
no 

I have considered these instances carefully, 

144. The Respondent's evidence with respect to the collection of information -
-is twofold: 1) the Service presented evidence on the subjects of 
investigation under a targeting authority and 2). the Service provided all the 
operational reporting after December 31, 2009. 

145. The Service prov1ded me.with the list of groups and individuals that were CSIS 

146. 

147. 

-- -- - - - - -

was also mentioned in a report related to the 
act1v1t1es of another subject of investigation. 

that was. 
shared with the Service. In another instance, is mentioned because a 

Tab 1:lllili~; T~·b 2, --at Tab 3, -at Tab 4. at 
Tab 5. 

17° CSIS Book of documer.t:s, ex parte headng, VoL 1 C, p. 1411 . 
17 ; CSIS Book of Documents , ex parte hearing , See Vol. 1 Bat p. 1395 and also Vol 1 C which includes 

the BR$ messages wherein•-- • is mentioned. 
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149. 

150, 

15"1, 

152. 

OP SECRET 

which -p-rompted the Service to conduct a google search to 
learn information about-

operational reports. Some of these 

is referenced in• operational re orts because 
and because 

153. I fully expect that the Service will review the information collected in its holdings• 
in accordance with the recent decision of the Honourable 

Simon Noel of the Federal Court.172• to ensure that the only information retained is 
that which meets the "strictly necessary" retentlon threshold. 

m In the Matter of an Application tor warrants pursuant to sections 12 ancJ 21 of the CSIS Act. 2016 fC 
1'105. 
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154. The Complainant's final submissions173 refer to a SIRC Review conducted in 1989 
entitled "Report on CSIS Activities regarding the Canadian Pe8ce Movement" that 
found that the Service "has not proven that it can appropriately distinguish 
between legitimate dissent or lawful advocacy and activities that may on 
reasonable grounds be suspected of constitute threats to the security of 
Canada "17A The complainant submits "that the attitude of CSlS witnesses towards 
Minister Oliver's letter reflects a surprising lack of awareness or sensitivity to 
legitimate concerns the public may have that there is a connection between 
comments by a federal Cabinet Minister and internal government documents that 
show CSIS is consulting or briefing on groups opposed to the Northern Gateway 
project.175 

·155_ However, I note that since that 1989 review, the Committee has kept a watchful 
eye on the topic of lav..fful advocacy, protest or dissent, and has considered this 
topic in various reviews 1·16, For example, in its Annual Report in 2002-2003, 
entitled "Domestic Threats in Con.Junction with Lawful Advocacy, Protest and 
Dissent", the Commlttee found that the Service was "taking considerable care in 
implementing policy measures designed to prevent intrusion into legitimate anc! 
political activity,''177 In its 2012~2013 Annual Report, the Committee conducted a 
review of "CS/S's Activities Related to Domestic Investigations and Emerging 
Issues" 178 and found that any activities surrounding the Vancouver Olympics and 
the G8/G20 Summits that only related to legitimate protest and dissent were not 
investigated, 

156. The totality of the evidence which I have reviewed and analyzed demonstrates that 
there was no direct link between CSlS and the "chilling effect" which the 
Complainant's witnesses mentioned in their testimonies. I agree with the 
Respondent's submission that the Complainant failed to differentiate the actions of 
the NEB and of the RCMP and those of CSIS.179 

157. However, I can understand why the Complainant, not having access to all of the 
Service's evidence, might have felt that the groups it represents were being spied 
on, in view of certain rnedia reports and certain government documents. I also 
appreciate the concerns of the witnesses appearing before me an behalf of the 
Complainant who referred to these articles, 

158. I well appreciate that the letter of 9 Janua1y 2012 from the Honourable Joe Oliver, 
then Minister of Natural Resources, where he wrote that ''(u)nforlunately, there 

m Cornplalnant's Final Submissions, Septernber 19. 20-16. p. 59 
174 SIRC Report 89/90 -03. at p. 228. 
m Complainant's Final Subrnissions, September 19, 2016. p. 62 
176 Reference to SIRC Annuai Reports of 1999·2000, 2001 ·2002, 200G-2007, 2008-2009, and 2012· 

2013 . 
177 SIRC Annual Report 2002~2003, p 16. 
na SIRC Annual RePort 2012-2013, p 24. 
n 9 Respon<!ent's Final Submissions, October 17, 2016, p. 20. 
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are environmental and other radical groups that would seek to block this 
opportunity to diversify our trade. Their goal is to stop any major project no matter 
what the cost to Canadian families in lost jobs and economic growth" 180 is 
regrettable . It can only have increased the concerns of the members of these 
groups that the entities to which they belonged were being spied on by CSIS and 
the RCMP. :it certainly explains their evidence before me which wa$ clearly 
fuelled by the Minister and c.e1tain jomnalists. 

159. However; the evidence I heard from CSIS' witnesses in both the in camera and ex 
pa,te hearing has convinced me that neither CSIS nor the Ministry of Public 
Safety responsible for CSIS,. had anything to do with the drafting of the 
Honourable Joe Oliver's letter or indeed any media report submitted in evidence 
before me. The Service's policies and directions were not influenced in any way 
by these media articles. 

Question 2: 

160. I have found that the Service had information 
and therefore this constitutes collection . However, I also 

find that the Information 
when it was reporting on targets of the Service, In these 

circumstances, thi:s collection falls squarely within the Service's mandate. 

161. The Complainant contends that records obtained by Access to Information 
requests show that CSIS prepares reports and shares information regarding 
protest activities. BCCLA also maintains that "the Service's action in relation to 
citizens and groups engaging in peaceful and !awful expressive activifies have 
gone beyond merely collecting intelligence information under section 12 of the 
Act, and instead sharing this information with the NEB and private companies 
regarded as stakeholders in the energy sector:' 181 

162. The Complainant stated that "Parliament has placed very clear limits (on) the 
scope o.f the Service's intelligence-gathering activities, expressly providing that 
CSIS's mandate "do s not incfude lawful advocacy, protest or dissent." 182 

163, l certainly agree with the Complainant's 8$Sessment of Parliarnent's intention not 
to allow the Service's mandate to include lawful, advocacy, protest or dissent 
("LAPD"). However, f cannot find, on the basis of the evidence before me, that 
CSIS, in this case, expanded its mandate to include lawful advocacy, protest or 
dissent. 

18° Complainant's Supplementary Book of Documents. Tab 7. 
161 Complainant's Fina! Submissions. September 19, 2016. pp. 65-66. 
,a~ Complainant's Sook of Documents, Vol. 1, Tab 3, and Letter from the Complainant to the Committee 

dated March 25 , 20·15 with attached documents (emphasis in origina1 document). 
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164. I note th.at the Service's mandate under section 12 of the CSIS Act is to collect 
and retain information regarding threats to the security of Canada and is limited 
"to the extent that it is strictly necessary". I recall, in this context, the recent 
decision of Mr. Justice Simon Nof:}I, wherein he wrote: 183 

·section 12 (1) must be read logically: if collection of information is performed on 
a strictly necessa,y basis, it goes without saying that retaining the strictly filtered 
information is permitt()d because the point of entry of the information is the strict 
collection process. Therefore lhe retention function may only logically retain what 
has been collected in a "strictly necessary" manner. Tfle same rational applies ;n 
regard to the analysis function· if information is validly collected, only that strictly 
collected information is analysed, In those scenarios, there are no issues of 
limits to retention or analysis of the information because it htis been legitimately 
collected pursuant to section 12 .( 1) and section 2. " 

165. Section ·12 of the CSiS Act clearly states that the Service "shall report to and 
advise the Government of Canada ," 

12 (1) The Service shall collect, by investigation or otherwise, lo the extent that it 
is strictly necessary, and analyse and retain information and intelligence 
respecting activities that may on reasonable grounds be suspected of 
constituting threats to the security of Canada ancl, in rotation thereto, sha.JI report 
1.9..MSt adJt.[~~GoJfJW1.r11m.1L.QJ..Q!JDiidrl. (my emptuw&). 

(2) For greater oottainly, the Service may perform its duties and functions under 
subsection (1) wHhin or outside Canada 184 

166. Section 2 of the CS/S Act defines what those "threats to the security of Canada" 
entail, but clearly states that this: 

"does not include lawful advocacy, pro/est Qr dissent, unless carried or1 in 
conjunction with any of the activities referred to in paragraphs (a) to (d)- "185 

167. Thus, it is also clear that, if those LAPD activities are carried cut in conjunction 
with any of the activities referred to in the enumerated threats Jn section 2, they 
may fall under the Service's mandate under section 12. 

168. The Complainant argues that the activities of tt,ese environmental groups 
opposed to the Northern Gateway Pipeline Project could not possibly fall under 
the definition of "threats to the security of Canada" as set out in section 2 of the 
Act. 

193 In the Matter of an Application for warrants pursuant to sections 12 aod 21 of the CS/S Act, 2016 FC 
1105 at paragraph 185. 

184 CS/$ Act, section 12 . 
m CS/S Act, section 2 
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169. tnsofar as the named groups' activities remain peaceful and lawful, I agree. In 
fact, the definition of "threats 10 the security of Canada" under section 2 very 
clearly states that this does not include "lawful advocacy, protest or dissent. 
unless carried on in conjunction wrth any of the activities referred to in paragraphs 
(a) to (d)."166 

170. By way of example, l note that when questioned what an illegitimate protest would 
be from the Service's perspective, CSIS wltness Robert commented during the in 
camera hearing that "all protests are part of the democratic fabric of Canada, and 
part of our job in investigating threats to our security is to allow protest to take 
place.''187 Robert's testimony during the in camera hearing was clear that the 
Service was kept actively engaged dealing with terrorism and other threats to the 
security of Canada, and it did not have the mandate to investigate peaceful 
advocacy, protest or dissent. I find the Respondent's evidence credible. 

171. The Complainant contends that documents such as a Memorandum to the 
Director of CSIS, from the Assistant Director, Policy and Strategic Partnership of 
CSIS, regarding a meeting of the Deputy Ministers' Committee on Resources and 
Energy, dated June 9, 2014, "confirms that the Service was indeed collecting 
lnformation about opponents to the Northern Gateway pipeline project188, 

172. However, t note that In that same memorandum, the Assistant Director, Policy 
and Strategic Partnership of CSI$ clearly states that "(t)lle Service recogniz;es 
that many of these issues involve legitimate protest and dissent and as sudh; 
have no mandate nexus."189 

173. In the context of that same memorandum and attached document from the 
Government Operations Centre, entitled "Government of Canada Risk Forecast 
2014 Protests and Demonstrations Season", I also note and emphasize that the 
Government Operations Centre is not part of CSIS, but rather part of the 
Department of Public Safety. 

174. The evidence of the Respor1dent's witnesses, as well as the documentary 
evidence presented by the Servfce during both the in camera hearing and the ex 

arte- hearin ls ersuasive. I am convinced b that evidehce that CSIS did not 

175. Accordingly, I find that the Service's coliection of information 
was lawful and within its mandate, and that the Service did not investigate 
activities involving lawflll advocacy, prote~t or dissent. 

1B~ CSIS Act. section 2. 
167 Transcript, Vol. 2, p, 312. 
186 Complainant's flnal Submissfons, September 19, 2016, p. 24. 
199 Complainant's Book of Documents, Vol. !, Tab 3 at p. 2 of 3, and Tab 5, p. 2 of 3. 
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Question 3: 

176. I find that there was no sharing of information by the Service about these groups 
or individuals opposed to the Northern Gateway Pipeline Project with the NEB, or 
other non-governmental members of the petroleum industry. Rather, the 
evidence presented to me during the ~x parle hearing has convinced me that 
CSIS did not disseminate information about the named groups or individuals, 
either with the NEB or with private members of the petroleum industry. 

177 The Complainant contends that government documents prove that there was 
sharing of information and collecting of information. "These documents are not 
only emails between the NEB and the RCMP and CSIS, as well as internal NEB 
emails. but also Security Assessment Reports by the NEB itself where there is 
reference to CStS and obtain1ng intelligence from CSIS at the national level and 
at the regional headquarters level. "190 

178. For example, the Complainant points to an NEB document entitled "Enbridge 
Northern Gateway Project Integrated Security, Logistics and communications 
Plan, Kelowna, dated January 24, 2013 , under the heading "Threat Assessment", 
where certain sections have been redacted on the basis of the applicable 
exclusion under the A TIP Act in the right hand column. However, one can see 
references to the NEB consulting CSIS, both national headquarters and regional 
offices, as well as RCMP. 

179. Some of the groups named in this complaint are identified in the NEB document 
under the heading of "open source information reporting", such as Idle No More 
regarding a planned protest; LeadNow and Dogwood Initiative regarding a 
workshop and skills training , and EcoSociety regarding a plan to charter a bus to 
attend the Ne.Ison hearing. 191 Also, an NEB document entitled "Enbridge Northern 
Gateway Project Security Plan, Prince Rupert", dated ,January 23. 2013, mentions 
that the NEB consulted CSlS, both national headquarters and regional offices. 1B2 

Emails refer to consultation between the NEB Security team and CSIS at national 
and regional levels. 193 

180. I note that most of these documents were released as a result of the AT!P request 
and that they were NEB documents. While I have seen emails and documents 
which refer to consultation between NEB and CSlS, there is no evidence before 
me which demonstrates that CSIS provided information to the NEB about any one 
of these groups. 

nu Transcript of in camera hearing, Vol. 1, p. 24. 
191 Complainant's Book of Documents, Vol. l. Tab 1, pp. 61·62 
·192 Complainant's Book of Documents , Vol. i. 'fab 1, p. 68. 
1B3 Complainant's Book of Documents, Vo l. I. Tab 4, p. 37. 
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181 Authority for the Service to disclose information it has obtained in the performance 
of its duties is found in section 19 of the CS/S Act. If CSIS discloses information, 
it must do so in conformity with its mandate under section 12 {see above) and the 
provisions of section 19 which reads as follows: 

19 ( 1) ltlformation obtained in the performance of the duties and functions of the 
Service under this Act shall not be disclosed by the Service except in accordance 
with this section 

(2)) The Service may disclose information referret1 to in subsection (1) for the 
purposes of the performance of its duties and functions um1er this Act or the 
administration or enforcement of this Act or as required by any other faw and 
may also disclose such infom1ation, 

(a) where the information may bo used in the investigation or prosecution of an 
alleged oontmven!ion of any law of Canada or a province, to a peace officer 
having jurisdiction ta investigate the alleged contravention and to th~ Attorney 
General of Canada and the Attorney General of lhe province in wtifcfl 
proceedings in re.spect of the alleged contravention may be taken; 
(b) where the infnrmation relates to the conduct of the intemaUonal affairs of 
canads, to the Mirlister of Foreign Affairs or a person designMed .by the Minister 
of Foreign Affairs for the purpose; 
c) where the information is relevant to the defence of Canada, to the Minister of 
.National Defonce or a person designated by the Minister of National Defence for 
th€ purpose; or 
(d) where, in the opinion of the Minister. cJ;sc/osure of tfle infotmation to any 
minister of the Crown or person in the federal public administration is essential in 
the public interest and that interest cleatty outweighs any invasion of privacy that 
could result from the discfosure, to that minister or person. 

(3) The Director shall, as soon as practicable after a disclosure referred to in 
paragraph (2)(d) is made, submit a report to the Review Committee with respect 
to the disclosure. 194 

182. The ex parle evidence has revealed that the Service fulfills its mandate of 
''reporting and advising" with the production o.f various documents to domestic and 
foreign partners, including intelligence assessments, reports to foreign agencies 
and risk assessments to domestic partners. With respect to its mandate to 
provide such reports and advice to the ,;Government of Canada'', this can include 
any department or agency of the federal government, including the RCMP and the 
NEB. The Service has the obligation to provide those reports and advice to the 
Government of Canada in accordance with the enabling legislation. 

183. The evidence presented to me ex parte has persuaded me that CSIS does indeed 
provide advice to the NEB pursuant to section 12 and subsection 19 (2) of the 

~---u~••••• • ••• •• •• ••• •• • ••••• ••• •~•••••• •----

194 CSIS Act, section 19. 
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CSIS Act However, the ex pa,te evidence does not reveal any reference to or 
mention of anyone 

184, The Complainant also refers to an email from the RCMP which states that it will 
"continue to monitor all aspects of the anti-petroleum industry movement" and 
concludes that this information "will be shared with (their) intelligence partners", 
who the Complainant submits must include CSIS. 

185. In this connectfon, I note that CSIS interacts with other law enforcement agencies 
whose mandate includes the investigation of criminal offences and the collection 
of evidence in aid of prosecutions in courts, CSIS' website mentions that "while 
CSlS is -at the forefront of Canada's national security system, several Canadian 
government departments and agencies also provide services that, taken together, 
help to ensure the safety and protection of Canadians."195 This, of course, 
includes the RCMP. 

186. The Complainant also submits that the NRCan biannual classified briefings 
demonstrate that the Service shared information with non-government members 
of the petroleum industry. BCCLA submits that none of the provisions in the Act 
"permit sharing of information with private sector parties in the energy industry, as 
the Service acknowledges doing through NRC.ln classified briefings and other 
outreach events with energy stakeholders." 196 

187. In the words of the Complainant, "some of the documents indicate that Natural 
Resources Canada holds security briefings, with not only the RCMP and GSlS but 
also with members of the petroleum industry. Some of the documentation 
indicates that these meettngs are h~ld at CSIS Headquarters in Ottawa, and 
further, that some of the petroleum industry actors, including 1n particular 
Enbridge, which is the proponent of the Northern Gateway Pipeline, were not only 
participating but in fact were sponsoring certain aspects of the events. They were 
paying for meals and hospitality opportunities for both CSIS and the RCMP and 
these petroleum industry actors. Given the timing of these briefings and the 
reference to "sharing information about environmental groups" and given the 
participation of these various actors, it is our view that a reasonable inference to 
draw, and the inference that was drawn by B.C. Civil Liberties Association and the 
targeted groups mentioned, is that information about them had been shared,"197 

188. There is clear evidence that the Service participated in meetings or round tables 
with NRCan, and the private sector, including the petroleum industry1 at CSIS 
headquarters. However, the ex pa1te evidence presented to me ls also clear. 
These briefings involved national securit matters, and were ctefihitel not 
concerned with 

195 CSIS Book of Documents, in camera hearing, Tab 3, pp.37-38. 
196 Complainant's Final Submis~ions, September 19, .2016, p. 67. 
19r T ranscrlpt, in camera he.aring, Vol. 1, p. 25. 
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189, Under the heading of ''sharing inte!Ugence'', I note that the CSIS website provides 
that "at the national leveL CSIS provides hundreds of briefings each year to 
various communities including law enforcement and other security intelligence 
agencies; academia; Canadian government departments and agencies; 
provincial, territorial and municipal governments; and the public." These briefings 
include threat assessments, which, the website provides, are "evaluations about 
the scope and immediacy of a variety of threats posed by individuals and groups 
in Canada and abroad, Threat and Risk Assessments are conducted by 
government departments and agencies. CSIS provides assistance for their 
preparation when reque$ted,"198 

190. I also heard testimony ex parte that information has been collected when certain 
CSIS targets that are planning to threaten specific private sector companies, 
CSIS will then meet with these companies and share with them information about 
these threats. I am satisfied that such Haison with the private sector is important in 
order to protect Canadians. 199 

191. Having reviewed carefully the totality of the evidence submitted to me during the 
in camera and ex parte hearings, I find that, at no bme, did the Service share 
information with members of the petroleum industry concerning the "targeted 
groups" referred to by the Complainant. 

192. Having so concluded, however, I must say that I well understand some of the 
Complainant's concern. The percepUorr of the Service discussing the security of 
energy resources development with members of the petroleum industry can give 
rise to legitimate concern on the part of entities such as the Complainant and the 
"targeted groups''. 

193. In this connection, I recall that on May 23, 2013, Natural Resources Canada 
hosted a "Classified Briefing for Energy and Utilities Sector Stakeholders" in 
collaboration with CSIS and the RCMP. This briefing was held at the CSIS 
headquarters. National security and criminal risks to critical energy infrastructure 
were on the agenda whose theme was the "Security of energy resources 
development". A networking reception at the ChMeau Laurier was sponsored by 
BrucePower and Brookfield, and breakfast, lunch and coffee were sponsored by 
Enbridge the next day, 200 

194. As I said earlier, the issue is one of public perception for the Service. This needs 
to be addressed, Public discussion about issues of national security should be 
encouraged in a democracy. Because of its remit, CSIS obviously has a 
significant role to play in these discussions, ''Targeted groups" such as those 

198 Respondent's Book of Documents, ln camera hearing. Tab 7, pp.45•46. 
199 Transcript of ex pade hearing vol. 3 A, p. 70. 
zoo Complainant's Book of Docurnents, Vol. I, Tab 1, Vancouver Ob.server article. 
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involved in the present complaint may also have a role to play in the discussions 
regarding national security. I recommend that the Service prioritize such inclusive 
public discussions with the groups involved .in the present complaint. where 
possible, having regard to the classified nature of certain topics. 

Question 4: 

195. Since I have found that the Service has not shared any )nformation concerning 
the "targeted groups" represented by BCCLA with the NEB or other non~ 
governmental members of the petroleum industry, the question of lawfulness has 
become moot. 

196. The evldence presented to me in the ex parte hearings has convinced me that 
any collection and dissemination of information by CSIS was done lawfully and in 
accordance wjth its mandate. I an1 ersuaded that there was no tar etin of 

"Chilling Effect" 

197. The Complainant argues in its final submission that its allegations against CSIS 
led to what it describes as a "chilling effect". 

198. The Complainant submits that CSlS collected information about the named 
groups and individuals outside the authority of the Act, and this collection created 
a "chilling effect" that inhibited them from exercising fundamental freedoms 
protected by the Canadian Charter of Rights and Freedoms. 201 

199. I must now address this submission of the Complainant as it pertains to an 
alleged breach of the Charter. 

200. The Complainant's submission on this important issue is well and clearly set out 
as follows: 

"Since CSIS carries out its activities in secret, and CSIS has not commented 
publicly about /ts interest in groups opposed to the pipeline, there is a reasonable 
fear that C$/S' extraordinary powers could be used to target groups or 
inclividuals that were characterized as having a "radical ideological agenda" by a 
federal Cabinet minister. This /Jas resulted in a very reaf chilling effect on the 
groups, making them more cautious about their activities and com1nents and now 
their staff and members communicate.d with each other, It has even deterred 
some from IJecoming involved or supporting the groups .. ,,:m 

"BCCLA submits that the al>ove evidence clearly establishes that there W8S in 
fact a cfli/Jing effect on groups and individuais that were engaged jn lawful 

201 Compl~inant's Final Submissions, September 19, 2016, p, 49. 
202 Complainant's Final Submissions; September 19, 20·10, p. 62 

- 47 -

47 of 57 

Page 87fl of 1048 

AGC0003 



TOP Sl;.~_B_ET 

advor;acy and protest activities, and who dissented from the preferred policies of 
t/Je government of the day This chilling effect was caused by the media reports 
about CSIS consultations ancl briefings on groops opposed to the Northern 
Gateway project, in combination with then-Minister Oliver's ill-considered 
rhetorical attacks on groups opposed to government policy, These lawful 
advocacy and protest activities engage the right to freedom of expression, 
among tho most fundamental of rights possessed by Canadians. The Canadian 
Charter of Rights ancl Freedoms guarantees protection for freedom of expression 
under section 2 of the Charter along with historically powetful modes of collective 
expression. namely peaceful assembly and association. ,.zrn 

201. In its final submissions, the Respondent submitted that 

"any collection and dissemination of information by CSfS was done tewfulfy i11 
conformity with its mandate. Fw1hermore .. the Complainant has failed to 
establish that CSfS has done the acts or things alleged in its complaint. 
f~equests for information or advice from the NEB to CSIS do not demonstrate 
that CS/$ collected information about the groups seeMng to participate in the 
NEB's hearings. The Complainant has also failed to establish a causal 
connection between the acts or things done or allegedly done by the Service and 
the "chilling effect" on f!'eedom cif express.ion and association'' w~ 

202. ln its final rebuttal submissions, the Complainant argued as follows: 

"(i)ndeed,. the evidence presented by the Service in lhfs hearing has supported 
these suspiGions, confirming that CSIS is indeed engaged in routine sharing of 
classified Intelligence .information with energy sector stakeholders, including the 
National Energy Board, end has provided specific intelligence assessments to 
the NEB. In these circumstances it simply cannot be said that concerns about a 
chilling effect are rooted merely in a "patently incooect understanding" of the law. 
Rathe,~ the evidence is clear that concerns about a chilling effect are both 
reasonable in the circumstance,s and directly linked to the Service's conduct in 
this matter. " 205 

203, The Complainant also submits that the concerns of the targeted groups arise 
from reasonable inferences. The Complainant writes: 

"Moreover,. there is also a crucial disUnction between a chilling effect arising from 
misapf)rehension of the lltW and a chilhng effect arising from reasonable 
inferences drawn from available information. BCCLA again emphasizes tlwt in 
the present case, members of the affected groups were keenly aware of M1i1ister 
Oliver's pubfic description of them as ''radical groups" involved in "hijacking'' the 
regulatory syslem lo "undermine Canada ·s nahonaf economic interest". When 
the A TIA documents-which clearly show at least some CSIS involvement in 
intelligence gathering and sharing about groups opposed to the Northern 

201 Complainant's Final Submissions, September 19, 2016, p. 64. 
204 Respondent's Submissions, October 17, 2016, p. 2 
zo~ Complainant's Final Rebuttal Submissions, November 3, 2016, pp. 6-7. 
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Gateway project - were publicized, the resulting concems were not dve to a 
"patently incorrect understanding'' of a statutory provision, but rather the only 
reasonable inference that could be drawn from the limited information aval1able 
to them. " 206 

204. These concerns may be real, as I have said earlier at paragraph 157. However, 
I have seen in the context of the totality of the evidence which was provided to 
me during the ex pade hearings that these concerns were not justified. The 
conduct of the Service in the present case has been in conformity with its 
enabling legislation. 

205. As I found earlier in my analysis of Question 1, the Complainant has failed to 
establish a "causal effect" or "direct link" between CSlS' conduct and the 
"chilling effect" which it invokes. Having found no "chilling effect", its allegations 
cannot form the basis of a Charter violation. 207 

206. In my view, this finding also disposes of the Complainant's allegation that 
section 2 of the Charter, which guarantees the protection for freedom of 
expression, was breached by CSIS' conduct in its investigation of the activities 
of the Northern Gateway Pipeline project. 

207. After having carefully reviewed the evidence submitted to me in the ex parte 
hearings, and as l !lave said earlier in paragraph 156, I am satisfied that it 
does not support the Complainant's submission regarding a "direct link" 
between CSJS' conduct and the "chilling effect". Therefore, upon review of the 
evidence before me in this case, I am convinced that there was no Charier 
breach. 

;c6 Complainant's Final Rebuttal Submissions, Novernber 3, 2016, p. 6, 
1:c7 R. v. Khawaja 20·12 sec 69, paragraphs 79-80. 
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Additional procedural questions: 

208, The following two procedural questions arose in the context of this investigation 
regarding evidence and testimony provided by the Comptainant 

Can witnesses for the Complainant who appeared before the Committee on 
August 12-13, 2015 speak publicly about the evidence and testimony they 
provided during the in camera portion of the hearing? 

AND 

Can BCCLA publicly disclose those transcrir>ts ancJ its submissions in th;s matter 
without limitation due to security concerns under section 48 of the Act? 

209, By way of background, I will review the history of these procedural questions. 

210. At the beginning of the in camera hearing on August 12, 2015 in Vancouver, as is 
standard practice for all SIRC hearing, I reminded the parties of subsection 
48 (1) of the CS/S Act, which provides as follows: 

48 (1) Every investigation of a complaint under this Part by the Review 
Committee shal1 be conducted in private. 

48 (1) Les enquetes sur le plainis presentees en vettu de la presente partie sont 
tenues eo secret. 208 

211. Again, as is standard practice , I also informed the parties that , for reasons of 
security and confidentiality, no electronic devices, including cellular phones, IM 

Pads, or recorders were allowed in the hearing room.209 

212. I then heard submissions from the parties in respe:et of a preliminary/procedural 
matter regarding the privacy of proceedings under subsection 48 (1) of the CSIS 
Act. 

213. l first heard submissions from counsel for CSIS, regarding her concern that the 
Complainant had made available on its website a pledge form for individ1Jals to 
obtain recaps of the in camera proceedings. She stated, ''As you mentioned in 
your opening remarks, these hearing are to be conducted in private. As sucl1, it 
seems to us that offering such recaps to people outside the hearing room would 
not be in conformity with subsection 48 (1) of the CSIS Ac;l, which states that 
these investigations are to be "conducted in private".210 

214. Counsel for CSIS added: 

208 CS/S Act, subsection 48 (1). 
2c9 Transcript, in camera hearing, Vol. 1, p :3 . 
, 10 Transcript, in camera hearing, Vo l. 1. p. 6. 
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"To us, this entails that what occurs during these hearing remains ".secret": secret 
or private, Again, I am not sure what the intentions of the Complainant aro. But 
Just speculating,. would what is suggested go as far as providing tho transcripts of 
the hearing lo members at the public? There is some concern because, again, 
there is a fine line for the Sentice, as to classified/unclassified information. I 
understand these are in camera procee(iings rind gene1"8lly there is no c/8.ssifie(J 
informatio11 lhet gets divulged. However, sometimes the line between c/assiffed 
and unclassified is a difficult one_, requiring us to thread (sic) lightly. '1211 

215. I also heard in reply. submissions from counsel for BCCLA. who said that: 

•t11e BCCLA's iptenfion is to broadca,sf details aboal Iha h~.aring tlnif'JJ!Ji':. 
()em~issible. · So that is an issue that we can canvass with the Member. At this 
point, what the client intends to do is to just advise the public about who will he 
testifying on particular days; and so forth, along with tlie anticipated testimony of 
those witnesses. So JI· would be w1or to theit_m11.mm1r19 8.':i <1 witness. I recognize 
ttJat under section 48 .. tt1e Act refers to this proceecfing as a "private,. hearit)g. lt 
is m,, umJerstanding fh8t tha/ is generally referring to an i11 camera hearing at 
which others can't be present m the room as the evidence is being called.'' 212 

216. After having heard these submissions, I ruled that tl1e Committee can decide 
upon procedural matters before it, and as such, I determined that the disclosure 
of witness names was alright, but that there should be no release of summaries 
of evidence to the media. I was mindful of subsection 48 (1 ), which is the guiding 
principle that "every investigation is to be conducted in private", and in the 
French-language version, the scope of the privacy is extended somewhat "sont 
tenues en secret" l also reminded the partles that subsection 48 (2) provides 
that no one is entitled as of right to be present at the in camera hearing, 
However, I gave the Complainant's first witness, Mr. Paterson, permission to stay 
in the hearing room with BCCLA counsel. 2u 

217. To summarize, the guiding principle set out by the Legislator is the"private" 
nature of the SIRC hearing, "Les enquetes .... sont tenues en secret." The 
integrity ofthe proceedings must be respected, and, to that end, the evidence of 
all witnesses, not only the evidence of the Service's witnesses, cannot be 
divulged. 

218- The Cornplainant provided an undertaking not to divulge the testimony and 
evidence of any witness appearing before me during the in camera 
hearing.214The Complainant then asked whether this undet1aking also 

- --.. ·····-~------
'l!.I Transcript, in camera. hearing, Vol. i, p. 6 
2.12 Transcript, in camera hearing, Vol. 1, p. 7 (my ernphasis). 
i 1 Transcr·ipt, in c&mera hearing, Vol. 1, pp. ·10-11. 
m Trnnscrlpl. of in comora hearing, Vol. ·1, p. 12. 
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encompassed statements by witnesses divulging the outline of their forthcoming 
testimony. Zis 

219. In response, I reiterated that the overriding principle is the "private" nature of the 
hearing, and that the investigation of any complaint by SIRC should be held in 
private, "en secret". I added that "I have no trouble, no difficulty, with any of your 
witnesses in effect sayirtg: What I intend to tell the representative of SIRC who is 
hearing this complaint is such and such, My order goes to the actual evidence, 
the actual testimony of the witnesses, which should not, in any form, either by 
way of a summary or by way of "this is what I have said" kind of statement be 
divulged."216 · · 

220. Counsel for the Complainant then said that he wanted to reserve the right to 
come back to this question at the conclusion of the in carnera hearing_ I note that 
counsel for the Complainant only raised this matter with me again in his final 
submissions in September 2016. I also invited submissions from the Respondent 
on this question. 

221. In its final submissions, the Complainant subrnitted that: 

"the statutory requirement that SIRC hearing be held in pn'vate should not 
prohibit witnesses or the complainant from publicly disclosing that information. ,w 
The Complainant requested a formal ruling regarding the scope of the private 
nature of SIRC's proceedings in the investigation of complaints. Specifically, the 
Complainant asked the "Committee to review and clarify its order regarding the 
scope and application of sec/ion 48 of the CSIS Act as it relates to the evidence 
of witnesses ca/Jed on behalf of the BCCLA during the in camera portion of the 
hearing into this complaint." m 

222. Addressing this request of the Complainant, CSIS' counsel submitted that "ln the 
present case, the hearing portion of the investigation has concluded and CSIS 
has been provided the opportunity to protect any national security information 
which may have been inadvertently disclosed at the hearing. For those reasons, 
the Respondent does not object to the Complainant's request set out at 
paragraph 207 of the Complainant's final submission. "219 

223. In its final Rebuttal Submissions, however, the Complainant in effect, amended 
its original request and asked that my order also include the release of 
transcripts. It is evident that this amended request goes much further than the 
Complainant's original request which CSIS' counsel had agreed to_ 

m Transcript, in camera hearing : Vol. 1, p. 12. 
i% Transcript, in camera hearing, Vol. 1, pp. 14·15, and p. 125 
217 Complainant's Final Submissions, September 19, 2016, paragraph '145, p. 49, 
~18 Complainant's Final Submissions, September 19, 2016, paragraph 207, p. 71. 
219 Respondent's Submissions, October 17, 2016, paragraph 71, p. 26 
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224. I note that, in its final Rebuttal Submissions, the Complainant avers: 

"Given th8t the Service has now advised that it hes no objection to BCCLA 's 
submissions r(:gard1ng the scope and application of section 48 of the CS/$ Act. 
the Complainant requests the Committee to confirm ihat witnesses who 
appeared before the Committee on August 12-13, 201' 5 may speak publicly 
about the evidence and testimony they provided during the in camera portion of 
the hearing, and _that BCCLA mav publictv clisclose .those lraosCijpi's and its 
§.J.J.fu.nisfSjon. in hl$_.1J1Qtffil. without furlher concern in rolation to section 48 of the 
Act (myemphasis)."220 

225. The Respondent, in its final rebuttal submissions, submitted; 

"the Complaimmt has now raised "two new issues that were not found in the 
Complainant\c, submissions of September 19, 2016, the Complainant is seeking to -
make the transcripts pubfically available; ~get a directjon on an interim basis. With 
respect to making the transcripts publically available, we understar1d that paragraph 17 
sugge,c:ts that only ttie portions of the transcripts (those transcripts} of the testimonies of 
BCCLA witnesses vvould be made public by the Complainant. We req@st that the 
Committee's order specify thal only the Complainant's submissions and ovidonce may 
be made publicafly available.'' nr 

226. The Complainant asked me to issue a ruling prior to the issuance of my final 
report. 222 However, I decided that it would be more appropriate to provide my 
rulings in my final report on all questions submitted to me in the course of my 
investigation , 

227, In my capacity as an independent decision-maker, l consider it paramount that 
the integrity of the SIRC proceedings, informed by the mandatory edict of the 
Legislator in section 48 of the C.SlS Act be respected. 

228. In order to respect the private nature of a SIRC /11 camera hearing, the 
Committee, to date, has never released to the public at large the transcripts of 
such hearing or even a summary of the evidence of witnesses. The Complainant, 
of course, is present during the li1 camera hearing, and the Committee has 
provided Mr. Champ with the transcript$ in order to allow him to prepare his 
submissions. but not to disserninate them to the public. 

229. Such wide and unfettered dissemination would be, in my opinion, a flagrant 
breach of section 48 of the CS/S Acl for a number of reasons, 

230. The Committee is master of its own proceedings . This is emphasized in 
subsection 39 (1) of the CS/S Act, which reads as follows: 

--------··········----
220 Complainant's Final Rebuttal Submissions, November 3, 2016, par 17, P- 7 (my emphasis). 
221 Respondent's letter to the Commiltee, December 1, 2016, p. 2. 
222 Complainant's Final Rebulta1 Submissions, November 3, 2016. p, 7 and in its letter to the Committee, 

dated January 16, 2017. 
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39 (1) Subject to this Act, the Review Committee may determine the procedure to 
be followed ih the performance of any of its duties or functions. m 

231. The Committee also has its own Rules of Procedure224 which guide it in the 
conduct of its work. While the Committee's revised rules apply to complaints, 
reports and references received on or after May 1, 2014, they nevertheless assist 
me in ruHng on this important issue in respect of the present complaint which was 
filed on February 6, 2014. Accordingly, I refer ln particular to the following rules: 

Interpretation of Rules 

Rule 1.04 (1) These rules shall be Nberally construed to advance the purposes 
set outin rule 1,02 
(2) These rules are not exhaustive and the Committee retains the authority to 
decide any issue of procedure not provided for by these rules. 

Deemed Undertaking 

Rufe 14. 01 (1) This rnle 8pplies to information or evidence obtained by the parties 
in the cowse of an investigation before the Committee. 
(2) This rule doos not f-ipply to information or evidence obtained otherwise than 
undersubrule (1). 
(3) All parties and their lawyers are a'eemed to undertake not to use information 
or evidence to which this rule applies for any purposes other than those of the 
investrgaUon in whiclr the evidence was obtained, 
(4) Subrufe (3) does not prohibit a use to which the person who disclosed the 
jnformation or evidence consents. 
(5) Subrule (3) does not prohibit a prosecution of a person for an offence under 
section 131 of the Criminal Code (perjury) 
14, 02 If satisfied that the public interest o"utweighs any prnjudice that would resull 
to a party who disclosed information or evidence, a member may direct that 
subrule 14. 01 (3) does not apply to information or evio'ence, and may impose 
such terms and give such directions as are just. 

232. In addition, the Committee is an independent quasi-judicial tribunal, and, as such, 
it 1,as powers that are similar to those of a superior court of record. I note in this 
connection, section 50 of the CS/S Act which provides: 

50, The Review Committee has, in relation to the 111vestigation of any complaint 
Linder this Part, power 
(a) to summon and enforce the appearance of persons before the CommHtee 
and to compel them to give oral or written evidence on oath and to produce such 
documents and things as the Commdtee deems requisite to /he full investigation 
and consideration of the complaint 1i1 the same manner and to the :same extent 
as a superior couft of record: 

-----~-···· ············ ··~--~.-~..., ...... _ 
223 CS!S Act, s. 39 . 
224 Rules of Procedure of the Security Intelligence Rev:ew· Committee 
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(b} to adminis/er oaths; and 
(c) to receive 8nd accept such evidence ancJ other information, whether on oath 
or by affidavit or othef'llvise, as the Committee sees fit, whether or not that 
evidence or information is or would be e.dmissibfe in a court of law. 225 

233, l recaH again that subsection 48 (1) of the CS/$ Act imposes on me the obligation 
to conduct my investlgation in private. As an independent quasHudicial tribunal, 
the Committee has the power to decide that the proceedings must remain 
private, 

48 (1) Every investigation of a complaint under this Part by the Review 
Committee shall be conducted in private. 226 

234, Subsection 48 {2) of the CS/S Acf is also relevant to my determination of the 
scope and application of subsection 48 (1). It reads as follows: 

48 (2) fn the course of an 1r1vesligation of a complaint under ttiis Part by the 
Review Committee, the complainant, deputy head concerned and the Director 
shall be given an opportunity to make representations to the Review Committee, 
to present evidence and to be heard personally or by counsel, but no one is 
entitled as of right to be present dunilg, loJwve_ aq;':.§§..19 or to comment on 
representations made to the Review Committee by any other person. (.!ill". 
emphasis) 227 

235. Rules 16.09 and 18.03 (8) of SIRC's current Rules of Procedure are also 
pertinent. They provide as follows: 

16.09 No person shall take or attempt to take a photogt'8ph, motion picture., audio 
recording or other record capable of producing visual or oral representations by 
electronic rneans or othenvise; · 
(a) at a hearing, 
{b) of any person entering or leaving the room ii1 which a hearing is to be or has 
been convened, or 
(c) of any person in the buj/dfng in which a hearing is to be or has been convened 
where there is reasonable ground for believing that the person is there for the 
purpose of attending or leaving the hearin9. 128 

18. 03 (8) A witness and his counsel are entitled to be present at the hearing only 
w/1en t/Jat witoess is giving evjdence. 229 

236. The Federal Court found in Canada (AG) v. Al Te/bani that ''SIRC is a specific 
statutory body with special attributes relating to national security. S!RC's 

225 CS/S Act, s, 50. 
22 " CSIS Act, subsection 48 {1). 
w CS/S Act, subsection 48 (2). 
228 Rules of Procedure of the Security lntelligenco R1Jview Cornmittee_. Rule 16. 09. 
ne Rules of Procedvre of the Security Intelligence ,Review Committee, Rule 18. 03 (8) 
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proceedings establish a balance between national security and the rights of 
individuals. SIRC has powers that are similar to those of a superior court of 
record ... " 230 

237. The proceedings of the Cornmittee were well summarized in that decision. The 
Federal Court wrote: 

"S!RC investigations are conducted in private. However, the comp/a;nant, deputy 
head concerned and the Director are given an opportunity to make 
representations to the Committ-ee, to present evidence and to be heard 
personally or by counsel. Nonetheless, no one is entitred as of right to be 
present during, to have access to or to comment on representations made to the 
Committee by any other person. In spite of this, the Committee's Rules of 
Procedure allow for statements summan'zing il1formatlon from private hearing to 
be provided, to the extent that no information related lo national security is 
disclosed. "231 

"As for $/RC's proceedings rmd as was previously noted, the Supreme Court had 
already given its approval. Justice Sopink.a, while emphasizing that 1i was not for 
him to rule on the issue, concluded that SIRC's proceedings respected the 
principles of fundamental Justice." 2:i.2 

238. In short, the confidentiality of SIRC's proceedings ls the cornerstone of its 
investigations. Access to the Committee by a Complainant must be done in 
private, in respect of the principles of fundamental justice. SIRC does not 
disclose the fHing of a complaint and the anonymity of the Complainant is 
respected throughout the process. All documents created or obtained by the 
Committee in the course of an investigation are exempt from disclosure. 

239. It is my opinion that I must give effect to the intention of the Legislator 
encapsulated ln subsection 48 (1) of the CSIS Act. Accordingly, the Complainant 
may not disclose publicly the evidence and testimony which they proffered during 
the in camera hearing and BCCLA may not disclose publicly any part of the 
transcripts or the submissions of lts counsel, and I so find. 

nc Canada (AG) v. Al Te/bani, 2012 FC 474, at paragraph 62. 
ni /bid.at paragraph 42. 
232 Ibid.at paragraph 53. 
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FINDINGS AND RECOMMEND8IlON& 

240. For all these reasons, I find that the Complainant's allegations are not supported 
by the evidence, and the complaint is accordingly dismissed. 

241. While f found that the Service did collect some ancillary information 
I find that any information reported was_ done 

' wful targeting authorities in place at the time, 
I also find that 

t e Service did not investigate 
recognized as being associated with lawful advocacy, protest or dissent. 

242. I find that the Service did not share information regarding these groups or 
individuals with the NEB or other non~governmental members of the petroleum 
industry. 

243. I recommend that. the Service prioritize inclusive public discussions with the 
groups involved in the present complaint, where pos$ib.le , having regard to the 
classified nature of certain topics. 

FOR ALL THESE REASONS, ON BEHALF OF THE SECURITY INTELLIGENCE 
REVIEW COMMITTEE, THE COMPLA1NT IS DISMISSED. 

,,,.-

' -;Y t,.,,-> 

Ottawa, Ontario 
This _lg day, of _N~j_ 2017, 
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Dear Counsel : 

Comite de surveillance des activites 
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SECRET (with attach .) 

Fite No.: 1500-481 

July 13, 2016 

RE: BRITISH COLUMBIA CIVIL LIBERTIES ASSOCIATION~ COMPLAINT 
PURSUANT TO SECTION 41 OF THE CANADIAN SECURITY 
INTELLIGENCE SERVICE ACT {CSIS ACT) 

Pursuant to our meeting of July 4, 2016 and your letter to the Security 
Intelligence Review Committee's (Committee) dated July 5, 2016, please find enclosed 
the modified version of the Committee's summary of the evidence presented in camera/ 
ex parte with respect to the aforementioned file. Should any further redactions be 
recommended, the Committee asks for detailed explanations of all of the factual 
considerations relevant to the harm to national security motivating said 
recommendations by no later than July 20. 2016. 

If you have any questions pursuant to this matter, please do not hesitate to 
contact me at (613) 990-6319. 

Encl. : (1) 
C.C : ER&L (encl. 1) 

Yours sincerely, 

~0.J--{f"K.~ ~ 
Shayna Stawicki 
Registrar 

P.O . Box I C.P. 2430. Station/ Succursale ''D" 
ottawa. Canada K1 P 5W5 

Tel: 613990-8441 Fax: 613990-5230 
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SECURITY INTELLIGENCE REVIEW COMMITTEE 

IN THE MATTER of a complaint filed pursuant to section 41 of the 
Canadian Security Intelligence Service Act, RS. 1985, c. C-23. 

BRITISH COLUMBIA CIVIL LIBERTIES ASSOCIATION 

Complainant 

- and -

CANADIAN SECURITY INTELLIGENCE SERVICE 
Respondent 

Summary of the evidence presented in camera I ex pcJrte on 
January 28, 2016 and March 22, 2016 

Before the The Hon. Yves Fortier, P.C., C.C., O.Q., Q.C., Presiding Member 

Security Intelligence Review Committee 
P.O. Box 2430 
Postal Station D 
Ottawa, ON 
K1P 5W5 

Phone: 
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THIS DOCUMENT DOES NOT REPRESENT, IN ANY WAY, THE VIEWS OF THE 
SECURITY INTELLIGENCE REVIEW COMMITTEE (COMMITTEE) ON THE MERITS 
OF THE COMPLAINT OR THE POSITIONS OF THE PARTIES THERETO. 

THIS SUMMARY OF EVIDENCE PRESENTED EX PARTE THE COMPLAINANT HAS 
BEEN PREPARED IN ACCORDANCE WITH SECTIONS 37 AND 48 OF THE 
CANADIAN SECURITY INTELLIGENCE SERVICE ACT (CSIS ACT), AND IN 
CONSULTATION WITH THE PRESIDING MEMBER OF THE COMMITTEE, IN 
ACCORDANCE WITH RULE 48 OF THE RULES OF PROCEDURE OF THE 
SECURITY INTELLIGENCE REVIEW COMMITTEE IN RELATION TO ITS FUNCTION 
UNDER PARAGRAPH 38(C) OF THE CANADIAN SECURITY INTELLIGENCE 
SERVICE ACT. 

Evidence Presented In Camera I Ex Parle 

The Committee heard evidence from four (4) witnesses from the Canadian Security 
Intelligence Service (CSIS or Service) on January 28, 2016 and on March 22, 2016. 

Counsel for the Committee and the Presiding Member had the opportunity to cross
examine all of the witnesses. 

Evidence of "Witness 1", CSIS 

1. The witness provided detailed testimony regarding her work experience with the 
Service from 2001 onwards. She also specifically described her role as Chief of 
the unit responsible for the Service's domestic extremism investigation between 
November 2013 and January 2015. 

2. The witness testified on government intelligence collection priorities and testified 
in regards to Ministerial Directions provided by the Minister of Public Safety to the 
Director of CSIS. 

3. The witness explained the nature of targeting authoritie_s and how they are 
obtained by CSIS to investigate any threat to the security of Canada. She also 
identified particular targeting files under which her unit was investigating during 
the time period related to this complaint 

4 . The witness described CSIS's practices in relation to investigating threats to the 
security of Canada emanating from groups involved in domestic extremism. She 
testified that when conducting mandated investigations, CSIS employees are 
governed by the CS/S Act and that CSIS policies further stipulate that they do not 
look at legitimate protest and dissent, unless it is associated with serious acts of 
violence. 
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5. The witness provided testimony about the tasking provided to the regions related 
to politically-motivated violence and/or sabotage. 

6. The witness explained the targeting levels and warrants for certain targets within 
the Service. 

7. The witness testified that as head of her unit at that time, she had an overall 
knowledge of the Service investigations that were ongoing and that that prior to 
BCCLA's complaint wherein one of the allegations is that the Service 
investigated or collected information on seven groups, those groups being 
Dogwood Initiative, Sierra Club, EcoSociety, LeadNow, Council of Canadians, 
Forest Ethics, and Idle No More, she had only heard of two of the seven. 

8. The witness discussed what she knew of each of the seven abovementioned 
groups and her knowledge of the public's opposition to the development of the 
Northern Gateway Pipeline project. The witness also testified as to whether any 
of the seven groups were ever themselves CSIS targets, considered a threat by 
CSIS or flagged as such to any department 

9. When asked for her opinion regarding the testimony of the complainant's 
witnesses during the in camera hearing in which they stated that they "felt 
targeted" and "were being spied on", the witness conjectured that it is possible, 
that if one were associated with a target and interviewed as a result of that 
association, it could make that person feel like they were being targeted. 

10. The witness provided her ·perspective on the content of a published article dated 
January 9, 2012, entitled "An Open Letter from The Honourable Joe Oliver", 
which includes statements from then Minister of Natural Resources about 
environmental groups in Canada, in which he comments that "there are 
environmental and other radical groups that would seek to block this opportunity 
to diversify our trade", in reference to the pipeline project. · 

Evidence of "Witness 2", CSIS 

11 . The witness provided detailed testimony regarding his work experience with the 
Service as an analyst within the Intelligence Ass.essments Branch (IAB) and 
indicated that he primarily specializes in domestic extremism. 

12. The witness testified on IAB's mandate and deliverables to the government of 
Canada. He outlined IAB's main responsibilities which include preparing and 
delivering briefings, assessments and reports, providing background information 
on operational and managerial programs and preparing Threat and Risk 
Assessments (TRAs). 

13. He provided examples of IAB's high government priorities and emerging threats 
during the timefrarne related to the complaint. He testified that CSlS was mainly 
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focused on issues related to the the Winter Olympics and the G-8/G-20 at that 
time and they were occupied with trying to identify any potential threats from 
domestic extremists for either of those events. 

14. The witness testified on the evolution of the domestic extremism threat over the 
past years . 

15, The witness described "domain awareness" and provided specific examples of 
files which fell under IAB's work involving domain awareness during the 
timeframe of the complaint. 

16. The witness provided detailed testimony on the biannual classified briefings held 
by the Department of National Resources (NRCan). He testified that this forum is 
used by the Service to share classified information with energy sector 
stakeholders, such as the National Energy Board (NEB) . 

17. The witness testified about his involvement at these classified briefings and 
indicated that his role there in the past has been mainly to offer the Service's 
view on domestic extremism and identify potential triggers for violence. He gave 
the Committee concrete examples of serious acts of ideologically~motivated 
violence from a Service perspective which were discussed at some of the NRCan 
briefings that related to energy and utilities sector stakeholders. 

18. The witness spoke to specific intelligence assessments that were given to the 
NEB by the IAB involving domestic extremism issues and whether or not the 
aforementioned groups were mentioned in those assessments. 

19. The witness described how the Service engages in outreach with energy 
stakeholders and also identified means, other than the classified briefings , 
through which the Service communicates severe emerging domestic threats to 
certain industries . · 

20. The witness described the policies and requirements for any meeting between 
the Service and any outside organization. He emphasized the importance of 
fostering collaboration between CSIS and any organization to prevent terrorism, 
whether it be within the government of Canada, with law enforcement partners or 
private industries. 

21 . The witness testified that IAB sometimes visits the regions and meets with their 
liaison team to assist in their collection mandate by presenting to them 
information that they may not know, be it classified or not. on topics that tl1ey may 
have an interest in . He indicated that this is standard collaboration protocol and 
part of that relationship-building with CSIS's client base, which in turn 
encourages these industries to share any threat-related information they may 
have with the Service . 

5 of 7 

4 
Page 7 46 of 1 048 

AGC0004 



SECRET 

22. The witness testified that the Service does not attend, nor interfere with , any 
events that involve legal and legitimate protests and/or dissent, as it falls outside 
of its mandate. 

23. The witness provided contextual and classified information on certain 
documentation that had been redacted and provided to the complainant pursuant 
to an Access to Information request. Amongst other documents, he specifically 
gave detailed evidence in respect of a memorandum entitled "Meeting of the 
Deputy Ministers' Committee on Resources and Energy.". 

24 . The witness stated that he has never briefed Minister Joe Oliver on domestic 
extremism, and that as far as he was concerned, the Service was unaware as to 
who briefed the Minister on the information related to his public statement in 
2012. 

Evidence of "Witness 3", CSIS 

25. The witness provided detailed testimony regarding his work experience with the 
Service as an analyst within the IAB and indicated that his specialty lies in the 
Energy Sector. 

26. The witness testified that his primary responsibility was to provide intelligence 
assessments related to threats to Canada's energy and mineral security. He 
summarized the energy sector file, for which he is responsible , and highlited that 
the interests of his portfolio were restricted to threats to energy and primarily to 
critical energy infrastructure mostly from domestic extremism, terrorism, or 
possibly from foreign states . He testified that a secondary responsibility of his 
branch was to provide assessments relating to economic threats or threats to 
Canada's economic interests related to energy in the area of proprietary 
information. 

27. The witness testified that he has been a coordinator for the NRCan biannual 
classified briefings since 201 O and described the origin and purpose of these 
briefings as well as the Service's role. He further testified that, although he is 
responsible for writing a memo to management regarding the briefings, there is 
no formal Memorandum of Understanding. 

28 . The witness testified that he has never personally seen any information collected 
at these briefings by the Service and that, should members of the private sector 
wish to provide information to the Service, he explains to them that the proper 
format for them to do so is to notify someone at the regional offices. 

29. The witness provided testimony on certain topics that have been discussed at 
past NRCan briefings. 

30 . The witness gave examples of some briefings or liaisons with government or 
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private sectors in which CSIS participates other than the NRCan briefings. 

31 . The witness spoke about the context and content of the information that was 
redacted in the complainant's version of an email, dated April "19, 2013, referred 
to in the complainant's exhibit book, which mentions security concerns regarding 
the Northern Gateway Pipeline project. 

Evidence of "Witness 4", CSIS 

32. The witness provided detailed testimony regarding his work experience with the 
Service from 1995 onwards. He indicated he occupied various positions with the 
British Columbia Region between 1998 to present. He also described his roles 
and responsibilities as the supervisor for the unit responsible for the Service's 
domestic extremism investigations in Vancouver from 2010 to 2013 and that, as 
a supervisor of the unit, he was aware of all actions taken under his remit at the 
time . 

33. The witness discussed the mandatory process and requirements for an 
intelligence officer to make a request to conduct a community interview related to 
the Service's domestic extremism investigations. The witness testified as to the 
frequency of those interviews. 

34. The witness provided testimony as to whether or not any of the seven groups 
mentioned in this complaint, namely Dogwood Initiative, Sierra Club, 
EcoSociety, Lead Now, Council of Canadians, Forest Ethics, and Idle No More, 
were ever a target of a Service investigation. 

35 . The witness testified that he had not heard of most of the aforementioned groups 
prior to this complaint. He specified that the few groups that he had known at that 
time was knowri to him through open-source means. 

36 . The witness testified that it was not surprising that there were protests related to 
the Northern Gateway Pipeline Project but underscored that Service employees 
are mandated and limited by the CSIS Act which does not permit CSIS to 
investigate groups or individuals for their activities related to lawful advocacy, 
protest or dissent, unless it is tied directly to a threat. 

37. The witness testified that the information flow between CSIS and private or other 
public stakeholders was generally a one-way transaction in which CSIS received 
the information. 

38. The witness testified that he did not recall having seen the article written by the 
Honourable Joe Oliver mentioned above prior to the hearing. 

July 5, 2016 
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~~ ~ ' Department of Justice 
!ffi , It, Canada 

National Security Litigation 
& Advisory Group 
PO Box 8127. Station T 
Ottawa, Ontario 
K1G 3H6 

July 5, 2016 

BY HAND 

Ms. Shayna Stawicki 
Registrar 

Ministere de la Justice 
Canada 

Groupe litiges et canseils 
en securite nationals 
GP 8127, Succursale T 
Ottawa (Ontario) 
K1G 3H6 

RECEIVED 
JUL {! S Z01tl 

Security Intelligence Review Committee 
Jackson Building 
122 Bank Street, 4Lh Floor 
Ottawa, Ontario 
K.JP 5N6 

Dear Ms. Stawicki: 

SECRET 

RE: BCCL4 - Complaint against CSJS Pursuant to Section 41 of the CS/S Act 
Your File 1500-481 

This is further to your conespondence of June 8, 2016 and our meeting of July 4th, 

with resp½ct to the summary of the evidence ptesented in camera I ex parte. As 

discussed, please find below the Service's comments with regard to damage to 
national security with respect to paragraphs 7 and 8 of the proposed summary. 

Paragraph 8 of the summary contains information to the effect that the groups 

identified in the BCCLA complaint 

The Service protects information which would identify or tend to identify the 

Service's interest in individuals, groups or issues, including the existence or non

existence of past or present files or investigations, the intensity of investigations. or 
the degree or lack of success of investigations. A security agency cannot operate 
effectively if the subjects of its investigations are able to ascertain the state of the 

security agency's operational knowledge at a particular point in time, the specific 

operational assessment made by the security agency, or the fact that a security 

agency is in a position to draw certain conclusions on a subject. The disclosure of 

this type of information would indicate the level of in.terest, or lack of it, in an 
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individual at various points in time and the fact that a security agency has enough 
information to make an assessment or draw a conclusion. 

1n forming an opinion on the likelihood of damage to national security resulting from 

disclosure of the infom1ation, the Service takes into account the "mosaic effrct''. 
Assessing the damage caused by disclosure of information cannot be done in the 
abstract or in isolation. It must be assumed that infi.)fmation will reach the hands of 
persons with knpwledge of Service targets and the activities of this and other 
investigations. In the hands of an informed reader, seemingly unrelated pieces of 
information, which may not in and of themselves be or appear to be particularly 
sensitive, can be used to develop a more C()mprebensive pictme ,vhen juxtaposed, 
compared or added to information nlfc.~ady known by the recipient or available from 
another source. 

Fo1· these reasons, the Service has suggested a number of changes discussed at our 
.!Lily 4, 2016, meeting. Upon concluding the meeting, counsel undertook to provide 
suggested wording Jix paragraphs 7 and 8 of the proposed summary of evidence 
based on the damage to national security outlined above. 

With respect to paragraph 7, upon revie\v and in light of testimony of Robert Young 
in the in camera proceedings and the summary of evidence presented at paragraph 
35, the Service has determined that paragraph 7 proposed by the Committee is not 
likely to damage to national security. 

Page 731 of 1048 
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The Service suggests the fol lowing wording for paragraph 8: 

SIRC Wording Propo1-cd wording 

The witness discussed what she knew of The witness discussed \.Vhat she knevv of 
each of the seven abovementioned each of the seven abovementioned 

CSlS or tlaggd as such to any 
department. 

groups. The \-Vitness also testified as to 
whether any of the seven groups were 
ever themselves CSIS targets, considered 
a threat by CSIS or flagged as such to 
any department. 

Should you require r·utther information, please contact the undersigned at 

(613) 842-1356. 

inccrely, ~4--.... ;;;//_ VJ /t/ , ( ___ _ 
Stephanie Dion 
·:n msel 

cc: ER&L 

• 51000-677 
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Department of Juslice 
Canada 

National Seq1rity Litigation 
& Advl$ory Group 
PO Box 8127, Station r 
Ottawa, Ontario 
K1G3H6 

BY BAND 

Ms. Shayna Stawicki 
Registrar 

Minislere de la Justice 
Canada 

Groupe litiges et c;cnseils 
en sacurna r.ationaJe 
CP 8127. Succurs;,le T 
Ottawa (Ontario) 
K1G 3H6 

RECEIVED 

Security Intelligence Review Committee 
.fackso11 Building 
122 Bank Street, fh Floor 
Ottawa, Ontario 
KIP 5N6 

Dear Ms. Stawicki: 

RE~ HCClA ~ Complaint agai11.vt (,$.TS.Pursuant to Sectio1l 41 oftlte CWS Act 
Your File lS00,481 

This is further to your correspondence of March 2nd, 2016, setting out the timelines 
for the above-mentioned matter. 

Please find endosed the summary of anticipated evidence of_ 

Should you require futihcr information, please contact the undel'Signed at 
(613) &42-1356, 

' / i Sincere. · . 

/t----·" /1· 5j 
4, . 1- ( J') '1 / . 
• ~t. · . tVtfi"ie 'Jc)t-r----
Counsi~I 

End. 

cc: ER&L 

cj/ 51000-6 77 

(... 1 ... ~~ .. la.nae .a 
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File No . .1500~48.1 

SECURITY INTELLIGENC:li: REVU:w COMMITTEE 

BETWEEN: 

BRITISH COLUMBIA ClVJL LIBERTrn:s ASSOCIATION 
Complainant 

- and -

CANADIAN SECURITY INTELLIGENCE SERVICE 
Respondent 

SUMMARY OF ANTICIPATED EVIDENCE ()Jr 

_ _,,,__.,.,,c---------------~--------

1. -will be testifying upon the Committ,;e' s request to hear testimony 
from an fowstigutor in the the British Columbia Region (BCR) for the years 
relevant to this complaint. 

2. 

3. 

Page fi!8 or 7t6 
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4. -will provide such furtber and additional testimony and 

documentary e:vidence as may respond to the allegations set (JUt in this 
complaint or as may be requested by the Committee. 

5. 1n giving bis e-vide11ce to the Committee,-will rcfor to documents 
includt~d in the Service's classified books of documents, as \71-'ell as any 
add-itlomd rele.vant documents which may come to his attention before or 
during the hearing of this complaint 

3 of 3 

Per: Stephanie Dion 
Department of Justice Canada 
National Security Litigation & 
Advisory O.rnup 
P.O. Box 8127, Station T 
Ottu:wa, Ontario, KIG 3H6 

Tel: 613-842-1356 
Fax: 613-842-1345 

Counsel for the Respondent 
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Deoartrnent of Justice 
Canada 

National Securfty utigation 
& Ati'viso1·y Grl;){ip 
i:;o Box Bt27 .. Slaton T 
Ottawa, Ontario 
K1G ~H6 

February 1, 2016 

BY HAND 

ivls. Shayna Stawkki 
Registrar 

Mlnlstere da la Justice 
Canada 

Groupo !itiges ei conseils 
en s6curit.~ ~,aticr1~~-e 
CP 8127 .. 8ucc.ursa/o T 
Ottaw;i (Ontario) 
l<1G3H6 

Security Intelligence Revie\i,: Committee 
Jackson Buildit'w. 
122 Bank S11.:el;'.t:4th Ploor 
Ottawa, Outario 
KlP 5N6 

Dear Ms, Stawicki: 

TOPSE-CRET 

rui:: BCCLl;- Complriint ,1gaim.,t CSJS Pursuant to Section 41 of tlte CSJS .Act 
You:r FUe l500N481 

28, 2'016 t !X paf'tc heru:in . in lhe above-mentioned 

Should you require further infonnation, pkase contact the undersigned at 
(613) 842-1356. 

End, 

cc: ER&L 

51 (){)()~677 
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Security Intelligence 
Review Comrnittee 

Ms. Stephanie Dion 
Counsel 
National Security Litigation & Advisory Group 
Department of Justice Canada 
PO Box 8127, Station T 
Ottawa, ON K1G 3H6 

Dear Ms. Dion: 

Comite de surveillance des activites 
de renseignement de securite 

SECRET 

File No.: 1500-481 

November 30, 2015 

RE: BRITISH COLUMBIA CIVlL LIBERTIES ASSOCIATION • 
COMPLAINT AGAINST THE CANADIAN SECURITY INTELLIGENCE 
SERVICE. PURSUANT TO SECTION 41 OF THE CANADIAN SECURITY 
INTELLIGENCE SERVICE ACT (CSl§. AqTJ .... , 

Please be c;ldvised that the Security Intelligence Review Committee 
(Com.mlttee) has scheduled the ex pade hearing to be held on January 28, 2016 and on 
January 29 2016 in the above-noted matter. 

The hearing will be held at the Committee's office located at 122 Bank 
Street, 4th Floor, in Ottawa; Ontario, and wlll begin at 9:30 a.m. 

As agreed upon and confirmed by you in your letter dated October 29, 
2015, the Committee expects to receive five copies of CStS's Book of Documents for 
the ex p8rte hearing no later than .. Dfls:ember 4, 2015. 

Should you have any questions with respect to the foregoing; please do 
not hesitate to contact the Committee's Registrar, Ms. Shayna Stawicki, at 
{613) 990~.6319, 

c.c.: ER&L 

Yours sincerely, 

(\ \i . · J _ t1Q. _ ~f-~--(~~,) l 'v-~ .... .J\ ~.\J:::. ).l.,,......,. ._J } ' 
\ I - ) 
,...,,Chal'ltelle Bowers ., .. 

Acting Executive Director 

P.O. Box J C.P. 2430, Stat,on / Succ•Jrsale "O'• 
O\tawa, Canada K1 P 5W5 

Tel: 673 990-8441 Fax: 613 990-5230 
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D~partrnent of Ju:sllce 
Canada 

N,"Jctional So~urity Litgaiion 
& Advisory Group 
PO Box 8 .i '?.7. Staiion T 
Ottawa, Ontario 
K1G 3H6 

MinistE\lre de la Justice 
Canada 

Groupe. llllg!IB el (',Olj\iiJJIB 
en sec.1rile nationa,e 
er a 121, s1.,1:cursI1IH r 
C"Jttnw;; (011111,iQ) 
K1G 3Hfi 

r~ECEIV!;:0 

tJOV '! U 2015 

SECRET 

November 17, 2{}15 

BY HAND 

Ms. Chantelle Bowers 
Senior Counsel 
Security !ntelligence Review C,)mmittec 
Ja kso11 Building 
12'.2 Hank Street , 4111 Floor 
< ttawa, Ontario 
K1P 5N6 

Dear l\'1s. Bowers: 

RE: JJCCLA - CompltiiJU ,1glliJ1s1 CSL'J Pursmmt to Section 41 of the CITS Act 
Your File 1500-48] 

This is further tl) our meeting of July 8, 2015 and the earlier meetings of April 29 and 
June 16 with your pNdecessor, the Honorable Sylvie Roussel. 

Enclo:,;cd is the ''SIRC Compluint Worksheet" which w~s filkd-out as per our 
discussions. As stated on the cover page of the worksheet, the purpose of this document 
is to outline the collection strategy and focus of the complaint that wiU be agreed to by all 
parlics. 

Should you require further information, please C.'.Ontact the undersigned at 
{613') 842-1156. 

Ca, lJ~i 
Jlc:l( a 
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Stephanie Diem 
ouirnel 

Encl. 

cc~ [~R&.:[~ 

- 2-
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SECRET 

2014 07 08 {based on conversation with Sylvie Roussel 2015 06 16 and 2015 04 29) 

SIRC COMPLAINT WORKSHEET 

STRATEGY FOR DOCUMENT COLLECTION AND FOCUS, POST~JURISDICTION 

SIRC may search independently in BRS in order to make a -determination on jurisdiction. SIRC 

may also require access to certain documents (such as SSB documents) to make this 
determination. ER&L will assist with this. 

Should SIRC decide that it has jurisdiction and will investigate a complaint, a meeting will be 

held with a representative from ER&L, SIRC counsel and Service counsel in order to identify 

SIRCs areas of interest and formulate a strategy for document collection and disclosure. Th is 

meeting will clarify the issues the committee wishes to investigate and to allow document 

collectio:n for disclosure to SIRC to begin. 

The purpose of this document is to outline the collection strategy and focus of the complaint 
that will be agreed to by all parties. This strategy may change throughout the investigation 

process, but should SIRC or the Service identify a need for this (:hange, all parties must be 
informed as early as p.ossible. in order to be able to effectively address this change. 

This worksheet deals strictly with the issue of disclosure as it relates to section 39 of the CSI.S 

Act. 

Page530or716 
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SIRC Complaint Worksheet 

~ ame of Complainant: 

I ecCtA 
--------------008 of Complainant: N/A 

• ·•···•LO ..... . ......... .. . , .... O• /•' ..... ,,• • ••• • • •• - ..... •·-............ --..~•~•• ... •• • ...-. • ••• ' ,, , .,.,.,. ,··· • · ,,,.,.. ,, • •OOO H0 .... 000,0 , ,., •• ,,, ,•• _0000···•• ·•• '-••··•••--··•·--·""'••••••••••·•··•···· .. ··•••••••••••••--·"""''' "··----·••···•·--·• •·· •••·•• · 

File Numbers - ER&L Fite Numbers ~ SIRC l 

1500-48:1 
. -- I 

- ------1----- , 
Pmit-Jurisdlttlon CS!S•Smc meeting Dates: 2015 04 29, 2015 06 16, 2015 07 08 

S~mmary of Complaint: (as defined in the ietter of 
complaint to Director and SIRC) 

CSIS is gathering info about Cdn citizens and 

groups engaging in peaceful and lawful expressive 

activities, and sharing it wit11 other government 
bodies and private sector actors. Specifically NEB 

re: Northern Gateway Project 

As defined in the pre-hearing teleconference cal! 

2015 OS 20: 

.i BCCLA is only interested in any CSIS investigation 

or in-formation sharing re the goups { Lead now, 

ForestEthlcs Advocacy Association, the Council of 

Canadaians, the Dogwood Initiative, EcoSoclety, 

Sierr~ Club of BC, Idle no More) as thev ref"te to 

i Northern Gateway Pipeline protests 

i 

-- --·-------------
SIRC will investigate the following: 
(as discussed at the meeting) 

"'SIRC may advise of a shift in parameters at any 
time 

Confirmed by letters between counsels and at the 
2 pre-hE"iaring teleconference calls: 

1- Did the Service collect, by investigation or 
otherwise, information or intelligence 
about groups [Leadnow, forestEthics 
Advocacy Association, Council of 
Canadians, Dogwood Initiative, EcoSociety, 
Sierra Club of British Columbia, Idle No 

MoreJ or individuals for tt1eir activities in 
relation to the Northern Gateway Pipeline 
Project? 

2· lf yes, was the collection of information or 
intelHgence lawful? 

3- Did the Service provide information 
relating to groups [Leadnow, Forest!::thics 
Advocacy Association, Council of 
Canadians, the Dogwood Initiative, 
EcoSodety, Sierra Club of British Columbia, 
ldle No More] or individuals opposed to to 
the Northern Gateway Pipeline Project to 
the National Energy Board or non
government members of the petro!ewn 

j industry? 

t 
4- lf yes, was it lawful to provide this 

information? 

P-re-Jurisdittional database searthes · j Hits 
~-~• ••"•"•-••••--•••• .. ·-••••••••••••"'•"•••••• - •-•••••••• .. ••• .. •• .. -~•• -••-• ••- -·•---• --~••-••••--M•-------~---
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··- ........................ --·•-······· ................... _ .. -......................................... j 

l 

--
; 

·--··-··-·- ........... 1 

! 
j 

-j 
! 

Branches/Regions queried (IS, walk-los, R&S, etc.) Other Branches and regions that will be 

ADP approached to provide documents? 

BCR, PRJIIIIIHQ, IA8, possibly ITAC 

"'BCR, PR,.Q! request to search f<>r group 
names 
- HQ to 1:1lso provide-Directional 
Statements rrom HQ to Regions (since 2009 12 
31) 
"'IAB: reports re energy s,ector, NPOs, contact 
reports, briefings (since 200912 31) 

i "' ITAC: Report matrlx - title of reports, 
dissemination chart, 
-(since 200912 31) 

........................ ........... ~-~----- -----""------~--------·----' 
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BRS search string variations: 

L...,-_ .... _.--_··===--·-·-_··_-_···_····_·-_-._-_=-~-.. -_-__ - . .,.,.---_-_ -_ -_-__ ----'---- --·--· ................ ... .-.-=::.=1 

t----··· .. ········ ·········~·-··-----------,---~--··---··-·--___..... ... ______ _ _ .__, 

I 
Agreed upon Search string: l 

1 
Proposed Search String (8R-S): 

i 
j 

L ....... Asabov, 

l 

__ _ J_ -~~--a--b-ov_e ____ . ____ r_o_m_2_0:.:1.~ ~~------

Page !::-33 or 716 
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" 
Usually searched, depandlr1g on type of complaint: 

Not searched unless requested, 

Other BRS - required: (from list above) 
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1 

3 

4 

5 

6 

7 

Pr~p;;~ed·- search string: 

As above 

SECRET 

No. of Hits No. of Hits 

·=··· ·····-·-····- ... ··- --~· ····· ···· .... · .. ~~---·-·-··-- ·-·-·---! Agrned upon Search striog: 

I As above, 

! 
j 

8 of 10 

Page !:-35 of7t6 

AGC0010 



SECRET 

~ ----·-_____ :=1:.: ....... -----------·····-·~- ~-~~ 
Other Service databases besides BRS and -to be searched? 

No 

. ·--- - --~---- --

--------···'·--··········-·······----·····-··-··~·····~--·-----
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~----··~--·······-·-· - ····---················"·--· ················· ·· •······· .. ························· ....... --, .. , ___ _ 
Additional Information: 
0 ADP- Received a copy of a complaint letter to CSIS from BCCLAfrom 2009. Have notdlsdosed to SlRC 
not relevant a:nd no complaint to SIRC ever filed** 

----··---······· .. , ........ . 

Stephanie Dion, NSLAG (ZOlS 04 w, 2015 06 t6, and 20JS 07 08) 

ER&L {2015 04 ;HJ, 2015 0616, and 2015 07 0:8) 

Sylvie Roussel, SIRC (2015 04 29, at1d 2015 06 16) 

Chantelle Bowers, SlRC {i015 07 08) 
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Oepartrni£int uf Justico 
Cfmf1<Ja 

l'fati.:ma! Security Utignfior; 
& .A.c:M:tory Gm:.,;p 
PO Gi>x M27. $la!ion T 
O•ruwB, Ontiub 
K1C. 3tif; 

BYHANn 

Mlolstore de ta Justic& 
Ganada 

tJr{1~1po !i~ig~1~ et cor1$~:,~ 
1;1n sec,;tite natlm,ale 
0' at2l, s,..iwws«!~ -r 
.Ott.-,w;i {(.)nlririo) 
Klf.~ 3H6 

R.ti:: BCCJA - C'rmq;Jaint against CSJS Pur:•mant to Sectio1t 41 <if"the CS!S Act 
Your l<'Ue JSU!)~48t 

Bt~lmv )-'OU will find the topics that will be addressed at the e,x pa.rte hearing of the above• 
'n'H-mtinnt!t! mi:m.er. As mentioned hi my con-espond1:ince ()f J um..- :!"l ~ .... O 15, the- wit.t:1c!:.S!.!S 

have not yet been idcntifa:d w, we do not have an indicMion of wt.ten lht.> ex part<! fo!arit g 
will be held. 

an, operational teports in the Service's holdjn.gf; mentioning the group~ i<lentifitd 
in the complafol ktter: Lcuduow, ForestEthics Advocucy ASSQciation, Coundl of 
Canadlmis, the Dogwood Initiative, EcoSoclety, Sk11'a Club of British Columbia, 
ldi~ N(l More: 

th~: lmd hg ,m;:e Assessmi.mt Branch (lAB) ,,nd it; role in ddivering briefing:~ and 
reports to Gtwemm~~nt of Canada and lHhers partner1;1; 
the Servh.:c's inw.1l.vcm.ent in the biunmml Nntionf~l Resourcer, Canada classified 
briefings. 

( .'( .. 
1 

,_}lf,l 

AlI Hfla 
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Sf~CRET 

Ad<litiomil witnc1;1ses may be req,.frret a11d other lopics ma)' be .-td~lr<•s~ed ai the ex pane 
his.u'.ing in .,rdi.;r t-0 mspon<l to iswe~ raised at th~ in C(-llt-tera hef1rings a~ i>.'e.U a, iru:iuhies 
m~de by the Committee. 

Should you requite tu:rtber information, please oonta.ct the undersigned at 
(613) 842-1356. 

cc: ER&L 
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Charryp& 
,;~ssoc1ates 

www. champlaw,ca 

Our file: 155-5 

March 25, 2015 

BY COURIER 

Shayna Stawicki, Registrar 

.i: : · 

Security Intelligence Review Committee 
122 Bank Street, 4th Floor 
Ottawa. ON K1P' 5N6 

Dear Ms Stawicki: 

Re; British Columbia Civil Liberties Association ("BCCLA") 

Equity Chamber~ 
43 Florence Stre-et 
Ottawa, Ot>l K7.P' OW6 
T: 613-237-4740 
F: 613-232·2680· 

Paul Champ 
pch41mp@champlaw.ca 

Complaint re CStS Surveillance and Information Sharing with the NEB 
StRC Fite No.; 1500-481 

We are wrjting to i11quire as to the status of above-noted complaint by the British Columbia 
Civil Liberties Associ ation ('(BCCLN'), which was first presented to the Revfew Committee 
on February 6, 2014. 

It has now been more than three months sfnce \·•le tast heard from the Review Committee, 
and BCCLA contimies to await further information from SIRC regarding the next steps in 
this matter. As noted in our December 9, 2014 letter, BCCLA fs prepared to proceed with 
its complaint before Mr Fortier, and looks forward to hearing from you soon to ensure that 
the Review Committee's inquiry into thls important matter proceeds in a timely fashion. 

We also take this opportunity to call the Review Committee's attention to additional 
records which have recently been disclosed under the Access to Information Act. These 
documents, Coples of which are enclosed tor Mr fortier' s review, provide further evidence 
of CSIS~s ongoing involvement in gathering and sharing information and intelligence about 
protests concerning the petroleum industry 1 including the Northern Gateway Project. 
Perhaps most signmcantlyJ these records show that CSIS prepares reports and shares 

Rights Equality Dignity 
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i, rmation regarding protest activities, even where it recognizes that such actions are 
lawful and therefore outside the Service's statutory mandate under s.12 of the CSfS Act. 1 

As set out in BCCLA 's initial complaint, such intelligence gathering and information sharing 
regarding l~gitimate and lawful environmental advocacy on issues of significant public 
debate is a disturbing trend that represents a significant threat to the freedoms of all 
Canadians as guaranteed under the Charter. It is also a dear sign that CS.IS is acting well 
beyond its statutory mandate. As you know, Parliament has placed very dear limits the 
scope of the Servk~.~s intelligence-gathering activities, ex.pressly .providing that CS!S's 
mandate 1'does not 1r)clude tawful advocacy, protest, or dissent. 1·''· 

Given the foregoing, we would ask that you please provide copies of the enclosed 
documtmts to Mr Fortier. We look forward to hearing from you very soon regarding the next 
steps in Review Committe-e's inquiry into this serious and important matter. 

c: J. Pat~r~on, Exe<.:utlve Oirn,tor, BCCLA 

---....... ..... -........ .. 
1 See., e.g., Memorandum of Assistant Plrector Tom VenMr to the Director re Meeting of the Deputy Ministers' 
Committee on Resources and Energy, Monday, 9 June 20'14 at page 2 of 3: "The Service re<.:ognt:zes that many 
of these i!lsues involve legitimate protest and dissent and as such, tw,ve no rnar1date nexus!' Also see; 
Memorandum of Assistant Director Torn Venner to the Director re Meeting of the Deputy Ministers' Comirdttee 
on Resoun::cs and Energy, Monday, 19 June 2014, at paies 1 and J of 4. 
1 Ccmadicm Securfty lnteWsence Service ACL', RSC, ·11as, c.t-13 , $. 2. 

Rights Equality Dignity 
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,;,_.(: ,· -1, •',••11 ·'• ... , -

... •. « .. 

Mr. Jim Brt:m::-;kill 
Th~ C~madfan Pres:i< 
S0-0,-16> Sparb Street 
Ou~wa1 Ontado 
KlP 5H9 

FEB 2 7 2015, 

Thfa tdcrs k.1 your At-cess to b1/immuion Act request of November rn. 2014, for ''2014 06 04 / 
Backgnmt.Hi Note for DM RtsotU'tes aod Energy, C{truruit:tte (9 Jarnt WH) l lntcrmd 
Tr<.l~king N•), U?S07; and 2tH4 06 17 f Uackgtound Nott for OM Re,,:.t,urces 1u1il En~rgy 
C<munittt:e (18 June 2014) ! lnftrn~! Tr.a.eking, rcceh,~d on N~vemher 18, 2014", 

Enck,s.ed pkri'M: find a copy of the rdcasabk material pertaining to the su~l•:.ct of your request 
Portions of fue material have been exempted frmn dil;cfosure hy Virtite of tmc r:r m1ms of sertions 
l 30), l 50) {a,; it rdmes l<:) the effi;;rts of Canada towards detetting, p:evenfaig or suppressing 
s1ibv~rsiv~ Qt hostile l'.i<:tivitfos), Hi{ l)(a) or (s::), 19(1 J, lil.rid/ot 21 (! )(a) cir {b} tJf the Act, 

\ViH, regards to th~ infrw1tm,i(>n exempted p (ff~UMI ((.) Sld:isec"tfort t 9(1), 1 i.vfah t,-1 infonn you th,it 
the dlsdosure provfaforis cnntaine.<l in subsectim1 l 9(2) w:ere considered h•\\'C\ •er~ tu:me of them 
applied, 

Y(J\l may i;m¢ 1.b,;: (ontact infrm1-:iatk).n locattid i~ the kctcrhend tQ crmta<:t us .should ynu wish tn 
ol1tain cb:tiCT~utfon con,;;t:.ming yQur requt:%t- Please provide the me numl.it.r at tbe Kip of ihh 
kiter in 11ny 11uhs{!q_uent t<Yrre~r,ondence, 

Pfoase be advhcd that you it.ft'. eotitk<l to fik a compfafot to the li1formatfon Commissfrml:'.~r 
C:<Jncenting the vm<:cssing of your ie.qlttst within sixty tla.y~ of the x<:ceipt of this notki,:, ln the 
event you decide to a~aH yrmrgelf of this rfv,ht, your notice of compktiut shoutd be *klrtssed to: 
lnfoonatkm C<m:unisslm,er of Canada, 30 Victoria Street, Gntim::iau, Quebi:1c, KIA 1l-Et 

(;1.)onfo:mtor 
Ael:css to Information and Privacy 

f~ U. ~)<:.~; !~:n1: f!.l~~t~:;·;~·: v--r,'., Oi~~~~f::),_ (t:::t.:.~fi~> ~::~(;.::Sf}'.:: (: P 9?:K~~ :~!i::'.i:.(~n~~t -❖ r,·, Ot~w:~ g'.}:):~::-~d~~) K ~(~ :;t:,;::i 
!rt H"'t J;: ."JJ ~ --~~J~ 1- ?~TI -~:>'~t~-.:1J'J!H ~:t;,"l ·. ,:&J:~)}>0~ -t 2·r ~ 
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MEETING OF' TUE DEPU1Y J\UNlSTERS* 
COMMi'l1'Ef: ON RIU:IOURC:l::S ANO ENf:RGV 

15:00 ~ '£6:00 
Munday, 9 June 2(H4 

269 Littu·ier Aw.mttf!: Wt.itr 19th i'toor- Boardroom 

Thi:, ad hoc meeting of J)eputy Miuistern has bren caHe<l t-0 discuss th~ t1.>dem1 tespons~ to 
protest. as~iJciated with re.sour\')! ff<ni.i enorg_y devdop,nent l.n a.nl'lcipation of pot1~ibfo events ifl 
$~1m1'11er lOH The issue is being dn\<en by violtUa$ of the hydNiulic {hui:t1.iring protests hi N1M 
Brui1swfok ifl 2013 (TAU 1), Md th(': Govi:•.rtunl.'!nt•s interi1<<;t it1 as~t.Htting a prnactlve. approach to 
possible issues ~ the summei ap1Jnr.1.ches, 

Pubtfo S,tfo!y wal prnsent •fl the Government Opera:tions Contre (GOC}r¢port titled 
''Gove1 mneut of CM;ida Risk Fore~if ~- W 14 Protest~ ~rid Demoustr~ion Sta.:mri" fl'AB 2) ln 
whfoh the GOC idtmtifi~s and asws~es tht potential ri1>b 1JJ!S0'11ated with the ~pring/i..ummer 
protests and demonstratkms. The GOG M~Kit~{ thti risk for Z014 a-5 low (dmracterfa.ed by 
RwarenesS,,,fa.tiMhig. prptcst !;l<.iivitfo~.) with possible medium risk attivities. (dmract~d::t.{.-ti by 
disruption to critical infrastrnct:ure lndudh* trani,pmi:atfon network~}, 
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Trnditkm~l Ahorlgi!).!\l artd tre.'liy rights l$su1}.s, hi:cl:uding tand tl$e. J3e"<'$iSt .um:ws.Camuilt 
mscqtttmlt t¢fat~d to rtaturn! rnsout~~ 

dev~k,pment Jt~r(}~ C~nitda is Jarge;ly ~n extenskm of traditionaJ (;eU!;Uf.lS, 1n Uritfali Colcml>ia. 
thfa is p.rimarHy i~Jatij(l t<l ?¼iclfoe prQJA<~~ {~u§;\h mi Nt)rthd11 Gat¢v,·a,y), fo ce:ntrol tnitd:a., 

Th~ Se1-v1r..)e reCflg!1lzts ·that mani, of tb:s_~ fasue~ lr.vt)h:,i 1egitimite ptcitest :mo diss.et.tt and $:S 

t¾¼~h, have 1,.r: mMd~te nex:t1$l, 
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€11dmi~i: 

Tom Vtm\tr 
As!li!';tftnt Dif«'tor 
J)i:ilk:.v and Sira.tew~~ l)a1tnen1dps 

SECR€T. 

~ TAB h "Violent Ccijf,oo.~lion tiv~r SeLnuc Tesfo'!g: {.Hy<l r:.u!fo Fi;acturing) In 1'fow. 
BtWliWfok'' 

• TAB z~ ''<lovemment of Ca1m& Ri$k Fo:t'cc,tst - '.l:O t4 Protests rutd Demonittation Season 
. ((..i:i:,~rm:nent Operatioru1 Ce11tre) 
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SECRE'C 

Violent Confrontation over Seismic Testing (Hydraulic Fr:u::tudog) in New Brunswick 

On 2013 t() 17, violeiw.e erupted near the Elsipogtog Fir~t Nation, New Bnmswi,'.k, when the 
RC~1P enforced a pn:windal c-0tirt in}.mction agzi.nst an encampment of 

(bot ·fored b , a numbet of s •rt'..dc cribe<l Mi'kmaq WMl'iorn). 
The camp. situated ort fhshway l :34 (nef.lr tlic town 6f.R.eX.1flJi). hai1 blcci<.~ the facility m:icl 
eq¼iipmtmt of S\>\'N' l<-1iso1..ir'ctts Cnnad.ll ( .an Am~dcan~<>¥vr.1ed shale.gas exrllotatlrn1: t.(JAt!Jnm ) 
since September 29, 2013. 

A broad convergena~ of Aboriginafa and non-Aboriginals have attempted to p.reveni hydraulic 
fracturing in New Dnmswick since 201 l, but since the late spring of 2013 hav~ sought to prevent 
SWN from conducth1g prefiminaty sefomic testlng which is done to ascertain if hydraulic 
fra~turing J!; foasibie. 

During the Octnber 171'):, raid and subseqt1~nt 
.arre~ts. Molotov cocktails Nere thrnrvn at the 
RCMP and ~everal shots were tirn<l from the 
nearby woods. Shortly afo::r the initial R(',;;\,fi> 
raid, approx..ima1ely 300 focal Aboriginals and 
1m1H\bo1ig(ni:i?s C<m.fronted and sub~eqi:Wm:ly 
broke the R(Jv.rP Hm:i re~uhjng 1n a<ldltkm.al 
arrests. During this period, six RCMP v~hicks 
were tfostr-0y~d by fo~. In total, 40 p{.>ople ,vere 
arre:,ted 

The RC1vf:P recovered three flream1s, knives, 
unspent ammunition, and smu.lJ imprnviscJ 
explo~ive <levic-es (JED'S) from the camp. H.C;.\-1.P A~si.stant C~m1missioner Brov.,n ~ttb8equent!y 
stated that the ITJD? s "·were akin to a. Boston Marathon-type of l>on)bing y, In response t<) the 
RCMP Iai<l, ,md in S<..tpport of the Eh:ipoi_>rog J<'irst Natl\W, activists and militants engaged ill 
more than 50 peaceful solidarity protests, demonstrnt1ons and road blockades across tl1e c-otmtry. 

Sinc.e the si.im.mer nf 201 l, 
mihtnnt~ and extremists have engagoo in equipment sabotage, multiple ma.d bto,·kades, and the 

----------~,,~«' 
1 ../\!W1tllilied iiHlie Uniled Nati.mJS.Dt.>clamtfonof.Ri~ll!s of lndlgenous f'copk-s: (UNDR!P) w'hidl C:iw100 endm-:s<:d 
a& m1.:~plmi:ior1al doctulU'.1it tx12oro, 
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<lestructi on of six RC.MP v-ehides {prl:!viously mentlcmed) rt.s-olting in over I no arrests si nee June 
:2013. The C\}gt ofindustrial ~uipment sabotage has ~;xceci<led $250,000 (exdudfog the ~stimeted 
$300,()00 to replace the six RG!\1.P' vell.idei;) while the additional ccist to l.a:w ~m:force.m~t hat 
reportedly m.irpa%ed $4 millfon., 

Thill< fod uded 
S(mie of the sdt:'.-<le.o;; -ribed "'wff'kma<i \.Varriors" ·who ¢1WHt from other parts of the Maritimes and 
oHen at!~n1.pted t-0 co,.,opt the direction and actions of this gi'c:tUp. 

Regulat<.)J:1' .and Cro·wn d!..'cisiom; on .a ruugc of natural re.;;ource tk.Yelopment and 
critical in.frnstruclure projects ar~ exp!!cted. in 2014 

RCMP Phow of .sorne of the item seized at the rnld. 

8 of 21 AGC0012 



UNCLASSIFIED 

~':)ye~nment c;>peratio,r1s ~entre .. 
Government of Canada Risk Forecast 
2014 Protests_ & Demonstrations Season 

Date of issue: 01 May 2014 

GOC-COG 

Uvf PORT ANT NOTICE 
This document is the property of tha Govem,,-,ent of Canada. It is compit€d from lnformation 
receives'J !'or of!lc.,'i<1f pwpos~s only and ln confidence from a number of depaitmant~ and 
a_g~ncies ofthe Govermnent of Canada. I1 ls provided for official use only lo the reelpient and 
(;lhars in tho reclpRmfs dep.1rtment tlr agency. As sudt tha inf.:1rmafon providoa fffllst be 
prottH:led in accord<'n1c:e wnh th~ pr-0vlsions of the Aix:ef.$ t.r; fnfomwitlon Act, the Pnv.1cy Act 
,mg .the Po ijcy on Q.Qvenmwnt Stcurlty _ Neither the ctoi;LHllt((11 nor any of il~ Got,t~11 b, can h.i 
<lissemi<Hiled uts;<le the fllClpienrs d~pi311ml}nt '1r ai;ency wilhoul prior ~pp.oval by th~ <lrigint.t! 
t.<:mtrilmtlng dep~t\,n~rrt or a9en<;y a.n(l tho G6vornlli(mt Opewiions Centre {GQt)}. 1't1l$ 
<lom.1mo111 may bf iml}jal-i to discIeiionucy orril~ind~•M1 tJ:(crnptkm 1Jncie1 ·tile A<xw1i- to 
lnformat/011 Acl' 01 Priv~cy Aof. If a request for acce-s.$ is rec;ei>✓ed, no d~ci.1io11 t, ould be b~k~n 
wl!hottl prior cmisUft;. Hon with (ho. (ltlgiw11I cr:>ntrl4iiting depMrnent or ~goncy of tha Govarnmenl 
of Cana<la. 

RDIMS# 1092.364 Prepared by: Planning Division 
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EXECtfflVE SUMMARY 

The notoriety and success of past civil society movem~nt~ including the Arab 
Springs (2010), the Occupy Mov~ment (201.2'!present.). the Idle No More 
movement (2012 -· 2013} and Pipeline demom~t.rations acro$S Canada and the 
US, as wet! as the provlnce-wrde student demonstrations in Quebec (2012) have 
inspired cmzens f(l build grass roots movements and have 1tieir vok.:es heard on 
a wide rJnge of issues acrots :arger and larg.er g11mgraphic areas. 

Over th& last several years, protests end demonstrations in Canada have been 
motivate-d by social. politlca.l, environmental, Fl!"$t Nations-related issues or some 
cornbkiation of these, These general cat.agorizaHons con1lrnJe to hold true. 

Based on prevlous Government Opemtions Centre (GOC) work on histofif..at 
protest/dwmonstr'ilUon trends and ongoing tracking of protest ~nd demonslfation 
trnnd$, as we~l -as pwbt;c announcements sno otner pre--p;otesVdemonstrntlon 
in.dicalors o.bserv.ect by th.a GOC and federal partners, a number of conclusions 
can be drawn: 

• Of tne usual protests and demons.trntions which ocwr in Canada annuaHy 
onty a limited number rise to the level of belng of a natiort.al interest; 

<t The majority d prote~ts-and demcnstratioos are pea~fu1 in nature and 
their indhddual impacts are shorHived; 

• Dua to the !ocat nature of protests and demonstraHons, it rs bften djffieult 
to oevetop a national plch..ire becewie most infotmatlQn am:! impact stays 
at the tocal level; 

• Other aspects of protests af'Ki demonstrat.ions need to be- considered {e.g., 
the us~ fif soch;1! media, the engagom~nt Qf }''Outh populatk)nS; Hw 
perceived suc,cess of prevto!..ls prot(lst •rnovementsl', growth in the 
geographic brnadth of protast and domonstra1ion activity, a!?, wf.llJ as a 
seeming increase In th~ tergeting of crlfica! if1fmstructure); 

" Exa.c.t triggers an~ difficult to pre-Jict. \!\that information or action will be 
seized up,on as a tdgget ls not \.isually kno-wn to either side ti a 
comrontaHon., and the.re are too many potential iriggar points to i<.ient!fy 
whlch ones will ignite a sltuatlon: 

• At this point. the federal partners c-onstJfted had no lnformatlon to indicate 
that .any identffied issues had yBt provoked significant organizing ac;,i:ivlty 
or would do so in the near to med1wn l'erms. 

(
'I Jt"f ,.anat1a ct. 'i.QC-CO!i 

~ ·-· 
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Thus, the GOC forecasts a tOW risk. during the 2014 s:pring I summer pn:itBst 
and d~moostr~tion sea!ron, with the possibility of M~OUJM tev$1 events 
occurring. 

1. SCOPE 

Toe pt1rpo$e of this d0Cl.1ment rs to identify and assess the- potent.la! tt$I<& 

associated wrth the 2014 sprittg J summer protests and demcmstratloris se~son. 

While response to protests and demonstrations do not gene:-a!ly fatl unuer 
tedera} res.ponsibHlty, disr-uptlons to critical infrastructure may trigger a feder~l 
res.pi:;inse, ot at least situational report:lng by the GOC. 

ihe rli:;k forecast is based on a previously completed five~year envlronmantal 
scan, a statistical update to the, sc:an, as w~H as an interdepartmental meeting 
(.A;prH 1, 2014) host~<d by the GOC and oons,sting of repr~sent~tivas of nine other 
federal partners organizations, The ma@Ung was used to discuss and share 
information cag~rdlng members' knowle<:lge cl any future poie,ntial l~rge, 
disruptive or geogr$.phica!ly wldesproad prutests or demonstrations in Canada 
whbh may rise to the level of natfonaf or federal hternst 

J, SACKGROUNO 

As a result of the increased scope and reach of tMf society protest and 
cfamonslfatlon s-ctivttles, am! thei, correspor,dtngly wlder impact on critical 
infrastrncturn, the GOC blgan to examine the strategic effect of matot protest 
and-demonstration movements from the perspecti~e cf th~\r growing frequency,. 
their tmpact an critical infrastructure, and of lhe iic-ed for any federal government 
response, 

lt'ie GOC conducted a tlva,-ye:ar environmental scan of past pro1~sts and 
demonstrations in Canada ttiat affected the r,ational int,rest or had an impact on 
critical irtfrastructura, 

After r..onductlng a trend ~nalysis of protests and demonstrations, the GOG 
concluded that most cf the protests arid dernonstrt1tk)ns naturally feH into four 
primary categories: 

# Sociaf htsuas protests lnctwde speGiL~ fssue~ and concerns (e,g, l~bour 
(lCtioni1 anti/pro--i!bortlon rights protests1 pm-marijuana demonstrations),. 
as weO A$ broa~Nbased grievances and prot~sts against gen~ric 
c<.mrt!Hons {e;g,, Oocupy W~H Street). 

Page 2 of 8 
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• Political ls~1Jes protests are generally for or against domestic or 
int.ema,ional poliiical developments. n,is would incl~Jde 111e Queboc 
stud~nt. protests. c,>posrtii0n to Feder.al emp.toyment lns.urance reforms. 
protests against perceived pollticaf injustices by foreign governments, 
protests again st decis ions taken by mt,nicipat. provincial or federal 
government, and protests in-opposman to qomestlc or international . 
political events (e.9.1 political leadership ccnferences, WTO/IMF meetings, 
G8/G20 meetings) · 

• Environmental Issues protests include pipeline prote$ts. Non
Governrnental Organization (NGO) orgaruzed protest events, and all 
protests in opposition to government or industry environmental policy 
decisions or actions. This also includes animal rights-related protes.ts. 

• First Nations Issues protests include aH protests with a First Nations 
ne.xus. including Idle No More prote.sts, Assembly of flrnt Nations~ 
organized events, fishrng-related pretests, .::itid treaty or resource 
development-related protest activities. 

That safd, not alf significant protests at1d demonstrations can be slotted 
exclusively under these headlngs. Some issues are naturally compatible (e.g., 
some evimnrn~ntai arid Fin~t Natiorw l$$UOS) and $upporters may como together 
to engender organizations responsible for Mtge, dfortJptive or geographically 
widespread protests and demonstrations which can not be categorizeo under a 
single heading, 

The GOC's environmental scan alsQ rndi,...ated that mass protests and 
demonstrations have proven to be a highly effective means to communicate 
information on political views, alternative policy and specific agendas. 

4. UKELIHOOO ANO SEVERITY ASSESSMENT 

The likelihood and severity assessment for th1s Risk Forecast is based on: 
A Histt.lrical prot~s.t/demoni:Hratkm tnmds 
B; Ongoing tracking of protest and dernonstratiofl trends by the GOC and 

other focleral partners; 
C, PubHc announcements ~nd other pre-pmtestldemonstrafon indicaHons 

observed by the GOC and federal partners; 
0. The collectiv~ assessment by those on the working group. 

A. Historical protes.V-demonstration trends 
As stated earlier, over the iast sever~! years, protests end demon~--tratlons ln 
Canada have been rnotiv<:1tf1d by sodal issues, political issues, environmental 
issues, First Nations-related issues or some comblnation of these. 

C JN · a.na<1a RISK FORECAST - RDiMSll109.23ll,t 
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Historically, the majority of pretests and demonstration.cs arc peaceful ln nature 
and their individl.~at impacts are short-Hved (rail/highway blockades, traffic and 
port and entry disruptions). · 

Of the ust,af prote-.sts and demonstrations which occur in Canada annually only a 
limited number rise to the level of being of a national interest The criteria tor the 
GOC to report on protests and damonstn1tions (j.()., domestic civil <iisturb~nces) 
is for an event resulting in actuaf or potentfal, signific."ant disruption to government 
operatiors, critical infrastructure and/or pose a slgriificant, actual or potential 
threat to public safety. Thus, while there has rarely been ~a significant actual or 
potential threat to public safety11

, large, disruptive, and geographically widespread 
protests an<;! demonstrations have caused disruption to government services and 
criticat infrastr~icture. 

B. Ongoing tracking of protest and demonstrath:m trends by the GOC and 
other federal partners 

Although post--"ldle No More" (!NM) first Natlons protests and demonstratlorw 
actually decreased after Apri l 20.13, ats,~nt statistical update to the GOC's 
envlronmenta,I seen found that Aboriginal issues are stm then leading motivator of 
protests and demonstrations; though a.ta much reduced occurrence f"ate. 
Political issues, envirornwmtal ls~Lies and social issues folla-Ned (in that order), 
though collectively only represented about one~uarter of tr~ events trecked. 

However, these findings should only be taken as demonstrative and not concrote 
fact Due to the local nature of protests and dernoristrat!ons, it is often difficutt to 
develop a national picture because most information and impact stays at the 
local level. lf not covered by the media or publi\'...a!ly reported on by focal 
a~~thor\ti:es< federal partners and the GOC may not be aware of some protests 
and demonstrations, 

C, Public announcements and other preAprotost/d~monstra.tion fndlcations 
observed by the GOC and f~<leraf partners 

Fedetal part0~rs rnported that while they are aware of pubnc cal,s or 
anr10i,1nooments for orgarfrzed protests and detnonstrations mollvated by various 
iS$uos, none Mve yet demonsk.'.ated a level of organization, public acceptance 
or geographic cove-roge to warrant potential federalkiational \avel interest 
Instead, ~ nurnb~r o1 partners polnted out that the pre--prot.estldemonstration 
season indicators they would hav.e otherwise expected tn observe over the 
course of the win1er did not msteria1iz:.e, Most report.Qd that they were not aware 
of any significant ontJolng pre--protest/demonstration activities 

RISK FORECAST~ RP!MS.#1092364 Page 4 of 8 
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0, The collectlve assessment by thO$e on the working group 

Durir1g the discussion of the working group', several potential motivating issues 
were identified (e.g,, anti~pipeline; anti4rack.iqg/shale gas; First Nations issues 
collectfv.ery; various pofiticaf and envirnnm1:1nt¢l! issues) However, whiljji an 
agreoo that any one of these Issues courd mot vafe large1 disruptive, or 
geographical!y wfdespread protests anct demonstrations, none of the partners 
had any information to indicate that any of these issues had yet provok~d 
significant organizing activity or would do so in the near to medium terms. 

Other Factors 

That said, previous GOC experience has revealed that there are some 
influencing factors that should be considered: 

First is the u~e of sociaf media. Many interest groups and civil society 
movements have leveraged the power of social media not only to spread their 
various messages f~rther than ever before, but h,~ve also t)0f.m able to translate 
this digital reach inl.o the physical ~nvironment by mora effectively and efficiently 
organizing larger numbers of int8rested indlvlduals ·ovar larger geographic aieas. 
The result has been larger single is.sue or n:ilated•issue prot~sts and 
demonstrations occurring conourrently hi multiple locatfons. 

The spread of "citizen iournansm" through social media and other fntemet for:a 
allows for even wider distribution of aliematively sourr..ed information into the 
mainstream, which can then translate into even wider coverage to otherwise less 
poHticaUy active populations .. 

Related to the use of social media, is tho _aQtivation am.i engagement of yoJJ~b by 
many of the issue-related movements that have been establlshed in the last half 
decade, 

Finally, the notortety and succes§ of Qi$t chtH society mova.01ents \'-'ill necessarily 
ancotJr?lga hew grot1ps to emul~te the actions and activitlos of those that r.::arne 
before then·i. While at the same fone. existing grot~ps continue to p~r!\1ct their 
ri1ethodologies. 

For the GOC, this has meant t"lat individual protests and demonstrations which in 
and of them$elves may not h$VO p11}en a s'ignlficant prion'-t:y in the past. are now 
noted because of their potential for si">awn1ng additions! or c.oncurrent protests or 
demonstrations in support of th& original issue in other locations. 

Page 5 ctf 8 
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This growth in the geographic br&aoth of prote-st and demonstration activity, as 
well as a seeming increase in the targetirm of infrastructur~ {i.e., the 
transportahan seiction, especially rall and rood) has increased the strategic 
impact of recent protest movements, A recent example of critical infrastructure 
(Cl) disruption occurred in Sarnia, ON, in December 2012 ·where a CN line was 
t1locked for approximately 1 week and disrupted delivery of supplies to Sarnia's 
Chemical Valley, whlc.h \1 prolonged, may r1ave resufted lnjob losses. The VtA 
passenger corridor in the Kingston I Belleville are was clsrupted and generated 
abundant media. coverage; as wall, ports of entry, such as Blue Water Bridge in 
Sarnia, were also targeted. The Impacts are quite fluid and vary according to the 
nature and length of disruption. 

Potential Triggers 
Exact triggers are difficult to predict What information or action will be seized 
upon as a trigger is not. usually known to either sido of confrontation, and there 
are too many potential trigger points to identify which ones will ignite a situation. 
A dispute over a relatively minor incident can spark a larger local lnddent witt-i 
sympathy events elsewhere. 

Movn~ver, some potential strategic triggf,jr points could include: 

• The Government's regulatory, poficy ·and legfslative agenda. Some 
ae;-tivists may feel the Gov,,rnm~nt has. no consulted with them, guch as 
the ongofng Northern Q.gteway Keystone- XL ~md shale gas protests. 

• Financial contribution to cornmu.riities with unresolved disputes. 
Frustration toward edue'/4-lhon issues, fundlng mechanisms, land claims 
and treaties that may spark provincial protests M using maJor disruptions 
to critical infrastructure , small businesses, and 1rafric, The ma$s student 
protests ln Qwebec are a prime example. 

• The Government's responsi~ to an emergency could also feed discontept 
For example, the Attawap1skal M using crisis triggered protests. Any 
perceived inadequata response to cyclical event's, lik.eforestfires and 
floods, may be a flash point. l'here is still discontent from First Nations 
evacuees as a fesul ofthe 2011 Manlloba Floods (over 1,000 still hsvo 
not returned home). 

6, tMPACT .ASSESSMENT 

The impact from protest actlvlties may incfude: disruption of services and 
inconvenience to the public (tr~nsportation disruptions), damage to property, 
disruption of government. operaHons (rnunk;ipa/ I provincial I federal), increased 
rriedia coverage and scrutiny, poliHcal fallout economic losses (i.e,, 

C d .... - .clJla: . a RISK FORECAST ~ RDIM~#i 092364 Page 6 of a 
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transportation or port of entry blockades, policing costs}, and in the extreme, 
injury and loss of life, 

There are three levels of risk associated with protest activities: 

1;it~;;~:'.){t);;tlil;v§A~;,fl~hR1Stf]·01;2~& 
Low 

Medium 
~ ..... • ••• • • •-----·• • • -'<(•• • • " • • • • • •• ~- • ~ • •"-• • • • • , • • •• • ~"-V \b • ~• • • • ,... • ~"'1• •-\• r o • ._. .. ~• .,..,. .... , o ...,.,..., , 

High 

Although the impact increases with each risk level, the probability of occurrence 
dimlnishes. For example, extremist actions will result in high impact, but the 
probability of its occurront:e ls low, 

The duration of a particular protest action will aJsc affect its impact, as the fonger 
the activity lasts, thec gr.oater thQ disruption and potantial impact. For example, 
the blockade of a r.ai!'line leading tc Samia, Ontarlc's Chemical Valtey for one 
well}k in Dec>l:!mbf'ilr2012w.;,ts on thf.ll vergecff affecting the supply rf i,ropr:ine in 
Ontafio, potentially leading to harmf ut economic t)ff~cts. This type of disruption 
can lead to increased pressure for more rob~1$t rnsponse by al.l!horities. This in 
turn can further aggcavate an al.ready delicate situation. 

6, RISK FORECAST 

The risk forecast considers the likefihood, severity and impact assessments 
outlined above as well as the risk tolerance of the Cana<fam pubHc and of the 
various levels of government. 

The Canadian public, as woll as all levels of government in Canada, recognize 
that lawful aqvocacy, protest and dissent am rights protected by trte Canadian 
Chatter of Rights and Freedoms. As such, there exists in Canada a very high risk 
toleranc~ regarding protest and demonstration activities, though this tolerance 
declines when there is proven illegality or a threat of violence and injury, or the 
protest/ demonstration continues over an exten~ period of tirne. 

This elevated tolerance level, along with the fac! that at this point, there ls little 
informatioh to predict t.ne ocr.vrrenct) of cne or more lar}Je, disrnptive, or 
geographically widespread protests or demonstratlons necessitates the GOC to 
forecast a LOW to MEDIUM risk during tM spring J summer protBst an(:i 
demom~tration "season". 

RISK FORECAST N RD!MS#Hl92NM Page 7of 8 
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7. GOC RESPONSE 

Public Safety Canada has the overarching responsibility for response 
coordination supported by the federal faml!y, 

In tho event that protest activities become e national interest, the federal 
Emergency Response Plans {f ERP) would form the basis of response and 
coordination by the Government The FERP out.Hnes hcvt the primary Federal 
intltitutions will be engags<:l through their emergency support functions. 
Supporting departments may be called upon, depending on the situation, to 
provide specialized as$istanca. The GOC will be the hub, and be responsible for: 

It' Operations: monitoring, validating and coordinating a response to 
events of a national interest. 

• Interdepartmental consultation: coordinated communications with 
interested and responsible federal departments and agencies, as well 
as pmvlnciat and private sector partners. 

• Situational Awareness: Cf.)nso!ldated reporting to sen1or officials \<\'"ii! 
be provided. 

• Risk Assessment: threats an<l impacts to Canada's critical 
lnfraslructure wm be analyzed to. detennine the revel of response , 

• Planning~ developing a course of action, 
• arl~fiog Senior Oecision«Makers:. ccordlnated briefing of senior 

officials, inclucHng the As$lstant Deputy Mlnisters Emergency 
Management Committee and the Assistant Deputy Ministers National 
Se:curtt}' Operations Cornmm~e, on devetoprn0nts m!ated to an 
incident and tr1e federal respor1se, 

1-0. CONCLUSlON 

WhHe there is a certainty that some protests and demonstrations will occur during 
the spring and summer of 2014, and there are enough issues brewing in various 
domains (e.g., legislative, regulatory, polltical, etc.) which have the potential 1o 
tdgger large, di$mptive Of geographically widespread protests and 
demonstrations, there is little or m, COl'lcrete information indicating more than a 
normal level of protest and demonMration .a<~tivlty, 

(-, 1•~-. ana(ia 
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MEETING OF n-n: D,EPUTI MINISTI<:Rs~ 
COM.MITTKt: ON RESOURCES AND ENERGY 

l0:30...., 12:00 
Monday• 19 Jutte 2014 

269 Laurier A\·~nu~ \v~t3 1_9ll• Floor- .DtJardroom 

Furt:het to th 1i,&ree:n.1ent at rhre ? J ui1<: ad ho,. ;n~.etint <>f Depttty Ministf..rf,. this ·follaw-:tlp 
mettins ha.~ be~n cajkd. to furth~r di~Ui>l> th~ [¢<icral i-esponse (o pou.titia1 protes1s as:i;oci~ted 
with rni-.oufce and e."lergy d~,,'l.~l<)tH,ni~rrl. 1ss~s in ~umitu~.r 2014. TJ10 di3<:U$s:o:i is being-driven by 
the ,doleiu::e that <'~ctim:id s.1.n:rouijd.i.ng the hydnmli.; l'la~wring prot¢~s in Ntw Bmn1·Nkk in 
2013 {TAB 1), and dw Go-vernm~nt's. lntere~-t in pro~ctivcly l)ie-parfog for posllible issues as the 
summ¢r ltppma~h~s-

At the time ofwritiflfh Public Satbty had n<>t provided any h1fom1atfon ln support oft.he 
.discusi1•rt As such,, info1T11atfon included represent$ fasue~ tba! may ~ rnis:ed, 

Tho f:'ederr.tl gov t11nHtot is ~fl\'!Ct~f 1:0 re11dm' h$-OCdf;o pertaini1,g to th~: -propo~.i,cl North~l'n 
G@:tew·t; V.t!)dhu: pi'(;ijctt em f1 Jo 1c l Thi;: p:n:ije1,'t was appnwc<l by th-0 NatioMI t£11()1-gy Boant 
in late- 2013, and ha~ b~><;{)me a. louch~tone for opposition to oil !\ands devetopment. White most 
t:1fthe AbQri,Sinal {and non«t\botiglmit) oppo~ltion fails. under the category t,)f tegitimate pr~Ht.S.t 
and dissent, 

1 11ie pr~p<:r&ed N-()rtJ)erti G-a!l:'Mfr pipcliu\\ tirojl..'<:l W()HM cru:xr i:iH lo rnil!i:e r,, fot exf)Oi\ l~1 the U.S. itn.d Asia. .ll 
wo1Jld he. l, 1.77 km ii1 fo11gt11 iind nm rn~m n,t;(terh\lim. Alta-. t0Kitimi1t, ac ca,ryiog .5'1::S.000 L'-lmk ~ .l' ,~ . lf 
~1)lln:wed, the ~,timati:d ~u:t,up aaic i!i ili 2:0l l 
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Alttic,ugh an ann<)i.mc:emcrit fotd tKtt been made llt die tirne <,fwritittg, it fa e::<pccted to he one of 
thr~ posi.libilitlts: approval; !!pproval with additional Abongina1 ,:(msutt~tkm; CJt r~jectkm. Each 
oftfo,•St:: dc~isior .. 1 could have a dhtinct impact on Govermmint~Aooriginid r.dath:m,~, p~itl(.'.ule.rly 
during summer and fall 2014. 

The Govemrn~nt w.ay aJsu announc~ that whill': it iupports th~ Northern Gateway projoc.t, it ,i,,,iU 
not approve it until ~fter a<lditkmal Aborigbld c<instt!t:atk,n is onndttt~ttd 

The Servi~ as~sses that 

PubHc S11foty may prestnt on the Goveminent Opctn:tions C~ntre (GOC report tilled 
"Govetnmtnt of Canada Rh,k Foree.a.st - 2014 PttrtE.¼:s Md D~ttf(lf\St'r~th)n SeN,•n " (TA-8 l) in 
which the GOC identH:1es and ass~sses the pO~f,ntial risks a.~sodated \l>1th !lprhisfsunimer protest~ 
and dcmm1stmdonS-. The GOC M!HsMet:> thf ri.sk for 2014 ;.s k1w fcharn.c(.en.ie<l by awaret1~s--
buildiJ1g protest activities) with po.ss-ib!e uwdium n~k l!;.;t\v1dts {cb.t.me;ied-~d by disruption to 
cdtkal infrasttucttire fodudh\g tt'stnipmt·1tkm networks). 
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Tr~ditkma1 Aboriginal and tre.aty rights fa um~, including land u$.e, p~rsist across C.1!1illda 
{)i$COntf{O( related "' Nil:urat !<eSOlH'I..'.¢ 

de:vek)f.)tnent a,emss Carmda fa !argdy ,an extct1$kn1 of traditional oorH:erns. In British Coh.m1t>h1, 
this is primiinly related t{1 pipcli.M projoots (s·uch as Nort-htm Gateway} ln central Carmda~ · 

Th~ Servi<:~ recognizes that n1any of these issues involv~ legitimate pn'ltest and diisent at.\d as. 
such, hav, tio nexu$ to CS!$' mandafe. 
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Public Sa.foly may also kad l)Ms ln a ~lide.-0 di~OJ-~sion ~:tfa prnte tor dcmonstra.tion incident 
OriginaJt1, intended a.s a tahle-top ex-~re-ise, this di$coi.i;1 n wm ooit~ider pmli,,ibte fe<l ~rn l 
rt~,rn~es w prot~-'lt tind cforni)N,ttation lm:ide.nnt . 

Eutfot;:cdz 

Tom.Venner 
AMi:lt:ant Diroot~ 
Poli{;y and Strnt~gi~ P~nuernhips. 

• TA'n h ~'Vfolerit (:X:mfh:mt.Hkm ,w.w S-eiimic Testing (H1•drauHc Fracturhtg) ln New 
Brur:swkk'. · 

• 'l AD ): "(itw~rnment of Can;.da Riik F-0r~st -2tH4 Protests a~d Demomitrotioti Se.ason 
(fov~m1mt Operations Ccntrt) 
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SYNOPSIS / SOr-:t,JAJ R~'.,: 
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DATE 
201502:!5 

RE / OB,JET: 

:,YilOPSI::: / SCH:4.A.IRE: 
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LEADNOW is an indep8ndent advocacy organi 0:ation 
on the m;,.jor is:aues oE onr rimR, eng2ges people it, par Li cipat,)ry 
decision--rnaking, and orqani.zes in cornmuni r: ic"s acroci:3 l'.anada. Thc:lr 
mi_s.sior1 .:3t.a.t:em~:nt note;:~: •i~·e enlij sj on a c:ount:ry 1.-1h.2re pcoµle \•10:r_·k 
together to build an open democracy, creule d fair economy, and 
en3ure il safe clirna.l:0 for all generati.ons'. 
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AN ~Ysrs / ANAL1SE: 
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DATE 
20150108 

SYNO I S/ SOMNAIRE: 
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2 0150106 

RE / OBJE~ : 
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:i: NFORMATIO!- / RENSEIGNEMENTS; 

L',) The above information is rer;.,ortE,d to assist the Service in 
assessing the threat environment and the potential for serious 
violence .sternrr.ing from 
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Nadv , Theriault 
Mt~~=""" 
From: 
Sent: 
To: 
Cc; 

Subject; 
AUaf:hmetrts: 

Bonjour Me Fortier, 

Nathalie lher1ault 
Monday, December l.5, 2!.ll4 l l:1.0 AM 
'Yves Fortier' 
Sylvie Roussel; Manon Vincent; Michael Do\.icet 
Dossier 1500·481 
Lettre dossier 150CJ~481.pdf 

Voiti la !ettre cfat~e du 9 decembre 2014, dans le do.~sier lS00-481, 

Bonne journee 
N~thaHe 

l 
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Chall}p& 
Assoc1 at e.s 

www..champlaw.ca 

Our Filt: 1555 

December 9, 2014 

Nathalfo Theriault, Registrar 
· Security lnteltigam:e Review Committee 
PO Box 2430, Station HD"' 
Ottawa, ON K1 P 5W5 

Oear Ms Theriault; 

Equity Chamb&ts 
43 f'lo~tic~ .Stroot 
OttJ!Wll, 0~ l<:2P OW6 
T: 613•Zl7"47~0 
F; 613·l32~24t0 

P1.1ulChamp 
pehart1pflldia.mpl,iw, ca 

Complaint re CSIS Surveillance aod Information Sharing with the NEB 
StRC FUe No.: 1500-481 

w~ write further to your November 2S, 1014 teuer, r111d in rcla.t.fon to our correspom;len<:e 
regarding concerns. regardim~. the a!rsignment of the Hon. Yves Fortier lo preside 
over the Security inteHigen<;e R€vie,w Comm1ttee-1s inv1:$tiga:tion of its complaint. 

011 th@ basis of the information set o..1t fo your November 28> 2014 tet.ter1 is 
prepared to proceed wtth f ts complaint before Mr rort.1er as the pre.si.ding, member. 
H<1wever, we note that r-es~rves its right to r~he any conflict of interest concerns 
which may artse ¢f otherwise come to its att<mtion during the course: of these proceedings. 

We took forward to hearing from you soon regarding the next steps in proceeding with this. 
a-0mpl.atnt.. 

. c: 

Rights Equality 

2 of 2 AGC0017 



Champ& 
Ass·oc·i ates 

www.champlaw.ca 

Equity Chambers 
43 Florence Street/ 43, rue Floren<:e 

Ottawa, Ontario K2P OW6 
Tel: 613·237-4740 

Fax/T~tec :(613)232·2680 

/ '$, ff,)_ I/ 'f 1 

RECEIVED 

TRANSMITTED TOlNUMERO DU OESTINATAIRE : (613) 990 .. 5230 

TO/ DESTlNATAIRE; 

FROM/ EXPEDITEUR: 

RE/OBJ ET; 

DATE: 

Nathalie Theriault, Registrar 

Paul Champ 

BCCLA Complaint re CSlS Surveillance and 
lnformatton Sharif\~ with the NEB 
SIRC FHe No.; 1500-481 

December 9~ 2014 

This dou1meut h intended for the use of the individual or ~ntity to which lt is 
Mdressed and ;n~y conu in i11forrn4tion t hat is privilt~g(td, confidential a~d 
exempt from dlsctos.ure u dcr applicable law. 1( you h.ave· ret:elv~d this 
corrnmniicatton fn ~rror, please notify us immediately at o.ur exp.Qnse by 
telephone. Thank you. 

l.e rnt~ssa1ir: !/adres.se a\1 de;,timr1,airn s,.iutemcmt et p~lrt. contenir des 
n1nseignemcnu, confldentiels ou proleges. ll t:!st fot'tne lleme-nt inlerdit d' en 
reveler le contenu a morns d'une aut()risation. Si vous recevez cet envoi par 
erreur, veL1iHez nout en informer immediatement at te detruire sans fairP. de 
corrif1. Mmd . 
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Champ& 
Asso.ciates 

'MVW. champlaw. ca 

Our fHe1 15-SS 

December 9; 2014 

SY FACSIMILE - 613-990-5230 

Nathalie Theriault, Registrar 
Security Intelligence- Review Committee 
PO Box 1430, Station "t)'i 
Ottawa, ON K1P 5W5 

Dear Ms Theriault: 

Re; British Colurnb,a C1vil Liberties Assodation (HBCCLN~) 

.. 
:" , i 

Equtty Chambcns 
43 ftor111nr:~ SU~t 
Ott~wit, Oti KlfJ OW6 
T~ 613-2.37-4740 
f: ltB,l:U•Zh!O 

P~u! Chttmp 
pchimp~h~mplaw.<:4 

ComplaJnt re CStS Surv-eitlance and Information Sharing with the NEB 
smc FH~ No.: 1500-481 

We wr1te further to your November 181 2014 letter) and jn relation to our t:orrespond~nce 
regarding BCCLA's cone.ems regarding the assignment of the Mon. Yvea Fortier to preside 
over the Secul"ltY lnteUig~:mce Review Commfttee-'s inve~ttgaUon of its complai11t. 

On the basis of the informatfon set out in your N•vember 2.8, 2014 letter1 fKCLA is 
prepared to proceed with 1ts complaint. before Mr Fortier as the p.res1dtng membet, 
However, we note that ace.LA re.s1:Hves its right t• ratse any cor1tHct of interest concerns 
which may arise or otherwtse come to its attention during. the course of these proc~edfogs. 

We. look forward to hearing from you soon regarding the next steps in proceeding with this. 
complaint. 

c: J, Parers<..,n, fa:enit!vt- Plmctor, 6CCLA 
R. M.,nsl\t, BCCLA 

Rights Equality Dignity 
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Security Inte lligence 
Review Commiitee 

Comito de surveillance des activite$ 
de renselgnement de securite 

BY COURIER 

Mr. Paul Champ 
Counsel 
Champ & Associates 
Equity Chambers 
43 Florence Street 
Ottawa, ON K2P OW6 

Dear Counsel: 

PROT~Pt.l;,QJ,1, 

File No,: 1. 500~481 

November 25, 2014 

RE; BRITISH COLUMBIA CtVIL UBERTfES ASSOCIATION -
COMPLAINT AGAINST THE CANADIAN SECURITY INTELLIGENCE 
SE.RVICE PURSUANT TO SECTION 41 OF THE CANADIAN SECURITY 
INTEU .. IGENCE SERV1<;£F 1$,<;;·r _ , , , , , ... .,, , " , ·" 

I write further to your fetter dated October 28, 2014. The member of the 
Security tnte!Hgence Review Committee (Committee) assigned to preside over the 
investigation of your client's complaint, the Hon, Yves Fortier, P.C., C.C., 0 .0. , Q.C,, has 
instruc,1:ed me to inform you of the following: 

It is a matter of public record that Mr, Fortier was a non~executlve member of 
the TransCanada Board of Directors from April 1992 to July 1998. Since he 
resigned from the Board in July 1998, Mr. Fortier has never occupied any 
position with TransCanada. Mr. Fortier has never occupied any position with 
Enbridge-. 

Should you have any questions with respect to the foregoing, please do not 
hesitate to contact me at (613) 990#6319. 

Yours sincerely, 

Nathalie Theriault 
Registrar 

c.c.: Ms. Stephanie Dion, National Security Litigation & Advisory Group 
P.O. 8ox 'C.P, 2430, Station! Suc,;;ursaf~ "{)' 

O!tawa. Canada K1 P SW5 
·n:1: 613 &90-8<!4 1 Fax: i.~!3 99O-528O 
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Champ& 
Associates 

Equity Chambers 

.. -✓ I / .)i"((/i' 
RECEIVED 
fir ~ ,, •,~ ·:,F11 
V-.->t I.. ~ i,.:~,;q 

43 Florence Street / 43 ~ rue Florence 
Ottawa, Ontario 1(2P OV/6 

Tel: 613-237-4740 
Fax/Telec :{6H)232·2680 

FAY.. COVER SHES:T / PAGE COUVERTURE 

TRANSMITTED TO/NUMERO OU DESTINATAJRE : 

TOI DESTINATAIRE; 

rROM/ EXPEOITEUR: 

RE/06JET~ 

DATE: 

Nathalie Theriault, Registrar 
Security Intelligence- Review Committee 

Paul Champ 

Complaint of BCCLA_,, made pursuant to section 41 
of the CSIS Act (SIRC F11e No. 1500•481) 

October 28, 2014 

This document ls lntended for the us~ of the individual or entity to whic:h it: is 
addressed and may contain informaticm that is prtvlleged, con!identiat and 
e-xempt from discto5ure und~r app.Ucat>l~ law. If you have received this 
con1111unk Z1tior, tn erro1, p(t!aSe notify us 1mmediate.ly at our expense by 
telk1<phon(! . ThrJ.nk y-0u. 

L..:, messa~e s1 adrossc au desbnataire seutemerit et peut contenlr des 
ren~ei\Jn~mer,ts conffdentlels ou proteges. II. est formi?tfom~nt interdit d'en 
rfive-ler te contenu a rn<>ins 1.fune autc)rii;;ation. Si vous r~~ev€1. c:et. envol par 
erreur1 veuHle, nous. en 1nfonner irnm1~diaternent et le di::rrufre sans fake de 
cople. Merci. 

Pages including cover sheet/Nombte de pages (induant celle--d): 3 
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Champ& 
Associates 

www.champtaw.ca 

Otn File: 1555 

October 28, 2014 

BY F ACStMILE - 613~990~5230 

Nathalie Theriault 
Registrar 
Security lntetllgence Review Committee 
PO Box 2430, Station "D" 
Ottawa, ON K1P 5W5 

Dear Ms Theriault; 

£qu ty Cfl~mbers 
43 l"ft>r~,~~ Street 
Ottaw.!i, ON l<2.P OW6 
T: 613-237•4740 
F': 613•Zn•26&0 

;·, 

: (. 

Pa.ul Champ 
pehamp@champlaw.e~ 

R.e~ Complaint of BCCLA, made pursuant to s.ection 41 of the CSIS Act 
SIRC File No.: 1500·-48 t 

We write further to the presiding member'$ direction dated October 8, 2014, regarding the 
comptainanrs conflict of interest concerns. 

The member has asked the complainant to confirm -it will bnng a format motion for rec.usat. 
Having revfi:?wed the matter~ we rnust iadv1se theit1 at this tilne, we do not have suffict~nt 
bformaUon regarding Mr Fortier*s ties. to the companfes jnvotv~d ifl the comptah'lt. We 
fnibaUy r{ltsed our ~onc:;enl in the or1ifiMI. complaint dated F~bruary 6, 20·14. citing a news 
story that Mr Fortier had previously sat on the board of directors of TransCanada, a 
company 1mpHcated in this cemplaint w~ raised this concern agatn in our lettet dated 
September 25J io14, when we were fnfor'm~(j tnat Mr Fortier had been appointed as the 
presiding: member desp1te our express reservations, 

At this time, all we know f:s that Mr F'ortter sat on TransCanada,s board of directors, Wee do 
not know the year he o cupte,d the posltion, or any other details regarding his involvement 
wtth TnmsCanad ., Consequently, we would i!Sk1 with very great raspett, if the presiding 
member could t'urnish additional details re,garding his involvement with TransCahnda and 
Eobrfdge. SpeclficaUy, we would ask th following: 

1. In what years did Mr Fortier sit on TransC.anada's board of directors? 

Rights Equality Dignity 
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1 Has. tie occupied any other positions wfth the company? If so, what are the years and 
oth:er dctatls? 

3. Has he ever occupied any positions with Enbridge) or otherwise had c:onnectioos with 
the company? And if so, what are the y~ars and other details? 

4. Does he have dose retatkmshfps With any of the current executives or board 
members of either TransCanada or Enbridge? tf so, what are the details? 

At law, once concerns of bias are rais~dt 1t is proper for a board or tribunal to disclose 
information about the allegedly disqualifying circumstances and afford the parties an 
opportunfty to comment on this information, (See, e,g. 1 Dulmase v Ontario (Pottce 
Complaint$ Commissioner} {1994)~ 21 OR (3d) 356; CUPE Local 1J78 v Residence 
Monseigneur Chiasson1 [1996) NBJ No, 86 (NBCA)i and E'ckervogt v. British Cotumbja, 2004 
BCCA 398; where the B.C.. Court <:>f Appeal suggests at para, 49 that a decision-maker 
shoutd 1'make a complete dfsdosure of his interest'' so a party can make an inf orrned 
decision whether to waive any concerns about bias.) 

While we appreciate that this request for information ls sensitive, we hope that Mr Fortier 
tan understand our client's concern given the serious issues raised by this complaint. 
{lndeedr we note that the Commission for PubUc Complaints Again.st the RCMP has 
expedited a paraHel complaint against the RCMP on similar issues as tt has been deemed a 
matter of ,_public interese}.} 

To conduder we wish to emphasize aga.in our great respect for Mr fortier and hi$ 
exceptional reputation and accomplishments. But reasonable apprehension of bias issues 
cannot turn on the relative integrity of the individual decision•maker. We look forward to 
hearing from you, 

c; J. Paterson, OCCl.A 

Rights Equality 01gnity 
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Cha~p& 
Assoc1ates 

www.champtaw.ca 

Our file: 15% 

SY FACS1MILE - 613·990wS230 

Nathalie Tneriault 
Registrar 
Security lntetUgence Re-vlew Committee 
P'O Sox: 2430, Station "D" 
Ottawa, ON K1f> 5W5 

~ar Ms Theriault: 

Re: 
SfRC FHe No,: 1S00~481 

Equfty Cn.ambcn 
43 l'"lttreMa:l Stre&t 
Oltliw.i, OM K?P OWf>. 
r: r.n-237-4740 
i': 613·?32-26!0 

f)aul Ch:llmp 
pi:hl,mp~h«lMpli!W .ca 

Wt} \r4rile further to the presfding memt>er' s dtrectiort dated October 8, 2014, regarding th~ 
i.c:rmplain~nl's conflict of tnterest concerns. 

The mernber has a1-kect the. comptainant to confirm it wilt brfng a fonnal motion for re<:usaL 
Having rev,lewed the matter, we must advise that, at this time, ·we do riot have sufficient 
,nforrnattoo reg.arding Mr Fortiet's ties to the comp.anff!s involved fri th~ complaint. We 
i l"l1 iaHy raised our concern in the orlgtnal rnmp!aint dated February(.,, W1~~ citing. a news 
~tory that. Mr Forttef' had previously sat on the- board of directors of TransCanaclii, a 
cornpaiw 1mpticated in this compla1r1t.. W~ raised this concerrt again in our letter dated 
S~ptember '25, 2014, wh,;m we wer~ informed tha.t /M Fortier had been appointed as the 
pr-e Ming member despf-te our express res.erva.tiot15. 

At this time, all w~ know is that Mr Fortier S6 t on TransCanada's board of director~, We do 
not knQw th~ years he eccupi'ed tht&• position, of any other de-tails regarding his involvement. 
with Tran~Canad;:1. Consequontty., we ,,vould 0sk, wllh very great respect, if the prns:lding 
rn~mber coukt f wmish adtJltlonal ck'.'tails retarding his invotvernerit with TransCant.tda and 
C:nbrldge. ,Sp~cific:ally, we would ask the following: 

1, In what years did Mr Fortier sft on TramCanada's board of directors? 

Rights Equnlity Dignfty 
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2. Has he ccct.1p1ed any other posltions with the company? If so, what are the years and 
other details? 

3. Has he ever occupf ed any positions with Enbridge, or otherwise had connections with 
the company? And if so, what are the years and other details? 

4. Dots he have dos~ relationships with ani of the cuffent executives or board 
members ot either TransCanada or Enbridge? If so, wh~t are the details? 

At law1 once concerns of bias are raised, it ls proper for a board or tribunal to (jf:s;clos.e 
information about the altegedly d1squaUfytng circumstances and afford the parties an 
opportunity to comment on this information. {See, e.g., Dulmaje v Ontario (Po.flee 
Complaints Commissioner) (1994}, 21 OR (3d} 356; CUPE Local 1378 v Residence 
Monseigneur Chiasson~ {1996J N$J No. 86 (NBCA}; and fckervost v. British Columbia, 1004 
BCCA 398, wher~ the B.C. Court of Appeal swBgests. at para. 49 that a decision-maker 
should Nmake a complete disclosure of hts interest." so a party can make an informed 
decision whether to w3ive any concerns aoout bias.} 

White we appreciate that th1s request for information ls sensitivei we hope that Mr Fortif!r 
cl-'.ln understand our client's c!>ncem glven the serious issues raised by this complaint. 
(tnooed, we note that, the Commission for Pubtic Cornpl.aiots Against the RCMP has 
expedited a paraHet complaint against the RCM? on similar isso(l?S as it has b~en ooemed a 
matter of "pwbl.ic interest".) 

To <;ondude; we wish to em-pha$iZe again our great respect for Mr Fortier and his 
exceptional reputatfocn and accomplishments. But reasonable apprehension of bias issues 
cannot turn on the relative integrity of the individual decision•maker. We look forward to 
hearing from you. 

Rights Equality Dignity 
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Security !ntl¾Higence 
Review Committee 

Cornite d,3 surveillance des activites 
de renseign~ment cie securite 

BY COURIER 

Mr. Paul Champ 
Counsel 
Champ & Associates 
Equity Chambers 
43 Florence Street 
Ottawa, ON K2P 0W6 

Dear Counsel: 

PROTECTED .'2. 

File No,; 1500-481 

October 8, 2014 

RE~ BRITISH COLUMBIA CIVIL LIBERTIES ASSOCIATION -
COMPLA1NT AGAINST THE CANADIAN SECURITY fNTELLIGENCE 
SERVICE PURSUANT TO SECTION 41 OF THE CANADIAN SECURITY 
lNTE{.,,LJGENCE SERVlCE ACT 

t write further to your letter date,i September 25, 2014. The member of the 
Security lnteHigence Review Committee (Cornmtttee) assigned to preside the 
investigation of your client's complatnt, the Hon, Yves Fortier, P.C.,C,C,,O.Q,,Q,C,, has 
instructed me to inform you of the following: 

As the presiding member investigating your complaint I am seized of the 
matters you raise it, y-our letter dated September 25, 2014 and as such I am 
responding to you ln that capaclty. 

On the issue of the potential conflict of interest allegations, the proper course 
of action to deal 'Ni1h such matters is for a party to formally raise the matter 
with the preskHng member through a motion asking that the member recuse 
himself from the file and that a ruling on tho matter be made thereafter 
considering the relevant jurisprudence on the issue. 

I note that you have raised the conflict of interest issue in your letter dated 
Septemb-0r 25, 2014. I would ask that you confirm whether you intend to bring 
a formal motion with supporting documentation and argument or whnther ! 
shall proceed on the basis of your letter dated September 25, 2014. If you 
wish to bring a formal motion , I ask that you submit your motion materials, 
supporting argument and case law by October 28, 2014 in order to prevent 

\,1C\o hY PO. Box I CS'. 2430, Slation i .Succurs.a!'-" "D" 
Ottawa, Csnc.1{la K:P 5WS 

Te:: 6/,:H)90-B441 Fax.: 613990-5230 
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delays In this investigation. Your motion materials will be shared with the 
Canadian Security InteHigence Service who, as respondent, will be afforded 
an opportunity to make submissions on the motion. For the time being I 
remain the presiding member in this investigation. 

Should you have any questions with respect to the foregoing, please do not 
hesitate to contact me at (613} 990~6319, 

Yours sincerely, 

Nathalie Theriault 
Registrar 

c.c,: Ms. Stephanle Dlon, National Security Litigation & Advisory Group 
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DATE: 

TO: 

fAX: 

FROM~ 

October 7, 2-014 

Security hlteHlgence Revffiw Cornmittee (SlRC) 

6:!.3,990.5230 

otfosv 
StULLER 
CHAN 
HASAN 
l}Alt!USi ER~, 

Clayton fl.uby,c.r-1 
aA .. 1.U., LL M., 1,J.o. 
\~ncri1 ~s>U(l 
ffrd,,,:,~•'41! ,:.,,,;><:><~•} 

T 'i·I €> %4 9&6-•) 

f 'ti69M\WH 

NUMBER OF PAGES (INCLUDING THJS GOVER PAGE)"" 3 
£ r;ibyizyt;;t,1~hil~i;-.c:;rn 
W r·:;!>;.~if~u::::>1'1~ 

MT~SAGE: - .... --.. - - - - - - ------ - - ~·-····-··--·- ·,-- - - -

_________ ,,,,, ,, __ ,,_,,_ 

~--.. --.. ······~··· .... _...,..,,,.,.,, ····~·~·-..........,._,_,.,,. _ ___...~- -- ····- ··~-----·--····· ..... _ ·•···-······· 

cc Justi.n Trnde. u. (v1a email .. ,W&Jit1,tr·J.<l.ea.__u(bl'r,a_d4c:,.t~) 
Thomas Mt1lcair (vfa mnaU - t b.ut~.U.l{(;w:@1u,r!:1I,~) 

PU!JlSS C.ALI, -CllER.Yt MCK.INNON AT 4:."J.6 .. 964-9664 JF.45~YIST.AN(:1j JS.NA'HVE[). 

CONflllHN'\' fAU'tY NOTE: 

T it' it1i.n·n'liltl()n c:011~~•111:d lll jf1h; ,~C?thttfle lXl't!%"1tj1;11 (. J,;gaiJ.ly ·µ:r-J•i<lleg<:t} ' ill cont.'l!l(.'l\t;i;1t 
' nfo11w1tfou lltte11d~'il oii1y for thn US<! c>fth~ htdi>'Jd\t{d or t•r1t.!tJ1 ,r11ui.11td auov (i. lfthl.l 1'¢ltdcr oftN, 
iutis!<tti:_tn l:, i'l•>.t t he huenOQ.tl reciptcnt, you •ll'I! ll<ll'd,y u_q,t(llu~ Umt any 1ise, diss~mlim~tl1111, 
d!!.'tdb1 ti4n •>t copy o.l'. tlti.~ fa .,'ll!lnll~ Xii st~~ly pt' Mh itc!l. If y~u h,t\'e r<?>cU!vP.d ~hls ·flu:~t,nfte fo 
e rt'o1•, J)l.ra$O rio!'ify "~ hm11etl'i;aely h~• televll,;,o,~a nd rnq.trif tl:W nrl~it1,,~I m ~si;;:tuec t<i us· hy 111.aH at 
the ;111111~ $ abov • 't1muk •on · 
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PtJB)' 
SHILLER 
CHAN 
HASAN 
UA R'R! STtt RS 

Clayton ~tby,<.:.11 
$A, u.n' LU"!., u. i). 

Octoh(';r.7, 2014 ti Pr1t:-:-_:;~ .~\Mh~.w /\'-.'~:"!:?-t· 

"i~~'.r:?.r-~r.-:~~ ()ri.~:!fi(j 

VIA PAX: (613,990-.5230) 

Set.auity fritdtigc.ncc Review Cornrnittce 
(SIRC) , . 
P.O . .Box 2430, Station "D" 
Ottrr1.vtt, ON KlJ> 5\V5 

l a.m w itlng to you "'1ith ,:t:<spci;t to tlte ~ppofotrr,,.!mt o.f v-ei.: Forti-er w lead a,, im«-,,i;t1gati ()11 into 
the ,,m::t\piaint tn:n c·s1s gathered und shm·ed m ti)nmnlon i'.bt,ul ~ctlvh,L uppo -~:d tl.) Cwmdu'~ 
t•r11,u·g1 poHct%. As a pti::vious m~mbcr of ·the baurd <)f TnmsCm1ada Pipelines, b.i~ p.ri \.f 
n.1latfrmship to the pmrck:-urn in1fastry rendt,.rs thij choi¢e .irr:esp<.msib!(Hmd ub .. u:rd . 

t'dkgutlc 11~ th~t c:.sJtl tiir,t.l t t:11~r g.-0v 'l'nmem U½-<:l'!IClC~ C(Hl!:idt?:r protc:;;1!;.9. and l'>f'~ i.<dtiO.tl t\J the 
petrofo1ro1 i1.1<, usuy a.,s pM,~ibie-tlu:i!-i.-it-s to natil)tH'tl gecu,ity are w ,t y s ·ri · us. 'the cs.rs Acr ~,rate:,,. 
''b ·wfnJ adv CH 'Y, prnt.e~l r .r dis, '.rtt'~ can.110, be 1:e.gnrd~d M thr~,t::: t~ ,ii:1 tk •m1l SC<'.! llrHy, Should 
lhc~e .. 1Jl.cgatin1rn be p:t.1-v(m 1 • h~ true, CSIS wlll be in i:1.m~ver1t.iQu ,,f u.1c1r rrwl1 /1c:1! 

An ~ r~vitw of ther.e allegot1ons sh,tuld be thorough, (l.Q\J1asl;d m'l.tl result fo a finding tht\l i:
hc •ond n~prmwh what.,.ver thnl ftmfo:ig. muy bu. T-0 b~liev~ that a finuhig d~llvercd by Mr. 
fortie r roultl bei perce i:ve.d to be unbrn..\led i$ ~.::.riQoi.h' rni~g:.1hk.d, Cana{fo'tt:1$ htr.vt rlt • right ,:) 
qncs{ioo the acti 119 of their ..1ovcrumen1 <ind its Ucgcnt:1c."5. f e-q_ual impm-ranc.c ttre- th(;' ~tn~Wl;:)J:S 

Ctrnadkin. rcc.,~iv ,.1 \\1th -rt~i~pe-• t to lh~se questi us. \Vhen aHegati0n~ -,f \W<>ngdt ing adse. 
Ca,1-~tdh.ii•\~ h,i T th.e rigbt 10 ~n hone·~f fi.ndh1n, Pt:Si.il1fo.g fr<>rn .. m ilwesligafa:.m t:hi·u is tx:yond. 
-i'tp1'0<1c l1. 
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Any findings by a revie\N ccnunittee, led by l\,u·. Fort.ier, .,,,,1u forev~r bi: seen as b.his¢d aod m)t 
pr<,wkJ' c~ 1u:i.diuns with , lw ser.se -0fjustlce be:ng done. 

Youn. truly, 

Cl~yton C, 11'.uby 
/ckJn 

c,c,; Ju~ifo Tm<J~;Hl MA emntl ~J\.\~:W1.t~11qgii.1!,({J:ltr.~WW',li,£1U 
'li1<Ym11:J 1<,,foh;uir (via t:mnil -l.hom.H4!!.1Kll'#.l]!:@1t~.d &L,Jf¼) 
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INFORJV_tAT2:0:\J / RENS~IGN:C:~,mNTS: 

ANALYSIS/ ANALYSE: 
~- The above information is reported t o assist the Service in 
asseasing the threat environment a~d the pote ntial for serious 
\riolell.Ce ste:r'O.!tti ng from 

Tab/Onglet 4 

2 of 3 

Page 54( 

AGC0024 



Tab/Ong let 4 Page 541 

3 of 3 AGC0024 



DATE 

SYNC.12SIS / SOMN.7-1.:::RE; 

Tab/Onglet 4 Page 531 . 

1 of 3 AGC0025 



The ab6ve information is reported to 
assessing the threat envi ronmen t and the 
violence stemming from 

Tab/Onglet 4 
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Ai':ALYJIS / ANltLYSE: 

4. T{°'18 abo,.Je .information is ~epo 1 ted t8 assist. the Service in 
assessing the t hreat environment a~d t~e potential for serious 

Tab.'Onglet 4 
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ChatT)p& 
Ass·oc1ates 

TRANSMITTED TO/HUMERO OU DESTINATAIRE : (61 J) 990~5230 

TO/ DESTINATAIRE; 

ANO TO/ ET A: 

FROM/ EXPEOITEUR: 

RE/08JET: 

DATE: 

NathaUe TherlaultJ 
Security Intelligence:• Review Cornrnittee 

Stephanie Dion, 
Department of Justlce 

Paul Champ 

Compta1nt of BCCLA 
SUK File No. 1500~48 

September 25, 2014 

(613) 842~1345 

This d( ument 1~ Jntendeo for the u~e of th~ individual or entity to whkh it 1s 
addrE:•ssed nnd may contain inforrnatt-on that ls privileged, confidential and 
e}:eropt from disdDsure umkn ;.ipp!kahte law. If you have receivc>d this 
ccmmunicat1on 1n error. please notify us Immediately at our expe11-se. by 
telephone, Thank you. 

Le 11,1,,!isage s'adre ·e au d~stlnataire seutement et peut contenir des 
r~nsefgne-ments tmfidentie \s ou pro ·ei(i. II est forrnellement ioterdit d'en 
reveler f.o content.,1 a rnoins d'une autorlsatkm. Si vous recevez cet envoi par 
erreur, ve1.<1Hez n-0us en informer immedlatement et k1 detrnire sans faire tk 
c:opie. Merd. 

Pages including cover shcet/Nombre de pages (incluant ceHe•ci): 3 
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ChaIT)p& 
Assoclates 

www.champlaw.ca 

Our Fit~: 1555 

September 251 2014 

Nathalf e Theriautt 
Registrar 
Security Intelligence Review Committee 
PO Box 2430, Statton "0 11 

Ottawa, ON K1P 5W5 

Dear Ms Theriault: 

E'.qult.y Chambt21rs 
43. Flor~m::e Strt!'t!t 
Ottawa, ON K.7.P OW6 
T; 6t3· 237•4740' 
F: 61 l-23~-2.630 

Pa.t1l Champ 
pctmmp@champlllw.ca 

Re: Complaint of BCCLA, made pursuant to section 41 of the CSIS Act 
S!RC file No.! 1500~481 

We are wrfting further to your tetter of Se.pt.ember 81 2014, in which you advise that the 
abov~noted complaint has been assigned to the Honourable Yves Fortier} PC, CC, OQ QC. 
While eccLA recognites Mr ForttGr1 s exempla-ry reputationJ and doe:; riot que5tion his 
pers:i:mat or professional fntegrity, the organ,zation must ne·vertheless object to his 
-appoim:ment as the presiding SUK. member in the present comptalnt. 

A reasonable apprehen:sion of Pias d00$ no Ci'epend upon the qualities or qualifications of 
the particular decis1on•maker, but rather on the perceptiohs of tho'Se involved in the 
proceco1ngs as well as the public at large, lt was for tMs retlsoO that BCCLA raised concerns 
about the poss.ible appo1otment of any S-lRC committee member havtng ties to the 
petroleum industry from the outset. In parttcular, BCCLA's. February 6, 2014 complaint 
lotter expressly ref erred to the h1ghty,pub"licised ties between sever at SIRC members and 
the -pe..troteum industry, including Mr fortter's former position on the board of TransCanada 
PipeHt1es, the company behind tho controversial Keystone XL ptpeline project. 1 

GiVen t.he subject matter of the present complaint> indudin.g allega.tfons of tnapproprtate 
or unlawful eoHaboratior. between CSIS, petroleum industry rcpresentatwes (includfng 
TransCarrada corpcn:ite security advi~orn), and an adrnini-strative tribunal (the National 

~ - ·······---·····-·--····"<"!"" 

Rights Equality Dignity 
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'iergy Board}, BCCLA maintains that the irwolvement of any SIRC members wtth significant 
cfes to the petroletim industry in this complaint -gives rise to a reasonable apprehension of 
bias. 

ln light of these concerns., BCCLA maintains th;~t Mr Fortier ~hOUld rncuse himself from any 
partic;-ipanon or involvement in the inves.t1gation of thfs compla.int, and that only a 'SlRC: 
member h:avih.g n<> similar ties to the petroleurn Industry should be- designated to act in this 
mat er. 

The BCCl..A,re1terate!t th&t Mr rortier'_s pcr$Olial integrity is n9t at issue. Indeed, he 1s 
cU.xirly a Cnnadian of extraordirR,ry accomplishment and rec:t"ftude who has rnade 
slgnifkant i::;orrtrlblltiotiS t• Canada. Still, the BCCLA submits lhal this is a highly serious 
complaint and should be handled fn a msi.nner that ls in every way beyond repl'oach, with 
jus.tice not only donet but s~en to be done. 

We look forward to hearing from yml in the near future regarding this matter, and reserve 
our right to rn8ke further> formal submi~-fons regarding the above,noted issues at such 
time as may be appropriate. The other pretnninary issues raised !,y the CSIS regarding the 
scope of the complaint can be deatt wfth after thfs rnatter Is addras~ed. 

c: J, f>at:eriOO, sec LA 
Stephanie O!on, Departm"nt of .Justice {Coun~C't for CSJS.) 

Rights Equality Dignity 
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Dfipartrnent of Justlc0 
CanadB 

N~ti~):iaf 6£?.{X~r~i..- ~itigl~tior~ 
f, Advi~iory (3t(H;p 
f'C ao~ a 121, s1.~1ion r 
OH,mit. OnWric;-
1<:1 ra Jf·J(\ 

September 22, 20 l 4 

llY HANH 

tvfo. Sylvk Roussd 
Senior Counsel 

Minister.:: do ta Justice 
G<1.nada. 

c .. ·,;111,r~-1:H!;jt., ~ (:tinl;i(?! lf> 

fJl'l ~ik,;mA •~lif.>ni{i¢ 
CP ll~'2}• SU¢(.;;_,! ;;a?~: r 
Dt1:.:.1• c (On!:1d oj t!l.t:' ce: tyr::r. 
KIG jl·llcl ~t~:. dC:..J }.-W 

Secnrity lntdligence Rcvi(:w Corrnnitte,~ 
Jackson Building 
122. !:fan.k Strcct::4\h Floor 
Ottawa, Ontado 
KIP 5N6 

Re: BCCL.A --· Complaint against CSIS Pursuant to Section 41 ofthe CSiS Ad -
Y~n.u- File 1.500-481 
R p e.\Jent·1Hions __ by. CS.l Spri.or _ t(t S'I RC Uctenniniug Jurisdiction ......... ______ _ 

Please submit thi8 correspondence to the Honoumhk Yve3 Fortier who \Vas rectm11y 
,1ssig11ed to the above-mentioned comphlint. 

The Scn'lct requests that u ffHlnag1;,:ment confererKe be held s1wcificaHy for the 11urposc 
of identifying the hsut':s 1lfat wl !I bt<frwcin1gaied a,-; part of this \..:ontpl.aint The c:01uplaint 
set 01.11 in th.t February 6, 2014 correspondence to the Security btdllgcnc{; Review 
Comn111tt:e (the Commlttcc) asks tkit the Con1m1ttee invcstig(~t~ overly broad questions 
that, in rnany in:'>iances, d() riot relale to ''any act or thing done by the Service" as 
provided by Sedion 41 of H1e C<::lS Act. 

While tht'. Service fipprt-:'.Cfatt:s and acknowledge~ the role that orgunit.ations like the 
BCCLA play with n:~s1wct to c.ivil lihcrtks hsne~, the Service submits that the BCCLA 's 
complaint n1u.{,;tbG ht•tter (fofined and articulated int<) a comp.taint 0L1 Jfacrct,~ fK:t or 
thing dmw by tht: St:n·i<.x~ that the Conuuitke ls capabk: of investigating. The {).)rnmittcc 
n11.1st he cautious. in al lnwing a cornplHinEint lo initiatt:, by ·way of a complaint, a revfo\v 
ofthe Service's invoc;tigations regarding domestic threats and information sharing vdth 
Canadian government agcn-:ics without specific infrinnatim1 t() support the allegations, 
The Ct.)mrnittct~ onght rwt to allow .itsdf to bccurnc a proxy of the BCCLA in a mutter 
\Vhkh fa Us whbin Hw 11111bit of <l. n.~vfo\N and not ,i complaint 

Bused on the Complainant's. letter nnd the SC{)pe of section 4 l of the CSJS Act. the 
Serv.(ce prnpo;;es that the following issurs he rnvestigdcd as part nf this rnffiplaint: 

1 of 2 AGC0028 



1) Dkl the St:n-'i,;;e ill\'t:~,tigt1te grnHps nr hi<.livkluah for their engagement in lawfol 
advo~acy, prnw;,t (>I' di1.~;c-nt activitie& iu rdation to tlw Northern Gateway Pipeline 
Pn~j,:(;t? 

3:) Did the Service provide infonnati(JJ1 relating to imHvkluah. or group:,. bvo!ved in fowfo1 
advoc:nc~\ protci;t t.1r dissent hi relation to the N(>rthem Ga(e\.vay Pipeline Ptt~jt.>Ct with 
th,: Natkmal Energy Board or 1Hm~gowmment members oftlw p~trolcum industry? 

4) If yet>, .,_,.,us it ltn-vhil to provide this infom1ation? 

n should be nokll that the Committee ha~ conducted several rcviev<'s and audits mi the 
topic of "iawfal advol:acy, pmtest or dlssenC'. 1 The latest p~riod reviewed hy the 
Commht~e ~nded December 31 .. 201 I, Upon ctJmpfetion ofthis latest n.wkw. the 
Committ~c t:qund that •·,tctivitie8 related only ti) leg1timate proteHt ~nd dissent Wt'.rc not 
investigated"'\ At.; such, the St.~rvke pr()p~)t,es to focus its document collccti(m t() 
documentf: dated after. December 3 l , 201 't. 

In Qrder fhr the Service to meet its disolosore obligations, it is. pam.mount that tbe,s;i.!' 
issues be de!'lrly identified at the onset Until such time thut the l~sues to he exmnlned fo 
the courst:: of th.is complaint arc dearly identified by the Committ~e, the Service will be 
initiAting it$ document coBectfon baMxl on the 4 issues identified above fr1r doc,,mcnts 
dated atkr Dccc1nbet 31, 2011, 

Should you require fur ther ini<.)rm.ntion. please contact the u11tlersigned at (613) 842~ 
1356. 

c,c, ER&L 

• s1000-6TJ 

c,t:. Paul Champ 

; Si.nee 2000; tht t<ipk: Hf~'lawfal advocuq,, pmt•st <.H' dimi~nf' has b1:en dfac-ut~ed hi ti srn.c Anm1al 
T~pon~ ( 1999--201)0,, J{l() I -:woi, Jl){)(i.-J(l5)7, 2(X)8--2(l(l\J. ;w I '.l ,20 l J}. 
i SlRC 1012.20 l 3 Arm1.1al Rep,;trt, flridging th,1 01.1p, p.24. . 
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Security !ntemgence 
Review Committee 

Comite de surveiltance des activites 
de renseignement cte sacurite 

BY COURIER 

Mr. Paul Champ 
Counsel 
Champ & Associates 
Equity Chambers 
43 Florence Street 
Ottawa, ON K.2P OW6 

Dear Counsel; 

File No,: 1500~481 

September 8, 2014 

RE: BRITISH COLUMBIA CIVIL UBERTIES ASSOCIATION -
COMPLAINT AGAINST THE CANADIAN SECURffY INTELLIGENCE 
SERVICE PURSUANT TO SECTION 41 OF THE CANADIAN SECURITY 
JNTELLIGENCE SERVICE ACT 

I wish to inform you that the above•noted matter has been assigned to the 
Honourable Yves Fortier, P.C., C,C., O,Q,, Q.C .. 

I wm contact you shortly regarding the next steps. 

Should you have any questions with respect to the foregoing, please do not 
hesitate to contact me at (613) 990-6319, 

Yours sincerely, 

Nathalie Theriauft 
Registrar 

P.O B<i>; / C.P. 2430, $,'Ilion/ Succ1.irs<1I~ "O;' 
Ottawa, Canada K1P 5'N5 

T~,'. tfl3S90·8441 f'a:><:: 6!Jil90·5230 
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BY HANO 

Security lntelligence 
Review Committee 

Ms. Stephanie Dion 
Counsel 
National Security Litigation & Advisory Group 
Department of Justice Canada 
PO Box 8127, Station T 
Ottawa. ON K1 G 3H6 

Dear Ms. Dion: 

ComiM de surveillance des activiles 
de renseignement de securite 

PROTECTEOB 

FIie No.; 1500-481 

September 8, 2014 

RE; BRITISH COLUMBIA CIVIL LISERTlES ASSOCIA TtON (BCCLA} ~ 
COMPLAINT AGAfNST THE CANADIAN SECURITY INTELLIGENCE 
SERVICE PURSUANT TO SECTION 41 OF THE CANADIAN SECURITY 
!N.T.l;J..LlGENCE SIERVIOE ACTlCSl$,Act} ,, 

I wish to inform you that the above-noted matter has been re-assigned to 
the Honourable Yves Fortier, P.C., C.C., O.Q., Q.C .. 

l will contact you shortly regarding the next steps, 

Should you have any qtiestions with respect to the foregoing, please do not 
hesitate to contact me at (613) 990-6319. · 

c.c,: ER&L 

Yours sincerely, 

Nathalie Theriautt 
Registrar 

P.O. Box! CP 243•, i%Jli<:m / Su<:wri,alt~ "O'. 
Ot1r1wa. Cnn<1da K1P 5\V5 

Te!: 6.13 99tHH41 Fax '313 B90·5?.:,o 
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security tr,tell\gence 
Review Committee 

Comite de surveHlance des activites 
(1e r~mselgnement de securite 

BY COURIER 

Mr, Paul Champ 
Counsel 
Charnp & Associates 
Equity Chambers 
43 Florence Street 
Ottawa, ON K2P OW6 

Dear Counsel; 

PROTECTED {2 

File No.: 1500481 

July 41 2014 

RE: BRITtSH COLUMBIA CIVIL UBERTtES ASSOCIATION -
COMPLAINT AGAJNST THE CANADIAN SECURITY tNTELUGENCE 
SERVICE PURSUANT TO SECTlON 41 OF THE CANADIAN SECURITY 
INTELLIGENCE SERVICE ACT 

I am writing further to your letter dated June 9, 2014, wherein you indicate 
the Cornptainant's preference with respect to document disclosure. I wish to inform you 
that any procedurat issues or requests can be raised with the presiding member at the 
pre«hearin9 conference. The pre--hearing conference will be scheduled after a member of 
·the Security Intelligence Revi(iw Committee (Cornmlttee) is assigned. 

Should you have any additional questions, you may contact the 
Committee's Registrar, Ms. Nathalie Theriault, at {613) 990-6319. 

/ , 
Yo·· ur<:t sihcere11y ,, .. ,,. .. , 

'f ; 7} . >/ ) 
\/// I I '1/1' j / 

;/', ,• I -l _./' 
,-"/'' ' ,";if-./,( / •, ;•# ... ,., ' '· 

/.. .... ~-,~.,,,.,.---· 
· Sylvie E. Roussel 

Senior Counsel 

P{L So:,:/ C.P. 2,r10. Station .1 S1_1ccursa1e "D" 
Oltawu, Canad,1 KIP 5W5 I' ' 0 1-11 ti 'I.. i . ) vv' t ' ' 'r· 

~ p""""'T ·'" 
'Ti~t 6-, s 090.s<1,i.1 . F,H: a1 a M0--523• 
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Champ& 
~ssociates 

v,rfVW, champtaw, ca 

Our File: 1 S55 

June 9, 2014 

BY MAIL 

Sylvie E. Roussel 
Counsel 
Security lnteU1gence Review Committee 
122 Bank Street, Sulte 200 
Ottawa, ON K1 P 5N6 

Dear Ms Rousset: 

RECENED 
JU¼ 1. t ·ltU 

tflO)/!Lf 

Equity Chamber~ 
43 flon~nce Str~ 
Ottawa, ON K2P OW6 
T. 61"3 -237-4740 
F': 6 t 3-232-2680 

P-0ul Champ 
pi:h.imp@champl<1w .<:~ 

Re: B.C. Civil Liberties Association~ Complaint Pursuant to s. 41 of the Act 
SIRC File 1500~481 

I am writir.g further to the letter dated June 2, 20·14, that we receNed from the ExecuUve 
Director, Mr Doucet, regarding the above noted complaint. 

We look forward to a pre•hearing conference caU setting the terms of the invesugation. In 
the meantimer l would like to comment on the suggestion that the complainant should 
obtain documents from the Canadian Security Intelligence Service under the Access to 
Information Act. It is our experience that making requests of CSIS for do{:uments under the 
A TIA ts not very productive as often little to nothtng is disdosed1 and there are usually 
significant delays. It is generally 11,y preference to request a summons or subpoena duces 
teti,HFfor a CSIS wf tness, with a demand that they appear with certain documents, This 
seems to be not only more productive and expeditious) the legal test for exemptions is 
narrower under the Canada Evidence Act as compared to the AT/A. (Of course, SIRC could 
also simply issue a pre"hf pring production order, but as I recall the Committee is generally 
not inclined to issue such orders.) 

If you have con<:ems about the complainant proceeding in this fashion, please advise. 

Ji;J{X__r-e 
~ ul hamp 

c: J. Paterson, Ex.tx utive Director, BCCLA 

Rights Equality 
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Security lnteUigence 
Review Committee 

Comlte. tie surveillance des actlvites 
de renselgnement r,le securlte 

BY COURIER 

Mr, Paul Champ 
Counsel 
Champ & Associates 
Equity Chambers 
4:~ Florence Street 
Ottawa, ON K2P 0W6 

Dear Mr, Champ: 

fRQ ECTEQ_B 

File No,: 1500,-481 

June 2, 2014 

RE: BRITISH COLUMBIA CIVIL LIBERTIES ASSOCIATION (BCCLA) -
COMPLAINT AGAINST THE CANAOlAN SECURITY INTELLIGENCE 
SERVICE PURSUANT TO SECTION 41 OF THE CANADIAN SECURITY 
fNTELLIG~f:JC,E, SERVICE AC[ {CS,IS tj,cQ 

Further to the letter from Ms, Sylvie E. Roussel, Senior Counsel for the 
Security Intelligence Review Committee (Committee), dated March 28, 2014, f wish to 
advise you, on behalf of the Committee and ln accoroance with section 11 of the 
Committee's Rules of Procedure, that the Committee determined on May 27, 2014 that 
it does have the jurisdiction to investigate your client's complaint under section 41 of the 
CSJS Act. Once a member of the Committee has been assigned to the file, you will be 
notified, 

You will be contacted by the Committee's Registrar to schedule a pre~ 
hearing conference to set the terms of reference for the Investigation of your client's 
complaint 

In accordance with subsection 48(2) of the CSIS Act, your client has the 
opportunity to make representation$ to the Committee either in writing or personally at a 
hearing. 

The Access to Information Act (ATI) provides citizens with the right to 
access information held by government institutions. Your client may wish to make an 
Access to lnforrnation request to CSIS to prepare for a hearing of this matter. For more 
information on making such a request, you may wish to consult the following webstte: 

PO Box ,' C.P. 2430, Statlar, / SucclirMli;, "D" 
Ottawa., Cana<ll:'>: KW 5W5 

Tel: 1HS 990·6441 fr,x; 613 990··52:JO 
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PROTECTED B 

http://'¥VViiW.tbs~sctgc.ca/t~~f :foct/3~0~57..-enq . asQ {A Tl Act} 
. . . 

Shouki you have any questions regarding the foregoing, please do not 
hesitate to contact Ms, Sylvie E. Roussel, at (613) 990-8445. 

2 of 2 

Yours sincerely • 

................... _ . w ""t#"'C~•-

• t---=t~ ~-~~~ 
Michael Doucet 
Executive Director 

AGC0034 


