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Dear Ms, Stawicki:
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RE: Complaint filed by BCCLA pursuant to section 41 of the CSIS 4o¢
Final Report: Review of vettiag for national security concerns
Your file: 1500-481

Further to our letter dated July 14, 2017 and our meeting of yesterday with Ms, Bowers, we
wish to inform the Committee of the following changes to the proposed redactions to the
final report in the above~-mentioned file.

As discussed, we have added the following redactions in order to provide better consistency
with other redactions throughout the final report:

Please do not hesitate to contact me at §13-842-1356 should vou require additional
information or clarification. I remain available to assist the Commitiee in its consultation
as per section 55 of the CSIS Act if you have any specific questions or concerns.

Sincerely,

Stephanie Dion
Counsel

ce: Canadian Security Intelligence Service, ER&L

. 51000-677
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July 14, 2017
BY HAND

Ms. Shayna Stawicki

Registrar

Security Intelligence Review Committee
Jackson Building

122 Bank Strect, 4™ Floor

Ottawa, Ontario

KI1P 5Né6

Dear Ms. Stawicki:

RE: Complaint filed by BCCLA pursuant to section 41 of the CSIS Act
Final Report: Vetting for national security concerns
Your file: 1500-481

Further to your letter dated May 30, 2017, please find enclosed a copy of the final report
with the Service’s proposed redactions using the CSIS National Security Privilege Claims.

For national security purposes, the Service requests the following redactions:

The Service seeks to protect information which identifies or tends to identify its interest in
individuals, groups or issues, including the existence or absence of past or present files or
investigations, the intensity of investigations, and the degree or lack of success of
investigations,

Disclosure of such information would identify or assist in identifying the Service’s current
or previous interest in individuals or groups. This, in turn, could jeopardize the efficacy of
the Service’s operations and investigations by prompting the subjects of investigation, or
individuals intending to undertake actions detrimental to national security, to take counter-
measures to thwart the investigation and/or introduce faise or misleading information into
the investigative process. For example, Service operations might be countered by
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-2- TOP SECRET

individuals taking specific measures to disassociate from identified individuals or groups,
thereby nullifying the usefulness of human or technical sources.

The disclosure of subjects of investigation, a past or present Service investigation, its
success or lack of success and any related Service assessment would also provide those
engaged or wishing to engage in activities constituting a threat to the security of Canada
with information that could enable them to access the depth, deployment and sophistication
of the resources, as well as the degree of expertise, of the Service. It would enable them to
find gaps in the Service’s knowledge and use them to their advantage,

A security agency cannot operate effectively if individuals are able to ascertain the state of
the security agency’s operational knowledge at a particular point in time, the specific
operational assessment made by the security agency as well as the fact the security agency
is in a positon to draw certain conclusions on a subject. The disclosure of this type of
information would indicate a level of interest, or lack thereof, in an individual or group and
the fact that a security agency has enough information to draw a conclusion.

Please note that, unlike the Service’s specific invesiigation_ its

more general investigation relating to domestic extremism is in the public domain. This
information has only been redacted in instances where the information becomes classified

in a particular context. The same is true in relation to the Service’s role in the protection of
critical infrastructure. For cxample,—

The Federal Court of Canada, in the context of section 87 applications, has relied on the
framework set out in Henrie vs Canada (Security Intelligence Review Committee) [1989] 2
F.C. 229 (upheld on appeal to FCA) when considering injury to national security. In
Henrie, the Court recognized the injury to national security relating to the duration, scope,
intensity and degree or lack of success of an investigation.
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3. TOP SECRET

The Service seeks to protect disclosure of information that would identify or tend to
identify its employees. This information would include their name, position title, unit name
and personal identifiers. Knowledge of this information would be valuable to those whose
interests are inimical to Canada. Also, identifying Service personnel could endanger their
personal safety.

Employees have been harassed and had their lives threatened and
CSIS has been identified as a target by a group of home-grown extremists. If a Service
employee is identified, it is possible to trace the name and obtain addresses and other
personal information about the employee. Armed with such information, it becomes
possible for individuals to monitor the physical movements and activities of these
employees, potentially jeopardizing their physical security and operational activities,
Further, disclosure of an employee’s identity could end their continued usefulness to the
Service and prejudice ongoing collection of information and intelligence.

For these reasons, the Service seeks to protect from disclosure the information as listed
above.

Footnotes:

The footnotes throughout the final report which reference CSIS exhibits and documentation
have been redacted when

Please do not hesitate to contact me should you require additional information or
clarification. I remain available to assist SIRC in its obligation to consult as per section 55
of the CSIS Act if you have any specific questions or concerns.

Sincerely,

7 p
S /]
] LPDIN
| {~Stephanie Dion
0™ Counsel
/ 613-842-1356

cc: Canadian Security Intelligence Service, ER&L

. 51000-677
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TOP SECRET
Flle No, 1600-481

SECURITY INTELLIGENCE REVIEW COMMITTEE

IN THE MATTER of a complaint filed pursuant to section 41 of the Canad/an Security
Intelligence Sarvice Act, R.S.C., 1885, ¢. C-23.

BRITISH COLUMBIA CIVIL LIBERTIES ASSOCIATION

Complainant

- and -

CANADIAN SECURITY INTELLIGENCE SERVICE

Respondent

REPORT BY

The Honourable Yves Forttier, P.C., C.C,, 0.Q., Q.C.
Security intelligance Review Committee, Presiding

Security Intelligence Review Committee
P.O. Box 2430

Postal Station D

Ottawa, ON

K{P 5W5

Phone: (613) 990-8441
Fax: (613) 990-5230

P.Q. Box / C.P. 2430, Station / Succursale "D"
Ottawa, Canada K1P SW5S
Tol: 613 880-8441 Fax: 813 890-5230
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Dates of Hearing:

Place of Hearing:

Before:

Counsel:

Witnesses:

TOP SECRET

-Case management Conference (via teleconferencs),
Friday, July 24, 2015 in Ottawa

-Case Management Conference (via teleconference),
May 20, 2015 in Ottawa

-in camera hearing, August 12 - 13, 2015 in Vancouver
-In camera/ ex parte hearing January 28, 2016 in Ottawa
-In camera/ ex parte hearing March 22, 2016 in Ottawa

-Case Management Conferences in Ottawa, Ontario
-In cemera hearing in Vancouver
-In camera/ ex parte hearing in Ottawa

The Honourable Yves Fortier, P.C., C.C,, 0.Q., Q.C.
Member, Security Intelligence Review Commitiee (“Commiittee”)

P. Champ and B. Roy, for the Complainant, BCCLA

S. Dion, for the Respondent, the Canadian Security Intelligence
Service (“Service")

C. Bowaers, for the Committee

In camera hearing on August 12, 2016 in Vancouver
J. Paterson for BCCLA

In camera hearing on August 13, 2015 in Vancouver
C. Trojand, for BCCLA |

T. Dance-Bennink, for BCCLA

J. Biggar, for BCCLA

C. Vernon, for BCCLA

N. Skucs, for BCCLA

Robert, for CSIS

Professor Reg Whitaker, by way of affidavit

In camera, ex parte hearing on January 28, 2016 in Ottawa
CSIS Witness 1,
CSIS Witness 2,
CSIS Witness 3,
In camera, ex parte hearing on March 22, 2016 in Ottawa
CSIS Witness 4,

Also In Attendance: S. Stawicki, Hearing Registrar

Noel C. Keeley, C.S.R, Court Stenographer
CSIS ER&L Staff (1)
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A.

TOP SECRET

INTRODUCTION

This report is made pursuant to subsection 52(1) of the Canadian Security

intelligence Service Act, R.S.C., 1985, ¢. C-23 ("CSIS Act"), after the completion of
an investigation in relation to a complaint made pursuant to section 41 of the CSIS
Act by the British Columbia Civil Liberties Association (“BCCLA" or "Complainant”).

This report is made to the Minister of Public Safety and to the Director of the
Canadian Security Intelligence Service ("CSIS” or "Service”). It contains the
findings and recommendations of the Security Intelligence Review Committee
(“Committee” or “SIRC") based on all the documentation, oral evidence and
representations available to it during its investigation. This report, subject to the
limitations of the CSIS Act, will be forwarded to the Complainant.’

THE COMPLAINT AND THE COMMITTEE'S JURISDICTION

Section 41 of the CS/S Act entitles a person to complain to the Committee with
respect to “any act or thing" done by the Service. The Committee shall investigate
the complaint if the Committee is satisfied that:

- the Complainant has first made a complaint to the Director with respect
to that “act or thing™;

- the Complainant has not received a response within such period of
time as the Committee considers reasonable, or the Complainant is
dissatisfied with the response given; and,

- the complaint is not trivial, frivolous, vexatious or made in bad faith.

In a letter dated February 6, 2014, the Complainant wrote to the Committee to
make a complaint pursuant to section 41 of the CSIS Act "regarding improper and
unlawful actions of CSIS in gathering information about Canadian citizens and
groups engaging [n peaceful and lawful expressive activities, and sharing it with
other government bodies and private sector actors.” 2

The Complainant alieges that media reports indicate that the Nationat Energy
Board (“NEB") has engaged in systematic information and intelligence gathering
about organizations seeking to participate in the NEB's Northern Gateway Project
hearing. The Complainant also contends that “records obtained under the Access
to Information Act confirm that this information and intelligence gathering was
undertaken with the co-operation and involvement of CSIS and other law

1 See sube.48(2), 52(1) and paragraph 55(b) of the CSIS Act, Rule 13 of the Rules of Procedure of The
Secunty Intelligance Review Committea in relation to its Function under Paragraph 38(c) of the
Canadfan Security Intelligence Service Act ("Rules of Procedure”)

7 Complainant’s letter to the Committee dated February 6, 2014, re: Surveillance of Canadian Citizens
and Information sharing with the National Energy Board,

.
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TOP SECRET,

enforcement agencies, and that CSIS participates in sharing intelligence
information with the Board's security personnel, the Royal Canadian Mounted
Police ("RCMP"), and private petroleum industry security firms." 3

8. Inthat same letter, the Complainant sets out the following questions that formed
the basis of the complaint to the Committee:

-Why is CSIS (and other branches of Canadian law enforcement and security
apparatus) monitoring public interest, environmental and advocacy groups, in
particular Leadnow, ForestEthics Advocacy Association, Council of Canadians,
the Dogwood Initiative, EcoSociety, the Sierra Club of British Columbia, and Idle
No More, despite an absence of any basis for believing that these groups have
engaged in criminal wrongdoing? '

-For how long has CSIS been involved in surveillance of these, and other,
groups?

-Under what law, regulation or other authority is CSIS acting when it monitors
these groups?

-Why is CSIS hearing information about public interest, environmental and
advocacy groups with members of the petroleum industry?

-What information has been conveyed by CSIS to members of the petroleum
industry?

7. The Complainant also copied its complaint letter of February 6, 2014 to Michel
Coulombe, Interim Director of the Canadian Security Intelligence Service (“CSIS"),
pursuant to section 41 of the CSIS Act.

8. In aletter dated March 14, 2014, the Assistant Director, Policy and Strategic
Partnerships, Tom Venner, replied to the Complainant that he could find no
evidence that the Service acted inappropriately. He commented that the
information and cbservations are largely speculative and based on third-party
information. He added however, that the Service conducts itself according to the
law, policy, and Ministerial Direction. He stated: “l understand your concemns that
Canadians engaged in peaceful advocacy and protest would be targeted
illegitimately by a Government agency. In fact, the employees of CSIS are
devoted to protecting Canada's national security and ensuring that the very rights
of privacy and free speech which you refer to are indeed protected from individuals
and groups who would reject peaceful democratic processes to attain their goals.™

9. By letter dated March 20, 2014, the Complainant wrote to the Committee,
explaining its position that CSIS has failed to provide any substantive response to -

3 Complainant's letter to the Committee dated February 8, 2014, re: Surveillance of Canadian Citlzens
and Information sharing with the National Energy Board.
4 etter of reply from CSIS to the Complainant, dated March 14, 2014.

=B
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12.

13.
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14,

15.

TOP SECRET

BCCLA's complaint, and requesting the Committee to commence its investigation
regarding the Service’s actions.®

By letter dated March 28, 2014, the Committee wrote to both the Complainant and
the Service, providing them with the opportunity to make representations regarding
the Committee’s jurisdiction to investigate the complaint of BCCLA. ¢

The Complainant responded by letter dated April 4, 2014 with its representations
regarding the Committee’s jurisdiction to investigate the complaint under section
41, highlighting that the jurisdiction includes the investigation and determination of
all legal issues ralsed by the complaint, including the Service's compliance with the
CSIS Act and the Charter. 7

On April 7, 2014, counsel for CSIS responded that its client did not wish to make
representations on the Committea’s jurisdiction at that time. 8

On May 27, 2014, the Committee determined that it had the jurigdiction to
investigate the complaint, and this was conveyed to the Complainant and the
Service by letter dated June 2, 2014. °

BACKGROUND

In accordance with the Rules of Procedure of the Secunty Intelligence Review
Committee in relation to its function under paragraph 38(c) of the CSIS Act, | was
appointed by the Chair of the Committee to conduct an investigation into this
complaint. The parties were advised of the Committee’s determination by letters
dated September 8, 2014.1°

On September 22, 2014, CSIS wrote to the Committee, with a copy to the
Complainant, requesting a management conference call for the purpose of
identifylng the issues that will be investigated as part of the complaint. CSIS
asked that the BCCLA's complaint be better defined and articulated into a
complaint of a discrete act or thing done by the Service that the Commiittee is
capable of investigating. CSIS proposed to focus its document collection to
documents dated after December 31, 2011, which was the latest period reviewed
by the Committee in its review on the topic of lawful advocacy, protest or dissent.
The letter from CSIS stated, “Based on the Complainant's letter and the scope of

5 Complainant's letter to the Committee dated March 20, 2014 requesting it commence its investigation,

¢ Letter from the Committee to CSIS, dated March 28, 2014 regarding representations on jurisdiction and
Letter from the Committee to the Complainant, dated March 28, 2014 regarding the same,

7 Letter from the Complainant to the Committee, dated April 4, 2014, regarding jurisdiction.

8 Leller from CSIS to the Commiitee dated April 7, 2014, regarding Jurisdiction.

# Letter from the Committee to the Complainant and the Service, dated May 27, 2014,

10 { etter from the Committee to the Complainant and CSIS dated September 8, 2014, regarding the

assignment of Committee member.

-6-
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section 41 of the CS/S Act, the Service proposes that the following issues be
investigated as part of this complaint:

1) Did the Service investigate groups or individuals for their engagement in lawful
advocacy, protest or dissent activities in relation to the Northern Gateway
Pipeline Project?

2) If yes, was the investigation lawful?

3) Did the Service provide information relating to individuals or groups involved in
lawful advocacy, protest or dissent in relation to the Northern Gateway Pipeline
Project with the National Energy Board or non-government members of the
petroleum industry?

4) If yes, was it lawful to provide this information? "

On September 25, 2014 the Complainant wrote to the Committee, with a copy to
CSI8, regarding my assignment as presiding member over the complaint. The
letter stated that “while BCCLA recognizes Mr, Fortier's exemplary reputation, and
does not question his personal or professional integrity, the organization must
nevertheless object to his appointment as the presiding SIRC member in the
present complaint, given that BCCLA maintains that the involvement of any SIRC
members with significant ties to the petroleum industry in this complaint gives rise
to a reasonable apprehension of bias”. In BCCLA's February 6, 2014 complaint
letter, it referred to the “highly publicized ties between several SIRC members and
the petroleum industry, including Mr. Fortier's former position on the board of
Trans-Canada Pipelines, the company behind the controversial Keystone XL
pipeline project.”?

On October 8, 2014, the Committee wrote to counsel for the Complainant
regarding the matters raised in their letter mentioned above. As the presiding
member investigating the complaint, | responded to the Complainant stating:

*On the issue of the potential conflict of interest allegations, the proper course of action

to deal with such matters is for a party to formally raise the matter with the presiding

member through a motion asking that the member recuse himself from the file and that a

ruling on the matter be made thereafter considering the relevant jurisprudence on the
 issue.”

| noted that the conflict of interest issue was raised in the Complainant's letter
dated September 25, 2014, but | asked them to confirm whether they intended to
bring a formal motion with supporting documentation and argument, or whether |
should proceed on the basis of their letter alone. 2

On October 28, 2014, the Complainant wrote to the Committee, advising: “Having
reviewed the matter, we must advise that, at this time, we do not have sufficient

11 | etter from the Respondent, CSIS, to the Committee, dated September 22, 2014.
12| etter from the Complainant to the Committee, dated September 25, 2014.
13 Letter from the Committee to the Complainant, dated October 8, 2014,

=
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information regarding Mr. Fortier's lies to the companies involved in the complaint.
We initially raised our concern in the original complaint dated February 6, 2014,
citing a news story that Mr. Fortier had previously sat on the board of directors of
TransCanada, a company implicated in this complaint.” The Complainant indicated
that they did not know further details, and posed several questions regarding my
involvement with that board of directors. 14

On November 25, 2014, the Committee wrote the following to the Complainant:

“It is a matter of public record that Mr. Fortiar was a non-executive member of the
TransCanada Board of Diractors from April 1992 to July 1998. Since he resigned from
the Board in July 1998, Mr. Fortier has never occupied any position with TmnsCanada
Mr. Fortler has never ccoupled any position with Enbridge. ™¢

On December 9, 2014, the Complainant wrote toc the Committee indicating that
BCCLA is prepared to proceed with its complaint before me as the presiding
member, e

On March 25, 2015, the Complainant wrote to the Committee, calling attention to
additional records which had been disclosed to the Canadian Press, under the
Accsess to Information Act. The Complainant contends that this provides further
evidence of CSIS' ongoing involvement in gathering and sharing information and
intelligence about protests concerning the petroleum indusiry, including the
Northern Gateway Project.'?

On April 7, 2015, CSIS wrote to the Committee, with a copy to the Complainant, in
response to the Committee's inquiry on its availability for a pre-hearing
conference. The Service asked that its request dated September 22, 2014 for a
managemnient conference be held for the purpose of identifying the issues that will
be investigated, and the timeframe for document collection, and that the issues to
be investigated be limited to the four points it outlined in its letter. The Service also
indicated that it has “been made aware through media reports of further allegations
made by the Complainant and asked to be informed of the allegations as a matter
of procedural fairness and in order to proceed with the document collection and
respond to the allegations that are being made."®

On April 8, 2015, the Complainant wrote 1o the Committee in response to the April
7, 2015 letter from the Service. The Complainant suggested that the issues raised
by counsel for CS|S are the kind of matters that can and would be discussed in a
pre-hearing conference call. The Complainant generally agreed with the broad
issues defined by CSIS with a few revisions to the four questions. The

14 Letter from the Complainant to the Committee dated Octaber 28, 2014,

15 Latter from the Committee to the Complainant. dated November 25, 2014,
1 | etter fram the Complalnant to the Committee, dated December 9, 2014,
17  etter from the Complainant to the Committee, dated March 25, 2015,

18 Letter from CSIS to the Committee dated April 7, 2015.

sl
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Complainant stated that their “concern is that CSIS is choosing to frame the issues
in a way that would allow CSIS to screen or filter out documents or information that
are encompassed by the complaint. It is the BCCLA's position that the first step
should be to identify any CSIS investigations of individual or groups that are
opposed 1o the Northern Gateway Project.” The Complainant also suggested that
the cut off for document collections should be December 31, 2008, not 2011. '8

On April 15, 2015, CSIS acknowledged receipt of and responded to the
Complainant's letter of April 8, 2015, The Service agreed with the document
collection date as of December 31, 2009. There was also general agreement with
the issues as re-formulated by the Complainant with one other minor change. 20

On May 15, 2015, the Committee wrote to both parties in preparation of a pre-
hearing conference to be conducted on May 20, 2015, and | invited the parties to
consider and address the following questions: 2!

1) Given the wording of section 12 of the CSIS Act which provides that the
Service "shall collect, by investigation or otherwise™ and the allegations in the
letter of complaint to the effect that the Service is “gathering information” and
"monitoring and surveillance”, what meaning shall be attributed to the words
*investigate” and "investigation” in the April 15" 2015 letter (from CSIS)?

2) Whether the "groups or individuals” referred to in questions 1 and 3 of the April
15" letter are those set out on pages 2 and 6 of the letter of complaint?

3) Whether the expression “non-government members of the petroleum industry”
is limited to the private-sector industry?

4) While the issues to be examined in the April 15" |etter only refer to the
Northern Gateway Project, the March 25" 2015 letter (from the Complainant)
refers to “protests concerning the petroleum industry, including the Northern
Gateway Project” and the atlachment to the letter refers to hydraulic fracturing
protests in New Brunswick. What is the intended purpose of the references to
the protests in New Brunswick?

A pre-hearing conference call was held in Ottawa on May 20, 2015. The parties
agreed lo the issues to be examined and that the document collection shall only
Include information after December 31, 2009. 2 The parties also agreed that an
oral in camera hearing be conducted in Vancouver, which is where the

. Complainant is based. The Committee sent to both parties a copy of the transcript

of the pre-hearing conference call, which had been reviewed for national security
concerns pursuant to section 37 of the CSIS Act.?®

1% L etter from the Complainant to the Committee dated April 9, 2015,

2 Letter from CSIS to the Commitiee dated April 15, 2015.

21 | etter from the Committee (o the Complainant and to CSIS, dated May 15, 2016,
22 Transcript of the pre-hearing conference call, Ottawa, May 20, 2015.

23| etter from the Committee to the Complainant and CSIS, dated June 26, 2015,

.9.
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28.
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In response to my first question set out for the pre-hearing conference cali, the
parties confirmed the inclusion of the word “investigation” in the context of “collect,
by investigation or otherwise.” With respect to my second question, the parties
confirmed that the term “groups or individuals” refer to the individuals or members
of the groups that are specifically named in BCCLA's February 2014 complaint.

They answered my third question that the expression “non-government members
of the petroleum industry" is limited to the private-sector industry, but agreed that
the information sharing is broad enough to include any kind of information that is
shared with either the private sector or the NEB about groups or individuals, or
members of those groups, participating in the NEB proceedings or speaking out
about the Northern Gateway Pipeline, and not simply the intelligence or security
briefings. It was also agreed that Section 13 security assessments which empower
the Service to conduct security assessments, would be excluded from the
information sharing.

Regarding my last question, the parties agreed that references to the New
Brunswick protests were background information only, and that the complaint is
focused on the Northern Gateway Project protests, including those in the
proceedings before the NEB. #

A case management conference call was held in Ottawa on July 24, 2015 in
preparation for the in camera hearing.?®> On August 7, 2015, the Committee
provided a copy of the transcript of that case management teleconference call, the
transcript having been reviewed for national security concerns pursuant to section
37 of the CSIS Act. # The parties reiterated their agreement from the pre-hearing
conference call on the four questions or issues forming this complaint,?” as set out
later in my report under the section entitied *Analysis”.

24 Transcript from the pre-hearing conference call, Oltawa, May 20, 20186, pages 9 ~ 22.

25 Transcript of the case management conference call, Ottawa, July 24, 2015.

28 | gtter from the Commitlee to the Complainant and to CSIS, dated August 7, 2015.

27 Transcript from the case management conference call, Ottaws, July 24, 2015, pages 8-9.

-10-
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D. THE COMMITTEE'S INVESTIGATION

31. | conducted the Committee's investigation of the complaint and presided over an in
camera hearing (private but in the presence of the Complainant) in Vancouver,
British Columbia on August 12 and 13, 2015. 22 On September 30, 2015, the
Committee provided a copy of the transcripts from the in camere hearing to the
Complainant, which had been reviewed for national security concerns pursuant to
section 37 of the CSJS Act and certain redactions had been made. 2°

32. Atthe outset of the in camera hearing on August 12, 2015, | heard opening
statements from both parties. | aiso heard submissions in terms of a preliminary,
pracedural matter regarding the privacy of proceedings under section 48 (1) of the
CSIS Act. As will be seen, | have addressed this matter in greater detail at the end
of the analysis section of this report.

Testimonies from the Complainant during the in camera hearing:

33. | heard tastimony from Mr. Josh Paterson, the first witness for the Complainant.
Mr. Paterson is the Executive Director of the BCCLA and a lawyer employed with
the BCCLA in Vancouver. He testified that the BCCLA is a non-partisan, non-profit
charitable organization established in 1962, incorporated in 1963, whose mandate
Is to promote, defend and extend human rights and freedoms within Canada.*® He
testified that the BCCLA was one of the parties involved in the McDonald Inquiry
and has participated in other commissions of inquiry, and that national security
issues have been a key preoccupation for BCCLA during its existence.?'

34. Mr. Paterson testifiad as to the impact of a news article from the Vancouver
Observer, entitled *“Harper govemment’s extensive spying on anti-oll sands groups
revealed in FOIs —~ Independent faderal agency, National Energy Board, directly
coordinated effort between CSIS, the RCMP and private oil companies”. %2 Mr.
Paterson testified that he had been in contact with the journalist after the story had
been filed and the joumnalist had provided him with the documents that had formed
the basis of his story. 3 Both parties agreed that there was no dispute that the
Access to information documents provided by the Complainant are in fact access
to Information documents from the NEB and CSIS. >4

& Transcript of in camera hearing, August 12 - 13, 2015 at Vancouver British Columbia, volumes 1 & 2,
(“hereafter cited as Transcript, in camera hearing, Val. 1 or 2),

2 |_etter from the Committee to the Complainant, dated September 30, 2015,

% Complainant's Book of Documents from the in camera hearing, August 12, 2015, Vancouver, British
Columbia, Volume |, Tab 14,

3 Transcript, in camera hearing, Vol. 1, p. 73.

2 Complainant's Book of Documents, Volume |, Tab 9.

* Transcript, in camera hearing, Vol. 1, p. 74.

3 Transcript, /n camera hearing, Vol. 2, p. 108.

~11 ~
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36.

37.

38.

39.

TOP SECRET

Mr. Paterson explained that he had contacted representatives of ForestEthics,
Sierra Club, LeadNow and the Dogwood Initiative about this complaint, and that
the staff members of those organizations were also concerned about the hews
story “that they personally and their organizations, and people associated with
their organizations, may have been spied on.™3

When asked by counsel for the Complainant whether he had any prior involvement
with the NEB, Mr. Paterson explained that he was invited by the NEB to'sit on the
steering committee of their stakeholder advisory group through his previous job as
a lawyer with West Coast Environmental Law, a non-profit organization in
Vancouver. Mr. Paterson explained that he left his voluntary position with the
NEB's Committee when he assumed his role with BCCLA, He also explained that
he had testified in his own right, as a private individual, at the public hearing in
relation to the Enbridge Northern Gateway Pipeline.?® He testified that BCCLA
takes no position concerning the Northern Gateway Pipeline Project, and the
extent of its involvement in the NEB procsedings was a letter to the NEB stating
that, according to the open courts principle, (they) questioned why those hearing
ought to be closed off to the public."

The witness testified that BCCLA's interest is as “a watchdog in relation to
people’s right to protest and to be engaged in public processes, both here in B.C.
and across the country...our interest in this, then, is solsly in relation to the fact
that we were concerned, and remain concemed, about the possibility that security
services of the Government of Canada were gathering.information or participating
somehow in the collection of information on the activities of people engaged in
lawful, democratic and peaceful political activities,"®

Mr. Paterson explained the inferences that he drew about communications
between the NEB and CSIS from emails that were released from the NEB to the
journalist, and then to Mr. Paterson. Specifically, an email from Mr. Rick Garber,
Group Leader of Security at NEB dated January 31, 2013, regarding Prince Rupert
security assessment. % Mr. Paterson testified that the BCCLA drew an inference
from that email that the NEB had asked for, and received, information from both
CSIS and the RCMP, and that he understood reference to “the security team,
together with our police and intelligence partners, will continue to manitor all
sources of information and intelligence” referred to the NEB working with CSIS. 4°

Mr. Paterson also testified that BCCLA drew an inference that the NEB had
received information from CSIS as part of their threat assessment*!, based on a

3 Transeript, in camera hearing, Vol. 1, p. 76.

3 Transcript. in camera hearing, Vol. 1, pp. 79- 80.

3T Transcript, in camera hearing, Vol. 1, p. 82.

3% Transcript, in camera hearing, Vol. 1, pp. 83 - 84,

¥ Complainant's Book of Documents, Vo. |, Tab 4, p. 37.
40 Transcript, /n camera hearing, Vol. 1, pp. 86-87.

41 Trapscript, in camera hearing, Vol. 1, p.8B.
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released document entitied “Enbridge Northem Gateway Project Security Plan,
Prince Rupert”.*? In that same document, the witness explained his interpretation
of the section under the heading “Security Information- Background", which refers
to planned protests, and lists Idle No More, People’s Summit and LeadNow and
Dogwood Initiative.** The inference drawn from Mr. Paterson was that CSIS, at
both National Headquarters and Regional offices, had provided the reference
information to the NEB. When counsel for the Complainant questioned the
witness as to whether he had direct knowledge about who provided this

. information about Dogwood Initiative, LeadNow and |dle No More to the NEB, he

confirmed that he had no direct knowledge about who provided it.44

The witness provided BCCLA's position regarding a released document following a
request for information by the Government Operations Centre entitled
“Government of Canada Risk Forecast 2014 Protests & Demonstrations Season”
dated May 1, 2014.95 He commented: "We have publicly expressed concerns
about the Government Operations Centre’s work in this regard. While, of course, it
is completely appropriate for Government to take note of protests — indeed, part of
the purpose of most protests is to catch the attention of Government — it seems to
us, from what we understand of the GOC, that its purpose is not to provide policy
input to, say, Fisheries and Oceans Canada or other Ministries about what people
are concerned about; rather, it is more gathering this kind of information in order to
make these kinds of assessments of threat and provide that information to
Government agencies.....Our concerns around what the GOC has heen doing is
that it at least tends to a suggestion that the govemment, or at least portions of the
Government, are viewing protests in a spirit other than democratic engagement;
that it is viewing protest, rather, as something to be concerned about, monitored
and reported upon.” %

Mr. Paterson's testimony was that, to the best of his knowledge, the organizations
in question, such as Idle No More, LeadNow and Dogwood Initiative, have never
been involved in violent activities.*” For example, reference was made to the
publicly-sﬁgted commitment from the Council of Canadians against violent
activities.

When cross-examined by counsel for CSIS, Mr. Paterson understood the NEB to
fall under the Government of Canada and to be parl of the Crown.*® When cross-
examined by CSIS counsel regarding the email from Rick Garber of the NEB

42 Complainant's Book of Documents, Vol. 1, Tab 4, p. 68.

43 Complainant's Book of Documents, Vol. |, Tab 4, p. 80.

44 Transcript, in camera hearing, Vol 1, p. 92.

45 Complainant's Book of Documents, Vel, |, Tab 5, pp.1-8,

€ Transcript, in camera hearing, Vol. 1, pp. 98-99,

A7 Transcripl, in camera hearing, Vol. 1, p.90,

4 Transcript, in camera hearing, Vol. 1, p. 104 and reference to the Complainant's Book of Documents,

Vol. Il, Tab 50, p. 1.

“® Transcript, in camera hearing, Vol. 1, p. 108.
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Security team, the witness read aloud the statement “Based on the intelligence
received, we have no indication of threats to the panel at this time”.%® Mr.
Paterson confirmed his understanding from this sentence that CSIS actually did
provide information to the NEB.5!

Counsel for CSIS asked the witness to refer to the NEB document entitied
“Enbridge Northern Gateway Project Security Plan” and the section which reads:
“NEB Security and the RCMP have been in regular communications since an initial
meeting on October 24, and have discussed the hearing, associated venues and
threat intelligence”. When asked whether there was any indication in this
document to suggest that any of this information about the planned protests
referred to was information that was actually provided by the Service, Mr. Paterson
agreed that there was nothing that hadn't been redacted that states that the
information had been provided by CSIS. 52

The following day of the in camera hearing on August 13, 2015 in Vancouver, |
heard testimony from five other witnesses for the Complainant, as well as from one
witness for the Service.

Ms. Celine Trojand testified regarding her position since 2009 as Director of
organizing for the Dogwood Initiative, which is based in Victoria. She explained
that Dogwood Initiative is a non-partisan pro-democracy group, with 315, 000
supporters in their databasge, 2, 200 active volunteers and 28 staff.5® She teslified
as to some of the activities that Dogwood encourages and promotes, and provides
training and promotion for its supporters surrounding political organizing, and
involvement in community evenls.* The witness explained Dogwood Initiative's
Policy on civil disobedience®® and confirmed that it would not include vandalism to
property or violence of any kind.®

With respect to Dogwood Initiative's involvement regarding the Northern Gateway
Pipeline, Ms. Trojand explained that "after the National Energy Board
recommended approval and it was clear that the federal government was poised to
approve the project, our group and other groups were considering the options
around our work....Dogwood very strongly felt that our work should be about
legitimate political organizing and pressure. So we launched the “Let B.C. Vote”
campaign, which is utilizing our provincial legisiation in B.C. to trigger and launch a

5% Complainant's Book of Documents, Vol. |, Tab 4, p. 37
51 Transcript, in camera hearing, Vol. 1, p. 109.
Complainant's Book of Documents, Vol, |, Tab 4, p. 77 and Transcript, Vol. 1, p.113
8 Transcript of in camera hearing, August 13, 2015, Vancouver, British Columbia, Vol. 2, pp. ©- 10, and

pp. 16-16.

& Transcript, In camera hearing, Vol. 2, p. 18 ‘ »
% Complainant's Supplementary Book of Documents Tab 5, and Complainant's Book of Documents, Vol,

1, Tab 24.

S8 Transcript, in camera hearing, Vol. 2, p. 23.
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citizen's initiative that could lead to British Columbians having a province-wide
democratic vote on whether or not these projects should go through."?

Ms. Trojand also testified about the workshops around the NEB hearing, which
Dogwood Initiative had assisted in organizing, and the door to door campaign
around "Knock the Vote". 3 Upon cross-examination by CSIS counsel, the witness
agreed that there was no explicit mention of CSIS monitoring open séurce
information in the NBEB document entitled "Enbridge Northem Gateway Project
Integrated Security, Logistics and Communications Plan, Kelowna” %% Rather, the
document reads "The Kelowna RCMP as well as NEB Communications and
Security continue to monitor open source information.,” 8

I next heard from Ms. Dance-Bennink, who testified as to her role as a retired
volunteer with Dogwood Initiative, and regional organizer for the South Island,
responsible for two federal ridings, Victoria and Esquimalt Saanich Sooke. The
witness works with approximately 100 volunteers.61 The witness gave evidence as
to how she became involved with Dogwood Initiative and its campaigns around oil
pipelines and oil tankers, and her blogs regarding her pilgrimage to the tar sands
in Alberta.5?

Counsel for the Complainant asked the witness what, if any, impact the newspaper
stories that were published suggesting that the RCMP and CSIS might be
monitoring Dogwood activities related to the NEB hearing, had on the other
volunteers that she works with. Ms. Dance-Bennick testified that Dogwood
Initiative volunteers were finding it somelimes more difficult ta encourage people to
sign the petitions due to concerns that “their name may end up on a government
security list.” She also testified that “the same concemn has sometimes been raised
by donors, and sometimes in terms. of potential volunteers being concerned about
how Dogwood is viewed, and whether, if they become a volunteer means that they
are viewed as a radical extremist. My answer, always is: We are the exact
opposite of that. We are commiitted to peaceful, non-violent, following the
democratic process, particularly electoral processes.”?

When cross-examined by counsel for CSIS with respect fo the concems raised by
some of the volunteers that "they may end up on “Canada’s security list", Ms.
Dance Bennick agreed that she was aware that the Service is precluded from
investigating unless there is a “threat to the security of Canada”, but that there is a
strong suspicion, based on the Access to information material that came out, that
in fact they (the Service) have been engaged in gathering intelligence on very

57 Transcript, Vol. 2, pp. 27-28.

8 Transcript, Vol. 2, p. 38 and Complainant’'s Supplementary Book of Documents, Tab 4.
 Transcript, Vol 2, p. §3. '

5 Complainant's Book of Documents, Tab 4, p. 62.

® Transcript, Vol. 2, p. 62.

8 Transcript, Vol. 2, p. 84, and Complainant's Book of Documents, Vol. Il, Tab 27.

® Transcript, Vol. 2, pp. 78-79.
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lawful, peaceful, democratic pracesses."®* When asked by counsel for CSIS who
was the sender of an email dated April 18, 2013 entitled "Security Concemns -
National Energy Board”®®, the witness agreed that CSIS was mentioned in the
email, but that the email itself came from the RCMP. ® Counsel for CSIS referred
the witness to emails which referred to the NEB consulting with CSIS¢7, and asked
the witness where it refers to “sharing of information...where does it say that CSIS
has provided information?” The witness answered that she had assumed that
information had been shared.®®

The next witness for the Complainant was Mr. Jamie Biggar who testified
regarding his employment as the Campaigns Director of LeadNow in Vancouver,
and described it as a non-profit corporation registered in Canada, with a
membership of 450,000 Canadians who subscribed to its email communications.
He stated that “it has three major priorities, including working for a strong
democracy, working for a fair economy and working for a clean environment.
LeadNow organizes campaigns that help people speak to government, and
particularly the federal government — around particular policy issues and changes
that we would like to see, reflective of the community's values..." %9

The witness gave detailed evidence of LeadNow's views on the news stories and
articles. He stressed their particular concern with the open letter from the
Honourable Joe Oliver, Minister of Natural Resources on “Canada’s commitment
to diversify our energy markets and the need to further sireamline the regulatory
process in order to advance Canada's national economic interest” dated January
9, 2012. That open letter provides, inter alia:

“Unfortunalely, there are environmental and other radical groups that would seek to
block this opportunity to diversify our lrade. Their goal is to stop any major project no
malter what the cost to Canadian families in losl jobs and economic growth. No foresiry.
No mining. No oil. No gas. No more hydro-electric dams. These groups threaten to
hijack our regulatory system to achieve their radical ideological agenda, They seek to
exploit any loophole they can find, stacking public hearing with bodies to ensure that
delays kill good projects...” 1

Mr. Biggar commented that: “there was a perception amongst our staff team and
amongst volunteers and folks in our community who we were speaking with that
we were part of a community of people that was being targeted. There was a
feeling of being targeted and kind of put on an "enemy list." 7! In relation to the
news story on the Vancouver Observer website, Mr. Biggar added that "in terms of

& Transcript, in camera hearing, Vol. 2, pp.85-86.

% Complainant's Book of Documents, Vol, |, Tab 4, p. 14.

& Transcript, in camera hearing, Vol. 2, pp. 88-89.

87 Complainant’s Book of Documents, Vol. {, Tab 4, p. 37

8¢ Transcript, in camera hearing, Vol. 2, p. 92.

% Transcript, in camera hearing, Vol.2, pp. 115-117.

70 Complainant's Supplementary Book of Documents, Tab 7.
7! Transcript, in camera hearing, Vol 2, p.133.
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the revelation about this spying, part of the concern that it raised for us is the fact
that we really have no way of knowing the breadth or depth or scope of the
surveillance of our organization and so we have come to simpiy assume that any
device that could be monitored or any way in which data could be recorded in
relationship to our organization should be treated as thought it would be public to a
spy agency or to government, or potentially to the oil industry.” 72 He also states
that the stories have scared LeadNow's membership and made them concerned
that if they participate in normal peaceful democratic channels, particularly through
us, they may end up on a list and that their information may be used improperly or
in some way used against them,”

Ms. Caitlyn Vernon next testified before me, on behalf of the Complainant. She
testified regarding her work in Victoria at the Sierra Club of British Columbia as the
Campaigns Director. She explained that Sierra Club BC is a registered charity,
founded in 1969, whose mandate is to protect, conserve and educate the public
about B.C.'s wilderness, ecosystems, in light of the urgency of climate change.
Sierra Club B.C. has approximately 15,000 peopie on its email list, 10 full time
employees, and a 1 million dollar budget. She also explained that Sierra Club BC
is a separate entity from both Sierra Club Canada and Sierra Club U.S.7* In terms
of the methods or techniques Sierra Club uses to promote its goals and objectives,
she explained that its primary goal is to raise public awareness. It also produces
science-based reports and maps.™

| then heard from Ms. Nikki Skuce, from Smithers, British Columbia, who testified
regarding her work with ForestEthics, a non-profit organization where she had
worked for almost six years as Senior Energy Campaigner. 7 She explained that
the goal of ForestEthics has been to improve conservation, and the way that it
operates is by looking at the markets, such as who was buying the forest and .
wood products. The organization also addressed climate and energy issues, but
still kept its name as ForestEthics. 77

Ms. Skuce testified as to the activities that ForestEthics engages in and the nature
of its work in Canada. She explained that much of its work surrounding a
campaign involves education and outreach. She provided examples such as
“tabling at events; having postcards and information booths. In the case of
Enbridge Northem Gateway, it was having, also, speakers' tours across the
northwest talking about the issue. Often, we would come up with a few different
strategies of how we think we can win a campaign. In the case of Enbridge, one of
the first ones that we spent a lot of time on was trying to get a federally-legislated

72 Transcripl, in camera hearing, Vol. 2, p. 136.
73 Transeript, in camera hearing, Vol, 2, p. 138.
74 Transcript, in camera hearing, Vol. 2, pp. 144-148.
8 Transcript, in camera hearing, Vol. 2, p. 152.
6 Transcript, In camera hearing, Vol, 2, pp. 186-187.
" Transcript, in camera hearing, Vol. 2, pp. 180-195.
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tanker ban.” She also explained that ForestEthics was involved with one of its
partners in the United States regarding the tar sands campaign.”™

The witness also provided details regarding ForestEthics involvement in the NEB
hearing as a formal legal party in the proceedings, represented by the law firm
EcoJustice. She provided an overview of her own testimony before the NEB
hearing concerning an Enbridge oil spill. 7 She also explained that, in addition to
participating as an intervenor in the hearing, ForestEthics thought it important to
have a public process and they “encouraged people to sign up for the community
hearing where they could speak for ten minutes 1o the panel in various
communities around British Columbia, as well as to encourage people to submit
written comments.”®® Ms. Skuce also provided details regarding her blog entries
that she,'5 1andlor others with ForesiEthics prepared regarding the Enbridge Pipeline
Project.

When asked by counsel for BCCLA what was ForestEthics view regarding
statements made in the open letter from the then Minister of Natural Resources
Canada, the witness testified that they felt targeted and commented that “it was
shocking to get this from a Canadian government official and our head of Ministry
of Natural Resources. It came out the day before the joint review panel hearing
began...it created a lot of anxiety and created quite a chill that passed through
everyone.”®? She explained that as an organization and individually, there were
concerns that they were being labelled and spied on,

Ms. Skuce also testified regarding her concerns, and those of her colleagues,
regarding the news article from the Vancouver Observer on November 19, 2015,
and the fact that the RCMP had known about a community meeting between the
first nations and community members that had not even been advertised, which
showed how much they felt that they were being watched and monitored. % She
concluded her testimony indicating that ForestEthics has not been involved in any
vandalism or violence, or other kinds of direct actions of that nature, &

The Complainant's final witness, Professor Reg Whitaker, was unable to be
present at the in camera hearing. With the agreement of both parties, | accepted
the testimony of Professor Whitaker by way of a written affidavit, which | received
after the in camera hearing.® | note that the affidavit of Professor Whitaker, while
of general interest to me by way of background, does not deal in any way with the
specific allegations of the Complainant.

8 Transcript, /n camers hearing, Vol. 2, p. 187-198,

® Transcript, in camera hearing, Vol. 2, p. 200.

® Transcript, in cemara hearing, Vol. 2, p. 204.

8 Transcript, in camem hearing, Vol, 2, p.213.

82 Transcript, in camera hearing, Vol. 2, pp. 215-218.

8 Transcript, in camera hearing, Vol, 2, pp.223-224.

84 Transcript, in camera hearing, Vol. 2, pp.229.

85 Affidavit of Professor Reg Whitaker, recelved by SIRC on September 18, 2015,
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Professor Whitaker is a distinguished Research Professor Emeritus in the
Department of Political Science at York University and an adjunct professor of
Political Science at the University of Victoria. He completed his PhD in Political
Economy at the University of Toronto in 1976 and has been a university professor
since that time.

One of his primary areas of study has been the security and intelligence activities
of the RCMP and CSIS and he has published numerous scholarly articles and
books over the years, Professor Whitaker provided an overview of the
RCMP/CSISS selection of targets for intelligence investigations in Canada, and
suggested that for much of Canada’s history, there had been no clear demarcation
between legitimate and illegitimate targets for Investigation. He argued that
“beyond protecting the country from espionage, sabotage, terrorism, political
violence and covert foreign interference — threats generally recognized as
reasonable targets for intelligence investigations — RCMP and CSIS have also
targeted groups and individuals said to be "subversive”, a vague and elusive term
that can take many forms in the minds of those hunting it...operating under a
statutory mandate that imposes restraints on its reach and methods, CSIS has
shed some, but not all, of the ideological baggage of the RCMP." &

Testimony from the Service during the in camera hearing:

The last witness | heard from during the in camera hearing was from CSIS’ witness
Robert, who provided his background with the Service and his role with the
Vancouver local office. The witness testified that he joined the Service in 1986
and began his career as an intelligence officer, and worked as an analyst in
Ottawa, and an investigator in regional offices. Since January 2015, he has been
the Regional Director General for British Columbia and the Yukon for CSIS. He
explained that his responsibilities include the overall management of the B.C.
regional office, including human resources, finances, administration and the
conduct of investigations pursuant to the CSIS Act. ¥

Robert provided an overview of CSIS’ mandate to collect information under section
12 of the CSIS Act in terms of its obligation to investigate threats to the security of
Canada. He explained that "section 2 a) comprises “espionage or sabotage”; 2 (b)
“foreign influenced activities”; 2 (c) would be terrorism or any activity that is done
with “serious violence...for the purpase of achieving a political, religious or
ideoclogical objective”, and 2 (d) would broadly be defined as "subversion activities
or threats."® When asked what “subversion” meant, the witness referred to the
legislation, clting: “activities directed toward undermining by covert unjawful acts,
or directed toward or intended ultimately to lead to the destruction or overthrow by

% Affidavit of Professor Reg Whitaker, received by SIRC on September 18, 2015, p.2.
% Transcript, in camera hearing, Vol 2, p. 238,
¥ Transcript, in camera hearing, Vol. 2, pp. 240-241,
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violence of the constitutionally established system of government in Canada. The
witness indicated that, to his knowledge, the Service had not conducted a
subversion investigation for the last 20 — 25 years. 8

When asked by counsel for C8IS whether “threats to the security of Canada” could
include lawful advocacy, protest or dissent, Robert responded that it could, but that
because of the statutory prohibition, the Service did not investigate lawful
advocacy, protest or dissent unless it was done in conjunction with 2 (a), (b), (c),
or (d) of the CSIS Act.

Robert then explained how the Service's priorities are established every year,
commencing with an articulation from the Minister of Public Safety as o what are
the security priorities of the federal government. He stated: “this letter is sent from
the Minister to the Director of the Service and these priorities are then further
articulated into intelligence requirements by a branch in our headquarters in
Oftawa, the Intelligence Assessment Branch. These intelligence requirements are
then sent out to the regional offices, which are the collectors of intelligence and
information is then collected and sent back to headquarters, with analysis then
done at headquarters, followed by dissemination to our domestic and foreign
partners.” ®® He also explained that in addition to Ministerial directives, the Service
has other tools to guide it regarding the conduct of its operations and activities.

He referred to CSIS' Operating Principles, "which include the respect for the rule of
law; the principle of using lesser investigative techniques before making use of
more intrusive techniques; dozens of policies which guide virtually every aspect of
Service life, especially when it comes to investigative activities; procedures, Every
few months, as an adjustment on current policies, will be Directional Staiements
that come out from Headquarters to the regional offices to bare left or right of a
certain activity; plus ongoing training and just the management's approach to
guide and contextualize the conduct of investigations.™"

Robert also testified as to how CSIS' policies, procedures, directional statements
provide guidelines on how to deal with a situation that may have a “lawful,
advocacy, protest or dissent’ component. He added that this is also dealt with
through training, “in that it is a statutory prohibition to get involved in that type of
activity. It is very much front and foremost in how we conduct our investigations.
There is great sensitivity around that."?

He explained the distribution of resources within the Service in terms of the
different type of investigations, with the emphasis being on counter-terrorism and
the focus on foreign fighters. The remaining third or quarter of the Service's efforts

88 Transcript, in camera hearing, Vol. 2, pp. 241
%0 Transcript, in camera hearing, Vol. 2, p. 242,
® Transcnpt, it camera hearing, Vol. 2, pp. 244
®2 Transcript, in camera hearing, Voi. 2, p. 245.
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are focused on counter-intelligence activities, relating to the intentions or activities
of foreign government activities within Canada. 82

Robert provided an overview of how the Service obtains categories of information
in the context of the Service’s requirement to use lesser invasive investigation
technigues before using more invasive ones. He explained that the Service would
first seek open information from domestic partners, voluntary interviews and other
technigues or surveillance. He added that "what sets the Service apart from other
law enforcement agencies is our focus on the development/recruitment of human
sources. But it would be a composite generic-type picture, to get as rich as
posgible an assessment on a current threat. Once these techniques are used, and
if it is deemed necessary and appropriate, consideration would then be given, in
exceptional circumstances, to apply through the Federal Court for a warrant.” #

Counsel for CSIS asked Robert for his opinion regarding the concerns raised by
witnesses for the Complainant that there is a feeling that emails may be being
intercepted or read by the Service, or that their communications may somehow be
listened to by the Service. Robert responded with an explanation of the “arduous
process that is involved in applying for section 21 powers, requiring weeks and
months of preparation, Department of Justice consultation, independent counsel
from Justice looking at Service affidavits; management chain right up to our
Director, who would have to approve the application; and then seeking the
approval of the Minister of Public Safety; and then needing to convince a Federal
Court judge that the powers sought are justified.” ®

With respect to surveillance by the Service, Robert explained that before such a
technique could be deployed, there would have to be a targeting authority
approved by the Regicnal Director General. Once a targeting approval is in place,
a separate approval would be required from the Regional Director General, to
move ahead with the surveillance. He also explained that it is an invasive and
costly technique. Robert was of the view that the concerns raised by members of
the public that participation in lawful advocacy, dissent or protest may have an
impact on job opportunities, on security clearance applications, on mobility rights,
or on any fundamental rights that individuals have here in Canada are without
foundation.®® ‘

Aside from section 12 of the CSIS Act, regarding the Service's mandate to report
and advise the Government of Canada, Robert also made reference to the various
sections that enable the Service to share information beyond the Government of
Canada, including sections 19 and section 17, He acknowledged that in order o
meet its mandate, the Service is often times required to share information with

8 Transcript, /n ¢amera hearing, Vol. 2, p. 243.
% Transcript, in camera hearing, Vol. 2, p.p. 245-246,
% Transcript, in camera hearing, Vol. 2, pp. 246-247.
8 Transcript, in camera hearing, Vol. 2, p. 248,
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other entities. " The Service also has an interest in sharing information with
members of the pubiic or private-sector entities. He mentioned that “we have
shared with various domestic entities, again when it fulfills our section 12 statutory
need. Above and beyond that, one of the federal government's security priorities
is to protect critical infrastructure, and as part of that broad-based mandate, the
Service has a niche role if there is a threat-related information that impacts critical
infrastructure” %

74. The witness spoke of the Service’s public outreach initiatives, including speaking
to various communities, security representatives of banking institutions, critical
infrastructure and various associations. He also explained the bi-annual meetings
with Natural Resources Canada (NRCan), which “given its convenient venue,
were hosted at CSIS Headquarters and attended by a variety of federal, provincial,
municipal, private sector associations, critical infrastructure, to discuss threat-
related activities of mutual interest,”?

75. Upon cross-examination by counssl for BCCLA, Robert agreed that the wording in
section 2 b) of the CS/S Act of “foreign influenced activities”, Is not restricted to
foreign states, and that the Service couid conceivably look at foreign
corporations. %0

76. When asked whether the “interests of Canada” outlined in Ministerial Directives
could include environmental objectives, Robert responded that he did not recall
ever having seen such a reference in any Ministerial Directive. 1!

77. Counsel for the Complainant questioned Robert as to whether he was familiar with
the new definition of “threats to the security of Canada" found in the new Security
of Canada Information Sharing Act, which counsel suggested was “broader than
what we see in section 2 here of the CSIS Act and it includes threats to the
economic interests of Canada.” The witness answered that he was not sufficiently
familiar with that definition to provide a useful comment on that.102

78. When asked by counsel for the Complainant for his interpretation of the open Jetter
from the Honourable Joe Oliver dated January 9, 2012, with respect to the words,
“radical group”, Robert answered that it would "depend on the group being referred
to, for instance a foreign threat, a C.T. threat.”.1% in terms of the sentence that
“they use funding from foreign special interest groups to undermine Canada'’s
national economic interest”, counsel for BCCLA queried whether that could not fall
under the definition of “foreign influenced activities detrimental to Canada's

T Transcript, in camera hearing, Vol. 2, p. 251,
% Transcript, in camera hearing, Vol. 2, p. 252,
% Transcript, in camera hearing, Vol. 2. p. 254,
1% Transcript, in camera heating, Vol. 2, p. 256.
" Transcript, in camera hearing, Vol. 2. p. 257
192 Transcript, in camera hearing, Vol. 2. p. 259,
183 Transcript, in camera hearing, Vol. 2, p. 266
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interests?” Robert responded that it could, conceivably, but that it “would be a
stretch” and reiterated the fact that most of the Service's resources are focused on
counter-terrorism. He stated: “Just in terms of priority, this falls way beyond the
pale, below the pale. In terms of actually triggering our mandate, a real stretch for
the Service to have any interest. 104

Robert was also questioned about how the Service interprets section 12 in terms
of the collection of information, and specifically how it does this, if not by
investigation. For instance, in some circumstances, the Service may be “recelving”
and not “investigating. Robert responded that “it's one thing to accept. it's totally
another issue to actually report and put into a system. ... nothing should be
reported that is not germane to the mandate. 1%

Robert also answered questions regarding the Service's warrants under section 21
and Indicated that information that is publicly available does not require a warrant,
but that the interception of an email would require a warrant. 1% The witness also
agreed that he was connecting the “report and advise” duty and function under
section 12 with the authorization to disclose information under subsection 19 (2).
He agreed with counsel for BCCLA's statement that: *for example the National
Energy Board would be authorized by subsection 19 (2) if you were looking into a
threat assessment. You could report and advise the Natlonal Energy Board.” He
aiso agreed that “with the report and advige function- or duty under section 12, you
don’t even have to get into this a), b) c) or d) under subsection 19 (2); just
reporting and advising on what you collected in section 12 is sufficient to trigger
the authorization.”%”

With respect to the questions regarding section 17 of the Act regarding
cooperation agreements under subsection 2 (a), he explained that “whether it's
formalized or not in terms of an instrument, each agreement has to be approved
by the Minister”, and "sometimes it is not formalized into a written instrument,"'c®
Robert was also questioned on the agreements that the Service has with other
govemment departments, for example the one with the RCMP. He also stated that
he was not aware of whether CSIS had an agreement with the NEB.!%®

Counsel for BCCLA questioned Robert regarding the agreement with the RCMP in
the context of the RCMP doing an investigation and sharing the results with CSIS,
and whether that would be considered collection, Robert referred to the Service's
procedures and policies and explained that: “it would be one thing, again to
accept; but we would need a managerially approved targeting authority in which to
put information. If there Is no place to park it, if a regional director hasn't signed off

104 Transcript, in camera hearing, Vol. 2, p. 268.

0% Transcript, in camera hearing, Vol. 2, pp. 273-274.
108 Transcript, in camera hearing, Vol. 2, pp. 283-284,
107 Transcript, in camera hearing, Vol. 2, pp.276-277,

1% Transcript, in camsra hearing, Vol, 2. p. 278.

1% Transcript, in camera hearing, Vol. 2, pp. 280-281.
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on any particular investigation, that information would not be retained. There are
exceptions to that....if there is a certain relevance to national security, writ large, it
may be reported without going under any specific targeting authority. But it will sit
there before we are authorized to further pursue an investigative level or direction
on an individual, it would just sit there.”!1?

When asked about whether he had knowledge of the groups named in the
complaint, Robert commented that the Service's position for the last thirty years or
80, in litigation and SIRC hearing, has been not to confirm or deny the existence of
an investigation.” ! However, Robert commented that he is a proponent of
“dialoguing with representatives of various groups and community groups".''?

Robert responded that the only thing he knew about the consultation between the
NEB with CSIS was what he had read in the NEB documents. He stated: ‘| have
only read the redacted exchanges on that point, so | am not sure what the context
was, what triggered the request for the consuiltation. But surely if the Service had
information that there was a foreign influenced activity, done covertly, that would
have some impact on the National Energy Board, or “serious threat against the
proceedings, against the members, or against those attending, we would reach out
to the RCMP, or alternatively to the National Energy Board, saying: we have
intelligence to indicate that there is a threat against your premises.” 113

When asked by counse! for the Complainant about his interpretation of the term
“risk”, Robert categorized it in the “context of a risk of serious violence under 2 ¢).
So presumably ~ | am speculating here ~ if the Service had information about an
individual or others who might be participating in an otherwise democratic lawful
protest, there might be a potentlal or a risk for violence, as has been known to
happen.in Canada and in many other countries, We have no interest in the group
or lhe protest, or the objective. It's one or two, three individuals who might use
that as a venue, as a pretext, for violence, for serious violence.....But if there is
somae linkage between that protest and our mandate -if their purpose in going to
that group, that protest, is to wreak havoc, then, yes, it hits our mandate.” He also
added that he thinks the vast majority of protests in Canada are peaceable.'*

When asked if he appreciated the concerns of the people who are involved in
protests and demonstrations that they might be watched by either the RCMP or
CSIS, notwithstanding the fact that they are engaging in completely peaceful
activities, Robart responded that he is "keenly empathetic to that. As | mentioned
before, in trying to dissuade, dispel stereotypes or misguided views, erroneous

. views, we engage in Outreach. We talk to a whole variety of groups and

individuals, At the end of the day, | can only control what | can control. The best |

119 Tranacript, in camera hearing, Vol. 2, pp. 286-287.
1 Transcript, in camera hearing, Vol. 2, p. 291,
112 Transcript, in camera hearing, Vol. 2, p. 293
113 Transcript, in camara hearing, Vol. 2, p, 302.
14 Transcript, in camera hearling, Vol. 2, pp. 309-310,
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can do is just to testify to the fact that how we investigate is tightly controlied and
that we are statutorily precluded from looking at LAPD." 115

87. When asked by counsel for the Complainant regarding the agenda for the
classified NRCan briefing meeting that it “sounds like CSIS might possibly be
sharing information about environmental groups with these ecil companies that are
sponsoring and attending it," Robert testified that he did not see the connection.'®

Testimony from the Service during the ex parte hearing:

88. At the request of the Service, | also presided over ex parte hearing (private and in
the absence of the Complainant) that were held in Ottawa, Ontario on January
28,'"7 and March 22, 2016.118

89. During these ex parte hearing, | heard testimony from four CSIS Witnesses. A
- summary of this evidence was prepared pursuant to sections 37 and 48 of the
CSIS Act and provided to the Complainant. The summary had been vetted for
national security concerns to ensure compliance with sections 37 and 55 of the
CSIS Act.M®

90. In support of their testimony in the ex parte hearing, the CSIS witnesses relied on

he Service indicated that it had provided these documents for the Committee's
ease of reference in the conduct of its investigation, but that it did not rely on them
he hearing. 12° CSIS Book of documents (ex parte hearing),
Ministerial Direction on intelligence priorities, di |
targeti i
operational reporting
W information,'*' CSIS Book of Documents
(ex parte hearing), documentation in relation to exchanges with
the National Energy Board and the private sector; information from the Intelligence
Assessments Branch, including a sampling of products, briefings and information

relating to the NRCan classified briefings menti in the complai 122
CSIiS Book of Documents (ex parie hearin
informatio

slatements

116 Transcript, in camera hearing, Vol. 2, p. 313.

118 Transcript, /n camera hearing, Vol. 2, p. 323.

17 Transcript of ex parte/in camera hearing, January 28, 2016 at Ottawa, Ontario.

118 Transcript of ex parte/ in camera hearing March 22, 2016.

118 Summary of evidence presented at the in cameara/ ex parte hearing on January 28, and March 22,
2016, provided to the Complainant by the Co

120 SIS Book of Documents, (ex parte hearing),

121 CSIS Book of Documents, (ex parte hearing
122 CSIS Book of Documents (ex parte hearing
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and is stored at 123 | astly, CSIS Book of
ocuments (ex parte hearing), information regarding the
domestic threat environment in Canada, and additional notes from the Intelligence

Assessments Branch, 124

CSIS Witness 1,_, provided testimony concerning her work
experience with the Service from 2001, and her role as Chief of the unit
responsible for the Service’'s domestic extremism investigation between November
2013 and January 2015. She testified regarding the Service's collection priorities

and the Ministerial Directions provided to the Director of CSIS from the Minister of
Public Safety. 125

explained that once the Service gets the Ministerial Directives setting out
the priorities, they are applied to their operations through intelligence requirements
that are set aut by the Intelligence Assessments Branch. This sets the basis for
what the Service collects based on those intelligence requirements (“IRD"). She
explained that information is only collected if it falls into one of the IRDs. The
priorities of the government of Canada are tiered into three main categories, with
tier 1 being fully resourced, and tier 3 allowing for the collection of information only
if resources permitted. She further explained that there is a fourth category, known
as a ‘watch brief” which means that the Service is monitoring the situation and if
there is an actionable piece of intelligence, then it will deploy resources. 28 In
terms of the term “actionable piece of intelligence” provided an example
of intelligence requirements in relation to

She oversees the three Heads of the desks below her, and some of her
responsibilities include approving messages to be put into the Service's systems
and databases, as well as managing human sources in general terms. She also
explained that Headquarters Branch is responsible for sending out “Directional
Statements” to the regions so that they are able to prioritize and put their
resourcefzgowards what is important and what is deemed a higher priority for the
Service.

. I <xp'ained the nature of targeting authorities and how they are obtained
by CSIS to investigate any threat to the security of Canada. She also identified
particular targeting files which her unit was investigating during the time period

123
124
125

CSIS Book of Documents {ex parte hearing

CSIS Book of Documeants (ex parte hearing)

Summary of evidence presented at the in camera/ ex parte hearing on January 28, and March 22,
2016, pp. 2-3

126 Transeript of in camera/ ex parte hearing held on Thursday, January 28, 2016 at Ottawa, p. 26.

127

Transcript of in camera/ ex parte hearing held on Thursday, January 28, 2016 at Ottawa, p. 28.

128 Transcript of in camara/ ex parté hearing held on Thursday, January 28, 2016 at Ottawa, at pp. 22-26.
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related to this complaint. She described CSIS’ practices in relation to investigating
threats to the security of Canada by groups involved in domestic extremism.

95. She testified in respect of the certificates pursuant to which domestic threats were
being investigated as well as having reviewed the list of targets under the domestic
threat cerificates that have been the subject of an investigation within her unit
since She provided information on the individuals, groups,

organizations o W nd are, tarqeted er these certificates, and
in particutar the

96. She explained that, with a certificate, the Service must make the case that this
issue is actually a threat to the security of Canada, and once that is established,

there is a validity date that has to be renewed approximately every 2 years. When
the Service targets an individual, that person falls under one of the certificates.

he also explained that each individual
would have his or her own targeting authority. 3¢ The targeting authorities against

individuals, and the renewals of those authorities, were also provided in the ex
131 i

o7 [ estitied that
the intent of the Service’ omestic Extremism” file is

98,

She clarified that when the Service refers

128 Transcript of In camera/ ex parte hearing held on Thursday, January 28, 2016 at Ottawa, at pp. 47-55.

3% Transcript of in camera/ ex parts hearing h nuary 28, 2016 at Ottawa, at pp. 36-39,
131 CSIS Book of Documents, ex parte nearlngW

132 Transcript of jn camers/ ex parte hearing held on Thursday, January 28, 2016 at Ottawa, at p. 35.

133 CSIS Book of Documents, ex parte hearing.#

¥ Transcript of in camera/ ex parte hearing held on Thurscay, January 28, 2016 at Ottawa, p.44
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to extremism, it is specifically interested in issues that go from peaceful
demonstrations to acts of serious violence '

99. She testified that when conducting investigations, CSIS officers are governed by
the CSIS Act and CSIS policies stipulate that they do not look at legitimate protest
and dissent, unless it is associated with serious acts of viclence. She provided
testimony about the tasking provided to the regions related to politically-motivated
violence and/or sabotage.'® The ex parte evidence showed that the Directional
Staternent from Headquarters

However, Headquarters reminded the
regions that the focus is not on legitimate protest or dissent but rather on serious

100.-explained tha targeting levels and warrants for certain targets within the
Service. She testified that

grvice investigation. However, she explain ere were some instances
opposition

to the Northern Gateway Pipeline project.

101, CSIS Witness 2, testified regarding his work experience with the
Service as an analyst with the Intelligence Assessments Branch (JAB) and his
specialization in domestic extremism, He outlined the main responsibilities of the
IAB, which is to provide timely and relevant intelligance which meets the
Government of Canada’ s stated requirements and priorities, He provided an
overview of the Intelligence Assessment Branch's responsibilities, which includes
actively engaging with the Government of Canada to identify its intelligence needs
and deliver briefings, assessments and reports, providing background information
on operational and managerial programs and preparing Threat and Risk
Assessments, and providing outreach and education to the federal government.

102._testiﬁed that he had prepared several intelligence products and
nefings on the issue of domestic extremism, and more specificall

* He provided a sample of briefings that he has deiivere! {o vario
stakeholders (private and public sector) on the issues of domestic

extremism. He testified that, during the timeframe related to the complaint,

135 Transcript of in camera/ éx parte hearing held on Thursday, January 28, 2016 at Ottawa, p. 56.
18 Summary of evidence presanted at the in camera / ex parte hearing on January 28, and March 22,
20186, pp. 2-3.

137 CSIS Book of Documents, ex parte hearmg—
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was mainly focused on issues related to the Winter Olympics and the G-8/G-20
meetings and any potential threats frorn domestic extremist for either event.'*

103. The witness also provided an overview of the Service's work conducted in the area
of domain awareness. Domain awareness is done in part to ascertain potential
triggers and flashpoints, and in part to ensure that the Service is aware of what is
happening should a threat arise. Reference is made to SIRC’s study entitled “CSIS
Activities Related to Domestic Investigations and Emerging Threats".

104._testiﬂed regarding the biannual classified briefings held by the NRCan
and the fact that this forum is used by the Service to share classified information
with energy sector stakeholders, such as the NEB. He provided the Committee
with concrete examples of serious acts of ideologically-motivated violence which
were discussed at some of the NRCan briefings that related to energy and utilities
sector stakeholders. He spoke of specific intelligence assessments that were
given to the NEB by the IAB of the Service involving domaestic extremism issues.

105. The witness described how the Service engages in outreach with energy
stakeholders and also identified means, other than the classified briefings, through
which the Service communicates severe emerging domestic threats to certain
industries. He described the policies and requirements for any meeting between
the Service and any outside organization, emphasizing the importance of fostering
collaboration between CSIS and any organization to prevent terrorism, whether it
be within the government of Canada, with law enforcement partners or private
Industries. On the issue of the delivery of briefings to the private sector, he referred
me to a review conducted by the Committee in 2011 entitied Review of CSIS’
Private Sector Relationships. He testifled that the Service does not attend nor
interfere with any events that involve legal and legitimate protest and/or dissent as
it falls outside of its mandate. %

108.

CSIS Withess 3—1prov|ded testimony regarding his education and

background. He has a deg
| , I - & MViasters in
as well as a Cerlificate In

1he Tederal public service. He aiso estified regarding his
work experience with the Service as an analyst within the IAB and his
specialization in the energy sector.14°

107. He explained that his primary responsibility was 1o provide intelligence
assessments related to threats to Canada's energy and mineral activities. He

13 Summary of evidence presented at the in camera / 6x parte hearing on January 26, and March 22,
2016, pp. 2-3, pp. 34.
1% Summary of evidence presented at the in camera/ ex parte hearing on January 28, and March 22,
2018, pp. 4-5.
0 Transcript of In camera/ ex parte hearing held on Thursday, January 28, 2016 at Ottawa, at p. 287
-29.
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highlighted that the interests of his portfolio were restricted to threats to energy
and primarily to critical energy infrastructure mostly from domestic extremism,
terrorism, or possibly from foreign states. He testified that a secondary
responsibility of his branch was to provide assessments relating to economic
threats or threats to Canada’s economic interests related to energy in the field of
proprietary information. 4! He commented that the threats to Canada’s economic
interests could arise from a variety of sources. “In the primary case, in the first
case of infrastructure, primarily fram domestic extremism, terrorism, or possibly
foreign States. In the case of Canada’s economic interests, largely from foreign
States and espionage, and threats of that nature.” 142

108._ltest|f‘ ied that he had been a coordinator for the NRCan biannual

classified briefings since 2010 and described the origin and purpose of these
briefings as well as the Service's role. '3 He explained that the lead agency for
these classified briefings is NRCan, and that CSIS cooperates with NRCan and
with the RCMP in this regard: “(t)he subject matter of what is discussed is in the
hands of NRCan, as is the list of invitees, who attends on the basis of their need to
know and on having the requisite security clearance."!*4

109. He provided details of his own role in terms of the arrangements for such
meetings, including ensuring that the briefing room they have, which is a secure
facility, is available to NRCan as a convenience, so that they can bring in members
of the private sector, largely individuals responsible for security at their respective
companies, and other participants, occasionally from the Government. During the
actual briefings, the Service will occasionally provide speakers. While he does not
speak at these briefings, the witness explained that he prepares speaking notes
for his Director General. For example, he had written notes regarding domestic
extremism threats, based on open source material regarding events that had
actually happened and had been reported in the newspapers.14°

110. He testified that while he is responsible for writing 2 memo to management
regarding the briefings, there is no formal Memorandum of Understanding. The
witness testified that he has not seen any information collected at these briefings
by the Service, and that, should members of the private sector wish to provide
information to the Service, he explains to them that the proper channel is to notify
the regional office. In terms of participants at the NRCan me
id mples from the private sector including th

41Summary of evidence presented at the in camera/ ex parte hearing on January 28, and March 22,
2018, pp. 56

142 Transcript of in camera/ ex parte hearing held on Thursday, January 28, 2016 at Ottawa, at p. 289.

8 Summary of evidence presented at the in camera/ ex parte hearing on January 28, and March 22,
2016, pp. §-6

44 Transcript of in camera/ ex parte hearing held on Thursday, January 28, 2016 at Ottawa, at p. 291.

5 Transcript of in camera/ ex parte hearing held on Thursday, January 28, 2016 at Ottawa, at p. 291 and
pp. 293-296.

-30-

Page 950 of 1048

33 of 60 AGC0002



TOP SECRET

111. The witness also gave examples of some briefings or liaisons with government or
private sectors in which CSIS participates other than the NRCan briefings. He
explained that the Service contributes to the Government of Canada’s strategy,
through Public Safety on the “National strategy and action plan on the protection
of critical infrastructure”. The term “infrastructure” is not just the energy
infrastructure, but includes the infrastructure of the financial, fransportation, water,
agriculture and health sectors."4’

112. -also testified of his participation in other briefings or liaison with the
government or private sector. He provided the example of “other than the
classified briefings, there is an unclassified briefing for what is called the

International Pipeline Security Forum, which alternates be

United States, but explained that "as threats to that sector

113250 spoke about the context and content of the April 19, 2013 email
from Mr. Tim O’'Neil referred to in the complaint's exhiblt book, which mentions

security concerns regarding the Northern Gateway Project. He explained that
way ot information only, as there was no action requirea on ine part or ne

Service. The email discusses the possible threats to Nationa) Energy Board

hearing and concludes that there is nothing specific that he is aware of.
=testified that Ij Sy

114. CSIS Witness 4,—testiﬁed. following the Commiittee's request to hear
testimony from an investigator in the British Columbia region during the years
relevant to this complaint. He provided testimony regarding his work experience
with the Service from 1995 onwards, including his various positions in the British
Columbia Region from 1998 to the present. He also described his roles and
responsibilities as the supervisor for the unit responsible for the Service's
domestic extremism investigation in Vancouver from 2010-2013, 150

1 15.—lestiﬁed that he was responsible for overseeing the invesligations that
fell under his remit. This included providing input as to an intelligence officer's
plan to debrief a source; approving the interview and its objectives; approving

146 Transcript of in camera/ ex parte hearing held on Thursday, January 28, 2016 at Ottawa, at p. 291.

47 Transcript of In camera/ ex parte hearing held on Thursday, January 28, 2016 at Ottawa, p. 298.

8 Transcript of /n camera/ ex parte hearing held on Thursday, January 28, 2016 at Ottawa, p. 304.

9 Transcript of in camera/ ex parte hearing held on Thursday, January 28, 2016 at Oftawa, p. 309.

10 gummary of evidence presented at the in camera/ ex parte hearing on January 28, and March 22,
016, p. €
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operational reports, and initiating the dialogue with his Chief to put into place
warrant powers against a targel, if it were necessary. 51

118. He discussed the mandatory process and requirements for an intelligence officer
to make a request to conduct a community interview related to the Service's
domestic extremism investigations. He explained that he was the head of the

sensitive investigation because it might have some kind of impact on the civil
liberties of individuals. He explained that they were extremely careful when the
ision to go out and conduct an interview. He testified that

117. i testified that the Service is "not in the business of investigating
environimentalists because they are advocating for an environmental cause,
eriod.""53 For example, he explained that

because that is not what we are about,
our targets.™

118, The witness said that he had not heard of most of the groups prior to this
complaint. The witness testified that it was not surprising that there were protests
related to the Northern Gateway Pipeline Project but underscored that Service
employees are mandated and limited by the CS/S Act which does not permit
CSIS to investigate groups or individuals for their activities related to fawful
advocacy, protest or dissent, unless it is tied directly to a threat, 155

119. When asked what the term —bnngs to his mind at the time of

the protests related to the Northern Gat i roiec
d

191 Transcript of in cameras ex parte hearing held on Tuesday, March 22, 2018 at Otlawa, at p. 13

152 Transcript of in carnera/ ex parte hearing held on Tuesday, March 22, 2016 at Ottawa, at pp. 15-18.

183 Tranacript of in camera/ ex parte hearing hieid on Tuesday, March 22, 2016 at Ottawa, at p. 19.

184 Transeript of in camera/ ex parte hearing held on Tuesday, March 22, 2016 at Ottawa, at p. 23,

85 Summary of evidence presented at the in camera/ ex parte hearing on January 28, and March 22,
2016, p. 6.

1% Transgcript of in camera/ ex parte hearing held on Tuesday, March 22, 2016 at Oftawa, at p. 25.
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ainst the building of the Northern Gateway Pipeline

120.
Hae clarified that the
but through the course of

121. He further testified that the information flow between CSIS and private or other
public stakeholders was generally a one-way process in which CSIS received the
information. He did not recall having seen the article written by the Honourable
Joe Oliver prior to the hearing.'*®

Final submissions:

122. With the completion of the ex parte hearing, the parties were subsequently invited
to provide their final submissions in writing to the Commitiee.

123. The Committee received the Complainant’s final submissions on September 19,
2016, in which BCCLA submits:

“that the evidence demonstrates that CSIS was collecting information about these
groups, at least passively, and perhaps actively, and in the absence of avidence that
these groups constituted a threat to the security of Canada, this collection was not
authorized by section 12 of the CSIS Act. The Complainant also argues that CSIS’
collection activities, combined with internperate language by a federal Cabinet minister
criticizing environmental groups opposed to the pipeline policy as pushing a “radical

ideological agenda” created a real chilling effect for groups and individuals that wished

to organize and collectively express ftheir opinions on the proposed pipeline. The
sharing of this informatian in confidential briefings with private seclor actors in the
petroleum industry served to heighten the perception that CSIS was exercising fis
powers in support of the political or economic status quo.” 180

124. The Committee received the Service's final reply submissions on October 17,
2016, in which it submits that the evidence has shown that CSIS’ actions were
lawful and in accordance with its mandate pursuant to the CS/S Act, stating lhat:

187 Transcript of in camera/ ex parte hearing held on Tuesday, March 22, 2018 at Ottawa, at p. 48,

1% Transcript of In camera/ ex parle hearing held on Tuesday, March 22, 2016 at Oftawa, at p. 30

1% Summary of evidence presented at the In camera/ ex parte hearing on January 28, and March 22,
2018, p. B.

6 Complainant's Final Submissions, dated Septembar 19, 2016, p. 72,
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“any collection and dissemination of information by CSIS was done lawfully in conformity
with its mandate. Furthermore, the Compiainant has failed to establish that CSIS has
done the acts or things alleged in its complsint. Requests for information or advice from
the NEB to CSIS do not demonsirate that CSIS collected inforration about the groups
seeking o participate in the NEB hearing. The Complainant has also failed to establish
a causal connection between the acts or things done or allegedly done by the Service
and the “chilling effect” on freedom of expression and association.” 18!

125. The Committee received the Complainant's rebuttal submissions on November 3,
2016.'%2 Following receipt of the Complainant's rebuttal submissians, the
Committee inquired on November 24, 2016, whether the Service had any national
securlty concerns with the Complainant's request that BCCLA may publicly
disclose the transcripts from the in camera hearing.

126. On December 1, 2018, the Committee received the Service's written submissions
in regards to the Complainant's request.

127. On December 23, 2016, the Committea provided the Complainant with a copy of
the Setvice’s submissions and the Complainant was given an opportunity to reply.

128. On January 16, 2017, the Committee received the Complainant's comments, in
response to the Service's latter of December 1, 2016. The Complainant reiterated
its request that “the Commitiee confirm, prior to the issuarce of its final report and
at its earliest convenience on an Interim basis, that witnesses who appeared
before the Committee on August 12-13, 2015 may speak publicly about the
evidence and testimony they provided during the in camera portion of the hearing
and that BCCLA may publicly disclose those transcripts and its submissions in
this r&ﬂer. without limitation due to security concerns under section 48 of the
Act”

120. | have decided that it would be in the best interests of justice for me to address
this matter in the context of my final report.

130. In preparing this final report, in addition to reading the submissions of the parties,
| have considered the evidence given by withesses, the documentation submitied
by the parties and the Committee's counsel for the in camera and the ex parte
hearing, as well as other relevant material made available to me in the course of
my investigation of this complaint.

1¢1 Respondent's Final Submissions, dated October 17, 2016, p. 2,
%2 Complainant’s Rebuttal Submissions, paragraph 17, dated November 3, 2016,
183 Letter from the Complainant to the Committee, dated January 18, 2017,
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131.

132.

133.

134,

135.

ANALYSIS

This complaint is filed by the Complainant under section 41 of the CSIS Act,
concerning the conduct of CSIS.

The Complainant's complaint is set out in its letter of February 6, 2014, and was
summarized by counsel for the Complainant at the in camera hearing as follows:
“Firstly, that the BCCLA believes that the Service was gathering information — or,
in accordance with the language of section 12 of the Statute, “collecting’
information about Canadian citizens and groups engaging in peaceful and lawful
expressive aclivities”; and then the second part of the complaint is that it then
shared this information with government bodies and private sector factors.”'8¢

The Complainant is relying, first, upon information that initially came out in the
press in November of 2013 that suggested that the RCMP and CSIS were
collecting intelligence or information on groups and individuals opposed to the
Northern Gateway Pipeline and then secondly, that they were sharing that
Information with the National Energy Board and members of the petroleum
industry, 168

Some of the groups named in those documents include LeadNow, ForestEthics,
the Council of Canadians, the Dogwood Initiative, EcoSociety, the Sierra Club of
British Columbia and Idle No More. The Complainant provided tastimonial
evidence from most of those groups and provided me with background about their
organizations and about their activities in relation to the Northern Gateway
Pipeline Project. The Complainant has stressed that none of these groups are
criminal organizations, nor do they have any history of advocating, encouraging or
participating in violent or other criminal activity.'® The evidence before me has
confirmed this, and it Is not in issue.

As agreed by the parties during the preliminary conference calls in this matier, '8
the complaint requires me to answer the following four questions In relation to the
groups listed in the Complaint letter of February 2014, namely Leadnow,
ForestEthics Advocacy Association, the Council of Canadians, the Dogwood
Initiative, EcoSociety, the Sierra Club of British Columbia and Idle No More, 158

Question 1:
Did the Service collect information about groups or individuals for their activities in
relation to the Northern Gateway Pipeline Project?

184 Cozmplainant's Complaint Letter, dated February 8, 2014 and Transcript of in camera hearing, Vol. 1,
p.20,

165 Complainant's Complaint Letter, dated February 8, 2014 and Transcript of in camera hearing, Vol. 1,
pp.21-22.

1™ Tranecript of in camera hearing, Vol, 1, p. 22.

187 Respondent's Letter of April 15, 2015, and Transcript of Pre-hearing conference of May 20, 2015.

168 Exhibit SIRC-1, Tab 1, Complaint letter of February 2014, p. 6.
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Question 2
if so, was it lawful?

Question 3:
Did the Service provide information relating to individuals or groups opposed 1o the
Northern Gateway Pipeline Project to the National Energy Board or non-
govemmental members of the petroleum industry?

Question 4;

If so, was it lawful?

136. | have addressed each of these questions separately below in my report.

Quastion 1:

137.Through ax parle evidence and hearing, | heard that the Service

However, | have seen no evidence that

the Service was collecting information or investigatin F
das a result offiiilipeaceful advocacy of
dissent.

.
er lawiul Investigations.

139. Through the evidence presented to me in the ex parfe hearing, | am aware of the
collection of information in accordance with section 12 and the provision of
information as it pertains to certain individuals for whom the appropriate targsting
authorities were in place.

138. Il the collection of information
ancillary manner, in the context of 0

140. The groups and/or individuals named in this complain

141. The ex parie evidence has convinced me lhat_
RN - cire o aricllary hoImAton I respect of

lawful targeting authoritles against targets in place at the time, unrelated to groups
or individuals engaged in legitimate protest and dissent.16®

189 CSIS Book of Documents, ex parte hearingk_
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142. For example, | note that in the BRS reporting regarding_the Service
indicates in its analysis sections that “the information had been collected and

reported to assist the Service in assessing the threat environment and the
potential for threat-related violence stemming from—
rotests/demonstrations.”7° However, the Service clearly acknowledged that the
wm
threat to the security of Canada.

143.

| have considered these instances carefully.

144, The Respondent's evidence with respect to the collection of information
is twofold: 1) the Service presented evidence on the subjects of

mves!galion under a targeting authority and 2) the Service provided all the

operational reportin after December 31, 2009.

145. The Service provided me with the list of groups and individuals that were CSIS
targets at the time,

148. In terms of operational reports *I note that there
are operational reports issued during the review period which reference

170 CSIS Book of documents, ex parte hearing,
171 CSIS Book of Documents, ex parte hearing, S and ais i which inciuces
the BRS massages wnereinhis mentioned.
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152. is mentioned in operational reports, mostly with referenoe-

163.

| fully expect that the Service will review the information collected in its ho!dings-
hin accordance with the recent decision of the Honourable
Simon Noél of the Federal Court.'’?, to ensure that the only information retained is
that which meets the “strictly necessary” retention threshold.

72 i, the Matter of an Application for warrants pursuant to sections 12 and 21 of the CSIS Act, 2016 FC
1105.
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The Complainant's final submissions!”? refer to a SIRC Review conducted in 1989
entitled “Report on CSIS Activities regarding the Canadian Peace Movement” that
found that the Service “has not proven that it can appropriately distinguish
between legitimate dissent or lawful advocacy and activities that may on
reasonable grounds be suspected of constitute threats to the security of
Canada.”""* The complainant submits “that the attitude of CSIS witnesses towards
Minister Oliver's letter reflects a surpriging lack of awareness or sensitivity to
legitimate concems the public may have that there is a connection between
comments by a federal Cabinet Minister and internal government documents that
show CSIS is consulting or briefing on groups opposed to the Northern Gateway

However, | note that since that 1989 review, the Committee has kept a watchful
eye on the topic of lawful advocacy, protest or dissent, and has considered this
topic in various reviews'’®, For example, in Its Annual Report in 2002-2003,
entitled “Domestic Threats in Conjunction with Lawful Advocacy, Protest and
Dissent”, the Committee found that the Service was “taking considerable care in
implementing policy measures designed to prevent intrusion into legitimate and
political activity."'?” In its 2012-2013 Annual Report, the Committee conducted a
review of "CSIS’s Aclivities Related to Domeslic Investigations and Emerging
Issues”™7® and found that any activities surrounding the Vancouver Olympics and
the G8/G20 Summits that ontly related to legitimate protest and dissent were not
investigated.

The lotality of the evidence which | have reviewed and analyzed demonstrates that
there was no direct link between CSIS and the “chilling effect” which the

‘Complainant's withesses mentioned in their testimonies. | agree with the

Respondent’'s submission that the Complainant falled to differentiate the actions of
the NEB and of the RCMP and those of CSIS.17®

However, | can understand why the Compiainant, not having access to all of the
Service's evidence, might have felt that the groups it represents were being spied
on, in view of certain media reports and certain government documents. | also
appreciate the concerns of the witnesses appearing before me on behalf of the
Complainant who referred to these articies.

| well appraciate that the letter of 9 January 2012 from the Honourable Joe Oliver,
then Minister of Natural Resources, where he wrote that “(u)nfortunately, there

1T Complainant’s Final Submissions, September 18, 2016, p. 59

174 SIRC Report 89/90 -03, at p. 228,

78 Complainant's Final Submissions, September 18, 2016, p, 62

s szgfesronca to SIRC Annual Reports of 1896-2000, 2001-2002, 2006-2007, 2008-2008, and 2012-
13,

77 SIRC Annual Report 2002-2003, p. 16.

178 §|RC Annual Report 2012-2013, p. 24,

17® Respondent's Final Submissions, October 17, 2016, p. 20.
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are environmental and other radical groups that would seek to biock this
opportunity to diversify our trade. Their goal is to stop any major project no matter
whal the cost to Canadian families in lost jobs and economic growth” %0 ig
tegrettable, It can only have increased the concerns of the members of these
groups that the entities to which they belonged were being spied on by CSIS and
the RCMP. It certainly explains their evidence before me which was clearly
fuelled by the Minister and certain journalists.

However, the evidence | heard from CSIS' witnesses in both the in camera and ex
parte hearing has convinced me that neither CSiS nor the Ministry of Public
Safety responsible for CSIS, had anything to do with the drafting of the
Honourable Joe Oliver's letter or indeed any media report submitted in evidence
before me. The Service’s policies and directions were not influenced in any way
by these media articles.

Queastion 2:

| h

circumstances, this collection falls squarely within the

The Complainant contends that records obtained by Access to Information
requests show that CSIS prepares reports and shares information regarding
protest activities, BCCLA also maintains that “the Service’s action in relation to
citizens and groups engaging in peaceful and lawful expressive activities have
gone beyond merely collecting intelligence information under section 12 of the
Act, and instead sharing this information with the NEB and private companies
regarded as stakeholders in the energy sector.” 181

The Complainant stated that “Parliament has placed very clear limits (on) the
scope of the Service's intelligence-gathering activities, expressly providing that
CSIS's mandate “dges not include lawful advocacy, protest or dissent.” %2

| certainly agree with the Complainant’s assessment of Parliament's intention not
to allow the Service's mandate to include lawful, advocacy, protest or dissent
("LAPD"). However, | cannot find, on the basis of the evidence before me, that
CSIS, in this case, expanded its mandate to include lawful advocacy, protest or
dissent.

180 Complainant's Supplementary Book of Documents, Tab 7.

181 Complainant's Final Submigsions, September 19, 20186, pp. 65-66.

162 Complainant's Book of Documents, Vol. I, Teb 3, and Letter from the Compiainant to the Committee
dated March 25, 2015 with attached documents (emphasis in original document),
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184, | note that the Service's mandate under section 12 of the CSIS Act is fo collect
" and retain information regarding threats to the security of Canada and is limited
“to the extent that it is strictly necessary”. | recall, in this context, the recent
decision of Mr. Justice Simon No#l, wherein he wrote:'®

"Section 12 (1) must be read logically: if collection of information is performed on
& strictly necessary basis, it goes without saying that retalning the strictly filtered
information is permitted because the point of entry of the information is the strict
collection process. Therefore the retention function may only logically retain what
has been collected in a “sirictly necessary” manner. The same rational applies in
regard to the analysis function: If information Is valldly collected, only that strictly
collected information is analysed. In those scenarios, there are no issues of
limits to retention or analysis of the information becauss it has heen legitimately
collected pursuant to saction 12 (1) and section 2. “

185. Section 12 of the CSIS Act clearly states that the Service “shall report to and
advise the Government of Canada.”

12 (1) The Service shall collect, by investigation or otherwise, lo the extent that it
is strictly necessary, and analyse and retain information and intelligence

- respecting aclivities that may on reasonable grounds be suspected of
constguﬂn? thraarsG to the securitfy of Canada and, In relation thersto, shall report
fo an h Cana

(2) For greater certainty, the Service may perform its duties and functions under
subsection (1) within or outside Canada. 184

166. Section 2 of the CS/S Act defines what those “threats to the security of Canada”
entall, but clearly states that this:

"does not include lawful advocacy, protest or dissenl, unless carried on in
conjunction with any of the activities referred to in paragraphs (a) to (d). "85

167. Thus, it is also clear that, if those LAPD activities are carried out in conjunction
with any of the activities referred to in the enumerated threats in section 2, they
may fall under the Service’s mandate under section 12.

168. The Complainant argues that the activities of these environmental groups
opposed to the Northem Gateway Pipeline Project could not possibly fall under
the definition of “threats to the security of Canada” as set out in section 2 of the
Act.

183 In the Matter of an Application for warrants pursuant to sections 12 and 21 of the CSIS Act, 2016 FC
1106 at paragraph 186,

184 CSIS Act, section 12.

5 CSIS Act, section 2
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Insofar as the named groups’ activities remain peaceful and lawful, | agree. In
fact, the definition of “threats to the security of Canada® under section 2 very
clearly states that this does not include “lawful advocacy, protest or dissent,
unless carried on in conjunction with any of the activities referred to in paragraphs
(a) to (d)."®e

By way of example, | note that when questioned what an illegitimate protest wouid
be from the Service's perspective, CSIS witness Robert commented during the in
camera hearing that "all protests are part of the democratic fabric of Canada, and
part of our job in investigating threats to our security is to allow protest to take
place."'®” Robert's testimony during the in camera hearing was clear that the
Service was kept actively engaged dealing with terrorism and other threats to the
security of Canada, and it did not have the mandate to investigate peaceful
advocacy, protest or dissent. [ find the Respondent's evidence credibie.

The Complainant contends that documents such as a Memorandum to the
Director of CSIS, from the Assistant Director, Policy and Strategic Partnership of
CSIS, regarding a meeting of the Deputy Ministers’ Committee on Resources and
Energy, dated June 9, 2014, “confirms that the Service was indeed collecting
information about opponents to the Northern Gateway pipeline project!®.

However, | note that in that same memorandum, the Assistant Director, Policy
and Strategic Partnership of CSIS clearly states that “(t}he Service recognizes
that many of these issues involve legitimate protest and dissent and as such,
have no mandate nexus."'%

In the context of that same memorandum and attached document from the
Government Operations Centre, entitled "Government of Canada Risk Forecast
2014 Protests and Demonstrations Season”, | also note and emphasize that the
Government Operations Centre is not part of CSIS, but rather part of the
Department of Public Safety.

The evidence of the Respondent’s witnesses, as well as the documentary
evidence presented by the Service during both the /n camera hearing and the ex

iiﬁ iiillii Ii Iii"as|ie. | ii convinced bI thil gvidence that CSI8 did not

175. Accordingly, | find that the Service's collection of information

was lawful and within its mandate, and that the Service did not investigate
activities involving lawful advocacy, protest or dissent.

188 CSIS Act, section 2.

187 Transcript, Vol. 2, p. 312.

18 Complainant's Final Submissions, September 19, 20186, p. 24,

189 Complainant's Book of Documents, Vol. |, Tab 3 at p. 2 of 3, and Tab §, p. 2 of 3.
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Question 3:

| find that there was no sharing of information by the Service about these groups
or individuals opposed to the Northern Gateway Pipeline Project with the NEB, or
other non-governmental members of the petroleum industry. Rather, the
evidence presented to me during the ex parfe hearing has convinced me that
CSIS did not disseminate information about the named groups or individuals,
either with the NEB or with private members of the petroleum industry.

The Complainant contends that government documents prove that there was
sharing of information and collecting of information. “These documents are not
only emails between the NEB and the RCMP and CSIS, as well as internal NEB
emails, but also Security Assessment Reports by the NEB itself where there is
reference to CSIS and obtaining intelligence from CSIS at the national level and
at the regional headquarters level."'®

For example, the Complainant points to an NEB document entitied “Enbridge
Northem Gateway Project Integrated Security, Logistics and communications
Plan, Kelowna, dated January 24, 2013, under the heading “Threat Assessment”,
where certain sections have been redacted on the basis of the applicable
exclusion under the ATIP Act in the right hand column. However, one can see
references to the NEB consulting CSIS, both national headquarters and regional
offices, as well as RCMP.

Some of the groups named in this complaint are identified in the NEB document,
under the heading of “open source information reporting”, such as Idle No More
regarding a planned protest; LeadNow and Dogwood Initiative regarding a
workshop and skills training, and EcoSociety regarding a plan to charter a bus to
attend the Nelson hearing. 1®' Also, an NEB document entitled “Enbridge Northern
Gateway Project Security Plan, Prince Rupert”, dated January 23, 2013, mentions
that the NEB consulted CSIS, both national headquarters and regional offices. ??
Emaiis refer to consuitation between the NEB Security team and CSIS at national
and regional levels.'?

| note that most of these documents were released as a result of the ATIP request
and that they were NEB documents. While | have seen emalils and documents
which refer to consultation betwsen NEB and CSIS, there is no evidence before
me which demonstrates that CSIS provided information to the NEB about any one
of these groups.

130 Transcript of in camera hearing, Vol. 1, p. 24.

191 Complalnant's Book of Documents, Vol. |, Tab 1, pp. 61-62.
%2 Compiainant's Book of Documents, Vol. |, Tab 1, p. 68.

¥ Complainant's Book of Documents, Vol. |, Tab 4, p. 37.
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181. Authority for the Service to disclose information it has obtained in the performance
of its duties is found in section 18 of the CSIS Act. If CSIS discloses information,
it must do so in conformity with its mandate under section 12 (see above) and the
provisions of section 19 which reads as follows:

19 (1) Information obtained in the performarnce of tha duties and functions of the
Service under this Act shall not be disclosed by the Service except in accordance
with this section.

(2)) The Service may disclose inforration referred to in subssction (1) for the
purposes of the performance of its duties and functions under this Act or the
administration or enforcement of this Act or as required by any other law and
may also disclose such information,

(a) whera the information may be usad in the invastigation or prosecution of an
allegad contravention of any law of Canada or a province, to a peace officer
having jurisdiction to investigate the slleged contravention and to the Altorney
Genergl of Canada and the Aftorney General of the province in which
proceedings in respect of the alleged contravention may be taken,

(b) where the information relates to the conduct of the international affairs of
Canada, to the Minister of Foreign Affairs or a person designated by the Minister
of Foreign Affairs for the purpose;

¢) where the information is relevant to the defence of Canada, io the Minister of
National Defence or a person designated by the Minister of National Defence for
the purpose; or

(d) wherse, in the opinion of the Minister, disclosure of the information to any
minister of the Crown or person in the federal public administration is essential in
the public interest and that interest clearly outweighs any invasion of privacy that
could result from the disclosure, to that minisier or person.

{3) The Director shall, 88 soon as practicable after a disciosure referred to in
paragraph (2)(d) is made, submit a report to the Review Commiltee with respect
to the disclosure. 194

182. The ex parte evidence has revealed that the Service fulfills iis mandate of
“reporting and advising” with the production of various documents to domestic and
foreign partners, including intelligence assessments, reports to foreign agencies
and rigk assesaments to domestic partners. With respect to its mandate to
provide such reports and advice to the “Government of Canada’, this can include
any department or agency of the federal government, including the RCMP and the
NEB. The Service has the obligation to provide those reports and advice to the
Government of Canada in accordance with the enabling legislation.

183. The evidence presented to me ex parte has persuaded me that CSIS does indeed
provide advice to the NEB pursuant to section 12 and subsection 18 (2) of the

1% 8IS Act, section 19,
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CSIS Act. Howev e ex parte evidence does not reveal any reference to or
mention of anyon

184. The Complainant also refers to an email from the RCMP which states that it will
“continue to monitor all aspects of the anti-petroleum industry movement” and
concludes that this information “will be shared with (their) intelligence partners”,
who the Complainant submits must include CSIS.

185. In this connection, | note that CSIS interacts with other law enforcement agencies
whose mandate includes the investigation of criminal offences and the collection
of évidence in aid of prosecutions in courts. CSIS’ website mentions that “while
CSIS is at the forefront of Canada’s national security system, several Canadian
government departments and agencies also provide services that, taken together,
help to ensure the safety and protection of Canadians."% This, of course,
includes the RCMP,

188. The Complainant also submits that the NRCan biannual classified briefings
demonstrate that the Service shared information with non-government members
of the petroleum industry. BCCLA submits that none of the provisions in the Act

“permit sharing of information with private sector parties in the energy industry, as
the Service acknowledges doing through NRCan classified briefings and other
outreach events with energy stakeholders."” '%

187. In the words of the Complainant, “some of the documents indicate that Natural
Resources Canada holds security briefings, with not only the RCMP and CSIS but
also with members of the petroleum industry. Some of the documentation
indicates that these meetings are held at CSIS Headquarters in Ottawa, and
further, that some of the petroleum industry actors, including in particular
Enbridge, which is the proponent of the Northern Gateway Pipeline, were not only
participating but in fact were sponsoring certain aspects of the events. They were
paying for meals and hospitality opportunities for both CSIS and the RCMP and
these petroleum industry actors. Given the timing of these briefings and the
reference to “sharing information about environmental groups” and given the
participation of these various actors, it is our view thal a reasonable inference to
draw, and the inference that was drawn by B.C. Civil Liberties Association and the
targeted groups mentioned, is that information about them had been shared,"'9

188. There is clear evidence that the Service participated in meetings or round tables
with NRCan, and the private sector, Including the petroleum industry, at CSIS
headquarters. However, the ox parte evndence presented to me ls also clear.

These briefings i
concerned with

195 CS|S Book of Documents, in camers hearing, Tab 3, pp.37-38.
19 Compiainant's Final Submissions, September 19, 2016, p. 67.
197 Transcript, in camera hearing, Vol. 1, p. 25.

-45 s

Page 965 of 1048

48 of 60 AGC0002



TOP SECRET

188. Under the heading of “sharing intelligence”, | note that the CSIS website provides

180.

191.

192.

193.

194,

that “at the national level, CSIS provides hundreds of briefings each year to
various communitles including law enforcement and other security intelligence
agencies; academia; Canadian government departments and agencies;
provingial, territorial and municipal governments; and the public.” These briefings
include threat assessments, which, the website provides, are “evaluations about
the scope and immediacy of a variety of threats posed by individuals and groups
in Canada and abroad. Threat and Risk Assessments are conducted by
government departments and agencies. CSIS provides assistance for their
preparation when requested,"!®®

| also heard testimony ex parte that information has been collected when certain
CSIS targets that are planning to threaten specific private sector companies,
CSIS will then meet with these companies and share with them information about
these threats. | am satisfied that such liaison with the private sector is important in
order to protect Canadians. 6@

Having reviewed carefully the totality of the evidence submitted to me during the
in camera and ex parte hearings, | find that, at no time, did the Service share
information with members of the petroleum industry concerning the “targeted
groups” referred to by the Complainant,

Having so concluded, however, | must say that | well understand some of the
Complainant's concern. The perception of the Service discussing the security of
energy resources development with members of the petroleum industry can give
rise to legitimate concern on the part of entities such as the Complainant and the
“targeted groups’.

In this connection, | recall that on May 23, 2013, Natural Resources Canada
hosted a “Classified Briefing for Energy and Utilities Sector Stakeholders” in
collaboration with CSIS and the RCMP. This briefing was held at the CSIS
headquarters. National security and criminal risks to critical energy infrastructure
were on the agenda whose theme was the "“Security of energy resources
development”. A networking reception at the Chateau Laurier was sponsored by
BrucePower and Brookfield, and breakfast, lunch and coffee were sponsored by
Enbridge the next day. 9

As | said earlier, the issue is one of public perception for the Service. This needs
to be addressed. Public discussion about issues of national security should be
encouraged in a democracy. Because of its remit, CSIS obviously has a
significant role to play in these discussions. “Targeted groups” such as those

1% Respondent’'s Book of Documents, in camera hearing, Tab 7, pp.45-46.
1% Transcript of ex parts hearing vol. 3 A, p. 70. .
20 Complainant's Book of Documents, Vol. |, Tab 1, Vancouver Observer article.
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involved in the present complaint may also have a role to play in the discussions
regarding national security. | recommend that the Service prioritize such inclusive
public discussions with the groups involved [n the present complaint, where
possible, having regard to the classified nature of certain topics.

Question 4.

Since | have found that the Service has not shared any information concerning
the “targeted groups” represented by BCCLA with the NEB or other non-
govemnmental members of the petroleum industry, the question of lawfulness has
bacome moot,

The evidence presented to me in the ex parte hearings has convinced me that
any collection and dissemination of information by CSIS was done lawfully
accordance with its mandate. | am persuaded that there was no targeting of|

“Chilling Effect”

197.

198.

198,

200,

The Complainant argues in its final submission that its allegations against CSIS
led to what it describes as a “chilling effect”.

The Complainant submits that CSIS collected information about the named
groups and individuals outside the authority of the Act, and this collection created
a “chilling effect” that inhibited them from exercising fundamental freedoms
protected by the Canadlan Charter of Rights and Freedoms. 2!

I must now address this submission of the Complainant as it pertains to an
alleged breach of the Chartar.

The Complainant's submission on this important issue is well and clearly set out
as follows:

“Since CSIS camries out its activities in secret, and CSIS has not commented
publicly about its Interest In groups opposed [o the pipeline, there Is a reasonable
fear that CSIS’ extraordinary powers could be used to target groups or
Individuals that were charactenzed as having a ‘radical ideclogical agenda” by &
federal Cabinet minister. This has resulted in a very real chilling effect on the
groups, making them more cautious about their activities and comments and how
thelr staff and members communicated with each other. It has even deterred
some from bacoming involved or supporting the groups.”

;'éCCLA submits that the above evidence clearly establishes that there was in
fact a chilling effect on groups and individuals that were engaged in lawful

231 Complainant's Final Submisslons, September 19, 2016, p. 49.
202 gomplainant's Final Submissions, September 19, 2018, p. 62.
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advocacy and protest activities, and who dissented from the preferred policies of
the government of the day. This chilling effect was caused by the media reports
about CSIS consultations and briefings on groups opposed to the Northem
Gateway project, in combination with then-Minister Oliver's il-considered
rhetorical attacks on groups opposed o govemment policy. These lawiful
advocacy and protest aclivities engage the right to freedom of exprassion,
among the most fundamental of rights possessed by Canadians. The Canadian
Charter of Rights and Freedoms guarantees protaection for freedom of expression
under section 2 of the Charter along with historically powerful modes of collective
expression, namely peaceful assombly and association,®*

201. In its final submissions, the Respondent submitted that:

“any collection and dissemination of information by CSIS was done lawfully in
conformity with its mandate. Furthermore, the Complainant has failed to
establish that CSIS has done the acts or things alleged in its complaint.
Requests for information or advice from the NEB to CSIS do not demonstrale
that CSIS colflected information about the groups seeking to participate in the
NEB's hearings. The Complsinant has also failed to establish a causal
connection between the aclts or things done or allegedly done by the Service and
the “chilling effect” on freedom of expression and association,” 2%

202. in its final rebuttal submissions, the Complainant argued as follows:

“(iindeed, the evidence presented by the Service in this heering has supported
these suspiclons, confirming that CSIS is indead engaged In routine sharing of
classified intelligence information with energy sector stakehoiders, including the
National Energy Board, and has provided specific intelligence assessments fo
the NEB., In these circumstances it simply cannot be sald that concerns about a
chilling effect are rooted merely in a “patently incarrect understanding” of the law.
Rather, the evidence is clear that concems about a chilling effect are both
reasonable in the circumstances and diroctly linked to the Service’s conduct in
this matter,” 25

203. The Complainant also submits that the concerns of the targeted groups arise
from reasonable inferences. The Complainant writes:

“Mareover, there Is also a crucial distinction between a chilling effect arising from
misapprehension of the law and a chilling effect erising from reasonable
inferences drawn from available information. BCCLA again emphasizes that in
the present case, members of the affected groups were keenly aware of Minister
Qliver's public description of them as “radical groups” involved in “hijacking” the
regulatory system to “undermine Canada’s nalional economic interest”. When
the ATIA documenls-which clearly show at least some CSIS involvement in
intelligence gathening and sharnng about groups opposed to the Northem

200 Complainant's Final Submissions, September 19, 2016, p. 64,
24 Regpondent's Submissions, October 17, 2016, p. 2
2% Cormplainant’s Fingl Rebuttal Submisslons, November 3, 2018, pp. 6-7.
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Gateway projact — were publicized, the resulting concerns were not due fo a
“patently incorrect understanding” of a statutory provision, but rather the only
reasonable inference that could be drawn from the limited information avallable
to them.” **

204. These concerns may be real, as | have said earlier at paragraph 157. However,
| have seen in the context of the totality of the evidence which was provided to
me during the ex parte hearings that these concerns were nol justified. The
conduct of the Service in the present case has been in conformity with its
enabling legislation.

205. As | found earlier in my analysis of Question 1, the Complainant has failed to
establish a “causal effect” or “direct link” between CSIS' conduct and the
“chilling effect” which It invokes. Having found no “chilling effect’, its allegations
cannot form the basis of a Charter violation 27

206. In my view, this finding algo disposes of the Complainant’s allegation that
section 2 of the Charfer, which guarantees the protection for freedom of
expression, was breached by CSIS’ conduct in its investigation of the activities
of the Northern Gateway Pipeline project.

207. After having carefully reviewed the evidence submitted to me in the ex parte
hearings, and as | have said earlier in paragraph 156, | am satisfied that it
does not support the Complainant's submission regarding a “direct link”
between CSIS’ conduct and the “chilling effect”. Therefore, upon review of the

evidence before me In this case, | am convinced that there was no Charter
breach.

2% Complainant’s Final Rebuttal Submigsions, November 3, 2018, p. 6.
7 R, v. Khawsja 2012 SCC 68, paragraphs 79-80.
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Additional procedural questions:

The foilowing two procedural questions arose in the context of this investigation
regarding evidence and testimony provided by the Complainant.

Can witnesses for the Complainant who appeared before the Commilttee on
August 12-13, 2015 speak publicly about the evidence and festimony they
provided duning the in camera portion of the heanng?

AND

Can BCCLA publicly disclose those transcripts and its submissions in this matter
without limitation due to secunty concemns under section 48 of the Act?

By way of background, | will review the history of these procedural questions.

Al the beginning of the in camera hearing on August 12, 2015 in Vancouver, as is
standard practice for all SIRC hearing, | reminded the parties of subsection
48 (1) of the CS/S Act, which provides as follows:

48 (1) Every investigation of a complaint under this Part by the Review
Commitiee shall be conducted in privste.

48 (1) Les enquétes sur lo plaints présentées en vertu de la présente partie sont
tenues en secret, 2%

Again, as is standard practice, | also informed the parties that, for reasons of
security and confidentiality, no electronic devices, including cellular phones, |-
Pads, or recorders were allowed in the hearing room.2%

| then heard submissions from the parties in respect of a preliminary/procedural
matter regarding the privacy of proceedings under subsection 48 (1) of the CSIS
Act. .

| first heard submissions from counsel for CSIS, regarding her concem that the
Complainant had made available on its website a pledge form for individuals to
obtain recaps of the in camera proceedings. She stated, "As you mentioned in
your opening remarks, these hearing are to be conducted in private. As such, it
seems to us that offering such recaps to people outside the hearing room would
not be in conformity with subsection 48 (1) of the CSIS Act, which states that
these investigations are to be “conducted in private”. 210

Counsel for CSIS added:

208 CSIS Act, subsection 48 (1).
209 Transcript, in camera hearing, Vol. 1, p. 3.
210 Transcript, in camera hearing, Vol. 1, p. 6.
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"To us, this entails that what occurs during these heenng remains “secrel”: secret
or private. Again, | am not sure whet the intentions of the Complainant are. But
just speculating, would what is suggested go as far as providing the transcripts of
the heaning to members of the public? There Is some concemn because, again,
there Is a fine Jine for the Service, as to classified/unclassified information. |
understand these are in camera proceedings and generaily there js no classified
information that gets diviiged. However, sometimes the line betwsen classified
and unclassified is a difficult one, requiring us to thread (sic) lightly.!!

215. | also heard In reply, submissions from counsel for BCCLA, who said that:

pemilasibl. Sothatis an lssue that we oan carvase with the Member: At this

point, what the client Infends to do Is to just advise the public about who will be

testifying on particular days, and so forth, along wnh the anﬂcfpatod testimony of
[ %

that under sectlon 48, the Act rafers to this proceedmg as a pnvata 'headng it
is my understanding that that is generally referring to an in camera hearing at
which others can't be present in the room as the evidence is being called,” 212

216. After having heard these submissions, | ruled that the Committee can decide
upon procedural matters before it, and as such, | determined that the disclosure
of witness names was alright, but that there should be no release of summaries
of evidence to the media, | was mindful of subsection 48 (1), which is the guiding
principle that “every investigation is to be conducted In private”, and in the
French-language version, the scope of the privacy is extended somewhat: “sont
tenues en secret.” | also reminded the parties that subsection 48 (2) provides
that no one is entitied as of right to be present at the in camera hearing.
However, | gave the Complainant's first witness, Mr. Paterson, permission to stay
in the hearing room with BCCLA counsel, 213

217. To summarize, the guiding principle set out by the Legislator is the“private”
nature of the SIRC hearing. “Les enquétes....sont tenues en secret.” The
integrity of the proceedings must be respected, and, to that end, the evidence of
all witnesses, not only the evidence of the Service's witnesses, cannot be
divulged.

218. The Complainant provided an undertaking not to divuige the testimony and
evidence of any witness appearing before me during the in camera
hearing.2*The Complainant then asked whether this undertaking also

1 Transcript, In camera hearing, Vol. 1, p. 6.

232 Transcript, in camera hearing, Vol. 1, p. 7 (my emphasis),
21 Transcript, In camera hearing, Vol. 1, pp. 10-11,

214 Transcript of /n camera hearing, Vol. 1, p. 12,
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ancorﬁpassed statements by witnesses divulging the outline of their forthcoming
testimony. 215

In response, | reiterated that the overriding principle is the "private” nature of the
hearing, and that the investigation of any complaint by SIRC should be held in
private, “en secret”. | added that I have no trouble, no difficulty, with any of your
witnesses in effect saying: What | intend to tell the representative of SIRC who is
hearing this complaint is such and such. My order goes to the actual evidence,
the actual testimony of the witnesses, which should not, in any form, either by
way of a summary or by way of “this Is what | have said" kind of statement be
divuiged."2'8

Counsel for the Complainant then said that he wanted to reserve the right to
come back to this question at the conclusion of the in camera hearing. | note that
counsel for the Complainant only raisad this matter with me again in his final
submissions in September 2016. | also invited submissions from the Respondent
on this question.

in its final submissions, the Complainant submitted that:

“the statutory requirement that SIRC hearing be held in private should not
prohibit witnesses or the complainant from publicly disclosing that information. '
The Complainant requested a formal ruling regarding the scope of the pnivate
nature of SIRC's procsedings in the investigation of complaints. Specifically, the
Complainant asked the "Committee to review and clarify its order regarding the
scope and application of saction 48 of the CSIS Act as it relatas to the evidence
of witnesses called on behall of the BCCLA during the in camera portion of the
hearing into this complaint,” #*®

Addressing this request of the Complainant, CSIS’ counsel submitted that “in the
present case, the hearing portion of the investigation has concluded and CSIS
has been provided the opportunity to protect any national security information
which may have been inadvertently disciosed at the hearing. For those reasons,
the Respondent does not object to the Complainant's request set out at
paragraph 207 of the Complainant's final submission."2'?

In its final Rebuttal Submissions, however, the Complainant in effect, amended
its original request and asked that my order aiso include the release of
transcripts. It is evident that this amended request goes much further than the
Complalnant's original request which CSIS' counsel had agreed to.

% Transcript, in camara hearing, Vol. 1, p. 12.

218 Transcript, in camera hearing, Vol. 1, pp. 14-15, and p. 125

7 Complainant's Final Submissions, September 19, 2016, paragraph 145, p. 49.
218 Complainant’s Final Submissions, September 19, 2016, paragraph 207, p, 71.
9 Respondent's Submissions, October 17, 2018, paragraph 71, p. 26
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| note that, in its final Rebuttal Submissions, the Complainant avers.

“Given that the Service has now advised that it has no objection to BCCLA's

submissfons regarding the scope and application of section 48 of the CSIS Act,

the Complainant requests the Committee to confirm that witnesses who

appeared before the Commitiee on Augusl 12-13, 2015 may speak publicly

about the evidence end test:mony they prowded dunfng tha in camera pomon of
=1 2

iy mattar. without further concem in reianon 0 s6clion 48 of tho
Act (my emphasis)."?2°

The Respondent, in its final rebuttal submissions, submitted:

"the Complainant has now raised "two new fssues that were not found in the
Complainant's submissions of September 18, 20186, the Complainant {s seeking to —
make the transcripts publically avaiiable; —get a direction on an interim basis. With
respect to making the transcripls publically available, we understand that paragraph 17
suggests that only the portions of the transcripls (those transcripts) of the lestimonies of
BCCLA wilnesses would be made public by the Complainant, We request that the
Committee’s order specify that only the Complainant’s submissions and evidence may
be made publically avallable.” 2!

The Complainant asked me to issue a ruling pricr to the igssuance of my final
report.222 However, | decided that it would be more appropriate to provide my
rulings in my final report on all questions submitted fo me in the course of my
investigation.

In my capacity as an independent decision-maker, | consider it paramount that
the integrity of the SIRC proceedings, informed by the mandatory edict of the
Legislator in section 48 of the CSIS Act be respected.

In order to respect the private nature of a SIRC in camera hearing, the .
Committee, to date, has never released to the public at large the transcripts of
such hearing or even a summary of the evidence of witnesses. The Complainant,
of course, is present during the in camera hearing, and the Commitiee has
provided Mr. Champ with the transcripts In order to allow him to prepare his
submissions, but not to disseminate them to the public.

Such wide and unfettered dissemination would be, in my opinion, a flagrant
breach of section 48 of the CSIS Act for a number of reasons. .

The Committee is master of its own proceedings. This is emphasized in
subsection 39 (1) of the CS/S Act, which reads as follows:

22 Complainant's Final Rebuttal Submissions, November 3, 2018, par. 17, p. 7 (my emphasis).

21 Respondent's letter to the Committee, December 1, 2016, p. 2.

22 Complalnant's Final Rebuttal Submissions, November 3, 2018, p. 7 and in its letter to the Commiites,
dated January 16, 2017.
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38 (1) Subject to this Act, the Review Committee may determine the procedure to
be followed in the perfarmance of any of its duties or functions,*”

231, The Committee aiso has its own Rules of Procedure?®* which guide it in the
conduct of its work. While the Committee's revised rules apply to complaints,
reports and references received on or after May 1, 2014, they nevertheless assist
me in ruling on this important issue in respect of the present complaint which was
filed on February 6, 2014, Accordingly, | refer in particular to the following rules:

Interpretation of Rules

Rule 1.04 (1) These rules shall be liberally construed to advance the purposes
set out in rule 1.02.

{2} These tules are not exhaustive and the Committee retains the authority to
decide any issue of procedure not provided for by these rules.

Deomed Undertaking

Rule 14.01(1) This rule applies to information or evidence obtained by the parties
in the course of an investigation before the Committee.

(2) This rule doas not apply to information or evidence obtained otherwise than
under subrule (1).

{3) Al parties and their lawyers are deemed to undertake not to use information
or evidence fo which this rule applies for any purposes other than those of the
investigation in-which the evidence was obfained.

(4) Subrule (3) does not prohibit a use to which the person who disclosed the
information or evidence consents.

(5) Subrule (3) does not prohibit a prosecution of a person for an offence under
section 131 of the Criminal Code (peijury).

14.02 If satisfied that the public interest outweighs any pm/udico that would result
to a party who disclosed information or evidence, a member may direct that
subrule 14.07 (3) does not apply to information or evidence, and may impose
such terms and give such directions as are Just.

232. In addition, the Committee is an independent quasi-judicial tribunal, and, as such,
it has powers that are similar to those of a superior court of record. | note in this
connection, section 50 of the CSIS Act, which provides:

50. The Review Committee has, in refation to the investigation of any complaint
under this Part, power

{8) to summon and enforce the appearance of persons before the Committee
and to compel them to give oral or written evidence on oath and to produce such
documents and things as the Committes deems requisite to the full investigation
and consideration of the complaint in the same manner and o the same extent
as a superior court of record,

23 C8§IS Act, 8. 39.
24 Rules of Procedure of the Securify Intellige nce Review Committes.
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(b) to administer oaths; and

(c) to receive and accept such evidence and other information, whether on oath
or by affidavit or otherwise, as the Committee sees fif, whether or not that
avidence or Iinformation is or would be admissible in a court of law. 225

233. | recall again that subsection 48 (1) of the CSIS Act imposes on me the obligation
to conduct my investigation In private. As an independent quasi-judicial tribunal,
the Committee has the power to decide that the proceedings must remain
private.

48 (1) Every investigation of a complaint under this Part by the Review
Committee shall be conducted in private 228

234. Subsection 48 (2) of the CSIS Act is also relevant to my determination of the
scope and application of subsection 48 (1). It reads as follows:

48 (2) in the course of an investigation of a complaint under this Part by the
Review Commitlee, the tomplainant, deputy head concemed and the Director
shall be given an opportunity to make representations to the Review Commities,
to prasent evidence and ta be heard personally or by counsel, but no one is.
ontitled as of right to be present during, (o have access to or to comment on
representations made to the Review Committee by any other person. (my

emphaslg) %27

235, Rules 16.09 and 18.03 (8) of SIRC's current Rules of Procedure are aiso
pertinent. They provide as follows:

16.09 No person shall take or attempt to take & photograph, motion picture, audio
recording or other record capable of producing visual or oral representations by
electronic means or otherwise,

(a) at a hearing,

(b) of any persan entering or leaving the room In which a hearing Is to be or has
been convened, or

{c) of any person in the bullding in which a hearing is to be or has been convened
where there is reasonable ground for belleving that the person is there for the
purpose of attending or leaving the heanng. 228

18.03 (8) A witness and his counsel are entitled to be present at the hearing only
when that witness Is giving evidence. 22°

238. The Federal Court found in Canada (AG) v. Al Telbani that “SIRC is a specific
statutory body with special attributes relating to national security. SIRC's

28 0818 Act, 8. 60.

26 CSIS Act, subsection 48 (1).

27 SIS Act, subsection 48 (2).

228 Rules of Procedure of the Secunly Intelligence Review Committes, Rule 16.08.

29 Rules of Procedure of the Sscurity Intelligence Review Committes, Rule 18.03 (8).
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proceedings establish a balance between national security and the rights of
individuals. SIRC has powers that are similar to thoge of a superior court of
record...” 230 '

The proceedings of the Committee were well summarized in that decision. The
Federal Court wrote:

“SIRC investigations are conducted In private. However, the complainant, deputy
head concemed and the Dirsctor are given an opportunity to make
representations to the Committee, to presant evidence and to be heard
persenally or by counsel. Nonetheless, no one (s entitled as of right to be
present during, to have access to or to comment on representations made to the
Comimittes by any other person. In spite of this, the Committee's Rules of
Procedure allow for statements summarizing information from private hearing to
be provided, to the extent that no information related fo national securily Is
disclosed." 23!

“As for SIRC's proceedings and as was previolsly noted, the Supreme Court had
already given its approval. Justice Sopinka, while emphasizing that it was not for
him to rule on the fssue, concluded that SIRC’s proceedings respected the
principles of fundamental justice."*?

in short, the confidentiality of SIRC's proceedings is the cornerstone of its
investigations. Access to the Committee by a Complainant must be done in
private, in respect of the principles of fundamental justice. SIRC does not
disclose the filing of a complaint and the anonymity of the Complainant s
respected throughout the process. All documents created or obtained by the
Committee in the course of an investigation are exempt from disclosure.

Itis my opinion that | must give effect to the intention of the Legislator
encapsulated in subsection 48 (1) of the CSIS Act. Accordingly, the Complainant
may not disclose publicly the evidence and testimony which they proffered during
the in camera hearing and BCCLA may not disclose publicly any part of the
transcripts or the submissions of its counssl, and | so find.

2% Canada (AG} v. Al Telbani, 2012 FC 474, at paragraph 62,
21 jbid.at paragraph 42.
32 jbid.at paragraph 63.
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FINDINGS AND RECONMENDATIONS

240, For all these reasons, | find that the Complainant's allegations are not supported
by the evidence, and the complaint is accordingly dismissed.

While | found that the Service did collect some ancillary information
| find that any information reporte as done
ncidentally, in respect of lawful targeting authorities in place at the time,

| also find that

241.

the Service did not investigate
recognized as being associated with lawful advocacy, protest or dissent.

242, [find that the Service did not share information regarding these groups or
individuals with the NEB or other non-governmental members of the petroleum
industry.

243. | recommend that the Service prioritize inclusive public discussions with the
groups involved in the present complaint, where possible, having regard to the
classified nature of cerlain topics.

FOR ALL THESE REASONS, ON BEHALF OF THE SECURITY INTELLIGENCE
REVIEW COMMITTEE, THE COMPLAINT |S DISMISSED.

7 e v

The Honourgble Yves Fortier, 6, CC, 0Q, QC

Ottawa, Ontario

This 3¢ day, of E\%! 2017.
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INTRODUCTION

This report is made pursuant to subsection 52(1) of the Canadian Security

Intelligence Service Act, R.S.C., 1985, ¢. C-23 ("CSIS Act’), after the completion of
an investigation in relation to a complaint made pursuant to section 41 of the CS/IS
Act by the British Columbia Civil Liberties Association ("BCCLA" or “Complainant”).

This report is made to the Minister of Public Safety and to the Directar of the
Canadian Security Intelligence Service ("CSIS” or "Service”}. It contains the
findings and recommendations of the Securily Intelligence Review Committee
("Committee” or “SIRC”) based on all the documentation, oral evidence and
representations availabie to it during its investigation. This report, subject to the
limitations of the CSIS Act, will be forwarded to the Comgplainant.?

THE COMPLAINT AND THE COMMITTEE'S JURISDICTION

Section 41 of the CS/S Act entitles a person to complain {0 the Committee with
respect t¢ "any act or thing” done by the Service. The Committee shall investigate
the complaint if the Commiltee is satisfied that:

- the Complainant has firsl made a complaint to the Director with respect
to that "act or thing”,

- the Complainant has not received a response within such period of
time as the Committee considers reasonabie, or the Complainant is
dissatisfied with the response given; and,

- the complaint is not trivial, frivelous, vexatious 'or made in bad faith.

In a letter dated February 6, 2014, the Complainant wrote to the Conimiltee to
make a complaint pursuant to section 41 of the CSIS Act “regarding improper and
unlawfut actions of CEIS in gathering information about Canadian citizens and
groups engaging in peaceful and lawful expressive activities, and sharing it with
other gaovernment bodies and private sector actors.” ?

The Complainant alleges that media reports indicate that the National Energy
Board ("NEB”) has engaged in systematic information and intelligence gathering
about organizations seeking o participate in the NEB’s Northern Gateway Project
hearing. The Complainant also contends that “records obtained under the Access
to Information Act confirm that this information and intelligence gathering was
undertaken with the co-operation and involvement of CSIS and other law

T See 3ubs.48(2), 52(1) and paragraph 55(b) of the C3/S Act, Rule 13 of the Rules of Procedure of The
Security Intelligence Review Comemittes in refation to its Funclion under Paragraph 38{(c) of the
Canadian Security intelligence Service Act {(*Rules of Pracedure”)

Z Camplainant’s letter to the Committee dated February 6, 2014, re: Surveillance of Canadian Citizens
and information sharlng with the National Energy Board.

&% -
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enforcement agencies, and that CSIS participates in sharing intelligence
information with the Board's security personnel, the Royal Canadian Mounted
Police ("“RCMP"), and private petroleum industry security firms.” ¥

B In that same letter, the Complainant sets cut the foliowing questions that formed
the basis of the complaint to the Committee:

-Why is CSIS (and other branches of Canadian law enforcement and security
apparatus) monitoring public interest, environmental and advocacy groups, in
particular Leadnow, ForestEthics Advocacy Association, Council of Canadians,
the Dogwood Initiative, EcoSociety, the Sierra Club of British Columbia, and idle
No More, despite an absence of any basis for believing that these groups have
engaged in criminal wrongdeing?

-For how long has CSI8 been involved in surveiilance of these, and other,
groups?

-Under what law, regulation or other authority is CSIS acting when it monitors
these groups?

-Why is CSIS hearing information about public interest, environmental and
advocacy groups with members of the petroleum industry?

-What information has been conveyed by (SIS to members of the petroleum
industry?

7. The Complainant aiso copied its complaint letter of February 6, 2014 to Michel
Coulombe, Interim Director of the Canadian Security Intelligence Service ("CSIS"),
pursuant to section 41 of the CSIS Act.

8. In a letier dated March 14, 2014, the Assistant Direclor, Policy and Strategic
Partnerships, Tom Venner, repliad to the Complainant that he could find no
evidence that the Service acted inappropriately. He commented that the
information and observations are largely speculative and based on third-party
information. He added however, that the Setvice conducts itself according to the
law, policy, and Ministeriat Direction. He stated: | understand your concerns that
Canadians engaged in peaceful advocacy and protest would be targeted
illegitimately by a Government agency. 1n fact, the employees of CSIS are
devoted to protecting Canada’s national security and ensuring that the very rights
of privacy and free speech which you refer to are indeed protected from individuals
and groups who would reject peaceful democratic processes to attain their goals.™

9. By letter dated March 20, 2014, the Complainant wrote to the Committee,
explaining its position that CSIS has falled to provide any substantive response to

3 Compiainant’s letter to the Committee dated February 6, 2014, re: Surveillance of Canadian Citizens
and Information sharing with the National Energy Board.
4 Letler of reply frorn CSIS to the Complainant, dated March 14, 2014,

-
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BCCLA's compilaint, and requesting the Committes to commence its investigation
regarding the Service's actions.®

By letter dated March 28, 2014, the Committee wrote to both the Complainant and
the Service, providing them with the opportunity to make representations regarding
the Committee’s jurisdiction to investigate the complaint of BCCLA. ©

The Complainant responded by letter dated Aprii 4, 2014 with its representations
regarding the Committee’s jurisdiction to investigate the complaint under section
41, highlighting that the jurisdiction includes the investigation and determination of
ail legal issues raised by the comptlaint, including the Service's compliance with the
CSIS Act and the Charter. 7

On April 7, 2014, counsel for CS1S responded that its client did not wish to make
representations on the Committee’s jurisdiction at that time.

On May 27, 2014, the Committee determined that it had the jurisdiction to
investigate the complaint, and this was canveyed to the Complainant and the
Service by letter dated June 2, 2014, 9

ACKGROUND

in accordance with the Rules of Procedure of the Security Infelligence Review
Committee in relation to its function under paragraph 38(c) of the CSIS Act, 1 was
appointed by the Chair of the Committee to conduct an investigation into this
complaint. The parties were advised of the Committee’s detarmination by letters
dated September 8, 2014.1°

On September 22, 2014, CSIS wrote to the Commiittee, with a copy to the
Complainant, requesting a management conference call for the purpose of
identifying the issues that will be investigated as part of the complaint. C3IS
asked that the BCCLA's complaint be better defined and articulated into a
complaint of & discrete act or thing done by the Service that the Commiittee is
capable of investigating. CSIS proposed to focus its document collection to
documents dated after December 31, 2011, which was the latest period reviewed
by the Committee in its review on the topic of lawful advocacy, protest or dissent.
The letter from CSIS stated, “Based on the Complainant’s letter and the scope of

* Complainant's letter 1o the Commitiee dated March 20, 2014 requesting it commence its investigation,

¢ Letter from the Committes to CSIS, dated March 28, 2014 regarding represantations on jurisdiction and
Letter from the Commiittee to the Complainant, dated March 28, 2014 regarding the same.

! Letter from the Complainant to the Committee, dated April 4, 2014, regarding jurisdiction.

® Letter from C8IS to the Commiites dated April 7, 2014, regarding jurisdiction

¥ Letter from the Commities to the Complainant and the Service, dated May 27, 2014,

0 Letter from the Commitiee to the Complainant and CSIS dated September 8, 2014, regarding the

aszignment of Committee member.
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section 41 of the CS/S Act, the Service proposes that the following issues be
investigated as part of this compilaint:

1) Did the Service investigate groups or individuals for their engagement i lawful

advocacy, protest or dissent activities in relation to the Northern Gateway
Pipeline Project?

2) If yes, was the investigation lawful?
3) Did the Service provide information relating to individuals or groups involved in

lawful advocacy, protest or dissent in relation to the Northern Galeway Pipeline
Project with the National Energy Board ar non-governmesnt members of the
petroleum industry?

4} If yes, was it lawful to provide this information? "

16. On September 25, 2014 the Complainant wrote to the Committee, with a copy to

17,

18.

CSIS, regarding my assignment as presiding member over the complaint, The
letter stated that “while BCCLA recognizes Mr. Fortier's exemplary reputation, and
does not guestion his personal or professional integrity, the organization must
nevertheless object to his appointment as the presiding SIRC member in the
present complaint, given that BCCLA maintains that the involvement of any SIRC
members with significant ties to the petroleum industry in this complaint gives rise
to a reasonable apprehension of bias™. In BCCLA's February 6, 2014 complaint
letter, it referred to the “highly publicized ties between several SIRC members and
the petroleum industry, including M. Fortier's former position on the board of
Trans-Canada Pipelines, the company behind the controversial Keystone XL
pipeline project.”?

On October 8, 2014, the Commiittee wrole to counset for the Complainant
regarding the matters raised in their letter mentioned above. As the presiding
member investigating the complaint, | responded to the Complainant stating:

“On the Issue of the potential conflict of interest alfegations, the proper course of action
e deal with such matters is for a party to formally raise the matter with the presiding
member through a motion asking that the member reciise himself from the file and that a
ruiing on the matter be made thereafter considering the refevant jurisprudence on the
issue.”

| noted that the conflict of interest issue was raised i the Complainant’s letter
dated September 25, 2014, hut | asked them to confirm whether they intended to
bring a formal motion with supporting documentation and argument, or whether |
should proceed on the basis of their letter alone. 13

On Qctober 28, 2014, the Complainant wrote to the Committee, advising: “Having
reviewed the matter, we must advise that, af this time, we do not have sufficient

' Letter from the Respondent, CSIS, to the Commitlee, dated September 22, 2014,
2 Letter from the Complainant to the Committes, dated September 26, 2014,
¥ Letter from the Committee to the Complainant, dated October 8, 2014,

s
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information regarding Mr, Fortier's ties {o the companies involved in the complaint.
We initiaily raised our concern in the original compfaint dated February 6, 2014,
citing a news story that Mr. Fortier had previously sat on the board of directors of
TransCanada, a company implicated in this complaint.” The Complainant indicated
that they did not know further details, and posed several questions regarding my
involvement with that board of directors. ¢

On November 25, 2014, the Committee wrote the following o the Complainant:

It is & matter of public record that Mr. Fortier was a non-executive member of the
TransCanada Board of Directors from April 1992 to July 1988, Since he resigned from
the Board in July 1898, Mr. Fortier has never occupied any position with TransCanada
Mr. Fortier has never occupled any position with Enbridge. ™

On December 8, 2014, the Complainant wrote to the Committee indicating that
BCCLA is prepared to proceed with its complaint before me as the presiding
member. e

On March 25, 2015, the Complainant wrote to the Committee, calling attention to
additional records which had been disclosed to the Canadian Press; under the
Access to Information Act. The Complainant contends that this provides further
evidence of CSIS’ ongoing involvement in gathering and sharing information and
intelligence about protests concerning the petroleum industry, including the
Northern Gateway Project.'”

On Aprii 7, 2015, CSIS wrote to the Committee, with a copy to the Complainant, in
response to the Committee’s inquiry on its availabiiity for a pre-hearing

conference. The Service asked that its reguest dated September 22, 2014 for a
management conference be held for the purpose of identifying the issues that will +
he investigated, and the timeframe for document collection, and that the issues to
be investigated be limited to the four points it outlined in its letter. The Service also
indicated that it has “been made aware through media reports of further allegations
made by the Complainant and asked to be informed of the allegations as a matier
of procedural fairness and in order to proceed with the document collection and
respond to the allegations that are being made."*®

On Aprii 9, 2015, the Complainant wrote to the Committee in response to the April
7, 2015 letter from the Service. The Complainant suggested that the issues raised
by counsel for CSIS are the kind of matters that can and would be discussed in a
pre-hearing conference call. The Complainant generally agreed with the broad
issues defined by CSIS with a few revisions to the four questions. The

“ Letter from the Complainant lo the Comrmittee dated October 28, 2014,

% Letter from the Comimittee (o the Complainant, dated November 25, 2014,
® Letter from the Complainant to the Committes, dated December 8, 2014,
7 Letter from the Complainant to the Commitiee, dated March 25, 2015,

8 Letter from CSIS to the Committee dated April 7, 2015.
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Complainant stated that their “concern is that CS8IS is choosing to frame the issues
i a way that would allow CSIS to screen or filter out documents or information that
are encompassed by the complaint. It is the BCCLA’s position that the first step
should be to identify any CSIS investigations of individual or groups that are

opposed to the Northern Gateway Project.” The Complainant also suggested that
the cut off for document coflections shouid be December 21, 2008, not 2011, 1°

On April 15, 2015, CSIS acknowledged receipt of and responded to the
Complainant’s letter of April 9, 2015, The Service agreed with the document
collection date as of December 31, 2008. There was also general agreement with
the issues as re-formulated by the Complainant with one other minor change, ¥

On May 15, 2015, the Committee wrote to both parties in preparation of a pre-
hearing conference {o be conducted on May 20, 2015, and | invited the padies to
consider and address the following questions: ?*

1) Given the wording of section 12 of the CSIS Act which provides that the
Service "shall collect, by investigation or otherwise” and the aflegations in the
letter of complaint to the effect that the Service is “gathering information” and
“monitosing and surveillance”, what meaning shall be attributed {0 the words
“investigate” and “investigation” in the Aprit 15" 2015 (etter (from CSIS)?

2) Whether the “groups or individuals” referred to in questions 1 and 3 of the April
151 letter are those set out on pages 2 and 6 of the letter of complaint?

3) Whether the expression “hon-government members of the petroleum industry”
is limited to the private-sector industry?

4) While the issues to be examined in the April 15 [etter only refer to the
Northern Gateway Project, the March 25" 2015 letter {from the Complainant)
refers o "protests concerning the petroleum industry, including the Northem
Gateway Project” and the attachmeant to the letter refers to hydraulic fracturing
protests in New Brunswick. What is the intended purpose of the references to
the protests in New Brunswick?

A pre-hearing conference call was held in Ottawa on May 20, 2015. The parties
agreed to the issues to be examined and that the document collection shall only
inctude information after December 31, 2009. % The parties aiso agreed that an
oral in camera hearing be conducted in Vancouver, which is where the
Complainant is based. The Committes sent to both parties a copy of the transcript
of the pre-hearing conference call, which had been reviewed for national security
concerns pursuant to section 37 of the CSIS Act®

% Letter from the Complainaat to the Committee dated April 9, 2015.

D Letter from CSIS to the Committee dated Agril 15, 2015,

21 L etter from the Committee to the Complainant and to CSIS, dated May 15, 2015,
22 Transoript of the pre-haaring conference call, Qltawa, May 20, 2015

23 { ptter from the Committee to the Complainant and CSIS, dated June 25, 2015

s
Fage 838 of 1648

9 of 57 AGCO0003



7.

28,

29

TOPR SECRET

In response to my first question set out for the pre-hearing conference call, the
parties confirmed the inclusion of the word "investigation” in the context of "collect,
by investigation or otherwise.” With respect to my second question, the parties
confirmed that the term “groups or individuals” refer o the individuals or members
of the groups that are specifically named in BCCLA's February 2014 complaint.

They answered my third question that the expression "non-government members
of the petroleum industry” is limited to the private-sector industry, but agreed that
the information sharing is broad enough to include any kind of information that is
shared with either the private sector or the NEB about groups or individuals, or
members of those groups, participating in the NEB proceedings or speaking out
about the Northern Gateway Pipeline, and not simply the intelligence or secutity
briefings. It was also agreed that Section 13 security assessments which empower
the Service o conduct security assessmeants, would be excluded from the
information sharing.

Regarding my last question, the parlies agreed that references to the New
Brunswick protests were background information only, and that the complaint is
tacused on the Northern Gateway Project protests, including those in the
proceedings before the NEB. #

A case management conference call was held in Ottawa on July 24, 2015 in
preparation for the in camera hearing.?® On August 7, 2015, the Commiltee
provided a copy of the transcript of that case management {eleconference call, the
tfranscript having been reviewed for national security concerns pursuant to section
37 of the CSIS Act. *® The parties reiterated their agreement from the pre-hearing
confarence call on the four gquestions or issues forming this complaint,?” as set out
later in my report under the section entitled "Analysis”.

2 Transcript from the pre-hearing conference cali, Oftawa, May 20, 2015, pages 9 — 22,

% Transcript of the case management confaerence call, Ottawa, July 24, 2015,

% Letter from the Committee to the Complainant and to CSIS, dated August 7, 2015

2 Transcript from the case management conference call, Ottawa, July 24, 2015, pages 8-9.
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D. THE COMMITTEE'S INVESTIGATION

31. | conducted the Committee’s investigation of the complaint and presided over an in
camera hearing (private but in the presence of the Complainant) in Vancouver,
British Columbia on August 12 and 13, 2015. 28 On September 30, 2015, the
Committee provided a copy of the transcripts from the in camera hearing to the
Complainant, which had been reviewed for national security concerns pursuant to
section 37 of the CSIS Act and certain redactions had been made, 2

32. At the outset of the in camera hearing on August 12, 2015, | heard opening
statements from both parties. | also heard submissions in terms of a preliminary,
procedural matter regarding the privacy of proceedings under section 48 (1) of the
CSIS Act. As will be seen, | have addressed this matter in greater detail at the end
of the analysis section of this report.

Testimonies from the Complainant during the in camera hearing:

33. | heard testimeny from Mr. Josh Paterson, the first witness for the Complainant.
Mr. Paterson is the Executive Director of the BCCLA and a lawyer employed with
the BCCLA in Vancouver, He testified that the BCCLA is a non-partisan, non-profit
charitable organization established in 1962, incorporated in 1963, whose mandate
is to promote, defend and extend human rights and freedoms within Canada.3® He
testified that the BCCLA was one of the parties involved in the McDonald Inquiry
and has participated in other commissions of inquiry, and that national security
issues have been a key preoccupation for BCCLA during its existence.®

34. Mr. Paterson testified as to the impact of a news article from the Vancouver
Ofserver, entitied "Harper government’s extensive spying on anti-ofl sands groups
revealed in FOIs ~ Independent federal agency, National Energy Board, directly
coordinated effort between CSIS, the RCMP and private oil companies”. 32 Mr,
Paterson testified that he had been in contact with the journalist after the story had
been filed and the journalist had provided him with the documents that had formed
the basis of his story. 2° Both parties agreed that there was no dispute that the
Access to information documents provided by the Complainant are in fact access
to information documents from the NEB and CSIS.

2 Transcript of in camera hearing, August 12 - 13, 2018 at Vancouver British Columbia, volumes 1 & 2.
{"hereafter cited as Transcript, jn camerg hearing, Vol 1 or 2},
25 { atter from the Commitiee to the Complainant, dated September 30, 2015,
0 Complainant's Book of Documents from the in camera hearing, August 12, 2015, Vancaiver, Beitish
- Colwnbia, Volume |, Tab 14,
2 Transcript, i camera hearing, Vol 1, p. 73
2 Complainant's Baok of Documents, Velume |, Tab B,
* Transcript, in camera hearing, Vol. 1, p. 74
¥ Transcripl, In camera hearing, Vel 2, p. 108,
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Mr. Paterson explained that he had contacted representatives of ForestEthics,
Sierra Club, LeadNow and the Dogwood initiative about this complaint, and that
the staff members of those organizations were also concerned about the news
stary “that they personally and their organizations, and people associated with
their organizations, may have been spied on."*

When asked by counsel for the Complainant whether he had any prior involvement
with the NEB, Mr. Paterson explained that he was invited by the NEB to sit on the
steering committee of their stakeholder advisory group through his previous job as
a lawyer with West Coast Environmental Law, a non-profit organization in
Vancouver. Mr. Paterson explained that he left his voluntary position with the
NEB's Committee when he assumed his role with BCCLA. He also explained that
he had testified in his own right, as a private individual, at the public hearing in
refation to the Enbridge Northern Gateway Pipeline.®® He testified that BCCLA
takes no position concerning the Northern Gateway Pipeline Project, and the
extent of its involvement in the NEB proceedings was a letter to the NEB stating
that, according to the open courts principle, (they) questioned why those hearing
ought to be closed off 1o the public,”™

The witness testified that BCCLA's interest is as “a watchdog in relation to
people’s right to protest and to be engaged in public processes, both here in B.C.
and across the country...our interest in this, then, is solely in relation to the fact
that we were concerned, and remain concerned, about the possibility that security
services of the Government of Canada were gathering information or participating
somehow in the collection of information on the activities of people engaged in
lawful, democratic and peaceful political activities.”™®

Mr. Paterson explained the inferences that he drew about communications
between the NEB and CSIS from emails that were released from the NEB to the
journatist, and then to Mr. Paterson, Specifically, an email from Mr. Rick Garber,
Group Leader of Security at NEB dated January 31, 2013, regarding Prince Rupert
security assessment. % Mr. Paterson testified that the BCCLA drew an inference
from that email that the NEB had asked for, and received, information fram both
CSIS and the RCMP, and that he understood reference to “the security team,
together with our police and intelligence partners, will continue to monitor all
sources of information and intelligence” referred to the NEB working with CSIS. 40

Mr. Paterson also testified that BCCLA drew an inference that the NEB had
received information from CSIS as padt of their threat assessment’!, based on a

% Transcript, in camera hearing, Vol 1, p. 76.

%€ Transcript, in camera hearing, Vol 1, pp. 79- 80

%7 Transeript, in camera hearing, Vol. 1, p. 82

% Transcript, in camera hearing, Vol 1, pp. 83 - 84.

3 Complainant’s Book of Documents, Vo. 1, Tab 4, p. 37.
A Transeript, in camera hearing, Vol. §, pp. 88-87,

T Transeript, in camera hearing, Vol. 1, p.88

.o
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released document entitled “Enbridge Northern Gateway Praject Security Plan,
Prince Rupert”.** In that same document, the witness explained his interpretation
of the section under the heading “Security Information- Background”, which refers
to planned protests, and lists ldle No More, People's Summit and LeadNow and
Dogwood Initiative.*® The inference drawn from Mr. Paterson was that CSIS, at
both National Headquarters and Regional offices, had provided the reference
information {o the NEB. When counsel for the Complainant questioned the
withess as to whether he had direct knowledge about who provided this
information about Dogwood Initiative, LeadNow and Idle No More to the NEB, he
confirmed that he had no direct knowledge about who provided it.%4

The witness provided BCCLA's position regarding a released document following a
raquest for information by the Government Operations Centre entitled
“Government of Canada Risk Forecast 2014 Protests & Demonstrafions Season”
dated May 1, 2014.%° He commented: “We have publicly expressed concerns
about the Government Operations Centre’s work in this regard. While, of course, it
is completely appropriate for Government {6 take note of protests ~ indeed, part of
the purpose of most protests is to catch the attention of Government — it seems to
us, from what we understand of the GOC, that its purpose is not {o provide policy
input to, say, Fisheries and Oceans Canada or other Ministries about what people
are concerned about; rather, it is more gathering this kind of information in order to
make these kinds of assessments of threat and provide that information to
Government agencies.....Our concerns around what the GOC has been doing is
that it at least tends to a suggestion that the government, or at least portions of the
Government, are viewing protests in a spirit other than democratic engagement;
that it is viewing protest, rather, as something to be concerned about, monitored
and reported upon .’ 4%

Mr. Paterson's testimony was that, to the best of his knowledge, the organizations
in question, such as ldle No More, LeadNow and Dogwood Initiative, have never
been involved in violent activities "™ For example, reference was made o the
publicly-stated commitment from the Council of Canadians against violent
activities.*8

When cross-examined by counsel for CSIS, Mr. Paterson undersiood the NEB to
fall under the Government of Canada and to be part of the Crown *® When cross-
examined by C818 counsel regarding the email from Rick Garber of the NEB

2 Complainant's Book of Documents, Vol 1, Tah 4, p. 68,

4 Complainant's Book of Dozuments, Vol |, Tab 4, p. 80

W Transcript, in camers hearing, Vol 1, p. 92

5 Complainant's Book of Documents, VYol |, Tab 5, pp.1-8.

* Transcript, in camera hearing, Vol. 1, pp 98-99

* Transcriot, in camera hearing, Vol 1, p.20

8 Transcript, in camera hearing, Vol 1, p. 104 and reference to the Complainant’s Book of Documents,

Vol. I, Tab 50, p. 1.

@ Transeript, in camera hearing, Vot 1, p. 108
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Security team, the withess read aloud the statement "Based on the intelligence
received, we have o indication of threats to the panel at this time”.%¢ Mr.
Paterson confirmed his understanding from this sentence that CSIS actually did
provide information to the NEB.%*

Counsel for CSIS asked the witness to refer to the NEB document entitied
"Enbridge Northern Gateway Project Security Plan” and the section which reads:
"NEB Security and the RCMP have been in regular communications since an initial
mesting on October 24, and have discussed the hearing, associated venues and
threat intelligence”. When asked whether there was any indication in this
document to suggest that any of this information about the planned protests
referred to was information that was actually provided by the Service, Mr. Paterson
agreed that there was nothing that hadn't been redacted that states that the
information had been provided by CSIS, 2

The following day of the in camera hearing on August 13, 2015 in Vancouver, |
heard testirmony from five other witnesses far the Complainant, as well as from one
witness for the Service.

Ms. Celine Trojand testified regarding her position since 2009 as Director of
arganizing for the Dogwood Initiative, which is based in Victoria. She explained
that Dogwood Initiative is a non-partisan pro-democracy group, with 315, 000
supporters in their database, 2, 200 active volunteers and 28 staff. % She testified
as {o some of the activities that Dogwood encourages and promotes, and provides
training and promaution for its supponters surrounding political organizing, and
involvement in community events.® The witness explained Dogweod initiative’s
Policy on civil disobedience®® and confirmed that it would not include vandalism to
property or violence of any kind %

With respect to Dogwond Initiative’s involvemeant regarding the Northern Gateway
Pipeline, Ms. Trojand explained that "after the National Energy Board
recommended approval and it was clear that the federal government was paoised to
approve the project, our group and other groups were considering the options
around our work....Dogwood very strongly felt that our waork should be about
legitimate political organizing and pressure. So we launched the “Let B.C. Vote”
campaign, which is utilizing our provincial legislation in B.C. to trigger and launch a

56 Complainant's Book of Documents, Vol. 1, Tab 4, p. 37
“ Transcript, in camera hearing, Vol 1, p. 108,
Comptainant's Book of Dacuments, Vol {, Tab 4, p. 77 and Transeript, Vel 1, p.113
3 Transcript of in camera hearing, August 13, 2015, Vancouver, British Columbia, Vol. 2, gp. 8- 10. and

pp. 15-18.

54 Transcript, in camera hearing, Vol. 2, p. 1&
I Complainant's Supplernentary Book of Documents Tab 5, and Complainant's Book of Documents, Vol.

1, Tak 24,

3 Transcript, in camera hearing, Vol 2, p. 23
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citizen's initiative that could lead to British Columbians having a province-wide
democratic vote on whether or not these projects should go through.”’

Ms. Trojand also testified about the workshops around the NEB hearing, which
Dogwood Initiative had assisted in organizing, and the door to door campaign
around “Knock the Veote". 58 Upon cross-examination by CSIS counsel, the witness
agreed that there was no explicit mention of CSIS monitoring open source
information in the NBEB document entitled “Enbridge Northern Gateway Project
integrated Security, Logistics and Communications Plan, Kelowna” *® Rather, the
document reads “The Kelowna RCMP as well as NEB Communications and
Security continue to monitor open source information.” 5

I next heard from Ms. Dance-Bennink, who testified as to her role as a retired
volurteer with Dogwoed Initiative, and regional organizer for the South Island,
responsibie for two federal ridings, Victoria and Esquimalt Saanich Sooke. The
witness works with approximately 100 volunteers.61 The witness gave evidence as
to how she became involved with Dogwood Initiative and its campaigns around i
pipelines and oil tankers, and her blogs regarding her pilgrimage to the tar sands
in Alberta %2

Counsel for the Complainant asked the witness what, if any, impact the newspaper
stories that were published suggesting that the RCMP and C81S might be
monitoring Dogwood activities related to the NEB hearing, had on the other
volunteers that she works with, Ms. Dance-Bennick testified that Dogwood
Initiative volunteers were finding it sometimes more difficult to encourage people o
sign the petitions due o concerns that “their name may end up on a government
security list.” She also testified that “the same concern has sometimes been raised
by donors, and sometimes in terms aof potential volunteers being concerned about
how Dogwood is viewed, and whether, if they become a volunteer means that they
are viewed as a radical extremist. My answer, always is: We are the exact
opposite of that. We are committed to peaceful, non-violent, following the
demacratic process, particufarly electoral processes.”

When cross-examined by counsel for CSIS with respect to the concerns raised by
some of the volunteers that "they may end up on "Canada’s security list”, Ms,
Dance Bennick agreed that she was aware that the Service is precluded from
investigating unless there is a “threat to the security of Canada’, but that there is a
strong suspicion, based on the Access ta information material that came out, that
in fact they (the Service) have been engaged in gathering intelligence on very

“? Transcript, Vol. 2, pp. 27-28.

5% Transcript, Vol. 2, p. 36 and Complainant’s Supplementary Book of Documents, Tab 4.
*2 Transcript, Val, 2, p. 52.

5 Complainant's Book of Documents, Tab 4, p 82

% Transcript, Vol. 2, p. 82.

¥ Transeript, Vol. 2, p. 64, and Complainant's Book of Documents, Vol. 11, Tab 27,

& Transcript, Voi. 2, pp. 78-79
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lawful, peaceful, democratic processes. " When asked by counsel for CSIS wheo
was the sender of an email dated April 14, 2013 entitled “Security Concerns —
National Energy Board™®, the withess agreed that CSIS was mentioned in the
email, but that the email itself came from the RCMP, ¢ Counsel for CSI8 referred
the witness to emails which referred to the NEB consulting with CSIS%7, and asked
the witness where it refers to “sharing of information...where does it say that CSIS
has provided infoermation?” The witness answered that she had assumed that
information had been shared,

The next witness for the Complainant was Mr. Jamie Biggar who testified
regarding his employment as the Campaigns Director of LeadNow in Vancouver,
and described it as a non-profit corporation registered in Canada, with a
membership of 450,000 Canadians who subscribed to its email communications.
He stated that “it has three major priorities, including working for a strong
democracy, working for a fair economy and working for a clean environment.
LeadNow arganizes campaigns that help people speak to government, and
particutarly the federal government — around pariicular policy issues and changes
that we would like to see, reflective of the community’s values,..” %

The witness gave detailed evidence of LeadNow's views on the news stories and
articies. He stressed their particular concern with the open letter from the
Honourable Joe Oliver, Minister of Natural Resources on "Canada’s commitment
to diversify our energy markets and the need {o further streantline the reguiatory
process in order to advance Canada’s national economic interest” dated January
9, 2012. That open letter provides, infer alia:

“Unfortunately, there are environmental and other radicat groups that wotld seek to
block this opportunity to diversify our trade. Their goal is to stop any major project no
matter what the cost to Canadian families in fost jobs and economic growth. No forestry,
No mining. N of. No gas. No more hydro-electiic dams. Thase groups thireaten fo
hijack our regulatory system to achieve their radical ideological agenda. They seek to
exploit any leophole they can find, stacking public hearing with bodies to enstire that
delays kill good projects...” 0

Mr. Biggar comimented that “there was a perception amongst our staff team and
amongst votunteers and folks in our community who we were speaking with that
we were part of a community of people that was being targeted. There was a
feeling of being targsted and kind of put on an “enemy list.” 7 In relation to the

& Transcript, i camera hearing, Voi, 2, pp.85-85.

& Complainant’'s Book of Documents, Vol. |, Tab 4, p. 14,

% Trapscript, in camera hearing, Vol. 2, pp. 88-89.

& Complainant's Book of Documents, Vol i, Tab 4, p. 37

8 Transoript, in camera hearing, Vol. 2, p. 92.

8 Tramsoript, in camera hearing, Yol.2, pp. 118-117,

1 Complainant’s Supplementary Book of Documents, Tab 7.
" Transcript, in camera hearing, Vol. 2, p.133.
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the revelation about this spying, part of the concern that it raised for us is the fact
that we really have no way of knowing the breadth ar depth or scope of the
surveillance of our organization and so we have come to simply assume that any
device that could be monitored or any way in which data could be recorded in
relationship {0 our organization should be treated as thought it would be public to a
spy agency or to government, or potentially to the oit industry.” * He also states
that the stories have scared LeadNow's membership and madé them concerned
that i they participate in normal peacefut democratic channels, particularly through
us, they may end up an a list and that their information may he used improperly or
in some way used against them

Ms. Caitlyn Vernon next testified before me, on behalf of the Complainant. She
testified regarding her work in Victoria at the Sierra Club of British Columbia as the
Campaigns Director. She explained that Sierra Club BC is a registered charity,
founded in 1969, whose mandate is to protect, conserve and educate the public
about B.C.’s wilderness, ecosystems, in light of the urgency of climate change.
Sierra Club B.C. has approximately 15,000 people on its email list, 10 full time
employees, and a 1 million dollar budget. She also explained that Sierra Club BC
is a separate entity from both Sierra Club Canada and Sierra Club U.S.7* In terms
of the methods or techniques Sierra Club uses to promote its goals and objectives,
she explained that its primary goal is {o raise public awareness. it also produces
science-hased reports and maps.’

I then heard from Ms. Nikki Skuce, from Smithers, British Columbia, who testified
regarding her work with ForestEthics, a non-profit organization where she had
worked for almost six years as Senior Energy Campaigner. 7® She explained that
the goal of ForestEthics has been to improve conservation, and the way that it
operates is by looking at the markets, such as who was buying the forest and
wood products. The organization alse addressed climate and energy issues, but
stilt kept its name as ForestEthics. 77

of its work in Canada. She explained that much of its work surrounding a
campaign invelves education and outreach. She provided examples such as
“tabling at events; having postcards and information booths. In the case of
Enbridge Northern Gateway, it was having, also, speakers’ tours across the
northwest talking about the issue. Cften, we would come up with a few differant
strategies of how we think we can win a campaign. In the case of Enbridge, one of
the first ones that we spent a lot of lirne on was trying to get a federally-legislated

2 Transaript, in camera hearing, Vol 2, p. 136.

2
> Transcript, in camera hearing, Vol 2
7 Transcript, in carmera hearing, Viol. 2
™ Transcript, in camera hearing, Vol 2, p. 162
6 Transcript, in camera hearing, Vol. 2
2

2 p. 138
. pp. 144-148.

. pp. 186-187.

T Transcript, in camera hearing, Vol 2, pp. 190-195

S
7
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tanker ban.” She also explained that ForestEthics was invalved with one of its
pariners in the United States regarding the tar sands campaign.’®

57. The witness also provided details regarding ForestEthics involvement in the NEB
hearing as a formal legal party in the procesdings, represented by the law firm
Ecolustice. She provided an overview of her own testimony before the NEB
hearing concerning an Enbridge il spill. 7% She also explained that, in addition to
participating as an intervenor in the hearing, ForesiEthics thought it important to
have a public process and they “encouraged people to sign up for the community
hearing where they could speak for ten minutes to the panel in various
communities around British Columbia, as well as to encourage peaple to submit
written comments."® Ms. Skuce also provided details regarding her blog entries
that she, and/or others with ForestEthics prepared regarding the Enbridge Pipeline
Project. &'

58. When asked by counsel for BCCLA what was ForestEthics view regarding
statements made in the open letter from the then Minister of Natural Resources
Canada, the witness testified that they felt targeted and commented that “it was
shocking to get this from a Canadian government official and our head of Ministry
of Natural Resources. It came out the day before the joint review panel hearing
began...it created a lof of anxiety and created quite a chill that passed through
everyone.”® She explained that as an organization and individually, there were
concerns that they were being labelied and spied on.

589. Ms. Skuce also tesfified regarding her concerns, and those of her colleagues,
regarding the news article from the Vancouver Observer on November 19, 2015,
and the fact that the RCMP had known ahout a community meeting between the
first nations and community members that had not even been advertised, which
showed how much they felt that they were being watched and monitored. ¥ She
concluded her testimony indicating that ForestEthics has riot been involved in any
vandalism or violence, or other kinds of direct actions of that nature. &

80. The Complainant’s final withess, Professor Reg Whitaker, was unable to be
present at the in camera hearing. With the agreement of both parties, | accepted
the testimony of Professor Whitaker by way of a written affidavit, which [ received
after the in camera hearing.% | note that the affidavit of Professor Whitaker, while
of general interest to me by way of background, does not deal in any way with the
specific allegations of the Complainant.

8 Transcript, in camera hearing, Vol 2. p 187-108
S Transcript, in camera nearing, Vol 2. p. 200.
80 Transcript, i camera hearing, Vol. 2, p. 204,
8 Transcript, in camera hearing, Vol 2, 9213
2 Transcript, i camera hearing, Yol. 2, pp. 215-218
¥ Transcript, in camera hearing, Vol 2. pp.223-224.
5 Transcript, in camera hearing, Yoi 2, pp.229.
% Affidavit of Professor Reg Whitaker, received by SIRC on September 18, 2016
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Professor Whitaker is a distinguished Research Professor Emeritus in the
Department of Political Science at York University and an adjunct professor of
Political Science at the University of Victoria. He completed his PhD in Political
Economy at the University of Toronto in 1976 and has been a university profassor
since that time.

One of his primary areas of study has been the security and intelligence activities
of the RCMP and CSIS and he has published numerous scholarly articles and
books ovar the years. Professor Whitaker provided an overview of the
RCMP/CSISS selection of targets for intelligence investigations in Canada, and
stggested that for much of Canada’s history, there had been no clear demarcation
between legitimate and illegitimate targets for investigation. He argued that
"beyond protecting the country from espionage, sabotage, terrorism, political
violence and covert foreign interference — threats generally recognized as
reasonable targets for intelligence investigations — RCMP and G818 have also
targeted groups and individuals said to be “subversive’, a vague and elusive term
that can take many forms in the minds of those hunting it... operating under a
statutory mandate that imposes restraints on its reach and methods, CSiS has
shed some, but not all, of the ideclogical baggage of the RCMP." 86

Testimony from the Service during the in camera hearing:

The last witness | heard from during the in camera hearing was from CSIS’ witness
Robert, who provided his background with the Service and his role with the
Vancouver local office. The witness testified that he joined the Service in 1986

and began his career as an intelligence officer, and worked as an analyst in
Ottawa, and an investigator in regional offices. Since January 2015, he has been
the Regional Director General for British Columbia and the Yukon for CSIS. He
explained that his responsibilities include the overall management of the B.C. >
regional office, including human resources, finances, administration and the
conduct of investigations pursuant to the CSIS Act ¥

Robert provided an overview of CSIS’ mandate to collect information under section
12 of the CSIS Act in terrns of its obligation to investigate threats to the security of
Canada. He explained that “section 2 a) comprises “espionage or sabotage”; 2 (b)
“foreign influenced activities”; 2 (¢) would be terrorism or any activity that is done
with "serious violence...for the purpose of achieving a political, religious or
ideological objective”; and 2 (d) would broadly be defined as "subversion activities
of threats "% When asked what “subversion” meant, the witness referred to the
legislation, citing: “activities directed toward undermining by covert unfawful acts,
or directed toward or intended ultimately to fead to the destruction or overthrow by

2 pffidavit of Professor Reg Whitaker, received by SIRC on September 18, 2015, p.2
& Transcript, in camera hearing, Vol. 2, p. 238,
5 Transcript, in camera hearing, Vol. 2, pp. 240-241.
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violence of the constitutionally established systern of government in Canada. The
witness indicated that, to his knowledge, the Service had not conducted a
subversion investigation for the last 20 - 25 years, 89

Vvhen asked by counse! for CSIS whether “threats to the security of Canada” could
include lawful advocacy, protest or dissent, Robert responded that it could, but that
hecause of the statutory prohibifion, the Service did not investigate lawfu)
advocacy, protest or dissent unless it was done in conjunction with 2 (a), (b}, (c),
aor {d) of the CSIS Act.

Robert then explained how the Service's pricrities are established every year,
sommencing with an ardiculation from the Minister of Public Safety as to what are
the security priorities of ihe federal government. He stated: “this letter is sent from
the Minister to the Director of the Service and these priorities are then further
articulated into intelligence requirements by a branch in our headquarters in
Oitawa, the intelligence Assessment Branch, These intelligence requirements are
then sent out to the regional offices, which are the collectors of intelligence and
information is then collected and sent back to headguarters, with analysis then
done at headquarters, followed hy dissemination to our domestic and foreign
partners.” °® He also explained that in addition to Ministerial directives, the Service
has other tools to guide it regarding the conduct of its operations and activities.

He referred to CSIS' Operating Principles, “which include the respect for the rule of
law; the principle of using lesser investigative techniques hefore making use of
more intrusive technigues; dozens of policies which guide virtually every aspect of
Service life, especially when it comes to investigative activities; procedures. Every
few months, as an adjustment on current policies, will be Directional Statements
that come out from Headguarters to the regional offices to bare left or right of a
certain activity; plus ongoing training and just the management's approach to
guide and contextualize the conduct of investigations."

Robert alse testified as to how CSIS’ policies, procedures, directional statements
provide guidelines on how to deal with a situation that may have a “lawful,
advacacy, protest or dissent” component. He added that this is also dealt with
through traming, "in that it is a statutory prohibition to get involved in that type of
activity. 1t is very much front and foremost in how we conduct our investigations.
There is great sensitivity around that, "%

He explained the distribution of resources within the Service in terms of the
different type of investigations, with the emphasis being on counterterrorism and
the focus on foreign fighters. The remaining third or quarnter of the Service’s efforts

& Transcript, in camora hearing, Vol. 2, pp. 241
W Transcript, in camera fisaring, Vol. 2, p. 242,
¥ Transcript, in camera hearing, Vol 2, pp. 244
Y2 Transacript, in camera hearing, Voi. 2, p. 245.
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are focused on counter-intelligence activities, relating to the intentions or activities
of foreign government activities within Canada. #

Robert provided an overview of how the Service obtains categories of information
in the context of the Service’s requirement o use iesser invasive investigation
techniques before using more invasive ones. He explained that the Service would
first seek open information from domestic partners, voluntary interviews and other
techniques or surveilfance. He added that "what sets the Service apart from other
faw enforcement agencies is our focus on the development/recruitment of hiuman
sources. But it would be a composiie generic-type picture, to get as rich as
possible an assessment on a clrrent threat. Once these techpigues are used, and
if it is deemed necessary and appropriate, consideration would then be given, in
exceptional circumstances, to apply through the Federal Court for a warrant.” %

Counsel for CSIS asked Robert for his opinion regarding the concerns raised by
witnesses for the Complainant that there is a feeling that emails may be being
intercepted or read by the Service, or that their communications may somehow be
listened to by the Service. Robert responded with an explanation of the “arduous
process that is involved in applying for section 21 powers, requiring weeks and
months of preparation, Department of Justice consultation, independent counsel
from Justice looking at Service affidavits; management chain right up 1o our
Director, who would have to approve the application; and then seeking the
approval of the Minister of Public Safety; and then needing to convince a Federal
Court judge that the powers sought are justified.” ®

With respect to surveillance by the Service, Robert explained that before such a
technique could be deployed, there wouid have to be a targeting authority
appraved by the Regional Director General. Once a targeting approval is in place,
a separate approval would be required from the Regional Director General, to
move ahead with the surveillance. He also explained that it is an invasive and
costly technique. Robert was of the view that the concerns raised by members of
the public that participation in lawful advocacy, dissent or protest may have an
impact on job opportuniti€s, on security clearance applications, on mobility rights,
or on any fundamental rights that individuals have here in Canada are without
foundation.®®

Aside from section 12 of the CSIS Act, regarding the Service's mandate to report
and advise the Government of Canada, Robert also made reference to the various
sections that enable the Service to share information beyond the Government of
Canada, including sections 19 and section 17. He acknowledged that in order to
meet its mandate, the Service is often times required to share information with

92 Transcript, in camera hearing, Vol. 2, p. 243,
A Transcript, in camera hearing, Vol 2, p.p. 245-246
% Transcript, in camera hearing, Vol, 2, pp. 246-247.
55 Transcript, in camara hearing, Vol 2, p. 248.
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other entities. %7 The Service also has an interest in sharing information with
members of the public or private-sector entities.  He mentioned that “we have
shared with various domestic entities, again when it fulfills our section 12 statutory
need. Above and beyond that, one of the federal government's security priorities
is to protect critical infrastructure, and as part of that broad-based mandate, the
Service has a niche role if there is a threat-related information that impacts critical
infrastructure” 9

The witness spoke of the Service's public outreach initiatives, including speaking
to various communities, security representatives of banking institutions, critical
infrastructure and various associations. He also explained the bi-annual meetings
with Natural Resources Canada (NRCan), which “given its convenient verue,
were hosted at CSIS Headquarters and attended by a variety of federal, provincial,
municipal, private sector associations, critical infrastructure, to discuss threat-
related activities of mutual interest.”®

Upon cross-examination by counsel for BCCLA, Robert agreed that the wording in
section 2 b) of the CSIS Act of “foreign influenced activities”, is not restricted to
foreign states, and that the Service could conceivably look at foreign

corporations, 100

When asked whether the “interests of Canada” outlined in Ministerial Directives
could include environmental objectives, Robert responded that he did not recall
ever having seen such a reference in any Ministerial Directive. 10!

Counsel for the Complainant questioned Robert as to whether he was familiar with
the new definition of "threats to the security of Canada” found in the new Security
of Canada Information Sharing Act, which counsel suggested was “broader than
what we see in section 2 here of the CSIS Act and it includes threats to the
economic interests of Canada.” The withess answered that he was not sufficiently
familiar with that definition to provide a useful comment on that 0?

When asked by counsel for the Complainant for his interpretation of the open letter
from the Honourable Joe Oliver dated January 8, 2012, with respect to the words,
“radical group”, Robert answered that it would "depend on the group being referred
to, for instance a foreign threat, a C.T. threat”.'® |n terms of the sentence that
“‘they use funding from foreign special interest groups to undermine Canada’s
national economic interest”, counsel for BCCLA gueried whether that couid not fall
under the definition of “foreign influenced activities detrimental to Canada’s

97 Transcript, in camera hearing, Vol. 2, p. 251

% Transcript, in camera hearing, Vol, 2, p. 252,
% Transcript, in camera hearing, Vol 2. p. 254,
100 Trangeript, in camera hearing, Vol 2, p. 256.
01 Transeript, in camera hearing, Vol. 2. p. 257,
1092 Transcript, in camera hearing, Yol 2. p. 259.
193 Transeript, in camera hearing, Vol 2. p. 266
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interests?” Robert responded that it could, conceivably, but that it “would be a
stretch” and reiterated the fact that most of the Service’s resources are focused on
counter-terrorism. He stated: “Just in terms of priority, this falls way beyond the
pale, below the pale. In terms of actually triggering our mandate, a real stretch for
the Service to have any interest,

Robert was also guestioned about how the Service interprets section 12 in terms
of the collection of information, and specifically how it does this, if not by
investigation. For instance, in some circumstances, the Service may be “receiving”
and not “investigating. Robert responded that "it's one thing to accept. It's iotally
another issue to actually report and put into a system. ... nothing shouid be
reported that is not germane o the mandate. 0%

Robert also answered questions regarding the Setvice’s warrants under section 21
and indicated that information that is publicly available does not require a warrant,
hut that the interception of an email would require a warrant. 1% The witness also
agreed that he was connecting the “report and advise”™ duty and function under
section 12 with the authorization to disclose information under subsection 19 (2).
He agreed with counsel for BCCLA’s statement that: “for example the National
Energy Board wouid be authorized by subsection 19 (2) if you were looking into a
threat assessment. You could report and advise the National Energy Board.” He
also agreed that “with the report and advise function- or duty under section 12, you
don’t even have to get into this a), b} ¢) or d) under subsection 19 (2); just
reporting and advising on what you collected in section 12 is sufficient to trigger
the authortization.™®?

With respect to the questions regarding section 17 of the Act regarding
cooperation agreements under subsection 2 (a), he explained that "whether it's
formalized or not in terms of an instrument, each agreement has to be appreved
by the Minister”, and “sometimes it is not formalized into a written instrument.”'%8
Robert was also guestioned on the agreements that the Service has with other
government departments, for example the one with the RCMP. He also stated that
he was not aware of whether CSIS had an agreement with the NEB.1%

Counsel for BCCLA questioned Robert regarding the agreement with the RCMP in
the context of the RCMP doing an investigation and sharing the results with CSIS,
and whether that would be considered collection, Robert referred o the Service's
procedures and policies and explained that. "it would be one thing, again to
accept; but we would need a managerially approved targeting authority in which to
put information. if there is no place te park i, if a regional director hasn't signed off

24 Transcript, in camera haaving, Vol
5 Transcript, in camera haaring, Vot
08 Transcript, in carnera hearing, Vol.
97 Transcript, i1 camera hearing, Vol
198 Transcript, in camera hearing, Val.
198 Transcript, in camersa hearing, Val.

.. 268,
. Bp. 273-274,
L pp. 283-284.
, PP.276-277
. P.279.
. pp. 280-281.
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an any particular investigation, that information would not be retained. There are
exceptions to that.. if there is a certain relevance to national security, writ large, it
may be reported without going under any spegific targeting authority. But it will sit
there before we are authorized to further pursue an investigative level or direction
on an individual, it would just sit there "9

When asked about whether he had knowledge of the groups named in the
compiaint, Robert commented that the Service’s position for the last thirly years or
sa, in litigation and SIRC hearing, has been not to confirm or deny the existence of
an investigation.” **' However, Robert commented that he is a proponent of
"dialoguing with representatives of various groups and community groups”.t1?

Robert responded that the only thing he knew about the consultation between the
NEB with CSIS was what he had read in the NEB documents. He stated: ] have
only read the redacted exchanges on that point, so | am not sure what the context
was, what triggered the request for the consuitation. But surely if the Service had
information that there was a foreign influenced activity, done covertly, that would
have some impact on the National Energy Board, or “serious threat against the
proceedings, against the mermnbers, or against those attending, we would reach out
to the RCMP, or alternatively to the National Energy Board, saying: we have
intelligence to indicate that there is a threat against your premises.” '3

When asked by counsel for the Complainant about his interpretation of the term
“risk”, Rabert categorized it in the "context of a risk of serious violence under 2 c).
8o presumably -- } am speculating here — if the Service had information about an
individual or others who might be participating in an otherwise democratic lawful
protest, there might be a potential or a risk for violence, as has been known to
happen in Canada and in many other countries. We have no interest in the group
or the protest, ar the objective. It's one or two, three individuals who might use
that as a venue, as a pretext, for viclence, for serious violence.....But if there is
some linkage between that protest and our mandate -if their purpose in going to
that group, that protest, is o wreak havoc, then, yes, it hits our mandate.” He also
added that he thinks the vast majority of protests in Canada are peaceable, '

When asked if he appreciated the concerns of the people who are involved in
protests and demonstrations that they might be watched by either the RCMP or
CSIS, natwithstanding the fact that they are engaging in completely peacefu!
activities, Robert responded that he is "keenly empathetic to that. As | mentioned
before, in trying to dissuade, dispel stereotypes or misguided views, erroneous
views, we engage in Outrgach. We talk to a whole variety of groups and
individuals. At the end of the day, | can only controf what 1 can control. The best |

*18 Transcript, in camera hearmg Vot 2, pp. 286-287.
 Transcript, in camera hearing, Vol, 2. p. 291,

“2 Yranscript, in camera hearing, Vol 2, p. 293

3 Transcript, in camera hearing, Vot 2, p. 302,

™ Transcript, in camera hearing, Yot 2. pp. 309-310.
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can do is just to testify to the fact that how we investigate is tightly controlled and
that we are statutorily precluded from looking at LAPD.” 119

When asked by counsel for the Complainant regarding the agenda for the
classified NRCan briefing meeting that it "sounds like CSIS might possibly be
sharing information about environmental groups with these oil companies that are
sponsoring and attending it,” Robert testified that he did not see the connection. '8

Testimony from the Service during the ex parte hearing:

At the request of the Service, | also presided over ex parte hearing {private and in
the absence of the Complainant) that were held in Ottawa, Ontario on January
28,'Y7 and March 22, 2016.11¢

During these ex parte hearing, | heard testimony from four CSIS Witnesses. A
summary of this evidence was prepared pursuant 1o sections 37 and 48 of the
8IS Act and provided to the Complainant. The summary had been vetted for
national security concerns to ensure compliance with sections 37 and 55 of the
C:S18 Act ®

In support of their testimony in the ex parte hearing, the CSIS witnesses relied on
several books of documents. CSIS Book of Documents {ex parte hearing),
Volumnes 1 A, 1B, and 1C, contain all of the BRS Reporting

for the period of December 31, 2009 through to July 20, 2015,
The Service indicated that it had provided these documents for the Committee’s
ease of reference in the conduct of its investigation, but that it did not rely on them
for the purpose of the hearing. '2° CSIS Beok of documents {ex parfe hearing),
Volume 2 contains Ministerial Direction on intelfigence priorities, directional

targeting information | ING<cNGEGN
aperatonat reportn I
as well as CSIS policy information.'*' CSIS Book of Documeants

{ex parte hearing). Volume 3 contains doctimentation in relation to exchanges with
the National Energy Board and the private sector; information from the Intelligence
Assessments Branch, including a sampling of products, briefings and information
relating to the NRCan classified briefings mentioned in the complaint letter. *22

CSIS Book of Documents (ex parte hearing), Volume 4 contains | NG
information,

18 Jranscript, io camera hearing, Vol. 2, p. 313,

8 Transcript, i camers heating, Vol. 2, p. 323,

" Transcript of ex parle/ in camera hearing, January 28, 2016 at Ottawa, Ontario.

118 Transcript of ex parte/ in camera hearlng March 22, 7018,

19 Bummary of evidence presented at the in cameras ex parte hearing on January 28, and March 22,

2018, provided 10 the Complainast by the Committee, July 21, 20186,

120 CSIS Buok of Documents, (ex parte hearing), valumes 1 A 1 B, and 1 C.
21 818 Book of Documents, (gx parte hearing), volume 2.
122 G818 Book of Documents (ex parte hearing), volume 3
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and is stored at the CSIS premises.'?® Lastly, CSIS Book of
Documents (ex parfe hearing), Volume § contains information regarding the
domestic threat environment in Canada, and additional notes from the Intelligence
Assessments Branch, 124

csis Witness 1 || N rrovided testimony concerning her work
experience with the Service from 2001, and her role as Chief of the unit
responsible for the Service's domestic extremism investigation between November
2013 and January 2015, She testified regarding the Service’s collection priorities
and the Ministerial Directions provided to the Director of CSIS from the Minister of
Public Safety, 12

92. I 2xp'ained that once the Service gets the Ministerial Directives setting out

83.

94,

terms of the term “actionable piece of intelligence”, provided an example
of intelligence requirements in relation to
m irr the context of possible violence in connection with the
ancouver

the prierities, they are applied to their operations through intelligence requirements
that are set out by the Intelligence Assessments Branch. This sets the basis for
what the Service collects based on those intelligence requirements (“IRD”). She
explained that ivformation is only collected if it falls into one of the IRDs. The
priorities of the government of Canada are tiered into three main categories, with
tier 1 being fully resourced, and tier 3 allowing for the collection of information only
if resources permitted. She further explained that there is a fourth category, known
as a "watch brief” which means that the Service is monitoring the situation and if
there is an actionable piece of intelligence, then it will deploy resources. %6 In

ympics.'#/

She oversees the three Heads of the desks below her, and some of her
responsibilities include approving messages to be put into the Service’s systems
and databases, as wall as managing human sources in general terms. She also
explained that Headquarters Branch is responsibie for sending out “Directional
Statements” {o the regions so that they are able to prioritize and put their
resources towards what is important and what is deemed a higher priority for the
Service. 128

explained the nature of targeting authorities and haw they are obtained
by CSIS to investigate any threat o the security of Canada. She also identified
particular targeting files which her unit was investigating during the tirne period

2 G818 Book of Documents {ex parte hearing), volume 4,
4 GBS Book of Docurnents (ex parte hearing), vol. 5.
25 Summary of evidence presented at the in camera/ ax parte hearing on January 28, and March 22,

2018, pp. 2-3

28 Transeript of i camera/ ex parfe hearing held on Thursday, January 28, 2016 at Oltawa, p. 28.
127 Transcript of in camera/ ex parte hearing held on Thursday, January 28, 2016 at Oltawa, p. 28
128 Transcript of in camera/ ex parte hearing held on Thursday, January 28, 2016 at Ottawa, at pp. 22-28.
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refated to this complaint. She described CSIS' practices in relation to investigating
threats to the security of Canada by groups involved in domestic extremism.

She testified in respect of the certificates pursuant to which domestic threats were
being investigated as well as having reviewed the list of targets under the domestic
threat cerificates that have been the subject of an investigation within her unit
since December 31, 2009. She provided information on the individuals, groups,

organizations or events that were, and are, targeied under these certificates, and
in particular the

She explained that, with a certificate, the Service must make the case that this
issue is actually a threat to the security of Canada, and once that is established,

there is a validity date that has {0 be renewed approximately every 2 years. When
the Service targets an individual, that person falls under one of the certificates.

She also explained that each individual

would have his or her own targeting authority.'® The targeting authorities against

individuals, and the renewals of those authorities, were dlso provided in the ex
arte evidence."?' For example, a certificate is renewed

have proven that
the intent of the Service's “Domestic Extremism” file is

In the coniext of the Northemn Gateway Pipeline Development project,

£ oervice rerers

128 Transcript of in camera/ ex parte hearing held on Thursday, January 28, 2016 at Ottawa, at pp. 47-55.
133 Transcript of in camera/ ex pane hearing held on Thursday, January 28, 2016 at Ottawa, at pp. 38-39.
'3t C3IS Book of Documents, ex parte hearing, Vol. 2, at Tab 4.

*32 Transcript of in camera/ ex parte hearing held on Thursday, January 28, 2016 at Ottawa, at p. 35.
33 CHIS Book of Documents, ex parte hearing, Vol.2, Tab 2, atp. 112

34 Transcript of in camera/ ex parte hearing hefd on Thursday, January 28, 2018 at Ottawa, p.44
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to extremism, it is specifically interested in issues that go from peaceful
demonstrations to acts of serious violence. s

99. She testified that when conducting investigations, CSIS officers are governed by
the CSI8 Act and CSIS policies stipuiate that they do not ook at legitimate protest
and dissent, unless it is associated with seriocus acts of violence. She provided
testimony about the tasking provided to the regions related to politically-motivated

viotence and/or sabotage.'*® The ex parte evidence showed that the Directional

Statement from Headquarters

However, Headquarters reminded the
regions that the focus is not on legitimate protest or dissent but rather on serious
violence

100. Il < «piained the targetin

Service. She testified that

levels and warrants for certain targets within the

were ngver the target of a

Service investigation. However, she explained that there were some instances
opposition

to the Northern Gateway Pipeline project.

101. C8IS Witness 2,_test'fﬁed regarding his work experience with the
Service as an analyst with the Intelligence Assessments Branch (IAB) and his
specialization in domestic extremism. He outlined the main responsibilities of the
IAB, which is to provide timely and relevant intelligence which meets the
Government of Canada’ s stated requirements and priorities. He provided an
overview of the Intelligence Assessment Branch's respongibilities, which includes
actively engaging with the Government of Canada to identify its intelligence needs
and dehver briefings, assessments and reports, providing background information
on operational and managerial programs and preparing Threat and Risk
Assessments, and providing outreach and education to the federal government.

102. testified that he had prepared several intelligence products and

briefings on the issue of domestic extremism, and more specifically || lG|GEGEGNR
He provided a sample of briefings that he has delivered to various
stakeholders (private and public sector) on the fssues of domeslic
extremism. He tesdified that, during the timeframe refated to the complaint, CSIS

5 Transcript of in camera/ ex parte hearing held on Thursday, January 28, 2016 at Ottawa, p. 58
136 Summary of evidence presented at the in camera / ex parte hearing on January 28, snd March 22,
20186, pp. 2-3. :
137 C81S Book of Documents, ex parte hearing, Vol.2, Tab 2 at pp. 68- 74.
228 -
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was mainly focused an issues related to the Winter Olympics and the G-8/G-20
meetings and any potential threats from domestic extremist for either event. '8

103. The witness aiso provided an overview of the Service's work conducted in the area
of domain awareness., Domain awareness is done in part to ascertain potential
triggers and flashpoints, and in part to ensure that the Service is aware of what is
happening should a threat arise. Reference is made to SIRC’s study entitled “CSIS
Activities Related to Domestic Investigations and Emerging Threats”.

104 | testified regarding the biannual classified briefings held by the NRCan
and the fact that this forum is used by the Service to share classified information
with energy sector stakeholders, such as the NEB. He provided the Committee
with concrete examples of serious acts of ideclogically-motivated violence which
were discussed at some of the NRCan briefings that related to energy and utilities
sector stakeholders. He spoke of specific intelligence assessments that were
given to the NEB by the IAB of the Service involving domestic extremism issues.

105 The withess described how the Service engages in ocutreach with energy
stakeholders and also identified means, other than the classified briefings, through
which the Service communicates severe emerging domestic threats to certain
industries. He described the policies and requirements for any meeting between
the Service and any outside organization, emphasizing the importance of fostering
collaboration between CSIS and any organization to prevent terrorism, whether it
he within the government of Canada, with law enforcement partners or private
industries. On the issue of the delivery of briefings to the private sector, he referred
fe to a review conducted by the Committee in 2011 entitled Review of CSIS’
Private Sector Relationships. He testified that the Service does not attend nor
interfere with any events that involve legal and legitimate protest and/or dissent as
it falls outside of its mandate.*®

106. provided testimony regarding his education and

ad.D.

CSIS Witness 3,

as well as a Certificate in

following which, he joined the federal public service. Me also testified regarding his
work experience with the Service as an analyst within the IAB and his
specialization in the energy sector, "4

107. He explained that his primary responsibility was to provide intelligence
assessments related to threats to Canada's energy and mineral activities, He

138 Summary of evidence presented at the in camera / ex parte hearing on January 28, and March 22,
2016, pp. 2-3, pp. 3-4.

3% Sumunary of evidence presented at the in camera/ ex parte hearing on January 28, and March 22,
2016, pp. 4-6.

149 Trangcript of in camera/ ex parte hearing held on Thursday, January 28, 2016 at Ottawa, at p. 287
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highlighted that the interests of his portfolio were restricted to threats to energy
and primarily to critical energy infrastructure mostly from domestic extremism,
terrorism, er possibly from foreign states, He testified that a secondary
responsibility of his branch was to provide assessments relating to economic
threats or threats to Canada’s economic interests related to energy in the field of
proprietary information. ™! He commented that the threats to Canada’'s economic

" interests could arise from a variety of sources. “In the primary case, in the first
case of infrastructure, primarily from domestic extremism, terrarism, or possibly
foreign States. In the case of Canada’s economic interests, largely from foreign
States and espionage, and threats of that nature.” 142

108. | tcstificd that he had been a coordinator for the NRCan biannuai
classified briefings since 2010 and described the origin and purpose of these
briefings as well as the Service’s role. ' He explained that the lead agency for
these classified briefings is NRCan, and that CSIS cooperates with NRCan and
with the RCMP in this regard: “(t)he subject matter of what is discussed is in the
hands of NRCan, as is the list of invitees, who attends on the basis of their need o
know and on having the requisite security clearance, "4

108. He provided details of his own role in terms of the arrangements for such
meetings, including ensuring that the briefing room they have, which is a secure
facility, is available to NRCan as a convenience, so that they can bring in members
of the private sector, largely individuals responsible for securily at their respective
companies, and other participants, occasionally from the Government. During the
actual briefings, the Service will occasionally provide speakers. While he does not
speak at these briefings, the witness explained that he prepares speaking notes
for his Director General, For example, he had written notes regarding domestic
extremism threats, based on open source material regarding svents that had
actually happened and had been reported in the newspapers.’45 '

110. He testified that while he is responsible for writing a memo to management
regarding the briefings, there is no formal Memorandum of Understanding. The
witness testified that he has not seen any information collected at these briefings
by the Service, and that, sheuld members of the private sector wish to provide
information to the Service, he explaing to them that the proper channel is to notify
the regional office. In terms of participants at the NRCan meetings, the withess

rovided some examples from the private sector including the

MGummary of evidence presented at the in camera/ ex parte heating on January 28, and March 22,
2015, pp. 5-6

92 Transcript of in camera/ ex parte hearing hefd on Thursday, January 28, 2018 at Oltawa, at p. 289.

143 Sumrmary of evidence presented at the in cameras ex parte hearing on January 28, and March 22,
2018, pp. 5-8

“4 Transcript of in camera/ ex parte hearing held on Thursday, January 28, 2016 at Oltawa, at p. 291,

5 Transcript of in camera/ ex parte hearing held on Thursday, January 28, 2016 at Ottawa, at p 291 and
pp. 283-268.
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111. The witness also gave examples of some briefings or aisonsg with government or
private sectors in which CSIS participates other than the NRCan briefings. He
explained that the Service contributes to the Government of Canada’s strategy,
through Public Safety on the “National strategy and action pian on the protection
of critical infrastructure”. The term “infrastructure® is not just the energy
infrastructure, but includes the infrastructure of the financial, transportation, water,
agriculture and heaith sectors, 47

112. - also testified of his participation in other briefings or liaison with the
government ar private sector. He provided the example of “other than the
classified briefings, there is an unclassified briefing for what is called the

international Pipeline Security Forum, which alternates between Canada and the

United States. bul explained that “as threats to that sector

113. I 2'so spoke about the context and content of the April 19, 2013 email
from Mr. Tim O’'Neil referred to in the complaint’s exhibit book, which mentions

security concerns regarding the Northern Gateway Project. He explained that
I (- il from T O e, -/

way of information only, as there was no action required on the part of the
Service. The email discusses the possible threats to National Energy Board
hearing and concludes that there is nothing specific that he is aware of.
testified that

114. SIS Witness 4G t<<tified, following the Committee’s request to hear
testimony from an investigator in the British Columbia region during the years
retevant to this complaint. He provided testimony regarding his work experience
with the Service from 1995 onwards, including his various positions in the British
Columbia Region from 1998 to the present. He also described his roles and
responsibilities as the supervisor for the unit responsible for the Service's
domestic extremism investigation in Vancouver from 2010-2013. 150

1 15._{est'ﬁied that he was responsible for overseeing the investigations that
fell under his remit. This included providing input as to an intelligence officer's
plan to debrief a source; approving the interview and its objectives; approving

8 Trangeript of in namera/ ex parte hearing held on Thursday, January 28, 2016 at Ottawa, at 9. 291

=" Transuript of i1 camera/ ex parte hearing held on Thursday, January 28, 2016 at Otiawa, p, 298

3 Transcript of in cameras ex parte hearing held on Thursday, Janvary 28, 2018 at Ottawa, p. 304

12 Yiranscript af in camera/ ex parte hearing hefd on Thursday, January 28 2016 at Ottawa, p 308.

5 Summiary of evidence presented at the in camera/ ex parle hearing on January 28, and March 22,
2016, p. 6
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operational reports, and initiating the dialogue with his Chief to put into place
warrant powers against a targel. if it were necessary. %

116. He discussed the mandatory process and reguirernents for an intelligence officer
to make a request to conduct a community interview related to the Service's

domestic extremism investigations. He explained that he was the head of the

He also provided details regarding

by Headquariers as a
sensitive investigation because it might have some kind of impact on the civil

liberties of individuals. He explained that they were extremely careful when the
actually made the decision to go out and conduct an interview. He testified that

117. | testified that the Service is “not in the business of investigating
environmentalisis because they are advocating for an environmental cause,
eriod.”®® For example, he explained that

118. The witness said that he had not heard of maost of the groups prior to this
complaint. The witness testified that it was not surprising that there were protesis
related to the Northern Gateway Pipeline Project but underscored that Service
employees are mandated and fimited by the CSIS Act which does not permit
CSIS to investigate groups or individuals for their aclivities related to lawtui
advocacy, protest or dissent, unless it is tied directly to a threat, '%°

118. When asked what the term _brings to his mind at the time of

the protests related to the Northern Gateway Pipeline Project,
explained that his consideration went t

ervice had no remit vis-a-vis the protests

8% Transcript of in carera/ eX parte hearing beld on Tuesday, March 22, 20186 ai Qttawa, atp. 13

152 Transcript of in cameras ex patte hearing held on Tuesday, March 22, 2016 at Ottawa, at op. 15-18
53 Transcript of in camera/ ex parte hearing held on Tuesday, March 22, 2016 ai Ottawe, atp. 19,

4 Transcript of in cameral ex parte hearing held on Tuesday, March 22, 2016 a Ottawa, atp 23

5 Summary of evidence presensed at the in camera/ ex parte hearing on January 28, and March 22,

2018, p. 6.
55 Transcript of in camera/ ex parte hearing held on Tuesday, March 22, 2016 at Oitawa, at p. 25
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against the building of the Northern Gateway Pipeling

120 aiso testified that

He clarified that the
"Service through the course of
our investigations, incidentatly, some reporting on
come up

121. He further testified that the information flow between CSIS and private or cther
public stakeholders was generally a one-way process in which CSIS received the
information. He did not recall having seen the article written by the Honourable
Joe Oliver prior to the hearing.'*®

Final submissions:

122. With the compietion of the ex parte hearing, the parties were subsequently invited
to provide their final submissions in writing to the Committee.

123. The Commitiee received the Complainant’s final submissions on September 19,
2018, in which BCCLA submits:

“that the evidence demonsirates that CS8IS was collecting information about these
groups, at feast passively, and perhaps actively, and in the abisence of evidence that
these groups constituted a threat to the security of Canada, this collection was not
authorized by section 12 of the CSI5 Act. The Complainant also argues that CSIS’
coflection activities, combined with intemperate language by a faderal Cabinet minister
criticizing environmental groups opposed lo the pipeline poficy as pushing a "radicat
idectogical agenda” crealed a real chifling effect for groups and individuals thal wished
to organize and coflectively exprass their opinions o the proposed pipeline. The
sharing of this information in confidential briefings with private sector aclors in the
pelroletn industry served to heighten the perception that CSIS was exercising ifs
powers in support of the poitical or economic status qua,” %

124. The Committee received the Service’s final reply submissions on Qctober 17,
2018, in which it submits that the evidence has shown that CSIS’ actions were
lawful and in accordance with its mandate pursuant to the CSIS Adt, stating that:

*5¢ Transcript of in camera/ ex parfe hearing held on Tuesday, March 22, 2016 at Ottawa, af p. 48.

S Transcript of in camera/ ex parte hearing held on Tuesday, March 22, 2016 at Otfawa, at p. 30

%9 Summary of evidence presented at the in camera/ ex parte hearing on January 28, and March 22,
2016, p. 6,

18 Complanant’'s Final Submissions, dated September 19, 2016, p. 72,
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“any colfection and dissemination of information hy ¢SS was done lawfully in conformily
with its mandate. Furthermore, the Complamant has failed to establish that CSIS has
dane the acts or things afleged in its complaint. Requests for information or advice from
the NEB to CEIS do not demonstrate that CSIS colfected information ahout the groups
seeking to participate in the NEB hearing. The Complainant has also failed to establish
a causal connection between the acts or things done or allegedly done by the Service
and the “chilling effect” on freedom of expression and association.” 181

125. The Committee received the Complainant's rebuttal submissions on November 3,
2016.'%2 Following receipt of the Complainant’s rebutial submissions, the
Committee inquired on November 24, 2016, whether the Service had any national
security concerns with the Complainant’s request that BCCLA may publicly
disclose the transcripts from the in camera hearsing.

126. On December 1, 2016, the Committee received the Service’s written submissions
in regards to the Complainant’s request.

127. On December 23, 2016, the Committee provided the Complainant with & copy of
the Service’s submissions and the Complainant was given an opportunity to reply.

128. On January 18, 2017, the Committee received the Complainant's comments, in
response to the Service's letter of December 1, 2016. The Complainant reiferated
its request that “the Committee confirm, prior to the issuance of its final report and
at its earliest convenience on an interim basis, that witnesses who appearsd
hefore the Committee on August 12-13, 2015 may speak publicly about the
evidence and testimony they provided during the in camera portion of the hearing
and that BCCLA may publicly disclose those transcripts and its submissions in
this matter, without imitation due to security concerns under section 48 of the
Act 153

129. 1 have decided that it would be in the best interests of justice for me to address
this matter in the context of my final report.

130Q. In preparing this final report, in addition to reading the submissions of the parties,
| have considered the evidence given by witnesses, the documentation submitted
by the parties and the Committee’s counsel for the in camera and the ex parte
hearing, as well as other relevant material made available to me in the course of
my investigation of this complaint.

191 Respondent’s Final Submissions, dated October 17, 20186, p. 2,
62 Gomplainant's Rebuttal Subrnissions, paragraph 17, dated November 3, 2016,
8 | etter from the Complainant to the Committee, dated Jancary 16, 2017,
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ANALYSIS

This complaint is filed by the Complainant under section 41 of the CSIS Act,
concerning the conduct of CSIS,

The Complainant’s complaint is set out in its letter of February 6, 2014, and was
summarized by counse! for the Complainant at the in camera hearing as follows:
“Firstly, that the BCCLA believes that the Service was gathering information — or,
in accordance with the language of section 12 of the Statute, “collecting”
information about Canadian citizens and groups engaging in peaceful and lawful
expressive activities”; and then the second part of the complaint is that it then
shared this information with government bodies and private sector factors,” 1%

. The Complainant is relying, first, upon information that initially came out in the

press in November of 2013 that suggested that the RCMP and CSIS were
collecting intelligence or information on groups and individuals opposed to the
MNorthern Gateway Pipeling and then secondly, that they were sharing that
information with the National Energy Board and members of the petroleum
industry. '8¢

Some of the groups named in those documents include LeadNow, ForestEthics,
the Council of Canadians, the Dogwood Initiative, EcoSociety, the Sierra Club of
British Columbia and idle No More. The Complainant provided testimonial
evidence from most of those groups and provided me with background about their
organizations and about their activities in relation to the Northern Gateway
Pipeline Project. The Complainant has stressed that none of these groups are
criminal organizations, nor do they have any history of advocating, encouraging or
participating in violent or other criminal activity, **® The evidence before me has
confirmed this, and it is not in issue.

As agreed by the parties during the preliminary conference calls in this matter, 167
the complaint requires me to answer the following four questions in relation to the
groups listed in the Complaint letter of February 2014, namely Leadnow,
ForestEthics Advocacy Association, the Council of Canadians, the Dogwood
Initiative, EcoSociety, the Sierra Club of British Columbia and Idle No More. 168

Question 1
Did the Service collect information about groups or individuals for their activities in
relation to the Narthern Gateway Fipeline Project?

* Gomplainant's Complaint Letter, dated February 8, 2014 and Transaript of in camera hearing, Vol, 1.

- p.2a.

5 Complainant’'s Complaint Letter, dated February 6, 2014 and Transeript of in camera hearing, Vol. 1.
pp.24-22.

188 Transcript of in camera hearing, Vol. 1, p. 22.

197 Respondent's Letter of April 15, 2015, and Transcript of Pre-hearing conference of May 20, 2015,

% Exhibit SIRC-1, Tab 1, Complaint tetter of February 2014, p. &.
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Question 2.
If s0, was it lawful?

Question 3.
Did the Service provide information relating to individuals or groups opposed to the
Northern Gateway Pipeline Project to the National Energy Board or non-
governmental members of the petroleum industry?

Question 4:

if s0, was it lawful?

136. | have addressed each of these questions separaigly below in my report.
Question 1.

137. Through the ex parte evidence and hearing, | heard that the Service has some

information

which thereby constitutes coliection. However, | have seen no evidence that
the Service was collecting information or investigating
as a result of il peaceful advocacy or

dissent,

138.- the collection of information conducted in an

ancillary manner, in the context of other lawful investigations.

139. Through the evidence presented to me in the ex parte hearing, | am aware of the
callection of information in accordance with section 12 and the provision of
information as it pertains to certain individuals for whom the appropriate targeting
authorities were in place.

140. The agroups and/or individuals named in this complaint

141. The ex parte evidence has convinced me that
was done as anciltary information in respect of
fawfut targeting authorities against targets in place at the time, unrelated to groups
or individuals engaged in legitimate protest and dissent.*%°

82 SIS Book of Documents, ex parte hearing, See Vol. 1 A—
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142. For example, | note that in the BRS reporting regarding _ the Service
indicates in its analysis sections that “the information had been collected and
reported to assist the Service in assessing the threat environment and the

potential for threat-related violence stemming from

rotests/demonstrations.”’’® However, the Service cleatly acknowledged that the
Mno

threat to the security of Canada. '’

143. In the ex parfe hearing, testified that these groups were

{ have considered these instances carefully.

144. The Respondent’s evidence with respect to the collection of information-
B twofold: 1) the Service presented evidence on the subjects of

investigation under a targeting authority and 2) the Service provided all the
operational reporting_aﬂer December 31, 2009.

145. The Sesvice provided me with the list of groups and individuals that were CSIS
targets at the time,

146. In terms of operational reports—i note that there
CSIS operational reports issued during the review period which reference

This prompted the Service to conduct an open-
source search on what
provided information to CSIS

was aiso mentioned in a repori related to the
activities of another subject of investigation.

147. There are @ CSIS operational reports which reference In one case, it

shared with the Service. In another instance, Is mentioned hecause a

vab 1. = 2. [ - > - - I -

Tab &.

70 CSIS Baok of documents, ex parte bearing. Vol. 1 C, p. 1411

7 CSIS Book of Documents, ex parfe hearing, See Vol 1 B atp. 1395 and also Vol 1 G which includes
the BRS messages wherein ||| ] I is mentioned.
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which prompted the Service to conduct a googie search to

learn information about | NG_G_G

4. | - onco i Wooerational epors
issued during the review period, largely because

149, 7 is mentioned in il operational reporis. Some of these
reports refer to

It was also the subiect of operational reports regarding

is referenced in-operationai reports because
and because

154. is mentioned injillloperational reporiii

is mentioned in

mentioned in C8IS Directionat Statement where it stated clearly that

153, | fully expect that the Service will review the information collected in its holdings [l
in accordance with the recent decision of the Honourable
Simon Noél of the Federal Court.'7? to ensure that the only information retained is
that which meets the "strictly necessary” retention threshold.

T In the Matter of an Application for warrants pursuant 10 sections 12 and 21 of the CSIS Act, 2018 £C
1105
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154, The Complainant's final submissions’™ refer to a SIRC Review conducted in 1989
entitled “Report on CSIS Activities regarding the Canadian Peace Movement” that
found that the Service “has not proven that it can appropriately distinguish
between legitimate dissent or lawful advocacy and activities that may on
reasonable grounds be suspected of constitute threats to the security of
Canada "1™ The complainant submits “that the attitude of CSIS witnesses towards
Minister Oliver's letter reflects a surprising lack of awareness or sensitivity to
legitimate concerns the public may have that there is a connection between
comments by a federal Cabinet Minister and internal government documents that
show C8IS is consulting or briefing on groups opposed to the Northern Gateway
project, 7S

155. However, | note that since that 1989 review, the Committee has kept a watchful
eye on the topic of lawful advocacy, protest or dissent, and has congidered this
topic in various reviews'’®, For example, in its Annual Report in 2002-2003,
entitted "Domestic Threats in Conjunction with Lavwful Advocacy, Protest and
Dissent’, the Committee found that the Service was “taking considerable care in
implementing policy measures designed to prevent infrusion into legitimate and
political activity."" " in its 2012-2013 Annual Report, the Committee conducted a
review of “CSIS's Activities Related to Domestic Investigations and Emerging
Issues” '8 and found that any activities surrounding the Vancouver Olympics and
the G8/G20 Summits that only related to legitimate protest and dissent were not
investigated.

158. The totality of the evidence which | have reviewed and analyzed demonstrates that
there was no direct link between CSIS and the “chilling effect” which the
Complainant's withesses mentioned in their testimonies. | agree with the
Respondent’s submission that the Complainant failed to differentiate the actions of
the NEB and of the RCMP and those of CS]8.179

157. However, | can understand why the Complainant, not having access to all of the
Service's evidence, might have felt that the groups it represents were being spied
on, in view of certain media reporis and cerain government documents. 1 also
appreciate the concerns of the witnesses appearing before me on behalf of the
Complainant who referred to these articles.

158. 1 well appreciate that the letter of 9 January 2012 from the Honourable Joe Oliver,
then Minister of Natural Resources, where he wrote that "(u)nforfunalely, there

73 Complainant's Final Submissions, September 18, 2018, p. 59

7% SIRC Report 85/80 -03. at p. 228.

75 Complainant's Final Submissions, September 19, 2018, p. 62

78 Reference o SIRC Annuai Reports of 1988-2000, 2001-2002, 2006-2007, 2068-2009, and  2012-
2013,

77 SIRC Annual Beport 2002-2003, o 16,

"8 SIRC Annual Report 2012-2013, p 24

7% Respondent's Finat Submissions, October 17, 2018, p. 20
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B

are environmental and other ragical groups that would seek to block this
opportunity to diversify our trade. Their goal is to stop any major project no matter
what the cost to Canadian families in lost jobs and economic growth” 189 is
regrettable. 1t can only have increased the concems of the members of these
groups that the entities to which they belonged were being spied on by CSIS and
the RCMP. It certainly explains their evidence before me which was clearly
fuetled by the Minister and certain journalists.

However, the evidence | heard from CSIS’ witnesses in both the in camera and ex
parte hearing has convinced me that neither CSIS nor the Ministry of Public
Safety responsible for C8IS, had anything to do with the drafting of the
Honourable Joe Oliver's letter or indeed any media report submitted in evidence
before me. The Service’s policies and directions were not influenced in any way
by these media articles.

Question 2:

| have found that the Service had information

and therefore this constitutes collection. However, | also
find that the information

when it was reporting on targets of the Service, In these
circumstances, this collection falls squarely within the Service’s mandate,

The Complainant contends that records obtained by Access to Information
requests show that CSIS prepares reports and shares information regarding
protest activities, BCCLA also maintains that “the Service's action in relation to
citizens and groups engaging in peaceful and lawful expressive activities have
gone beyond merely collecting intelligence information under section 12 of the
Act, and instead sharing this information with the NEB and private companies
regarded as stakeholders in the energy sector.” 18

The Complainant stated that *Parliament has placed very clear limits (on) the
scope of the Service’s intelligence-gathering activities, expressly providing that
C8i8’s mandate “does not inctude fawful advocacy, protest or dissent.” 182

| certainly agree with the Complainant’s assessment of Parliament’s intention not
to allow the Service's mandate to include lawful, advocacy, protest or dissent
("LARPD"). However, | cannot find, on the basis of the evidence before me, that
CSIS, in this case, expanded its mandate to include lawful advacacy, protest or
dissent.

180 Complainant’s Supplementary Book of Ciocumerts. Tab 7.

181 Complainant's Finat Submissions, September 19, 20186, pp. 65-66

132 Complainant's Book of Documents, Vol 1, Tab 3, and Letter from the Complajnant to the Committee
dated March 25, 2015 with attached decuments (emghasis in original docurnent).
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164. | note that the Service's mandate under section 12 of the CSIS Act is to collect
and retain information regarding threats to the security of Canada and is limited
“to the extent that it is strictly necessary”. 1recall, in this context, the recent
dacision of Mr. Justice Simon Nogl, whergin he wrote:'#3

“Section 12 (1) must be read logically: if colfectipn of information is performed on
a stricfly necessary basis, it goes without saying that retaining the strictiy filtered
irformation is permitied because the point of enfry of the information is the strict
colfection process. Therefore the retention function may only logically retain what
has been collected in a “strictly necessary” manner. The same rational applies in
regard to the analysis function: if information is validly collected, anly that strictly
collected information is analysed. In those scenarios, there are no issues of
limits to retention or analysis of the information because it has heen legitimately
collected pursuant to section 12 (1) and section 2. °

165. Section 12 of the CSIS Act clearly states that the Service “shall report to and
advise the Government of Canada.”

12 (1) The Service shall coliect, by investigation or otherwise, [o the exlent that i
is strictly necessary, and analyse and retain information and infelligence
ragpecting activitias that may on reasonahle grounds be suspected of
constituting threats to the security of Canada and, in relation thereto, shall report
lo and advise the Government of Canada. (my emphasis)

(2) For greater cortainly, the Service may perform its duties and functions under
subsection (1) within or oulsids Canada. 154

166. Section 2 of the CSIS Acf defines what thoge “threats to the security of Canada”
entail, but clearly states that this:

“does not include fawlul acdvocacy, protest or dissent, unless carried on in
conjunction with any of the activities referred to in paragraphs (a) 1o {d). 8%

167. Thus, it is also clear that, if those LAPD activities are carried out in conjunction
with arny of the activities referred to in the enumerated threats in section 2, they
may fall under the Service's mandate under section 12.

168. The Complainant argues that the activities of these environmental groups
opposed to the Northern Gateway Pipeline Project could not possibly falf under
the definition of "threats to the security of Canada” as set out in section 2 of the
Act.

93 In the Matter of an Application for warrants pursuant to sectivns 12 and 21 of the CSI8 Act, 2016 FC
1105 at paragraph 186,

84 SIS Act, section 12,

=5 SIS Act, section 2
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189. Insofar as the named groups’ activitias remain peaceful and lawfu, | agree. In
fact, the definition of “threats to the security of Canada” under section 2 very
clearly states that this does not include "lawful advocacy, protest or dissent,
unjess carried on in conjunction with any of the activities referred to in paragraphs
(@) to (d)."e¢

170. By way of example, | note that when questioned what an illegitimate protest would
be from the Service's perspective, CSIS witness Robert commented during the i
camera hearing that “all protests are part of the democratic fabric of Canada, and
part of our job in investigating threats to our security is to allow protest to take
place.”¥ Robert's testimony during the in camera hearing was clear that the
Service was kept actively engaged dealing with terrorism and other threats to the
security of Canada, and it did not have the mandate to investigate peacefu
advocacy, protest or dissent. 1 find the Respondent's evidence credible.

171. The Complainant confends that documents such as a Memorandum o the
Director of CSIS, from the Assistant Director, Policy and Strategic Partnership of
C8IS, regarding a meeting of the Deputy Ministers’ Committee on Resources and
Energy, dated dune 9, 2014, “confirms that the Service was indeed collecting
information about opponents to the Nosthern Gateway pipeline project'®,

172. However, | note that in that same memorandum, the Assistant Director, Policy
and Strategic Partnership of CSIS clearly states that "(I)he Service recognizes
that many of these issues involve legitimate protest and dissent and as such,
have no mandate nexus.”'8®

173, In the context of that same memorandum and attached document from the
Government Operations Centre, entitied “Government of Canada Risk Forecast
2014 Protests and Demonstrations Season”, | also note and emphasize that the
Government Qperations Centre is not part of CSIS, but rather part of the
Department of Public Safety.

174. The evidence of the Respondent's withesses, as well as the documentary
avidence presented by the Service during both the in camera hearing and the ex

iafte hearini is iersuasive. b am convinced bi that evidence that CSIS did not

175. Accordingly, | find that the Service’s coliection of information
was lawful and within its mandate, and that the Service did not investigate
activities involving fawful advocacy, protest or dissent.

88 C8I8 Act, section 2.,

‘8T Transeript, Vol. 2, o 312.

8 Complainant's Finat Submissions, September 19, 2016, p. 24

189 Complainant's Book of Documents, Vol |, Tab 3atp. 20f 3, and Tab 5, p. 2 of 3.
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Question 3

| find that there was no sharing of information by the Service about these groups
or individuals opposed to the Northern Gateway Pipeline Project with the NEB, or
other non-governmental members of the petroleum industry. Rather, the
evidence presented to me during the ex parte hearing has convinced me that
CSIS did not disseminate information about the named groups or individuals,
either with the NEB or with private members of the petroleum industry.

The Compiainant contends that government documents prove that there was
sharing of infarmation and collecting of information, “These documents are not
only emails between the NEB and the RCMP and CSIS, as well as internal NEB
emails, but also Security Assessment Reports by the NEB itself where there is
reference to CSIS and obtaining intelligence from CSIS at the national level and
at the regional headquarters level."'%

For example, the Complainant points to an NEB document entitied “Enbridge
Northern Gateway Project Integrated Security, Logistics and communications
Plan, Kelowna, dated January 24, 2013, under the heading “Threat Assessment”,
where certain sections have been redacted on the basis of the applicable
exclusion under the ATIP Act in the nght hand column. However, one can see
references to the NEB consulting C8IS, both national headquarters and regional
offices, as well as RCMP.

Some of the groups named in this complaint are identified in the NEB document,
under the heading of “open source information reporting”, such as idle No More
regarding 2 planned protest; LeadNow and Dogwood Initiative regarding a
workshop and skills training, and EcoSociety regarding a plan to charter a bus o
attend the Nelson hearing. %! Also, an NEB document entitled “Enbridge Northern
Gateway Project Security Plan, Prince Rupert’, dated January 23, 2013, mentions
that the NEB consulted CS1S, both national headquarters and regionai offices. '™
Emails refer {o consultation between the NEB Security team and CSIS at national
and regional levels 19

i note that most of these documents were released as a result of the ATIP reguest
and that they were NEB documents. While | have seen emails and documents
which refer to consultation between NEB and CS1S, there is no evidence before
me which demonstrates that CSIS provided information to the NEB about any one
of these groups.

B Transcript of in camera hearing, Vol 1, p. 24

19* Complainant’s Book of Documents, Val |, Tab 1, pp. 61-62
192 Comptainant’s Book of Documents, Vol |, Tab 1, p. 68,

% Complainant’s Book of Dacuments, Val. | Tab 4, p. 37.
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181 Authority for the Service to disclose information it has obtained in the performance
of its duties is found in section 19 of the CSIS Act. If CEIS discloses information,
it must do so in conformity with its mandate under section 12 (see above) and the
provisions of section 19 which reads as follows:

19 (1} Information obtained in the performance of the duties and funictions of the
Service under this Act shall not be disclosed by the Service except in accordance
with this sectiort.

(2)) The Service may disclose information referred to in subsection (1) for the
purposes of the performance of its duties and funetions under this Act or the
administration or enforcement of this Act or as reguired by any other faw and
may also disclose such information,

(a) where the informalion may be used in the investigation or prosecution of an
alfeged contravention of any law of Canada or a province, to a peace officer
having jurisdiction to investigate the alleged coniravention and to the Atforngy
General of Canada and the Afforney General of the provinee i which
proceedings in respect of the alleged contravention may be taken;

(b) where the information relates to the conduct oF the international affairs of
Canada, 1o the Minister of Foreign Affairs of a person designated by the Minister
of Foreign Affairs for the purpose;

¢} whare the information is relevant to the defence of Canada, to the Minister of
National Defence or a person designated by the Minister of National Defence for
the purpose; or

(d) where, in the opinion of the Minister, disclosure of the informatian to any
rinfster of the Crown or person (n the federal public administration is essential in
the public interest and that infergst cleary outweighs any invasion of privacy that
could result from the disclosure, to that minfsler or person.

(3) The Direclor shal, as soon as practicabte after a disclosure referred to in
paragraph (2){d) is made, submit a report to the Review Committee with respect
to the disclosure, 194

182. The ex parte evidence has revealed that the Service fulfills its mandate of
“reporting and advising” with the production of various documents to domestic and
foreign partners, including intelligence assessments, reports o foreign agencies
and risk assessments to domestic partners. With respect to its mandate to
provide such reports and acdvice to the “Government of Canada”, this can include
any department or agency of the federal government, including the RCMP and the
NEB. The Service has the obligation to provide those reports and advice to the
Government of Canada in accordance with the enabling legisiation.

183. The evidence presented to me ex parle has persuaded me that CSIS does indeed
provide advice to the NEB pursuant to section 12 and subsection 19 (2) of the

B4 CSIS Act, section 19
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CSIS Act, However, the ex parte evidence does not reveal any reference to or
mention of anyone

The Complainant also refers to an email from the RCMP which states that it will
“continue to monitor all aspects of the anti-petroleum industry movement” and
concludes that this information “will be shared with (their) intelligence parnners”,
who the Complainant submits must include CSIS.

In this connection, | note that CSIS interacts with ather law enforcement agencies
whose mandate inciudes the investigation of criminal offences and the collection
of evidence in aid of prosecutions in courts. CSIS' website mentions that “while
CSIS is at the forefront of Canada’s national security system, several Canadian
government departments and agencies also provide services that, taken together,
help to ensure the safety and protection of Canadians.”% This, of course,
includes the RCMP.

The Complainant also submits that the NRCan biannual classified briefings
demonstrate that the Service shared information with non-government members
of the petroleum industry. BCCLA submits that none of the provisions in the Act
“‘permit sharing of information with private sector pairties in the energy industry, as
the Service acknowledges doing through NRCan classified briefings and other
outreach events with energy stakeholders.” 190

In the words of the Complainant, “some of the documents indicate that Natural
Resources Canada holds security briefings, with not only the RCMP and CSIS but
also with members of the petroleum industry. Some of the documentation
indicates that these meetings are held at CSIS Headquarters in Ottawa, and
further, that some of the petroleum industry actors, including in particular
Enbridge, which is the proponent of the Northern Gateway Pipeline, were not only
participating but in fact were sponsoring certain aspects of the events. They were
paying for meals and hospitality opportunities for both C8I1S and the RCMP and
these petroleum industry actors. Given the timing of these briefings and the
reference to “sharing information about environmental groups” and given the
participation of these various actors, it is our view that a reasonable inference to
draw, and the inference that was drawn by B.C. Civil Liberties Association and the
targeted groups mentioned, is that information about them had been shared."1%7

There is clear evidence that the Service participated in meetings or round tables
with NRCan, and the private sector, including the petroleumn industry, at CSIS
headquarters. However, the ex parfe evidence presented to me is also clear.

These briefings involved national security matters, and were definitely not
e T R S R R

195 CSIS Book of Documents, in canrera hearing, Tab 3, pp.37-38.
1% Complainant's Final Submissions, September 18, 2018, p. 67.
9 Transeript, in camera hearing, Vol. 1, p. 25.
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Under the heading of "sharing intelligence”, | note that the CSIS website provides
that “at the national level, CSIS provides hundreds of briefings each year to
various communities including law enforcement and other security intelligence
agencies; academia; Canadian government departments and agencies,
provincial, territorial and municipal governments; and the public.” These briefings
nclude threat assessments, which, the website provides, are “evaluations about
the scope and immediacy of a variety of threats posed by individuals and groups
in Canada and abroad. Threat and Risk Assassmants are conducted by
government depariments and agencies. CSIS provides assistance for their
preparation when requested.” %

| also heard testimony ex parte that information has been collected when certain
CSIS targets that are planning to threaten specific private sectar companies,
CSIS will then meet with these companies and share with them information about
these threats. | am satisfied that such liaison with the private sector is important in
order to protect Canadians. 19°

Having reviewed carefully the totality of the evidence submitted to me during the
in camera and ex parte hearings, | find that, at no time, did the Service share
information with members of the petroleum industry concerning the "targeted
groups” referred to by the Complainant.

Having sc concluded, however, | riust say that | well understand some of the
Complainant’s concern. The perception of the Service discussing the security of
energy resources development with members of the petroleum industry can give
rise to legitimate concern on the part of entities such as the Complainant and the
‘targeted groups”.

In this connection, | recall that on May 23, 2013, Natural Resources Canada
hosted a “Classified Briefing for Energy and Utilities Sector Stakeholders” in
colfaboration with C81S and the RCMP. This briefing was held at the C8IS
headquarters. National security and criminal risks to critical energy infrastructure
were on the agenda whosa theme was the “Security of energy resources
development”. A networking reception at the Chateau Laurier was sponsored by
BrucePower and Brookfield, and hreakfast, lunch and coffee were sponsored by
Enbridge the next day, 2%

As | said earlier, the issue is ong of public perception for the Service. This needs
to be addressed. Public discussion about issues of national security should be
encouraged in a democracy. Because of its remit, CSIS obviously has a
significant role to play in these discussions. "Targeted groups” such as those

% Raspondent's Book of Documents, in camera hearing, Tab 7, pp.45-46
192 Transcript of ex parte hearing vol. 3 A, p. 70.
2 Complainant’s Boek of Documents, Vol. 1, Tab 1, Vancowver Qheerver article.
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involved in the present comptlaint may also have a role to play in the discussions
regarding national security. | recommend that the Service prioritize such inclusive
public discussions with the groups involved in the present complaint, where
possible, having regard to the classified nature of certain topics.

Question 4:

198.

196.

Since | have found that the Service has not shared any information concerning
the “targeted groups” represented by BCCLA with the NEB or other non-
governmental members of the petroleum industry, the guestion of lawfulness has
become moot.

The evidence presented to me in the ex parie hearings has convinced me that
any collection and dissemination of information by CSIS was done lawfully and in
accordance with its mandate. | am persuaded that there was no targeting of

“Chilling Effect”

187.

198.

198,

200.

The Complainant argues in its final submission that its allegations against CSIS
led to what it describes as a “chilling effect”,

The Complainant submits that CSIS collected information about the named
groups and individuals outside the authority of the Act, and this ¢ollection created
a “chilling effect” that inhibited them from exercising fundamental freedoms
protected by the Canadian Charter of Rights and Freedoms. 2

I must now address this submission of the Complainant as it pertains to an
alleged breach of the Charler.

The Complainant’s submission on this important issue is well and clearly set out
as follows:

“Since CSIS carries out its aclivities in secrel, and CS8IS has not commented
publicly about its interest in groups apposed to the pipeling, there is a reasonable
fear that CSIS’ exirgordinary powers could he used to target groups or
individuais that were characierized as baving a “radical idevlogical agenda” by a
federal Cabine! minister, This has resufted in a very real chilling effect on the
groups, makirng them more catitious about their activities and comments and how
their staff and members communicated with each other, It hias even deterred
some from becoming involved or supporting the groups. ™

‘BCCLA submits that the above evidence clearly establishes that there was in
fact a chilling effect on groups and individuals that were engaged in lawiut

0% Complainant’s Final Submissions, September 18, 2016, p. 49,
02 Complainant's Final Submissions, September 19, 2018, p. 62
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advocacy and protest aclivifies, and who dissented from the preferred policies of
the government of the day. This chilling effect was caused by the media reports
about CSIS consultations and hriefings on groups opposead to the Northern
Gateway project, in combination with then-Minister Oliver's ill-considered
rhetorical attacks on groups opposed o qovernment policy. These lawful
agvocacy and protest activities engage the right to freedom of expression,
among the most fundamental of rights possessed by Canadians. The Canadian
Charter of Rights and Freedoms guaranfees protection for freedorm of expression
under section 2 of the Charter along with historically powerful modes of collective
expression, namely peaceful assembly and association.”*®

201, In its final submissions, the Respondent submitted that:

“any coflection and dissemination of information by CSIS was dane lawfully in
conformity with its mandate. Furthermore, the Complainant bas failed to
establish that CSI8 has done the acts or things alfeged in its complaint.
Requests for information or advice from the NEB to (SIS do not demonstrate
that C8IS collected information about the groups seeking ta participate in the
NEB's hearings. The Complamant has also failed to establish a causal
connection between the acts or things done or allegedfy dane by the Service and
the “chilling effect” on freedom of expression and association,” 204

202. In its final rebuttal submissions, the Complainant argued as follows:

“liindead, the evidence pressnted by the Service in this hearing has supported
thesé suspiciohs, confirming that CS1S is indeed engaged in rautine sharing of
classified intefligence information with energy sector stakehofders, including the
National Energy Beard, and has provided specific intelligence assessments to
the NEB. in these circumstances it simply cennol be said that concerns about a
chilling effect are rooted merely in a “patently incorrect understanding” of the law.
Rather, the evidence is clear that concerns about a chilling effect are both
reasonabie in the circumstances amd directly finked to the Service’s conduct in
this matter, " %

203. The Complainant also submits that the concerns of the targeted groups arise
from reasonable inferences. The Complainant writes:

“Moreover, there s also a crucial distinction between a chilling effect arising from
misapprehension of the law and a chifing effect arising from reasonable
infsrences drawn from avaiflable information. BCCLA again emphasizes that in
the present case, members of the affecled groups were keenly aware of Minister
Oliver’s public description of them as “radical groups” invalved in “hijacking” the
regufalory systesn (o "undermine Canada's natfional econoric inferest”. When
the ATIA documents-which clearly show at least some CSIS involvement in
intelfigence gathering and sharing about groups oppased o the Northern

1 Complainant's Final Submissions, September 19, 2018, p. 64,
204 Regpondent's Subrrissions, October 17, 2018, p. 2
05 Complainant’s Final Rebuttal Submissions, November 3, 2016, pp. 6-7,
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Gateway project — ware publicized, the resulting concerns were not due to a
‘matently incorrect understanding” of a statutury provision, but rather the onfy
reasonable inference that could he drawn from the limited informaltion available
to themn.” *%

204. These concerns may be real, as | have said earlier at paragraph 157, However,
| have seen in the context of the totality of the evidence which was provided to
me during the ex parte hearings that these concerns were not justified. The
cenduct of the Service in the present case has been in conformity with its
enabling legisiation.

205, As [ found earlier in my analysis of Question 1, the Complainant has failed to
establish a “causal effect” or “direct link” between CSIS’ conduct and the
“chitling effect” which it invokes. Having found no “chifling effect’, its altegations
cannot form the basis of a Charler violation,”7

206. In my view, this finding aiso disposes of the Comptainant’'s allegation that
section 2 of the Charfer, which guarantees the protection for freedom of
expression, was breached by CSIS' conduct in its investigation of the activities
of the Northern Gateway Pipeline project.

207, After having carefully reviewed the evidence submitted to me in the ex parte
hearings, and as | have said earlier in paragraph 158, | am satisfied that it
does not support the Complainant’s submission regarding a “direct link”
between C8I8 conduét and the “chilling effect”. Therefore, upon review of the
evidence before me in this case, | am convinced that there was no Charfer
breach.

“5 Complainant's Final Rebuttal Submissions, November 3. 2018, p. B.
®7 R v. Khawaja 2012 SCC 69, paragraphs 79-80.
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Additional procedural questions:

The following two procedural questions arose in the context of this investigation
regarding evidence and testimony provided by the Complainant,

Can witnesses for the Complainant who appeared before the Commiltee on
August 12-13, 2015 speak publicly about the evidence and testimony they
provided during the in camera portion of the hearing?

AND

Can BCCLA publicly disciose those transcripls and its submissions in this matter
without limitation due to security concermns urider section 48 of the Act?

By way of background, | wiill review the history of these procedural questions.

At the beginning of the in camera hearing on August 12, 2015 in Vancouver, as is
standard practice for all SIRC hearing, | reminded the parties of subsection
48 (1) of the CSIS Act, which provides as follows:

48 (1) Every investigation of a complaint under this Part by the Review
Committee shall be conducted in private.

48 (1) Les enquétes sur la plaints présentées en vertu de la présente partie sont
tenues en secret. 2®

Again, as is standard practice, | also informed the parties that, for reasons of
security and confidentiality, no elecironic devices, including celiutar phones, |-
Rads, or recorders were allowed in the hearing room 2%

| then heard submissions from the parties in respect of a preliminary/procedural
matter regarding the privacy of proceedings under subsection 48 (1) of the CSIS
Act.

t first heard submissions from counsel for CSIS, regarding her concern that the
Complainant had made available on its website a pledge form for individuals to
obtain recaps of the in camera proceedings. She stated, “As you mentioned in
your opening remarks, these hearing are to be conducted in private. As such, it
seems to us that offering such recaps to people outside the hearing room would
not be i conformity with subsection 48 (1) of the CSIS Act, which states that
these investigations are to be “conducted in private" 210

Counsel for CSIS added:

208 CSIS Act, subsection 48 (1).

%9 Travscript, in camera hearing, Vel 1, p. 3.
= Transcript, in camera hearing, Vol. 1, p

6
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“To us, this antalis that what occurs during thess hearing remains “secrel”. secret
or private, Again, { am not sure what the intentions of the Complainant are. But
Just speculating, would what is suggested go as far as providing the transcripts of
the hearing lo members of the pubfic? There iz some concern because, again,
there is a fine tine for the Service, as to classifiediunclassified information. |
understand these are in camera proceedings and generally there is no classified
information that gets divulyed. However, sometimes the line hetween classified
and unclassified is a difficult one, requiring us to thread (sic} lightly. 21

215. | also heard in reply, submissions from counsel for BCCLA, who said that:

‘the BCCLA's intention is to broadeas! detais about the hearing that ace
permissible. So that is an issue that we can canvass with the Member, At this
point, what the client intends to do is to just advise the public about who will he
testifying on particutar days, and so forth, along with the anlivinated testimony of
those witnesses. So it would he prior io their appeating as a witness. | recognize
that under section 48, the Act refers lo this proceeding as a “privale” hearing. #
is try understanding that thal is generally referring to an in camera hearing af
which others can't be present in the room as the evidence is being called,” 212

216, After having heard these submissions, I ruled that the Committee can decide
upon procadural matters before it, and as such, | determined that the disclosure
of witness names was alright, but that there should be no release of summaries
of evidence to the media. | was mindful of subsection 48 (1), which is the guiding
principle that "every investigation is to be conducted in private”, and in the
French-language version, the scope of the privacy is extended somewhat: "sont
tenues en secret.” 1 also reminded the parties that subsection 48 {2} provides
that no one is entitled as of right te be present at the in camera hearing.
However, | gave the Complainant’s first withess, Mr. Paterson, permission to stay
in the hearing room with BCCLA counsel. 2**

217, To summarize, the guiding principle set out by the Legisiator is the“private”
nature of the SIRC hearing. “Les enquétes....sont tenues en secret.” The
integrity of the proceedings must be respected, and, to that end, the evidence of
all witnesses, not only the evidence of the Service's withesses, cannot be
divulged.

218. The Complainant provided an underiaking not o divulge the testimony and
evidence of any witness appearing before me during the in camera
hearing.?""The Complainant then asked whether this undertaking also

1 Transcript, In camera hearing, Vol. 1, p.
212 Trapscript, in camera hearing, Val. 1, p. ¥ (my emphasis),
A3 Transeript, in camers hearing, Val. 1, pp. 10-11.

28 Transcripl of in camera hearing, Vol 1, p. 12,
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encompassed statements by withesses divulging the outline of their forthcoming
testimony. %%

in response, | reiterated that the overriding principle is the "private” nature of the
hearing, and that the investigation of any complaint by SIRC should be held in
private, “en secret”. | added that “| have no trouble, no difficulty, with any of your
witnesses in effect saying: What | intend to tell the representative of SIRC who is
hearing this complaint is such and such. My order goes to the actual evidence,
the actual testimony of the witnesses, which should not, in any form, either by
way of a summary or by way of “this is what | have said” kind of statement be
divulged."?18

Counsel for the Complainant then said that he wanted to reserve the right to
come back to this question at the conctusion of the in camera hearing. | note that
counse! for the Complainant only raised this matter with me again in his final
submissions in September 2016, | also invited submissions from the Respondent
on this question.

In its final submissions, the Complainant submitted that:

‘the statutory requirement that SIRC hearing be held in private should not
prohibit witnesses or the complainant from publicly disclosing that information. ™’
The Complainant requested a formal ruling regarding the scope of the private
nature of SIRC’s proceedings in the investigation of complaints. Specificafly, the
Complainant asked the "Commitltee (0 review and clarffy its crder regarding the
scope and application of seclion 48 of the CSIS Act as it relates to the evidence
of witnesses called on behalf of the BCCLA during the in camera portion of the
hearing into this complaint.” #*8

Addressing this request of the Complainant, CSI8’ counsel submitted that in the
present case, the hearing portion of the investigation has concluded and CSIS
has been provided the opportunity to protect any national security information
which may have been inadvertently disclosed at the hearing. For those reasons,
the Respondent does not ohject to the Complainant's request set out at
paragraph 207 of the Complainant’s final submission.”*'®

in its final Rebuttal Submissions, however, the Complainant in effect, amended
its original request and asked that my order alse include the release of
transcripts. It is evident that this amended request goes much further than the
Compiginant’s original request which CSIS' counsel had agreed to.

2% Transeript, i camera hearing, Vol 1, p. 12.

26 Transcript, in camera hearing, Vol. 1, pp. 14-15, and p. 125

47 Complainant's Final Submissions, September 19, 2016, paragraph 145, p. 49,
218 Complainant's Final Submissions, September 19, 2018, paragraph 207, p. 71.
418 Respondeni's Submigsions, October 17, 2046, paragraph 71, p. 26
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f note that, in its final Rabuttal Submissions, the Complainant avers:

“Given that the Service has now advised that it has no objection to BCCLA's
submissions regarding the scope and application of section 48 of the CSIS Act,
the Complainani requests the Committes to confirm that withesses who
appeared before the Committee on August 12-13, 20718 may speak publicly
ahout the evidence and testimony they provided during the in camera portion of
the hearing, and that BCCLA may publicly disclose those lranscrpts and ifs
submissions in this maiter. withoul further concem in relation to section 48 of the
Act (my emphasis)."*%0

The Respondent, in its final rebuttal submissions, submitted:

‘the Complainant has now raised "two new issues that were not found in the
Complainant’'s submissions of September 18, 2016, the Complainant is seeking to —
make the transcripls publically available; —gef a direction ort an inferira basis. With
respect to making the transcripts publically available, we understand that paragraph 17
suggests that only the portions of the transcripts (those franscripts) of the testimonies of
BCCLA withesses would be made public by the Complainant. We request that the
Committee’s order specify that only the Complainant’s submissions and evidence may
be made publically available.” !

The Complainant asked me to issue a ruling prior to the issuance of my final
report.??2 However, | decided that it would be more appropriate to provide my
rulings in my final report on all guestions submitted to me in the course of my
investigation.

In my capacity as an independent decision-maker, | consider it paramount that
the integrity of the SIRC proceedings, informed by the mandatory edlct of the
Legisiator in section 48 of the CSIS Act be respected.

In order to respect the private nature of a SIRC in camera hearing, the
Committee, to date, has never released to the public af large the transcripts of
such hearing or even a summary of the evidence of withesses. The Complainant,
of course, is present during the in camera hearing, and the Committee has
provided Mr. Champ with the transcripts in order to ailow him to prepare his
submissions, but not te disseminate them to the public.

Such wide and unfetiered dissemination would be, in my opinion, a flagrant
breach of section 48 of the CSIS Act for a number of reasons.

The Committee is master of its own proceedings. This is emphasized in
subsection 39 (1) of the CSIS Act, which reads as follows:

20 Complainant's Final Rebuttal Submissions, Navember 3, 2016, par 17, p. 7 {my emphasis}.

@1 Raspondent's lgtter to the Commiitee, December 1, 2016, p. 2.

22 Corplainant’s Final Rebufta Submissions, November 3, 2018, p. ¥ and in its letter to the Commiittee,
dated January 16, 2017,
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39 (1) Subject to this Act, the Review Committee may determine the procedure to
be followed in the performance of any of its duties or functions.*

231. The Committee also has its own Rules of Procedure®®® which guide it in the
conduct of its work. While the Committee’s revised rules apply to complaints,
reponts and references received on or after May 1, 2014, they nevertheless assist
e in ruling on this important issue in respect of the present complaint which was
filed on February 8, 2014. Accordingly, | refer in particular to the following rules:

Interpretation of Rules

Rule 1.04 {1) These rules shall be liberally construed to advance the purposes
set out in rule 1.02

(2} These rules are not exhaustive and the Cammitfes retaing the authority fo
decide any issue of procedure nof provided for by these rules.

Deemed Undertaking

Rule 14.07{1) This rule applies to information or evidence obtained by the parties
in the course of an investigation before the Committse.

(2} This ride does not apply to information or évidence oblained otherwise than
under stubrule (1)

{3} All parties and their lawyers are deemed fo undertake nof to use information
or evidence to which this rufe applies for any purposes other than thoge of the
investigation in which the evidence was ohtained,

(4) Subruie (3) does not prohibit @ use to which the person who disciosed the
information or evidence consents.

(&) Subrue (3) does not prohibit a prosecution of a person for an offence under
section 131 of the Criminal Code (perjury)

14.Q2 if satisfied thal the public interest outwsighs any prejudice that wouwld result
to a parly who distiosed information or svidence, a member may direct that
subrule 14.01 {3) does not apply to information or evidencs, and may mpose
such terms and give such dirsctions as are just,

232. In addition, the Committee is an independent quasi-udicial tribunal, and, as such,
it has powers that are similar to those of a superior court of record. | note in this
connection, section 50 of the CSI3 Act which provides:

50. The Review Committee has, in relation to the investigation of any cornplaint
under this Part, power

(a) to summon and enforce the appearance of persons befors the Commitlee
and to compel! them to give oral or wriften evidence on oath and o produce such
documents and things as the Committee deems requisite to the full investigation
and cansideration of the complaint in the same manner and fo the same extent
as a superior cout of record;

3 C3I8 Act, 5. 38 .
224 Rufes of Pracedure of the Security Intelligence Review Committee.

[ .
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{b) to adminisiter oaths, and

(c) to receive and accept such evidence and other information, whether on ocath
or by affidavit or otherwise, as the Committee sees fit, whether or not that
evidence or information is or would be admissible in g couwrt of law. 228

233, | recall again that subsection 48 (1) of the CSIS Act imposes on me the obligation
to conduct my investigation in private. As an independent guasi-judicial tribunai,
the Committee has the power to decide that the proceedings must remain
private. '

48 (1) Every investigation of a complaint under this Part by the Review
Committee shall be conducted in private.?26

234. Subsection 48 {2) of the CS/S Act is also relevant to my determination of the
scope and application of subsection 48 (1). It reads as follows:

48 (2) In the course of an invesligation of & complaint under this Part by the
Review Conmwnitles, the complainsnt, deputy head concerned and the Director
shall he given an opportunity to make representstions o the Review Committes,
to present evidence and to be heard personally or by counsel, but no one is
entitied a4 of right to be present during, to have access {o or to comment on

representations made to the Review Committee by any other person. (my
emphasis) */

235. Rules 16.09 and 18.03 (8) of SIRC's current Rules of Procedure are also
pertinent. They provide as follows:

16.G9 No person shall take or attempt to take a photograph, mofion picture, audio
revording or other record capable of praducing visual or oral representations by
slecironic means or cthenvise,

(a} at @ hearing,

{h) of any person ertering or feaving the room in which a hearing is fo be or has
been convened, or

(¢} of any person in the building in which a hearing is to be or has been convened
where there is reasonable ground for believing that the persor is there for the
purpose of attending or leaving the hearing, 228

18.03 (8] A witness and his counsel are entitied to be present et the hearing only
when that wilness is giving evidence. %23

236. The Federal Court found in Canada (AG) v. Al Telbani that “SIRC is a specific
statutory body with special attributes relating to national security. SIRC's

28 CSIS Act, 8. 5.

2% (0518 Act, subsection 48 (1),

@2 CBIS Act, subsection 48 (2),

28 Rides of Procedure of the Secunty Intefligance Review Conuniites, Rule 16.08.
4% Rules of Procedure of the Securily Intefligence Review Committes, Rule 18.03 (8)
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procesdings establish a balance between national security and the rights of
individuals. SIRC has powers that are similar to those of a superior court of
record...” 230

The proceedings of the Committee were well summarized in that decision. The
Federal Court wrote:

“SIRC investigations are conducled in private. However, the compiainant, deputy
head concerned and the Director are given an opportunity to make
representations io the Committes, to prasent evidence and to be heard
personally or by counsel. Nonetheless, no one is entitfed as of right t¢ be
present during, to have access lo or to comment on represeniations made to the
Comimiltee by any other person. In spite of this, the Committee's Rules of
Procedure allow for statements summarizing information from private hearing to
he provided, to the extent that no information related lo national security fs
disclosed," %3

“As for SIRC’s procecdings and as was previously noted, the Supreme Court had
already given its approval. Justice Sopinka, while ermphasizing that it was nof for
him to ride on the Jssue, concluded that SIRC's proceedings respacied the
principles of fundarrental justice."*?

In short, the confidentiality of SIRC’s proceedings is the cornerstone of its
investigations. Access to the Committee by a Complainant must be done in
private, in respect of the principles of fundamental justice. SIRC does not

. disclose the filing of a cormplaint and the anonymity of the Complainant is

respected throughout the process. All documents created or obtained by the
Committee in the course of an investigation are exempt from disclosure.

it is my opinion that | must give effect to the intention of the Legisiator
encapsuiated in subsection 48 (1) of the CSIS Act, Accordingly, the Complainant
may not disclose publicly the evidence and testimony which they proffered during
the in camera hearing and BCCI.A may not disclose publicly any part of the
transeripis or the submissions of its counsel, and | so find.

0 Canada (AG) v. Al Telbani, 2012 FC 474, at paragraph 2.
2 (hid, at paragraph 42.
32 fhid &t paragraph 53,
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For ali these reasons, | find that the Complainant’s allegations are not suppaorted
by the evidence, and the complaint is accordingly dismissed.

While | found that the Service did collect some ancillary information
I | i that any information reported was done
incidentally, in respect of lawful targeting authorities in place at the time,

i also find that

the Service did not investigate
recognized as being associated with lawful advocacy, protest or dissent.

I find that the Service did not share information regarding these groups or
individuals with the NEB or other non-governmental members of the petroleum
industry.

I recommend that the Service prioritize inclusive public discussions with the
groups involved in the present complaint, where possible, having regard to the
classified nature of certain topics.

FOR ALL THESE REASONS, ON BEHALF OF THE SECURITY INTELLIGENCE
REVIEW COMMITTEE, THE COMPLAINT IS DISMISSED.

e P P

. ?// { g ':f el
o ‘//1 g«?'rm \d"«ih,ﬂlw ’)
The Honourgble Yves Fortier, RECC, 0Q, QC

Ottawa, Ontario
This 3 0 day, of M {AMZDW,
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Comité de surveillance des activités
de renseignement de sécurité

Security Intelligence
Review Committee

SECRET (with attach.)

File No.: 1500-481

July 13, 2016

Ms. Stéphanie Dion

Counsel

National Security Litigation & Advisory Group
Department of Justice Canada

PO Box 8127, Station T

Ottawa, ON K1G 3H6

Dear Counsel;

RE: BRITISH COLUMBIA CIVIL LIBERTIES ASSOCIATION - COMPLAINT
PURSUANT TO SECTION 41 OF THE CANADIAN SECURITY
INTELLIGENCE SERVICE ACT (CSIS ACT)

Pursuant to our meeting of July 4, 2016 and your letter to the Security
Intelligence Review Committee’s (Committee) dated July 5, 2016, please find enclosed
the modified version of the Committee's summary of the evidence presented in camera/
ex parte with respect to the aforementioned file. Should any further redactions be
recommended, the Committee asks for detailed explanations of all of the factual
considerations relevant to the harm to national security motivating said
recommendations by no later than July 20, 2016.

If you have any questions pursuant to this matter, please do not hesitate to
contact me at (613) 990-6319.

Yours sincerely,

RS R e &
Shayna Stawicki
Registrar

Encl.: (1)
cc:. ER&L (encl 1)

P.0. Box / C.P. 2430, Station / Succursale “D"
Ottawa, Canada K1P 5WE
Tel: 6713 990-8441 Fax: 6713 990-5230
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File No.: 1500-481
SECURITY INTELLIGENCE REVIEW COMMITTEE

IN THE MATTER of a complaint filed pursuant to section 41 of the
Canadian Security Intelligence Service Act, R.S. 1985, ¢. C-23.

BRITISH COLUMBIA CIVIL LIBERTIES ASSOCIATION

Complainant

-and -

CANADIAN SECURITY INTELLIGENCE SERVICE
Respondent

Summary of the evidence presented it camera / ex parte on
January 28, 2016 and March 22, 2016
Before the The Hon. Yves Fortier, P.C., C.C., 0.Q., Q.C., Presiding Member

Security Intelligence Review Committee
P.O. Box 2430

Postal Station D

Ottawa, ON

K1P 5W5

Phone: (613) 990-8441
Fax: (613) 990-5230
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THIS DOCUMENT DOES NOT REPRESENT, IN ANY WAY, THE VIEWS OF THE
SECURITY INTELLIGENCE REVIEW COMMITTEE (COMMITTEE) ON THE MERITS
OF THE COMPLAINT OR THE POSITIONS OF THE PARTIES THERETO.

THIS SUMMARY OF EVIDENCE PRESENTED EX PARTE THE COMPLAINANT HAS
BEEN PREPARED IN ACCORDANCE WITH SECTIONS 37 AND 48 OF THE
CANADIAN SECURITY INTELLIGENCE SERVICE ACT (CSIS ACT), AND IN
CONSULTATION WITH THE PRESIDING MEMBER OF THE COMMITTEE, IN
ACCORDANCE WITH RULE 48 OF THE RULES OF PROCEDURE OF THE
SECURITY INTELLIGENCE REVIEW COMMITTEE IN RELATION TO ITS FUNCTION
UNDER PARAGRAPH 38(C) OF THE CANADIAN SECURITY INTELLIGENCE
SERVICE ACT.

Evidence Presented In Cameral Ex Paite

The Committee heard evidence from four (4) withesses from the Canadian Security
Intelligence Service (CSIS or Service) on January 28, 2016 and on March 22, 2016.

Counsel for the Committee and the Presiding Member had the opportunity to cross-
examine all of the witnesses.

Evidence of “Witness 17, CSIS

i The withess provided detailed testimony regarding her work experience with the
Service from 2001 onwards. She also specifically described her role as Chief of
the unit responsible for the Service’s domestic extremism investigation between
November 2013 and January 2015.

2 The witness testified on government intelligence collection priorities and testified
in regards to Ministerial Directicns provided by the Minister of Public Safety to the
Director of CSIS.

> The witness explained the nature of targeting authorities and how they are
obtained by CSIS to investigate any threat to the security of Canada. She also
identified particular targeting files under which her unit was investigating during
the time period related to this complaint.

4, The witness described CSIS’s practices in relation to investigating threats to the
security of Canada emanating from groups involved in domestic extremism. She
testified that when conducting mandated investigations, CSIS employees are
governed by the CS/S Act and that CSIS policies further stipulate that they do not
look at legitimate protest and dissent, unless it is associated with serious acts of
violence.

2
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The witness provided testimony about the tasking provided to the regions related
to politically-motivated violence and/or sabotage.

The witness explained the targeting levels and warrants for certain targets within
the Service.

The witness testified that as head of her unit at that time, she had an overall
knowledge of the Service investigations that were ongoing and that that prior to
BCCLA's complaint wherein one of the allegations is that the Service
investigated or collected information on seven groups, those groups being
Dogwood Initiative, Sierra Club, EcoSociety, LeadNow, Council of Canadians,
Forest Ethics, and Idle No More, she had only heard of two of the seven.

The witness discussed what she knew of each of the seven abovementioned
groups and her knowledge of the public's opposition to the development of the
Northern Gateway Pipeline project. The witness also testified as to whether any
of the seven groups were ever themselves CSIS targets, considered a threat by
CSIS or flagged as such to any depariment.

When asked for her opinion regarding the testimony of the complainant's
witnesses during the in camera hearing in which they stated that they “felt
targeted” and “were being spied on’, the witness conjectured that it is possible,
that if one were associated with a target and interviewed as a result of that
association, it could make that person feel like they were being targeted.

The witness provided her perspective on the content of a published article dated
January 9, 2012, entitled “An Open Letter from The Honourable Joe Oliver”,
which includes statements from then Minister of Natural Resources about
environmental groups in Canada, in which he comments that “there are
environmental and other radical groups that would seek to block this opportunity
to diversify our trade”, in reference to the pipeline project. '

Evidence of “Witness 2", CSIS

11

12.

13.

The witness provided detailed testimony regarding his work experience with the
Service as an analyst within the Intelligence Assessments Branch (IAB) and
indicated that he primarily specializes in domestic extremism.

The witness testified on IAB's mandate and deliverables to the government of
Canada. He outlined IAB’s main responsibilities which include preparing and
delivering briefings, assessments and reports, providing background information
on operational and managerial programs and preparing Threat and Risk
Assessments (TRAs).

He provided examples of 1AB’s high government priorities and emerging threats
during the timeframe related to the complaint. He testified that CSIS was mainly

3
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focused on issues related to the the Winter Olympics and the G-8/G-20 at that
time and they were occupied with trying to identify any potential threats from
domestic extremists for either of those events,

The witness testified on the evolution of the domestic extremism threat over the
past years.

The witness described “domain awareness” and provided specific examples of
files which fell under I1AB’s work involving domain awareness during the
timeframe of the complaint.

The witness provided detailed testimony on the biannual classified briefings held
by the Department of National Resources (NRCan). He testified that this forum is
used by the Service to share classified information with energy sector
stakeholders, such as the National Energy Board (NEB).

The witness testified about his involvement at these classified briefings and
indicated that his role there in the past has been mainly to offer the Service’s
view on domestic extremism and identify potential triggers for violence. He gave
the Committee concrete examples of serious acts of ideologically-motivated
violence from a Service perspective which were discussed at some of the NRCan
briefings that related to energy and utilities sector stakeholders.

The witness spoke to specific intelligence assessments that were given fo the
NEB by the IAB involving domestic extremism issues and whether or not the
aforementioned groups were mentioned in those assessments.

The witness described how the Service engages in outreach with energy
stakeholders and also identified means, other than the classified briefings,
through which the Service communicates severe emerging domestic threats to
certain industries.

The witness described the policies and requirements for any meeting between
the Service and any outside organization. He emphasized the importance of
fostering collaboration between CSIS and any organization to prevent terrorism,
whether it be within the government of Canada, with law enforcement partners or
private industries.

The witness testified that IAB sometimes visits the regions and meets with their
liaison team to assist in their collection mandate by presenting to them
information that they may not know, be it classified or not, on topics that they may
have an interest in. He indicated that this is standard collaboration protocol and
part of that relationship-building with CSIS’s client base, which in turn
encourages these industries to share any threat-related information they may
have with the Service.

4
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The witness testified that the Service does not attend, nor interfere with, any
events that involve legal and legitimate protests and/or dissent, as it falls outside
of its mandate.

The witness provided contextual and classified information on certain
documentation that had been redacted and provided to the complainant pursuant
to an Access to Information request. Amongst other documents, he specifically
gave detailed evidence in respect of a memorandum entitled “Meeting of the
Deputy Ministers’ Committee on Resources and Energy”.

The witness stated that he has never briefed Minister Joe Oliver on domestic
extremism, and that as far as he was concerned, the Service was unaware as to
who briefed the Minister on the information related to his public statement in
2012.

Evidence of “Witness 3", CSIS

25.

26.

27

28,

28

30.

The witness provided detailed testimony regarding his work experience with the
Service as an analyst within the IAB and indicated that his specialty lies in the
Energy Sector.

The witness testified that his primary responsibility was to provide intelligence
assessments related to threats to Canada’s energy and mineral security. He
summarized the energy sector file, for which he is responsible, and highlited that
the interests of his portfolio were restricted to threats to energy and primarily to
critical energy infrastructure mostly from domestic extremism, terrorism, or
possibly from foreign states. He testified that a secondary responsibility of his
branch was to provide assessments relating to economic threats or threats to
Canada’s economic interests related to energy in the area of proprietary
information.

The witness testified that he has been a coordinator for the NRCan biannual
classified briefings since 2010 and described the origin and purpose of these
briefings as well as the Service's role. He further testified that, although he is
responsible for writing a memo to management regarding the briefings, there is
no formal Memorandum of Understanding.

The witness testified that he has never personally seen any information collected
at these briefings by the Service and that, should members of the private sector
wish to provide information to the Service, he explains to them that the proper
format for them to do so is to notify someone at the regional offices.

The witness provided testimony on certain topics that have been discussed at
past NRCan briefings.

The witness gave examples of some briefings or liaisons with government or

5
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private sectors in which CSIS participates other than the NRCan briefings.

The witness spoke about the context and content of the information that was
redacted in the complainant’s version of an email, dated April 19, 2013, referred
to in the complainant’s exhibit book, which mentions security concerns regarding
the Northern Gateway Pipeline project.

Evidence of “Witness 4”, CSIS

32;

33.

34.

35.

36.

37,

38.

The witness provided detailed testimony regarding his work experience with the
Service from 1995 onwards. He indicated he occupied various positions with the
British Columbia Region between 1998 to present. He also described his roles
and responsibilities as the supervisor for the unit responsible for the Service’s
domestic extremism investigations in Vancouver from 2010 to 2013 and that, as
a supervisor of the unit, he was aware of all actions taken under his remit at the
time.

The witness discussed the mandatory process and requirements for an
intelligence officer to make a request to conduct a community interview related to
the Service’s domestic extremism investigations. The witness testified as to the
freguency of those interviews.

The witness provided testimony as to whether or not any of the seven groups
mentioned in this complaint, namely Dogwood Initiative, Sierra Club,
EcoSociety, LeadNow, Council of Canadians, Forest Ethics, and Idle No More,
were ever a target of a Service investigation.

The witness testified that he had not heard of most of the aforementioned groups
prior to this complaint, He specified that the few groups that he had known at that
time was known to him through open-source means.

The witness testified that it was not surprising that there were protests related to
the Northern Gateway Pipeline Project but underscored that Service employees
are mandated and limited by the CS/S Act which does not permit CSIS to
investigate groups or individuals for their activities related to lawful advocacy,
protest or dissent, unless it is tied directly to a threat.

The witness testified that the information flow between CSIS and private or other
public stakeholders was generally a one-way transaction in which CSIS received
the information.

The witness testified that he did not recall having seen the article written by the
Honourable Joe Oliver mentioned above prior to the hearing.

July 5, 2016
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R Canada Canada
National Security Litigation Groupe litiges et canseils
& Advisory Group en sécurité nationale
PO Box 8127, Station T CP 8127, Succursale T
Ottawa, Ontario Ottawa (Ontario)
K1G 3H6 K1G 3H6
RECEIVED
July 5, 2016 8% % SECRET
BY HAND

Ms. Shayna Stawicki

Registrar

Security Intelligence Review Committee
Jackson Building

122 Bank Street, 4" Floor

Ottawa, Ontario

KI1P 5N6

Dear Ms. Stawicki:

RE: BCCLA - Complaint against CSIS Pursuant to Section 41 of the CSIS Act
Your File 1500-481

This is further to your correspondence of June 8, 2016 and our meeting of July 4th,
with respect to the summary of the evidence presented in camera / ex parte. As
discussed, please find below the Service’s comments with regard to damage to
national security with respect to paragraphs 7 and 8 of the proposed summary.

Paragraph 8 of the summary contains information to the effect that the groups
identified in the BCCLA complaint

The Service protects information which would identify or tend to identify the
Service’s interest in individuals, groups or issues, including the existence or non-
existence of past or present files or investigations, the intensity of investigations. or
the degree or lack of success of investigations. A security agency cannot operate
effectively if the subjects of its investigations are able to ascertain the state of the
security agency's operational knowledge at a particular point in time, the specific
operational assessment made by the security agency, or the fact that a security
agency is in a position to draw certain conclusions on a subject. The disclosure of
this type of information would indicate the level of interest, or lack of it, in an
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individual at various points in time and the [act that a security agency has enough
information to make an assessment ot draw a conclusion.

In forming an opinion on the likelihood of damage to national security resulting from
disclosure of the information, the Service takes into account the “mosaic effect”.,
Assessing the damage caused by disclosure of information cannot be done in the
abstract or in isolation. It must be assumed thatl information will reach the hands of
persons with knowledge of Service targets and the activities ot this and other
investigations. In the hands of an informed reader, seemingly unrelated pieces of
imformation, which may not in and of themselves be or appear to be particularly
sensitive, can be used to develop a more comprehensive picture when juxtaposed,
compared or added to information already known by the recipient or available from

another source.

For these reasons, the Service has sugpested a number of changes discussed at our
July 4, 2016, meeting. Upon concluding the meeting. counsel undertook to provide
suggested wording for paragraphs 7 and 8 of the proposed summary of evidence
based on the damage to national security outlined above.

With respect to paragraph 7. upon review and in light of testimony of Robert Young
m the in camera proceedings and the summary of evidence presented at paragraph

35, the Service has determined that paragraph 7 proposed by the Committee is not
likely to damage to national security.
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